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Abstract 

The limited research that has been undertaken into occupational fraud has focused on the 

offender and why he or she does it. This thesis focuses on the situation of the crime, the 

organisation. Some organisations acquiesce to internal fraud whilst others robustly confront it. 

The research employs a mixed-method strategy to explore the structures, social influences and 

cultural characteristics of organisations which lead either to active prevention or passive 

tolerance. 

The first stage of the research examines the nature of the occupational fraud threat. The 

prevalence of the crime indicates that low value, occasional offending has become normalised 

behaviour. However the greatest financial threat comes from a small number of habitual 

offenders dominated by high greed sociopaths. The difficulties in tackling fraud flow from the 

ambiguities in its definition, not least because it is contingent on circumstances, local rules, 

contractual terms and the role of the transgressor. Subjectively labelling observed behaviour as 

fraudulent is thus in itself a major challenge.  

The second stage of the research employs interview, case study, documentary data and 

ethnographic methods to explore how organisations respond to the challenges. An important 

focus of the research is the comparison of two large organisations, one with a very strong 

counter-fraud culture, the second seemingly indifferent to the threat. The thesis identifies ethical 

climate as a key variable. It proposes a five stage organisational ethical development model and 

identifies some of the characteristics associated with each stage, characteristics which suggest 

that situational crime prevention is an important component of a progressive ethical climate. 

A key emergent theme is the range of excuses and justifications that are deployed to avoid 

tackling occupational fraud. These rationalisations mirror the rationalisations constructed by 

offenders to justify their actions. The thesis posits differential rationalisation as a new 

criminological theory, an addendum to differential rationalisation. 
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Chapter 1 

 

Introduction 

 

Introduction: the case for occupational fraud 

 

This thesis is concerned with a crime in relation to employment. As a scholarly endeavour, the 

study of occupational fraud or embezzlement commenced with the ground-breaking work of 

Sutherland (1940). Sutherland brought attention to the hidden criminality of the privileged 

ŎƭŀǎǎŜǎ ǿƛǘƘƛƴ ǘƘŜ ǿƻǊƪǇƭŀŎŜ ŀƴŘ ŎƻƛƴŜŘ ǘƘŜ ǇƘǊŀǎŜ άǿƘƛǘŜ-ŎƻƭƭŀǊ ŎǊƛƳŜέΦ !ƭǘƘƻǳƎƘ Ƙƛǎ ǇǊƛƴŎƛǇŀƭ 

ŦƻŎǳǎ ǿŀǎ ǘƘŜ ƳŀƭƻŘƻǊƻǳǎ ŀŎǘƛǾƛǘƛŜǎ ƻŦ άǊƻōōŜǊ ōŀǊƻƴǎέ ƻƴ ōŜƘŀƭŦ ƻŦ ǘƘŜƛǊ ŎƻǊǇƻǊŀǘƛƻƴǎΣ Ƙƛǎ ǿƘƛǘŜ-

collar crime typology explicitly included the more humble embezzler (Sutherland, 1940). 

Sutherland criticised his criminological colleagues for their preoccupation with traditional 

criminality despite the cost of white-ŎƻƭƭŀǊ ŎǊƛƳŜ ōŜƛƴƎ ΨΧǇǊƻōŀōƭȅ ǎŜǾŜǊŀƭ ǘƛƳŜǎ ŀǎ ƎǊŜŀǘ ŀǎ ǘƘŜ 

ŦƛƴŀƴŎƛŀƭ Ŏƻǎǘ ƻŦ ŀƭƭ ǘƘŜ ŎǊƛƳŜǎ ǿƘƛŎƘ ŀǊŜ ŎǳǎǘƻƳŀǊƛƭȅ ǊŜƎŀǊŘŜŘ ŀǎ ǘƘŜ άŎǊƛƳŜ ǇǊƻōƭŜƳέΩ 

(Sutherland, 1940). Despite SutherlandΩǎ ŜȄƘƻǊǘŀǘƛƻƴǎΣ ŦƛƴŀƴŎƛŀƭ ŎǊƛƳŜ Ƙŀǎ ƭŀǊƎŜƭȅ ōŜŜƴ ƛƎƴƻǊŜŘ ōȅ 

scholars (Tombs and Whyte, 2007). The paucity of research may in part be due to perception of 

influential criminologists that it is a rare event (Gottfredson and Hirschi, 1990, p198) and 

therefore less worthy of funding than more accessible and less complex crimes (Croall, 1992, 

p17). Quantifying the scale of the fraud problem is indeed a significant challenge due to its 

invisibility and the lack of consensus in its definition (Levi, 2012). The biennial reports from the 

Association of Certified Fraud Examiners (ACFE) are frequently cited and sometimes used as the 

basis for research (Holtfreter, 2005). Their most recent report (ACFE, 2014) estimates 

organisations lose the equivalent of 5% of their revenues to occupational fraud. Button, Gee and 

Brooks (2012) estimate that organisations lose 5% of expenditure to fraud and error of all types. 

Applied to the £3.5 trillion turnover of non-financial UK companies (BIS, 2014), both estimates 

suggest a total loss of a staggering £175bn every year. In an extensive study involving 9,175 

employees of 45 organisations, Hollinger and Clark (1983) found that one-third of employees 

offend at least once per year. In a self-reporting survey Karstedt and Farrell (2006, 2007) found 

that 61% of 1,807 adults surveyed had committed at least one fraud type offence, 38% had 

committed two or three frauds and 6% had committed more than nine. Although the 

methodologies and results of these studies are inconsistent, they nevertheless point to fraud 

being a high frequency, high value crime committed by ordinary people as they go about their 

private and professional lives.  
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Whatever the stated philosophical bent of individual criminologists, positivism has pervaded the 

scholarship in the hunt for causes and solutions to criminality. The study of white-collar crime is 

no different and always involves, with varying degree of emphasis, the individual criminal and his 

or her interaction with the world outside of the self. Classical Beccarian explanations focus on the 

deterrence effect of formal crime control structures (Newburn, 2007, p116). Sutherland (1940) 

explained the deviance of white-collar criminals through his differential association social 

learning theory. Gottfredson and Hirschi (1990) acknowledged the relevance of external controls 

but assigned the principal cause to a low self-control personality brought about by inadequate 

childhood rearing. Cressey (1953) blamed insurmountable financial worries pressing on the 

individual. White-collar scholars describe causation in cultural terms related to the criminogenic 

nature of the capitalist corporation (Braithwaite, 1985; Coleman, 1992). Similarly, in their 

ethnographic studies, Mars (1973) and Ditton (1977) observed how organisational climate is a 

major contributory factor in the genesis of occupational crime. Latterly Smith, Button, Johnston 

and Frimpong (2010, p82) have taken up the challenge by viewing fraud through the prism of 

situational crime theory (Clarke, 1995), focusing their attention on the vulnerability of situations 

and how criminals perceive the risks associated with those potential targets. 

 

Research aims and questions 

 

This thesis differs from these previous research studies because it is inspired by the question: 

why do organisations not prevent occupational fraud? The offender and the external justice 

systems are considered but the organisation and its victimhood is central to the question. 

Victimological research is usually associated with human persons (Spalek, 2006) and 

victimologists rightly wrestle with the difficult issues of victim characteristics and victim fault, 

especially in relation to vulnerable individuals and predatory offenders (Spalek, 2006, p33-35). 

The present research is concerned with a human construct and is predicated on the assumption 

that all organisations are vulnerable to internal criminality and their level of vulnerability is a 

function of organisational characteristics. An important difference between organisational and 

individual victims is that organisations have duties to their shareholders, employees, external 

stakeholders and wider society in preventing crime and promoting normative values. Thus 

examining the accountability of organisations for their victimhood is far less problematic than it is 

for individuals. The research does not consider the consequential impact on secondary and 

tertiary victims (Spalek, 2006, p13).  
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The primary question is deliberately posed in the negative. The theories in the introductory 

section illustrate how the bulk of criminological research is concerned with the positive correlates 

of criminality, the complex array of individual and environmental variables and influences which 

cause crime. The ultimate goal of criminology is to reduce criminality by explaining these causes 

and formulating ways to reduce their power and salience. In this positivist sense the present 

ǊŜǎŜŀǊŎƘ ƛǎ ƴƻ ŘƛŦŦŜǊŜƴǘ ŀƴŘ ǎŜŜƪǎ ǘƻ ŜȄǇƭƻǊŜ ǘƘŜ ΨŦǊŀǳŘƎŜƴƛŎΩ ŎƘŀǊŀŎǘŜǊƛǎǘƛŎǎ ƻŦ ƻǊƎŀƴƛǎŀǘƛƻƴǎΦ 

Importantly the research is also concerned with the features of organisations which at first sight 

appear neutral to the crime question, which form their apparent neutral acquiescence to internal 

criminality. ¢Ƙƛǎ ǎǳōǘƭŜ ǎƘƛŦǘ ƛƴ ŜƳǇƘŀǎƛǎ ǘǳƴŜǎ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊΩs sensors not only to observable 

characteristics, but also to what is not there. It is a way of thinking encouraged by situational 

crime theory (Clarke, 1980; Button and Gee, 2013, p85ύ ŀƴŘ ǊŜŦƭŜŎǘǎ WƻƘƴǎǘƻƴ ŀƴŘ {ƘŜŀǊƛƴƎΩǎ 

(2003) conceptualisation of security governance in terms of security mentalities. Perhaps 

managers simply do not think about or care about internal fraud. Perhaps it is such a small 

problem as to be unworthy of management time or maybe they just have not noticed it. 

 

The acquiescent emphasis is a result of personal experience. I am a victim of fraud. Having spent 

nearly twenty years working for large corporations I sought a new challenge and purchased a 

small engineering business. However it soon became apparent that the business relied on corrupt 

relationships with its customers. .ȅ ŘƛǎƘƻƴŜǎǘƭȅ ŘŜŎƭŀǊƛƴƎ ǘƘŀǘ ǘƘŜ ŦƛǊƳΩǎ ǘǳǊƴƻǾŜǊ ŘƛŘ ƴƻǘ ǊŜƭȅ ƻƴ 

corruption, the previous owners had fraudulently misrepresented the true value of the company. 

Although the case raised significant questions relating to professionals advisers and financial 

ŀǳŘƛǘƻǊǎΣ ǘƘŜ ǉǳŜǎǘƛƻƴǎ ǘƘŀǘ ŜȄŜǊŎƛǎŜŘ ƳŜ Ƴƻǎǘ ǊŜƭŀǘŜŘ ǘƻ ǘƘŜ ōŜƘŀǾƛƻǳǊ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ 

management. Why would they not respond to evidence of corruption within? Why had it been 

allowed to go on for so long at such a high level? Why were they still unwilling to address it? Why 

did they not care about the consequential damage to others? What sort of people do it? Were 

we unlucky or naïve? Why ŘƛŘ ǘƘŜ ŎƭƛŜƴǘΩǎ management shrug off employee fraud as if it were 

perfectly normal practice? What is it about some organisations that their management tolerate 

employee fraud whilst others are intolerant? 

 

The objective of the research programme is to develop an understanding of the occupational 

fraud challenge and the characteristics of organisations which account for the differences in their 

responses. The ambition of the research programme is not to produce a single, general 

explanation of occupational fraud; such an endeavour would be a chimera, doomed to eternal 

failure (Geis, 1992) and as useful as a general theory of disease (Clarke, 1980). The aim is to 
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contribute to this under-researched area by developing some ideas to stimulate further research 

and hypotheses for further testing. 

 

Structure of thesis 

 

The structure of the thesis reflects the emergent themes. It is organised into four sections. 

Section 1 (Chapters 2 and 3) reviews the available literature and sets out the research 

methodology. Section 2 (Chapters 4 to 6) examines the nature of the occupational fraud threat 

and the challenge facing organisations. Section 3 (Chapters 7 to 11) explores the characteristics 

of organisations which distinguish those that actively tackle fraud from those that tolerate it. The 

conclusions are in Section 4. 

 

The body of the work draws on the theoretical and conceptual background critically examined in 

Chapter 2. The literature review starts at the beginning with an introduction of the early work of 

Sutherland (1940, 1949) and Cressey (1953). Though subject to justifiable criticism, their ideas 

have sufficient horsepower to sustain their relevance. Reflecting the simplicity of the principle 

ōŜƘƛƴŘ [ŜǿƛƴΩǎ ŦƛŜƭŘ ǘƘŜƻǊȅ ό[ŜǿƛƴΣ мфрмύΣ ǘƘŜ ǎǳōǎŜǉǳŜƴǘ ǘǿƻ ǎŜŎǘƛƻƴǎ ŘƛǎŎǳǎǎ ǘƘŜ ǊŜƭŜǾŀƴǘ 

psychological and environmental theories including the ideas of business ethics scholars. These 

theories may be unfamiliar to criminologists but I believe cross-pollination between different 

schools is important to maintain the health of the academic gene pool. The final, shortest section 

introduces the research most closely related to the present research, that connecting theory and 

practice. 

 

Chapter 3 describes the mixed method approach to the research. The core of the research is 

founded on the constructionist perspective, seeking to understand how individuals from a range 

of professional backgrounds perceive the fraud phenomenon, what it means to them and their 

interpretations of the attitudes and behaviour of other actors and organisations towards fraud. 

The chapter examines the ethical issues associated with the methodology and explains the 

systematic approach to controlling and minimising the ethical risks. 

 

Some claim that the ambiguities in the definition of fraud have been tidied up by the introduction 

of the Fraud Act 2006 (Gill and Goldstraw-White, 2012, p19). I disagree. Though a unified 

definition would seem to offer great advantages, Chapter 4 shows that it is a slippery concept 

that defies all attempts at descriptive brevity. Indeed it is probably unhelpful to constrain the 

definition of fraud in legal and sociological terms whilst society, commerce and technology 
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continue to evolve, innovate and adapt. However it is important that the researcher defines his 

or her meaning and scope of interest to avoid misinterpretation or misuse of the results. Chapter 

4 defines what the author means by fraud and in doing so demonstrates that a simple, unified 

legal and social meaning must be elusive because it is dependent on context and local rules. 

 

Chapter 5 adds to the context of the fraud threat by exploring its various dimensions. Existing 

estimates of the scale of fraud tend to focus only on the value dimension (NFA, 2013; ACFE, 

2014). Whilst the understanding of financial loss is vital, it is equally important from a 

criminological perspective to understand how many people do it and how often. This information 

provides clues as to the type of people involved and the challenges of control. If, as Gottfredson 

and Hirschi (1990) assert, occupational fraud is rare, then there is a valid reason for not dealing 

with it. The thrust of Chapter 5 is a meta-analysis using the best available secondary data to 

estimate the extent of occupational fraud. The chapter concludes that occupational fraud is very 

common, involving at least one-third of the workforce and should be tackled. The analysis 

proposes a standard fraud frequency distribution which quantifies the nature of the challenge: 

the minority of occupational fraud losses are caused by the majority of offenders, and the 

majority of losses are caused by a few offenders. 

 

Chapter 6 expands further on the fraud challenge by correlating the quantitative data from 

Chapter 5 with an offender typology. It builds on the ideas of Weisburd, Waring and Chayet 

(2001), Pogarsky (2002) and Wikstrom (2006) that people can be categorised into acute 

conformists, deterrable occasional offenders or deterrence resistant habitual offenders 

motivated by a palette of opportunity, greed and crisis. The chapter concludes that counter-fraud 

strategies need to be designed in recognition of two broad types of offender: normal individuals 

and sociopaths. It is argued that fraud is a normal activity and most fraudsters are normal 

individuals susceptible to positive cultural influences and the threat of sanctions, but the greater 

damage is caused by low morality individuals, the sociopaths who are more immune to 

normative values and the power of general deterrence. 

 

DEF Group is a very large distribution business with a successful counter-fraud culture. The case 

study of the company is centred on the interaction between the Security and Compliance 

Department (SCD) and the rest of the organisation. The study explores the features of the 

company which contribute to its measurable success in preventing two dominant types of fraud: 

sales frauds perpetrated by customers and occupational fraud.  An important characteristic is the 

ŎƻƘŜǊŜƴŎŜ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ōǊƻŀŘ ŜǘƘƛŎŀƭ ǎǘǊŀǘŜƎȅ ǿƘƛŎƘ ŀŘŘǊŜǎǎŜǎ ŀƭƭ ǘȅǇŜǎ ƻŦ deviant 
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behaviour including fraud in general and occupational fraud in particular. The case study is 

ŘƛǾƛŘŜŘ ƛƴǘƻ ǘǿƻ ŎƘŀǇǘŜǊǎΦ /ƘŀǇǘŜǊ т ŘŜǎŎǊƛōŜǎ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǎǘǊǳŎǘǳǊŜǎΣ ǇƻƭƛŎƛŜǎ ŀƴŘ 

arrangements for combating fraud. Chapter 8 describes how the company responds to detected 

frauds and examines some of the resulting obstacles to justice which support an effective 

sanction deterrence strategy. An emergent theme is the utilitarian tensions that can develop 

when ethical discipline competes with the commercial objectives of the company. If it were not 

for the intervention of the SCD team and the robust support of the executive, line managers 

would be more likely to construct utilitarian rationalisations for excusing employee fraud. 

 

Chapter 9 is an ethnographic study of a contract bribery fraud case involving a contract employee 

ƻŦ ŀ ƳŀƧƻǊ ƳŀƴǳŦŀŎǘǳǊƛƴƎ ŎƻƳǇŀƴȅΣ Ψw&T LƴŘǳǎǘǊƛŜǎΩΣ ŀƴŘ ŀƴ ŜƴƎƛƴŜŜǊƛƴƎ ǎǳǇǇƭƛŜǊΣ ΨbƻǊǘƘǿƛŎƪ 

tǊƻƧŜŎǘǎΩΦ ¢ƘŜ ƻǇǇƻǊǘǳƴƛǘȅ ǘƻ ƻōǎŜǊǾŜ ǘƘŜ ŜǾŜƴǘǎ ŎŀƳŜ ŀōƻǳǘ ǘƘǊƻǳƎƘ ǘƘŜ ŀǳǘƘƻǊΩǎ role as the 

manager of a small engineering business, a competitor of Northwick and ǘƘŜ ŀǳǘƘƻǊΩǎ 

involvement in exposing the fraud to R&TΩǎ ƳŀƴŀƎŜƳŜƴǘΦ ¢ƘŜ ǎǘǳŘȅ ŦƻŎǳǎŜǎ ƻƴ ǘƘŜ ǇǊŜǎǎǳǊŜǎ 

experienced by a junior manager of R&T in dealing with the corruption. Morality and justice on 

one side compete against a combination of corporate utilitarian objectives and job survival 

pressures on the other. The contrasting responses of R&T Industries and DEF Group to allegations 

of fraud highlights the crucial role of leadership in supporting employees as they deal with those 

pressures and contemplate their ethical decisions (Trevino and Weaver, 2003). Without 

meaningful support and guidance to bolster their moral agency, junior managers may learn to 

rationalise a passive tolerance of fraud. 

 

Rationalisation theory pervades much psychological and sociological thinking as a pivotal 

principle in explaining deviance (Jones, 1908; Cressey, 1953; Sykes and Matza, 1957; Turner, 

2013). It focuses on the psychological processes of the offender to explain how otherwise moral 

people maintain their self-image by constructing false explanations of their behaviour. A key 

theme introduced in Chapter 9 is how moral employees, whether shop-floor colleagues, junior or 

senior managers, see fraudulent behaviour in others, recognise it as immoral yet do not seek to 

hold the offenders to account. The phenomenon is central to the research questions. Chapter 10 

ƛƴǘǊƻŘǳŎŜǎ ǘƘŜ ǘƘŜƻǊȅ ƻŦ ŘƛŦŦŜǊŜƴǘƛŀƭ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ǿƘƛŎƘ ŀŘŘǎ ǘƻ {ǳǘƘŜǊƭŀƴŘΩǎ ŎǳƭǘǳǊŀƭ ƭŜŀrning 

theory, differential association (Sutherland, Cressey and Luckenbill, 1947, p88). Differential 

association focuses on the offender and how criminality is learnt through their association with 

criminals. Differential rationalisation shifts attention to the role of the organisation as a victim. 

¢ƘŜ ǘƘŜƻǊȅ Ǉƻǎƛǘǎ ǘƘŀǘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ƳŜƳōŜǊǎΩ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ǘŀŎƪƭƛƴƎ ƻŎŎǳǇŀǘƛƻƴŀƭ 

fraud mirror the rationalisations constructed by fraudsters to engage in fraud. The more that 
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acquiescent rationalisations are constructed both in frequency and type, the greater the 

likelihood of fraud. Organisations are more fraudgenic and employees are more likely to become 

ƻŎŎǳǇŀǘƛƻƴŀƭ ŦǊŀǳŘǎǘŜǊǎ ǿƘŜƴ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ŜƴŦƻǊŎƛƴƎ ǘƘŜ ƭŀǿ ŀǊŜ ƛn 

ŜȄŎŜǎǎ ƻŦ ǘƘŜ ŦǊŀǳŘǎǘŜǊΩǎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦŀǾƻǳǊŀōƭŜ ǘƻ ŦǊŀǳŘΦ ¢ƘŜ ǘƘŜƻǊȅ ƛƳǇƭƛŜǎ ǘƘŀǘΣ ǿƘƛƭǎǘ 

there may be utility in tackling offender rationalisations (Nettler, 1974; Cressey, 1986), counter-

fraud strategies will be more successful if organisations first concentrate on dismantling 

rationalisations which encourage passive tolerance. 

 

Stimulated by the ideas of Kohlberg (1968) and Weaver and Trevino (2003), Chapter 11 focuses 

on the organisational climate and explores the role of differential rationalisation in the 

development of ethical climates. The analysis develops a typology of ethical climates from 

delinquent at one end to values-orientated at the other. It hypothesises that regressive 

differential rationalisation is a characteristic of delinquent, fraudgenic organisations and 

progressive differential rationalisation is a feature of fraud resilient organisations at higher stages 

of ethical development. 

 

The final chapter draws together the thesis conclusions. In critically examining the extent to 

which the research aims were achieved, Chapter 12 identifies the research limitations and 

opportunities for further research. It also briefly outlines the potential application of the 

postulated theoretical concepts to other sociological fields. 
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Chapter 2 

 

Literature Review 

 

Introduction 

 

¢ƘŜ ǎǘǳŘȅ ƻŦ ŦǊŀǳŘ ōŜƎŀƴ ǿƛǘƘ 9Řǿƛƴ {ǳǘƘŜǊƭŀƴŘΩǎ ƎǊƻǳƴŘ-breaking work on white-collar crime in 

the 1930s (Sutherland, 1940). Since Sutherland, white-collar crime and fraud has attracted, with a 

few notable exceptions, little interest from the criminological fraternity (Benson and Simpson, 

2009, p211). Occupational fraud has attracted even less attention and original empirical research 

that examines the context and role of the organisation is very rare. Under these circumstances 

one has to seek intellectual stimulation in the most relevant theoretical concepts of criminology 

and adjacent scholarly fields. This chapter starts out with a brief discussion of the genesis of fraud 

ǘƘŜƻǊȅ ƛƴ {ǳǘƘŜǊƭŀƴŘΩǎ ǿƘƛǘŜ-collar crime and differential association theories. The discussion 

then moves on to explore offender theories and the attendant psychology forces with a 

particular emphasis on rationalisation theory. The organisational context is considered in terms 

of situational crime prevention, deterrence and ethical climate, introducing ideas from business 

ethics scholars. The final, shortest section introduces original research which focuses on the 

organisation and its approach to occupational fraud. The review provides a critique of the 

theoretical concepts in order to highlight a number of areas for further research, some of which 

are explored by the present research programme. 

 

White-collar crime 

 

{ǳǘƘŜǊƭŀƴŘΩs original purpose was to expose the deficiencies in the existing criminological 

theories by challenging the traditional image of criminals and criminality (Sutherland, 1940). He 

framed white-collar crime in terms of social status and the types of crimes associated with the 

ƻŎŎǳǇŀǘƛƻƴŀƭ ǎŜǘǘƛƴƎΥ ά²ƘƛǘŜ-collar crime may be defined approximately as a crime committed by 

ŀ ǇŜǊǎƻƴ ƻŦ ǊŜǎǇŜŎǘŀōƛƭƛǘȅ ŀƴŘ ƘƛƎƘ ǎƻŎƛŀƭ ǎǘŀǘǳǎ ƛƴ ǘƘŜ ŎƻǳǊǎŜ ƻŦ Ƙƛǎ ƻŎŎǳǇŀǘƛƻƴέ ό{ǳǘƘŜǊƭŀƴŘΣ 

мфпфΣ ǇфύΦ {ǳǘƘŜǊƭŀƴŘΩǎ ǘȅǇƻƭƻƎȅ ƛƴŎƭǳŘŜŘ ōƻǘƘ corporate and occupational frauds such as 

accountancy fraud, manipulation in the stock exchange, bribery, mis-selling, tax fraud and 

embezzlement (Sutherland, 1940). Sutherland argued that the essentials of higher status white-

collar is the same as lower class criminality and that the genesis of both groups can be explained 

by his theory of differential association (Sutherland, 1983, p240). His critical observation was that 
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the only difference between the two groups lay in the structure of the legal systems which 

segregated white-collar crime administratively from common crimes (Sutherland, 1940). The 

criminal justice system, the police and courts focused on the lower class crimes whilst the crimes 

of the privileged were predominantly handled by civil courts and administrative bodies 

(Sutherland, 1940). Consequently the very structure of the justice systems disguised the true 

level of white-ŎƻƭƭŀǊ ŎǊƛƳŜΣ ǘƘŜ ŦƛƴŀƴŎƛŀƭ Ŏƻǎǘ ƻŦ ǿƘƛŎƘ άΧƛǎ ǇǊƻōŀōƭȅ ǎŜǾŜǊŀƭ ǘƛƳŜǎ ŀǎ ƎǊŜŀǘ ŀǎ ǘƘŜ 

financial cost of all the crimes ǿƘƛŎƘ ŀǊŜ ŎǳǎǘƻƳŀǊƛƭȅ ǊŜƎŀǊŘŜŘ ŀǎ ǘƘŜ ΨŎǊƛƳŜ ǇǊƻōƭŜƳΩέ 

(Sutherland, 1940). Thus he concluded that criminological research which uses official records to 

develop theories of crime is bound to be unrepresentative with an inevitable bias towards lower 

class criminality (Sutherland, 1940). 

 

Sutherland identified a number of reasons for the differential implementation of justice: the 

influence the corporations exert over the legislators, the admiration and respect held by justice 

administrators for businessmen who do not conform to the criminal stereotype, the attendant 

corollary that white-collar crimes are not real crimes and the ability of corporations to avoid the 

attention of the courts (Sutherland, 1940; 1945). In the last respect Sutherland retained a 

particular opprobrium for the clever innovations of corporate lawyers (Sutherland, 1940). Indeed 

Sutherland experienced himself how business and law connived to conceal corporate criminality. 

In his original version of White Collar Crime (Sutherland, 1949) Sutherland excoriated the leaders 

of seventy American corporations for their criminality, including war crimes. However the names 

of the corporations were deleted due to the threat of legal action against the publisher, Dryden 

tǊŜǎǎΣ ŀƴŘ LƴŘƛŀƴŀ ¦ƴƛǾŜǊǎƛǘȅΩǎ fear that the book would alienate wealthy contributors (Galliher 

ŀƴŘ DǳŜǎǎΣ нллфύΦ Lǘ ǿƻǳƭŘ ōŜ ŀ ŦǳǊǘƘŜǊ ǘƘǊŜŜ ŘŜŎŀŘŜǎ ōŜŦƻǊŜ ǘƘŜ {ǳǘƘŜǊƭŀƴŘΩǎ ƻǊƛƎƛƴŀƭ Řŀǘŀ ŦƛƭŜǎ 

were unsealed and the identities of high profile firms involved in supporting the Nazi war 

machine revealed, companies such as IBM, Kodak, Chase Bank, Ford, General Motors and Coca 

Cola (Galliher and Guess, 2009; Sutherland, 1983). 

 

Since Sutherland, the definition of white-collar crime has evolved, becoming controversial 

(Benson and Moore, 1992), somewhat blurred and ambiguous (Nelken, 2007, p737). The absence 

of a precise definition of white-collar crime has plagued researchers from the outset (Schlegel 

and Weisburd, 1992) and continues to do so. Confusion has arisen out of the difficulties in clearly 

identifying the offender, the beneficiary and the victim, the location of the offence and the status 

of the offender thus leading to uncertainty about what and who to study (Hagan, Nagel and 

Albonetti, мфулύΦ ¢ƘŜ ǊŜǎǳƭǘ ƛǎ ǘƘŀǘ ǘƘŜ ΨǿƘƛǘŜ-collar crimŜΩ ǇƘǊŀǎŜ Ƙŀǎ ŘŜǾŜƭƻǇŜŘ ƭŜǎǎ ŀǎ ŀ 

theoretical concept and more as the symbolic taxonomic title of a genus of misconduct that 
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encompasses both the professional and private worlds, high and low status individuals. In 

ƪŜŜǇƛƴƎ ǿƛǘƘ {ǳǘƘŜǊƭŀƴŘΩǎ ƻǊƛƎƛƴŀƭ ŎƻƴŎŜǇt the genus includes health and safety, employment 

and environmental infringements (Friedrichs, 2010, p82), negligence such as that associated with 

the challenger space shuttle accident (Vaughan, 1992, p136), the financial crimes of Enron and 

Worldcom (Gobert and Punch, 2003) and occupational fraud (Cressey, 1953). However other 

scholars have extended {ǳǘƘŜǊƭŀƴŘΩǎ ŦƻǊƳǳƭŀǘƛƻƴ ŦƻǊ ǊŜǎŜŀǊŎƘ ŜȄǇŜŘƛŜƴŎȅΦ vǳŀƴǘƛǘŀǘƛǾŜ 

researchers often use non-ƻŎŎǳǇŀǘƛƻƴŀƭ ŎǊƛƳƛƴŀƭ ƧǳǎǘƛŎŜ Řŀǘŀ ǎǳŎƘ ŀǎ ǾŜǘŜǊŀƴǎΩ ōŜƴŜŦƛǘ ŦǊŀǳŘ 

(Hagan, Nagel and Albonetti, 1980), income tax evasion (Wheeler, Weisburd and Bode, 1982), 

low status clerical bank embezzlers and unemployed bank fraudsters (Daly, 1989). Interviews 

with white-collar offenders tend to include non-occupational offenders (Goldstraw-White, 2012; 

Klenowski, 2012; Stadler and Benson, 2012) 

 

These scholars are trying to provide a clear contrast to common, street crimes (Weisburd, Waring 

and Chayet, нллмΣ ǇфύΣ ōǳǘ ƛƴ ŘƻƛƴƎ ǎƻ ǘƘŜȅ ƘŀǾŜ ŎƻƳǇǊƻƳƛǎŜŘ {ǳǘƘŜǊƭŀƴŘΩǎ ŜȄƘƻǊǘŀǘƛƻƴ ǘƻ ŦƻŎǳǎ 

on the aetiology of crime in the organisational context and have distracted attention from asking: 

what is it about organisations that promotes or permits crime at work? Coleman (1987) correctly 

noted that the white-collar crime scholarship encompasses too many diverse, unrelated 

behaviours and should be broken down into smaller, discrete categories. This study focuses on 

occupational fraud, a white-collar crime that is committed by employees against their employers, 

as opposed to corporate fraud, that committed on behalf of the organisation (Clinard and 

Quinney, 1973, p188). However readers should be forewarned that by focusing on the 

organisational context rather than the offender an overlap emerges between occupational and 

corporate fraud. Although one might initially regard this blurring as unsatisfactory, a common 

aetiology is revealed at the intersection which illuminates the cultural forces at work. 

 

Differential association 

 

5ƛŦŦŜǊŜƴǘƛŀƭ ŀǎǎƻŎƛŀǘƛƻƴ ƛǎ {ǳǘƘŜǊƭŀƴŘΩǎ ƛƴǘŜǊŀŎǘƛƻƴƛǎǘ ǎƻŎƛŀƭ ƭŜŀǊƴƛƴƎ ǘƘŜƻǊy which hypothesises 

that criminal behaviour is learned in association with those who define such criminal behaviour 

favourably and in isolation from those who define it unfavourably (Sutherland, 1983, p240). 

Sutherland originally developed the theory whilst researching delinquency in Chicago 

neighbourhoods but found that it equally applied to criminals in suits. More recent examples of 

corporate crime provide ample support for the continued relevance of the general theory of 

white-collar crime in conjunction with the specific theory of differential association. Following 

the deregulation of the Savings and Loan mortgage companies in the USA in the 1980s, negative 
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associations allowed criminality to infect the entire industry leading to the conviction of over 

1,000 managers and executives (Pontell, Black and Geis, 2014). The financial sector failed yet 

again with the global meltdown in 2008 (Pontell, Black and Geis, 2014). The price-fixing cartel is 

officially defined as a fraud offence (Home Office, 2012b) and is another powerful manifestation 

of the interaction between white-collar crime and differential association. In the four year period 

2011 to 2014 the European Commission found 123 corporations guilty of cartel offences and 

ƛƳǇƻǎŜŘ ϵсōƴ ƛƴ ŦƛƴŜǎ ό9/Σ нлмрύΦ ¢ƘŜ ŘŀƳŀge caused to competitors, business customers and 

consumers is incalculably large and can only be gauged by the penalties imposed. For example, 

ǘƘŜ /ƻƳƳƛǎǎƛƻƴ ŦƛƴŜŘ ǎŜǾŜƴ ŎŀǘƘƻŘŜ Ǌŀȅ ǘǳōŜ ƳŀƴǳŦŀŎǘǳǊŜǊǎ ŀ ǘƻǘŀƭ ƻŦ ϵмΦптōƴ ŦƻǊ ŎƻƴǎǇƛǊƛƴƎ ǘƻ 

fix prices over a ǘŜƴ ȅŜŀǊ ǇŜǊƛƻŘ ό9/Σ нлмнύΦ ¢ƘŜ ǎŎƘŜƳŜΩǎ ƳŜƳōŜǊǎ ƛƴŎƭǳŘŜŘ ǿŜƭƭ-known brands 

Philips, Panasonic and Toshiba. 

  

The first key tenet of differential association is that criminal behaviour is learned and the learning 

includes methods, attitudes, motives and rationalisations. The second is that a person becomes 

delinquent because of exposure to an excess of definitions favourable to criminality (Sutherland, 

Cressey and Luckenbill, 1947, p88). To put it in the way that many parents of delinquents 

rationalise theiǊ ŎƘƛƭŘǊŜƴΩǎ ōŜƘŀǾƛƻǳǊΥ ǘƘŜȅ ŀǊŜ ƎƻƻŘ ƪƛŘǎ ƭŜŘ ŀǎǘǊŀȅ ōȅ bad associates. Sutherland 

did not claim that the theory was a general theory and by glossing over the issues of psychopathy 

and sociopathy he did not allow for true deviancy Coleman (1992) or indeed the influence of 

individual agency (Newburn, 2007, p151). Subsequent commentators, however, have promoted 

differential association as a general theory. Donald Cressey argued that differential association is 

an explanation of all criminal behaviour but for an act to attract the criminal label it must have a 

ƳƻǘƛǾŜΣ ŀ άƭƛƴƎǳƛǎǘƛŎ ŎƻƴǎǘǊǳŎǘƛƻƴ ǿƘƛŎƘ ƻǊƎŀƴƛǎŜǎ ŀŎǘǎ ƛƴ ǇŀǊǘƛŎǳƭŀǊ ǎƛǘǳŀǘƛƻƴǎέ ό/ǊŜǎǎŜȅΣ мфрпύΦ 

IŜ ŀǊƎǳŜŘ ǘƘŀǘ ŀŎǘǎ ǿƛǘƘ ƴƻ Ǌŀǘƛƻƴŀƭ ƳƻǘƛǾŜ ōǳǘ ǿƘƛŎƘ ƘŀǾŜ ŀƴ ŀŜǘƛƻƭƻƎȅ ƛƴ ŀ άƳȅǎǘŜǊƛƻǳǎέ ƳŜƴǘŀƭ 

dysfunction cannot be crimes, rather they are born of insanity and belong to the province of 

psychiatrists. Thus he carefully ring-fenced the definition of the criminal to fit the theory: a 

rational actor brought to law-breaking by a motivated criminal intent learnt through a 

dominating association with practising criminals. 

 

Psychological forces 

 

Fraud triangle 

 

The limited occupational fraud research has predominantly focused its attention on the aetiology 

of the crime through the offender, for example Cressey (1953), Mars (1973), Ditton (1977), 
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Hollinger and Clark (1982a, 1983a), Benson (1985), Greenberg (1990), Leatherwood and Spector 

όмффнύΣ Dƛƭƭ όнллрύ ŀƴŘ IƻƭǘŦǊŜǘŜǊ όнллрύΦ /ǊŜǎǎŜȅΩǎ ƻǿƴ ǎŜƳƛƴŀƭ ǿƻǊƪΣ hǘƘŜǊ tŜƻǇƭŜΩǎ aƻƴŜȅ 

(Cressey, 1953) stipulates, in a deterministic fashion, three necessary pre-conditions for 

embezzlement. The first is a motive and in this respect Cressey found that white-collar 

embezzlers are subject to a secret financial pressure. The second is the opportunity and 

employees with the relevŀƴǘ ǎƪƛƭƭǎ ŀƴŘ ŀŎŎŜǎǎ ǘƻ ǘƘŜƛǊ ŜƳǇƭƻȅŜǊΩǎ ŦƛƴŀƴŎƛŀƭ ǎȅǎǘŜƳǎ ƘŀǾŜ ǇƭŜƴǘȅ ƻŦ 

ƻǇǇƻǊǘǳƴƛǘƛŜǎΦ ¢ƘŜ ǘƘƛǊŘ ƛǎ ǊŀǘƛƻƴŀƭƛǎŀǘƛƻƴΦ wŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ƛƴ /ǊŜǎǎŜȅΩǎ ǘŜǊƳǎ ƛǎ ǘƘŜ ŎƻƎƴƛǘƛǾŜ 

process whereby individuals maintain their perceptions of themselves as moral actors by 

ŎƻƴǎǘǊǳŎǘƛƴƎ ƧǳǎǘƛŦƛŎŀǘƛƻƴǎ ŦƻǊ ǘƘŜƛǊ ŎǊƛƳƛƴŀƭƛǘȅ ό/ǊŜǎǎŜȅΣ мфроύΦ ¢ƘŜ ǇŜŎǳƭƛŀǊƛǘȅ ƛƴ /ǊŜǎǎŜȅΩǎ ǘǊŀƛƴ ƻŦ 

arguments is that his model is inconsistent with differential association: it explicitly precludes 

social learning and conspiracy between multiple actors. Furthermore it precludes a base human 

ƳƻǘƛǾŀǘƛƻƴΣ ƎǊŜŜŘΦ ¢ƘŜǎŜ ƛƴŎƻƴǎƛǎǘŜƴŎƛŜǎ Řƻ ƴƻǘ ŦŀƭǎƛŦȅ ŘƛŦŦŜǊŜƴǘƛŀƭ ŀǎǎƻŎƛŀǘƛƻƴ ƻǊ /ǊŜǎǎŜȅΩǎ ŦǊŀǳŘ 

theory, they simply demonstrate that neither can be elevated to general theories. It is therefore 

unfortunate that the fraud triangle paradigm, perhaps due to its attractive simplicity, has become 

entrenched in practitioner texts (Comer, 2003; Giles, 2012; Vona, 2008; Wells 2007), furnishing 

counter-fraud specialists with a narrow perspective of occupational fraud risks, that they are 

associated with employees suffering from some financial misfortune, acting alone and self-

justifying aberrant behaviour. As a result the roles of the potentially most damaging 

determinants of occupational fraud, internal criminal sub-cultures formed through differential 

association and psychopaths, tend to be diminished. 

 

Self-control theory 

 

DƻǘǘŦǊŜŘǎƻƴΩǎ ŀƴŘ IƛǊǎŎƘƛΩǎ ŦŀƳƻǳǎ ƎŜƴŜǊŀƭ ǘƘŜƻǊȅ ƻŦ ŎǊƛƳŜ ƛǎ ŦƻǳƴŘŜŘ ƻƴ ŎƭŀǎǎƛŎŀƭ ŎǊƛƳƛƴƻƭƻƎȅ 

that people seek pleasure and avoid pain, and crime is just one way to achieve these outcomes 

by the use of force or fraud Gottfredson and Hirschi (1990, p5). The two essential determinants 

of crime are inadequate pain inducing external controls, by way of formal sanctions and 

associated esteem damage, and the simultaneous existence of weak self-control (Gottfredson 

and Hirschi, 1990, p85).  Fundamental to their claim that their theory has universal application is 

that it must be consistent with all types of criminality including rare phenomena. Because they 

viewed white-collar crime as a rare event based on the low rates recorded by the American 

criminal justice system (Gottfredson and Hirschi, 1990, p39), they used white-collar crime as a 

test case to support the development of their theory. They criticised all social learning theories 

including differential association on two principles: firstly, social learning theories ignored 

pathological influences and secondly they viewed white-collar crime as a risky, secret crime that 



14 
 

Ŏŀƴƴƻǘ ōŜ ƭŜŀǊƴǘ όIƛǊǎŎƘƛ ŀƴŘ DƻǘǘŦǊŜŘǎƻƴΣ мфутύΦ ¢ƘŜȅ ŀƭǎƻ ŘƛǎƳƛǎǎŜŘ /ǊŜǎǎŜȅΩǎ ŦǊŀǳŘ ǘƘŜƻǊȅ ŀƴŘ 

posited an even simpler alternative: some people want money that belongs to others and simply 

have insufficient self-control to resist taking it (Gottfredson and Hirschi, 1990, p39-40). 

 

Their idea that all criminals lack self-control due to ineffective childhood socialisation 

(Gottfredson and Hirschi, 1990, p97) is really just a restatement of social learning theory 

(Bandura, 1971) and its impact on cognitive moral development (Kohlberg, 1968). The tautology 

of their binary perception where the cause is defined by the outcome is a particular weakness of 

the theory in that it ignores the myriad of variables, events, pressures and immediate situational 

circumstances that causally lead to the control failure and the crime act. Their description of the 

characteristics of persons with low self-control accurately reflects psychopathy (Gottfredson and 

Hirschi, 1990, p89) yet they do not recognise it as such and they dismiss biological predisposition 

ŀǎ ŀ ƳŜŀƴƛƴƎƭŜǎǎ ƴƻǘƛƻƴ όDƻǘǘŦǊŜŘǎƻƴ ŀƴŘ IƛǊǎŎƘƛΣ мффлΣ ǇсмύΦ hƴŜ ŎƻǳƭŘ ǊŜŦǊŀƳŜ DƻǘǘŦǊŜŘǎƻƴΩǎ 

and HirschiΩǎ ŀƴŀƭȅǎƛǎ ŀǎ ŎǊƛƳƛƴŀƭǎ ŀǊŜ ǇǎȅŎƘƻǇŀǘƘǎ ŀƴŘ ǘƘŜƛǊ ǇǎȅŎƘƻǇŀǘƘȅ ƛǎ ƭŜŀǊƴǘ ŦǊƻƳ 

significant associations during childhood. Despite referencing white-collar crime as the means to 

ǾŀƭƛŘŀǘŜ ǘƘŜƛǊ ǘƘŜƻǊȅΣ DƻǘǘŦǊŜŘǎƻƴ ŀƴŘ IƛǊǎŎƘƛ ŦŀƛƭŜŘ ǘƻ ƘŜŜŘ {ǳǘƘŜǊƭŀƴŘΩǎ ǿŀǊƴƛng that 

criminological theories predominantly based on the traditional perception of the criminal 

(Gottfredson and Hirschi, 1990, p16) and biased official statistics are bound to fail (Sutherland, 

1940). 

 

Rationalisation theory 

 

Rationalisation is a psychological defence mechanism referred to within differential association 

(Sutherland, Cressey and Luckenbill, 1947) and central to the fraud triangle theory (Cressey, 

1953) but it is not unique to criminology. It was first recognised by Ernest Jones (Jones, 1908), a 

prominent psychoanalyst and contemporary of Sigmund Freud. He defined it as a false 

explanation of behaviour with a plausible ring of rationality that is in agreement with the 

ƛƴŘƛǾƛŘǳŀƭΩǎ ƴƻǊƳŀǘƛǾŜ ƛŘŜŀǎ ό½ŜǇŦΣ нлммύ ŀƴŘ ƛǘ ōŜŀǊǎ ŀ ǎǇŜŎƛŀƭ ǊŜƭŀǘƛƻn to the prevailing opinion 

of the circle of people most significant to the person concerned (Jones, 1908). It appears in 

identity theory (Turner, 2013, p335), cognitive dissonance theory (Festinger, 1957; Murray, Wood 

and Lilienfeld, 2012), groupthink theory (Janis, 1973), social learning theory (Bandura, 2004) and 

within psychology where the International Classification of diseases (ICD-10) lists it as a 

characteristic of anti-social personality disorder (ASPD). Hollin (2007) describes it as a cognitive 

distortion which bends the dominant normative structure (Sykes and Matza, 1957). 

Rationalisation theory has become a core paradigm within criminology, probably due to the 
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prominence of the fraud triangle, where it has collected two additional descriptors: 

neutralisation theory (Sykes and Matza, 1957) and accounting theory (Goldstraw-White, 2012). 

 

Since Cressey a number of studies have been undertaken to document the types of 

rationalisations employed by offenders (Sykes and Matza, 1957; Scott and Lyman, 1968; Klockars, 

1974; Minor, 1981; Zietz, 1981; Benson, 1985; Coleman, 1987; Daly, 1989; Gill, 2005; Dhami, 

2007; Goldstraw-White, 2012; Stadler and Benson, 2012). These rationalisations can be 

approximately divided into two categories: externalised blame which lay the fault with others 

and internalised justifications which tend to acknowledge the accusation but justify the 

behaviour and diminish blame by attenuating its pejorative quality. The externalised group 

includes denial of victim, condemnation of condemnors, higher loyalty, denial of responsibility 

(Sykes and Matza, 1957), unworkable laws, normal behaviour (Benson, 1985), unnecessary laws, 

duress (Scott and Lyman, 1968) and entitlement from exploitative employers (Coleman, 1995). 

The internal justifications include interpreting embezzlement as an intention to borrow money 

(Cressey, 1953), the metaphor of ledgers (Klockars, 1974), uncharacteristic behaviour (Benson, 

1985) and the defence of necessity (Minor, 1981). 

 

A number of scholars have criticised rationalisation theory (Goldstraw-White, 2012, p28), but 

these criticisms do not invalidate the concept, rather they present difficulties which researchers 

need to be aware of and control as best as possible in conducting their research. As Cressey 

(1953) pƻƛƴǘŜŘ ƻǳǘΣ ƻŦŦŜƴŘŜǊǎΩ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŀǊŜ ǾŜǊōŀƭƛǎŀǘƛƻƴǎΣ ŀƴŘ ŦƻǊ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊ ǘƘŜȅ ŀǊŜ 

the only means to gain an insight into the hopefully true perceptions of the individuals. These 

ŀŎŎƻǳƴǘǎ ŀǊŜ ǘƘŜ ƻŦŦŜƴŘŜǊǎΩ ƻǿƴ ŜȄǇƭŀƴŀǘƛƻƴǎ ƻŦ ǳƴǘƻǿŀǊŘ ōŜƘŀǾƛƻǳǊ ǿhich bridge the gap 

between actions and normative expectations (Scott and Lyman, 1968). Therefore decoupling 

those ex ante facto accounts constructed in anticipation of the act from those expressed ex post 

facto in response to accusations is uncertain (Hirschi, 1969, p208; Goldstraw-White, 2012, p28). 

 

Cressey (1954) insists that criminologists are concerned with before-the-fact rationalisations that 

psychologically prepare the individual for the act, whilst after-the-fact rationalisations are within 

the purview of psychiatrists who are seeking to uncover hidden motives. This clear delineation 

ǊŜŦƭŜŎǘǎ /ǊŜǎǎŜȅΩǎ ŘƛǎǘƛƴŎǘƛƻƴ ōŜǘǿŜŜƴ ǇǊŀŎǘƛŎŀƭ ŎǊƛƳƛƴƻƭƻƎȅ ŀƴŘ ǘƘŜ ŘŜŜǇΣ ƳȅǎǘŜǊƛƻǳǎ ǿƻǊƭŘ ƻŦ 

psychiatric treatment (Cressey, 1954). In his view rationalisations are a major psychological part 

of the up-front motivation (Cressey, 1954; Coleman, 1995). Coleman (1987) and Benson (1985) 

are more ambivalent to the before-or-after debate, though Benson notes that accounts given to 

judges in order to deny or mitigate guilt differ from those given to probation officers after 



16 
 

sentencing. Hirschi (1969, p208) however firmly believes that theory fails if the rationalisation 

occurs after the fact as it then merely describes the offenderΩǎ ǊŜŀŎǘƛƻƴ ǘƻ ǘƘŜ ŜǾŜƴǘΦ IƛǊǎŎƘƛΩǎ 

point is relevant for crime prevention initiatives which seek to dissuade people from 

contemplating crime by neutralising rationalisations before the event (Cressey, 1986; Nettler, 

1974). The implication is that organisaǘƛƻƴǎΩ ŀƴǘƛ-rationalisation programmes will not operate 

successfully on every individual, only those that need to address internal moral dissonance prior 

to the act. 

 

Therefore there has to be some uncertainty, particularly with fraudsters who are practised liars, 

as to whether the account givers are bridging the gap between their own moral standards and 

their behaviour or the gap to their perceptions of what the researcher might hold as morally 

acceptable. The former case reflects a real level of dissonance between behaviour and self-

concept. The latter reflects a reconciliation of the gap between behaviour and normative social 

values. The account may be just an on-stage effect (Kalof, Dan and Dietz, 2008, p159). 

Nevertheless in both cases the gap is bridged and both cases are valid phenomena for 

constructionist research. It is then down to the researchers skill and experience to distinguish 

between the two cases if the purpose of the research so demands. 

 

There is also contention in the conflation of motivation and rationalisation. Duffield and 

Grabosky (2001) maintain that in order to understand the aetiology of a criminal act, the 

motivation which drives the act and the ex ante facto neutralisation which nullifies internal 

objections must be separated. Similarly Nettler (1974) asserts that separating motive and 

rationalisation is important in developing strategies to deal with occupational fraud, specifically 

programmes to identify and eliminate non-shareable problems and educational campaigns to 

expose and nullify rationalisations. Cressey (1954) is far less dogmatic in the need for separation. 

How, for example, is one to separate the defence of necessity rationalisation from motive? A 

desperate financial need is the motive and the justification which neutralises internal blame. Less 

contentious debate is aroused by the attempt to distinguish between rationalisation, 

neutralisation, excuses, justifications and apologies (Benson, 1985; Coleman, 1992). Scott and 

Lyman (1968) categorise rationalisations into excuses and justifications: excuses are accounts 

that deny or diminish responsibility for actions, justifications diminish the egregiousness of the 

offences. It is not clear whether there is any sensible purpose to this categorisation. 
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Psychopathy 

 

A more serious criticism of rationalisation research which has not been adequately elucidated by 

scholars is that it has failed to control for personality disorders, particularly sociopathy and 

psychopathy. Originally this may have been due to the prevailing criminological view that 

criminality is learned: Cressey (1954) dismissed the relevance of the mysteries of the mind and 

ǎƻǳƭΣ ŀƴŘ {ȅƪŜǎ ŀƴŘ aŀǘȊŀ όмфртύ ǎǘŀǘŜŘ ǘƘŀǘ άΧǘƘŜ ǎƻŎƛŀƭ ǎŎƛŜƴǘƛǎǘ Ƙŀǎ ƭƻƴƎ ǎƛƴŎŜ ŎŜŀǎŜŘ ǘƻ 

ǎŜŀǊŎƘ ŦƻǊ ŘŜǾƛƭǎ ƛƴ ǘƘŜ ƳƛƴŘΧέΦ /ƻƭŜƳŀƴ όмфф5) perpetuated the paradigm by calling on the 

άƎŜƴŜǊŀƭƭȅ ŀƎǊŜŜŘέ ǾƛŜǿ ǘƘŀǘ ǇŜǊǎƻƴŀƭ ǇŀǘƘƻƭƻƎȅ Ƙŀǎ ƴƻ ǎƛƎƴƛŦƛŎŀƴǘ ǊƻƭŜ ƛƴ ǘƘŜ ƎŜƴŜǎƛǎ ƻŦ ǿƘƛǘŜ-

collar crime, that white-collar offenders are psychologically normal. 

 

Whilst criminality and deviance may be symptoms of an anti-social personality, alone they are 

insufficient evidence for a pathological diagnosis; other factors are required which have a causal 

relationship to the criminality (Sass and Felthous, 2008, p27). In other words it is important to 

distinguish between anti-social behaviour and inherent anti-social character. Unfortunately 

psychologists are not unified in the definition of anti-social personality disorder, which means 

that the common definitions are frequently used synonymously in the literature though, if strictly 

interpreted, their meanings are not the same (Sass and Felthous, 2008, p28). There are three 

diagnostic doctrines, and Sass and Felthouse (2008, p26) provide one explanation of the 

relationship between them: antisocial personality disorder (ASPD) under the DSMV (Diagnostic 

and Statistical Manual V) produced by the American Psychiatric Association, dissocial (antisocial) 

personality disorder (DPD) under ICD-10 (International Classification of Diseases-10) produced by 

the World Health hǊƎŀƴƛǎŀǘƛƻƴ ŀƴŘ wƻōŜǊǘ IŀǊŜΩǎ нл ǇƻƛƴǘΣ л ǘƻ пл ǎŎŀƭŜ ǇǎȅŎƘƻǇŀǘƘȅ ŎƘŜŎƪƭƛǎǘ 

(PCL-R). Because it is well beyond the competence of the present work to settle these matters, it 

is important to explain how terms are interpreted within this thesis. ASPD and sociopathy are 

used interchangeably to describe anti-social personality disorder, that is someone with a mix of 

the following personality traits: lack of empathy, self-centred, deceitful, manipulative, disregard 

for social norms, lacks remorse, refuses to take responsibility for own actions, blames others and 

impulsive. Psychopathy is used as a descriptor of the most unpleasant sociopaths, those with 

higher levels of sociopathy where these traits are the most pronounced.  

 

Lowell (2012) suggested that sociopaths are less susceptible to cognitive dissonance, that is, they 

do not experience moral conflict when they engage in anti-social behaviour. Murray, Wood and 

Lilienfeld (2012) reproduced a form of experiment originated by Festinger and Carlsmith (1959) 

and concluded that people with higher levels of psychopathic traits do not experience cognitive 
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dissonance after engaging in deception. The implication is that individuals higher in sociopathic 

traits do not need to rationalise deviant behaviour in part because their perceptions of rational 

choices (Clarke and Cornish, 1985) are distorted by their lack of empathy, acceptance of high risk 

and need for self-gratification; these may be the types of individuals for whom anti-

rationalisation programmes are ineffective. Further work is required to support this hypothesis. A 

productive research programme would involve mapping levels of sociopathy against rational 

choice decisions, rationalisations employed by offenders and deterrability.  The rationalisation 

categories posited above, externalised blame and internalised justifications, may be a useful 

instrument. 

 

Situational action theory 

 

/ǊƛǘƛŎƛǎƳ ƻŦ DƻǘǘŦǊŜŘǎƻƴΩǎ ŀƴŘ IƛǊǎŎƘƛΩǎ ǘƘŜƻǊȅ ǿƻǳƭŘ ƘŀǾŜ ōŜŜƴ ŀǎǎǳŀƎŜŘ ƘŀŘ ǘƘŜ ŀǳǘƘƻǊǎ 

allowed a deal more humility in their claims and posited deeper questions about the causes of 

low self-control. Subsequent research supports their theory that low self-control, which should 

probably be re-framed as psychopathy, is an indicator of criminality (DeLisi and Vaughn, 2007) 

but it is far from a complete general theory as it denies biology and the complexities of 

immediate environmental influences. Others have developed general theories which draw on 

existing theories, for example control balance theory (Tittle, 1995) and situational action theory 

(Wikstrom, 2006). Like many criminologists, Per-hƭƻŦ ²ƛƪǎǘǊƻƳΩǎ ǇǊƛƴŎƛǇŀƭ ƛƴǘŜǊŜǎǘ ƛǎ ƛƴ ǘƘŜ 

development of criminality through adolescence. His theory builds on self-control theory and 

places it squarely in the constructionist paradigm. He redefines self-control as an activity, 

something people do, rather than a trait as conceptualised by Gottfredson and Hirschi (Wikstrom 

ŀƴŘ ¢ǊŜƛōŜǊΣ нллтύΦ ¢ƘŜ ǊŜƭŜǾŀƴǘ ŘŜǘŜǊƳƛƴƛǎǘƛŎ ǘǊŀƛǘ ƛǎ ǘƘŜ ǇŜǊǎƻƴΩǎ ŜȄŜŎǳǘƛǾŜ ŎŀǇŀōƛƭƛǘȅΣ ǘƘŜ 

cognitive process which influences self-ŎƻƴǘǊƻƭΦ Lƴ ǘǳǊƴ ŀƴ ƛƴŘƛǾƛŘǳŀƭΩǎ ŜȄŜŎǳǘƛǾŜ ŎŀǇŀōƛƭƛǘȅ ƛǎ 

formed through genetics and / or acquired through environmental influences and experiences 

(Wikstrom and Treiber, 2007). Thus Wikstrom references biological pre-dispositions and, in a 

similar fashion to Kohlberg (1968) and Bandura (1976), alludes to development through 

childhood. 

 

In his study of deterrence Pogarsky (2002) identified three offending profiles. The acute 

conformists comply with the law because they believe that conformity is the right and moral 

thing to do; for them formal sanctions are irrelevant because they never break the law. 

Incorrigible offenders are impervious to dissuasion and the deterrence effect of sanctions. The 

third group are deterrable offenders who can be influenced by sanction threats. Similarly 
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Wikstrom (2006) categorises people into three crime propensity groups. The cognitive ability to 

consider morals and exercise self-control is irrelevant for high morality individuals who never 

offend irrespective of the circumstances they find themselves in. It is also irrelevant for low 

morality, habitual offenders. In both of these cases the choice of which action to take involves no 

deliberation, no engagement of the executive cognitive function. For the remainder, the action 

choice is contingent on motivations and strains (Agnew, 2001), rational choice assessments 

ό/ƭŀǊƪŜ ŀƴŘ /ƻǊƴƛǎƘΣ мфурύ ƻŦ Ǌƛǎƪ ŀƴŘ ŘŜǘŜǊǊŜƴŎŜ ŎǳŜǎΣ ŀƴŘ ǘƘŜ ƛƴǘŜǊŀŎǘƛƻƴ ōŜǘǿŜŜƴ ŀ ǇŜǊǎƻƴΩǎ 

own morality and his perception of the moral context, framed by normative values, associated 

with the opportunity presented by the immediate setting (Wikstrom, 2006, p93). In other words 

there are saints, habitual sinners, who are more likely to be psychopathic, and the rest of us, 

whose immediate behavioural choices are contingent on a multiplicity of historic learning, 

environmental, strains, deterrence cues, risk, opportunity, reward and moral factors. Lewin 

(1951) produced the most elegant psycho-sociological description of such factors with his field 

theory of behaviour (B) expressed in terms of the only two environments that matter, the 

internal and external, the person (P) and the environment (E): B=f(P,E). Behaviour is the product 

of the interaction between the environment and the way in which individuals interpret its stimuli 

(Burnes and Cooke, 2013). If there is such a thing as a general theory of crime, this has to be the 

closest. 

 

Organisational forces 

 

Situational crime prevention in organisations 

 

Situational action theory (Wikstrom, 2006) is a commendable attempt to integrate existing 

criminological theories. As the title suggests, in addition to psychological pathologies, the theory 

incorporates the immediate environmental situations and how they are perceived by offenders 

as viable opportunities. Thus Wikstrom calls on rational choice theory (Clarke and Cornish, 1985), 

classical deterrence theory (Newburn, 2007, p115), routine activity theory (Cohen and Felson, 

1979) and situational crime prevention (Clarke, 1980). Clarke describes how these theories 

interact to provide a conceptual framework for the development of practical crime prevention 

strategies (Clarke, 1995). Rational choice is a utilitarian theory which finds a common premise in 

IƛǊǎŎƘƛΩǎ όмфсфΣ Ǉопύ ŦŀƳƻǳǎ ǎǘŀǘŜƳŜƴǘΥ ά²Ƙȅ ŘƻƴΩǘ ǿŜ ŀƭƭ Řƻ ƛǘΚέ Lǘ ŀǎǎǳƳŜǎ ǘƘŀǘ ǿŜ ŀǊŜ ŀƭƭ 

economic beings who continually search for opportunities for personal benefit so that the 

decisions to commit an offence in specific situations are, with a nod to the restraining influences 

of family and social circles, dominated by the rational calculation of risk, reward and effort 
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(Clarke and Cornish, 1985). The routine activity approach states that there are three elements for 

predatory crime: a likely offender, a suitable target, and the absence of a capable guardian 

(Cohen and Felson, 1979). 

 

Situational crime prevention regards crime as more of a function of opportunities and is less 

ŎƻƴŎŜǊƴŜŘ ǿƛǘƘ ƻŦŦŜƴŘŜǊǎΩ ŘƛǎǇƻǎƛǘƛƻƴǎ ōǊƻǳƎƘǘ ŀōƻǳǘ ǘƘǊƻǳƎƘ ǘƘŜƛǊ ǎƻŎƛŀƭ ƘƛǎǘƻǊƛŜǎΣ 

developmental influences through childhood and biology (Clarke, 1980). Clarke (1997, p2) 

ŎǊƛǘƛŎƛǎŜǎ ŎǊƛƳƛƴƻƭƻƎȅΩǎ ƻōǎŜǎǎƛƻƴ ǿƛǘƘ ƻŦŦŜƴŘŜǊǎ ŀƴŘ Ƙƻǿ ǎƻŎƛŜǘȅ ǎƘƻǳƭŘ ŘŜŀƭ ǿƛǘƘ ǘƘŜƳ ǿƘƛƭǎǘ 

failing to separate the problem of the offender from the problem of the crime. He focuses his 

attention on the crime using an action research methodology that seeks to block opportunities to 

crime. The methodology involves the systematic analysis of specific situations to identify highly 

specific crime opportunities and design prevention solutions which act on rational choice 

assessments in three ways, by increasing risk and effort and reducing reward. Typical solutions 

include target hardening of shops and post offices, burglar alarms, fences, surveillance, rapid 

repair of vandalised materiel, credit card photographs, customs declarations and hotel 

registrations (Clarke, 1995). In later years Clarke rowed back somewhat from his determined 

exclusion of offender characteristics and subsequently included two further dimensions: 

removing excuses or rationalisations (Clarke, 1995) and, in response to the critique of Wortley 

(1998), removing provocations such as prohibiting racial slurs, segregating football fans, 

disorganised queues and introducing soothing music in public places (Cornish and Clarke, 2003). 

The result is a matrix of twenty five techniques of situational crime prevention. 

 

The organisation is an ideal context for the application of situational theory, where it can inform 

security governance strategies (Johnston and Shearing, 2003) and promote effective defences. 

These security techniques are becoming increasingly evident, such as access controls, remote 

CCTV monitoring centres, criminal record checks, computer firewalls, anti-money laundering 

checks and in the ways banks monitor unusual spending patterns to detect frauds. However the 

focus of these precautions is mainly the perceived threats from external offenders. Though the 

relevance of situational crime theory to fraud in organisations is recognised (Smith, Button, 

Johnston and Frimpong, 2011, p82), there is as yet very little original research into its application 

to internal corporate crime and occupational fraud. In a small vignette study Paternoster and 

Simpson (2006) showed that the threat of formal and informal sanctions acts on rational choice 

assessments producing a deterrent effect on corporate crimes such as bribery and price-fixing. 

Benson and Madensen (2007) imagine how situational theory could be applied to white-collar 

crime and use healthcare fraud in America as an example. In their analysis of control and 
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prevention of white-collar crime, Benson and Simpson (2009, p196) discuss at length legal 

controls, sanctions and social shaming influences but only provide a short list of things that 

organisations do to prevent crime including guards, security codes, cameras, passwords, 

psychometric testing and so on. Similarly Jones (2004, p55) provides a list of management 

controls which should harden defences and increase offender risks but again without supporting 

evidence. The lack of original research may be due in part to the significant challenge in applying 

situational crime prevention theory to occupational fraud. Unlike external threats, occupational 

fraudsters have legitimate reasons to be at the locale of the offence, they have the skills acquired 

through their roles and their offences are often invisible (Gill and Goldstraw-White, 2012, p24). 

Theorising about how to prevent a legitimate person from committing an invisible illegitimate act 

is tricky. 

 

Deterrence 

 

The utility of formal controls referred to by Benson and Simpson (2009, p183) is born out of the 

deterrence theory that has pervaded criminology since Beccaria in the 18th century (Newburn, 

2007, p116). Beccaria believed that for punishments to be effective they must be certain, quick 

and proportionate (Newburn, 2007, p116). Bentham added in the 19th century that the 

punishment should outweigh the pleasure of the gain from the crime and it should be 

understandable and predictable (Newburn, 2007, p118). The utilitarian purpose of sanction 

deterrence is two-fold: to reform the criminogenic behaviour of detected criminals and to 

suppress criminality in the wider society (Maguire, 2002). Direct and vicarious behaviour 

reinforcement through reward and punishment is a cornerstone of social learning theory 

(Bandura, 1971): exemplary punishment strengthens restraints but unpunished transgression 

encourages prohibited behaviour (Bandura, 1977, p121). It is recognised as an important 

ŎƻƳǇƻƴŜƴǘ ƻŦ ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ŦǊŀǳŘ ǇǊŜǾŜƴǘƛƻƴ ǎǘǊŀǘŜƎƛŜǎ ό.ǳǘǘƻƴ ŀƴŘ DŜŜΣ нлмо, p97). 

 

The premise behind deterrence theory is that the actual or potential criminal is a deterrable, 

rational actor who makes rational choices as to the risks and rewards of deviant behaviour 

(Jacobs, 2010). The deterrence effect is not just the perceptions of detection and formal 

punishment risks, it also includes the threat to social status, reputation and important 

relationships (Braithwaite, 1985, 1989). Thus with much to lose, deterrence theory suggests that 

stigma sensitive white-collar criminals should be highly susceptible to sanction threats 

(Braithwaite, 1985; Holtfreter, 2005; Levi, 2006). The exceptions to this premise are those with 

higher levels of psychopathic traits (Duffield and Grabosky, 2001; Dressing, Salize and Gass, 2008, 
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p582), due to their greater tolerance of risk, increased selfishness and lower investment in social 

bonds (Nagin and Paternoster, 1994). The implication is, as Bandura (1976, p121) noted, that the 

deterrence power of punishment is most effective for those who need it least. 

 

Since Beccaria and Bentham the range of legal and regulatory landscape has expanded to address 

modern social complexities. In addition to the police and Crown Prosecutors, state bodies have 

emerged which specialise in particular types of fraudulent behaviour, for example the Serious 

Fraud Office, the Financial Conduct Authority and the Office of Fair Trading. The civil courts assist 

litigants in settling disputes which are predominantly non-criminal in nature (McGrath, 2008). 

Whilst the civil courts may assist fraud victims in recovering losses, they are symbolically the 

domain of disputes and disagreements. As their purpose is not the symbolic imposition of 

sanctions, the civil courts are not the judicial pathway for exposing the more pejorative acts to 

public scrutiny and deterrence punishment: civil judgments do not attract the stigma penalty 

associated with criminal sanctions (Sutherland, 1945). Private professional bodies such as the 

General Medical Council and the Solicitors Regulation Authority handle professional misconduct 

cases. The least formal route is the internal disciplinary policies and procedures developed by 

organisations to control employee behaviour. 

 

Fraud is a serious crime that requires aggressive prosecution to reaffirm societyΩǎ ŎƻƴŘŜƳƴŀǘƛƻƴ 

of fraud and make it more difficult for potential offenders to rationalise their behaviour (Duffield 

and Grabosky, 2001).  Maintaining organisation discipline requires consistent sacking and 

prosecution (Levi, 1988). It is unfortunate therefore that the criminal justice system in the UK is 

ineffective in dealing with fraud. Smith, Button, Johnston and Frimpong (2011, p121) discuss the 

fragmented prosecution system, the incompatibility of case complexities with the jury system 

and weak trial management. Jessica de Grazia (2008) found that the failings in the Serious Fraud 

Office were fundamentally due to weak leadership and incompetence. The lack of police interest 

is well documented (Attorney General, 2006, p45, 68; Button, Lewis, Shepherd, Brooks and 

Wakefield, 2012). Button, Blackbourn and Tunley (2014) found that just 0.5% of police officers 

specialise in fraud because police priorities lie elsewhere (Doig and Levi, 2013). As a result, of the 

1,430,573 persons handled by the criminal justice system in 2015, just 15,335 (1%) were for fraud 

offences (Ministry of Justice, 2015). Similarly the costs and risks associated with civil litigation 

chokes off access to justice for fraud victims in all but the most serious cases where the victims 

are wealthy litigants seeking substantial amounts in damages (Bingham, 2010; Smith and Upson, 

2011; Hjalmarsson, 2013). Consequently organisations tend to limit formal deterrence to 

disciplinary sanctions on the premise that activating private justice systems is better than none at 
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all (Fisse and Braithwaite, 1988). Internal disciplinary sanctions are the most common form of 

punishment for occupational fraudsters (Button, Lewis, Shepherd, Brooks and Wakefield, 2012). 

For some individuals detection, disciplinary sanctions and the associated stigma risk may be 

sufficient (Braithwaite, 1989), for others it may not be enough (Pogarsky, 2002). 

 

A small number of studies have examined the deterrence utility of sanctions. The studies 

generally examine the three Beccarian dimensions of certainty, severity and speed and can be 

roughly divided into two research groups: those assessing specific deterrence by analysing 

recidivism in criminal justice data and those measuring general deterrence through interview and 

survey methods. Inconsistencies in the research results indicate a failure to account for relevant 

variables. There is consensus that certainty of detection and a sanction consequence in some 

form has the most pronounced effect but there is disagreement over severity (Weisburd, Waring 

and Chayet, 1995, 2001; Braithwaite and Makkai, 1991; Parilla, Hollinger and Clark, 1983a; Nagin 

and Pogarsky, 2001, 2003) and no real knowledge base concerning celerity (Paternoster, 2010). 

Social learning theory (Bandura, 1971) and differential reinforcement (Jeffery, 1965) posit that 

that crime prevention operates through general and specific deterrence on would-ōŜ ƻŦŦŜƴŘŜǊǎΩ 

perceptions of sanction risk by way of direct or vicarious learning. In his review of the literature 

Apel (2012) concludes that being caught or seeing others caught increases the perceived risk and 

ƛƴŦƭǳŜƴŎŜǎ ƛƴŘƛǾƛŘǳŀƭǎΩ Ǌŀǘƛƻƴŀƭ ŎƘƻƛŎŜ ŎŀƭŎǳƭǳǎ ǘƻ ǊŜŘǳŎŜ ŎǊƛƳƛƴŀƭƛǘȅΦ {ƛƳƛƭŀǊƭȅΣ ƛƴ ǘƘŜƛǊ ǎǘǳŘȅ ƻŦ 

exam cheating, Sitren and Applegate (2007) found that the more individuals are seen to be 

getting away with it, the more likely other students will cheat. 

 

The most troubling problem with both the specific and general deterrence types of research 

implied by Pogarsky (2002) and Wikstrom (2006) is their failure to account for personality 

variables and specific personality disorders. The reliability of the general deterrence research is 

additionally questionable as the studies typically use hypothetical scenarios and non-

representative sample frames, usually students. Paternoster (1987) criticised such studies as the 

άǎŎƛŜƴŎŜ ƻŦ ǎƻǇƘƻƳƻǊŜǎέΦ CƻǊ ƻŎŎǳǇŀǘƛƻƴŀƭ fraud key questions remain. Controlling for certainty, 

what is the relationship between deterrence, sanction severity and levels of psychopathy? How 

many occupational fraudsters exhibit higher levels of psychopathy? Is dismissal sufficient to deter 

normal employees? Is dismissal sufficient to deter psychopathic employees? 
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Culture 

 

The high levels of fraud indicated by the NFA (2013), ACFE (2014), Karstedt and Farrell (2006) and 

Hollinger and Clark (1983a) suggests that it cannot be cured by formal sanctions alone and major 

value realignment is necessary (Newman, 1958). Such cultural considerations have practical 

relevance at the organisational level where the members of the sub-culture are subject to the 

local influences, normative values and controls defined by the organisation itself. Although white-

collar literature does not explicitly make the distinction, it nevertheless refers to two forms of 

deviant organisational cultures: utilitarian cultures that draw individuals into corporate 

criminality and exploitative cultures that pressure individuals into occupational criminality as 

response to perceived unfair treatment. Braithwaite (1985) describes competition and capitalism 

as inherently criminogenic because the higher goals of profit and shareholder value justify 

corrupt and other illegal corporate practices. Corporate utilitarianism means that, applying 

anomie theory Merton (1938), if companies cannot achieve their culturally defined goals in highly 

competitive markets by legitimate means, low risk illegitimate methods become attractive, 

rationalised, tolerated and expected (Braithwaite, 1989; Coleman, 1992). The confluence of goal 

strain, impossible performance demands and a culture less committed to ethical compliance 

draws employees into regarding corporate crime as a reasonable and rational course of action 

(Simpson and Piquero, 2002). At its worst corporations ethically numb employees to the extent 

that they are not aware their actions would be considered criminal by the world outside the 

organisation (Coleman, 1995). These capitalist rationalisations not only pave the way for 

corporate deviance, they also provide the cultural context which normalises fraudulent conduct 

and thereby foments occupational crime (Benson, 1985). It is not the subject of the present 

thesis, but an interesting piece of research would be to examine whether public sector 

employees, unencumbered by the profit motive, are less likely to commit occupational fraud. 

 

Exploitative organisational climates are more likely to induce unethical behaviour in demotivated 

and dissatisfied employees (Hollinger and Clark, 1983). Mars (1973, 1974) found that hotel 

employees and dock workers justified fiddling and theft as morally justified entitlements from 

exploitative employers, a process he ŎŀƭƭŜŘ άǊŜŎƛǇǊƻŎŀƭ ŘŜǾƛŀƴŎŜέΦ Lƴ ŀ ǊŀǊŜ ƴŀǘǳǊŀƭ ŜȄǇŜǊƛƳŜƴǘ 

Greenberg (1990) found that employee theft increases in response to inequity in wage levels. 

These empirical findings support the notion derived from rationalisation theory that criminality 

can be reduced by neutralising the rationalisations (Cressey, 1986), in these cases by removing 

the circumstances which give rise to the perceptions of unfairness. As Gill and Goldstraw-White 
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(2012, p24) put it, good management prevents crime by monitoring staff aspirations, preparing 

them properly for their roles and ensuring they are fairly rewarded. 

 

One can surmise from the literature that organisation cultures at the highest risk of occupational 

fraud are those with strong utilitarian and exploitative orientations, organisations that condone 

corporate criminality and treat their staff poorly. In his ethnographic study of a family bakery, 

Ditton (1977) observed how employees were trained to defraud customers. Motivated by harsh 

working conditions, the same employees then applied the techniques to defraud the employer 

and the customers for their personal benefit. These cultural contexts lead us back to differential 

association and criminality within sub-cultures (Sutherland, Cressey and Luckenbill, 1947), 

leadership and the tone from the top that shapes the behaviour of members and collective 

attitudes towards illegality (Coleman, 1995, p370; Gobert and Punch, p343). The corporate 

climate, attitudes of colleagues and the perceived attitudes of the executive are key 

determinants in engendering white-collar criminality (Piquero, Tibbetts and Blankenship, 2005). 

In particular any vŀƎǳŜƴŜǎǎ ŀƴŘ ŀƳōƛƎǳƛǘȅ ƛƴ ǘƘŜ ŜȄŜŎǳǘƛǾŜǎΩ ƳƻǊŀƭ ŜȄǇŜŎǘŀǘƛƻƴǎ ƛǎ ŀ ǇǊƛƴŎƛǇŀƭ 

source of unethical conduct that allows employees the scope to construct excuses and 

rationalisations (Kaptein, 2008). In these circumstances multiple moralities give rise to the 

selection of the most morals for the present circumstances (Cressey, 1986). Hollinger and Clark 

(1982b) found that informal, cultural controls have a more profound effect than formal controls 

in reducing occupational crime, but the formal controls are required to remove these ethical 

ambiguities and set the standards which shape the organisatiƻƴΩǎ ƴƻǊƳŀǘƛǾŜ ǎǘǊǳŎǘǳǊŜΦ ¢ƘŜ 

absence of adequate controls and ethical standards allows the occupational fraudster to operate 

just like the street criminal who exploits the vulnerabilities of his neighbourhood, except the 

ŦǊŀǳŘǎǘŜǊΩǎ ǿŜŀǇƻƴ ƻŦ ŎƘƻƛŎŜ ƛǎ ƴƻt the gun or the knife, it is the organisation itself (Wheeler and 

Rothman, 1982). 

 

Business ethics 

 

Researchers in business ethics have expanded on these cultural ideas, utilising cognitive moral 

reasoning (Kohlberg, 1968), social learning theory (Bandura, 1971) and leadership theory (Bass, 

1985) as their principal inspirations to develop models of ethical climates, ethical leadership and 

good management practice. Weaver and Trevino (1999) conceptualise two principal idealised 

types of ethical control systems which reflect the commitment of senior management: 

compliance and values orientated. They also allude to a third type, window dressing programmes 

which are designed to satisfy external pressures and regulatory examination but do not reflect 
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the reality of organisational behaviour (Trevino and Weaver, 2003, p68). Such organisations are 

seeking compliance impression rather than compliance itself. Compliance orientated 

organisations require adherence to laws and local rules; they rely on regimented structures with 

monitoring, detection and disciplinary procedures to generate conformity and uniformity, thus 

suggesting that employees cannot be trusted or are ethically incompetent. Though valuable and 

effective, the coercive form of management associated with compliance orientation does not 

ƎŜƴŜǊŀǘŜ ƳƻǊŀƭ ŎƻƳƳƛǘƳŜƴǘ ŀƴŘ ǘƘŜǊŜŦƻǊŜ Ǌƛǎƪǎ ŀ άŘƻƴΩǘ ƎŜǘ ŎŀǳƎƘǘέ ƳƻǘƛǾŀǘƛƻƴ (Weaver and 

Trevino, 1999). 

 

Values orientated organisations appeal to employee aspirations to behave ethically (Weaver and 

Trevino, 1999) in ways defined by shared values and mutual support rather than just by reference 

to rules (Weaver, Trevino and Cochran, 1999). Organisations which combine both orientations 

have the most effective ethical programmes as they internalise within their staff voluntary 

compliance with rules and normative values (Weaver, Trevino and Cochran, 1999). Central to the 

values orientated climate is the engagement of employees in ethical matters and the 

development of their ethical role identities (Weaver and Trevino, 1999). It requires that 

management support employees properly when they want to air ethical concerns and report 

transgressions. This leads to the characteristic which most profoundly distinguishes values 

orientated from compliance orientated climates: engaged employees with strong ethical role 

ƛŘŜƴǘƛǘƛŜǎ ǎŜŜ Ψwatching outΩ ŦƻǊ ŜǘƘƛŎŀƭ ǇǊƻōƭŜƳǎΣ ƛƴŎƭǳŘƛƴƎ ŘŜǾƛŀƴǘ ōŜƘŀǾƛƻǳǊ ƻŦ ŎƻƭƭŜŀƎǳŜǎΣ ŀǎ 

ǇŀǊǘ ƻŦ ǘƘŜ Ƨƻō ό²ŜŀǾŜǊ ŀƴŘ ¢ǊŜǾƛƴƻΣ мфффύΦ hǊƎŀƴƛǎŀǘƛƻƴǎ Ŧǳƭƭ ƻŦ ŜǘƘƛŎŀƭ άŀƴǘŜƴƴŀŜέ ŀǊŜ 

inhospitable environments for organisational crime (Braithwaite, 1989), but without 

management support employees would see reporting on colleagues in this way as snitching 

Weaver and Trevino (1999). To encourage employee support, enlightened organisations reward 

employees for their ethical conduct (Weaver, Trevino and Cochran, 1999). Conversely, whenever 

compliance failures arise, management must act to avoid cynicism and distrust (Gruys, Stewart, 

Goodstein, Bing, and Wicks, 2008). The consequences may be counselling, training or ultimately 

some form of sanction. Failure to apply discipline is demeaning and disrespectful to those who 

behave ethically and fails to discriminate between ethical and unethical employees (Trevino and 

Weaver, 2001). There must be proportionate reward and punishment consequences (Detert, 

Trevino, Burris and Andiappan, 2007) to adjust the behaviour of individual transgressors, a direct 

learning mode, and to influence the behaviour of others by way of vicarious learning (Bandura, 

1976). !ǎ ¢ǊŜǾƛƴƻΣ ²ŜŀǾŜǊΣ Dƛōǎƻƴ ŀƴŘ ¢ƻŦŦƭŜǊ όмфффΣ Ǉмофύ ǎǘŀǘŜΥ ΨΨΦ Φ ΦŘƛǎŎƛǇƭƛƴŜ ŦƻǊ ǊǳƭŜ ǾƛƻƭŀǘƻǊǎ 

serves an important symbolic role in organizations - it reinforces standards, upholds the value of 
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conformity to shared norms, and maintains the perception that the organization is a just place 

ǿƘŜǊŜ ǿǊƻƴƎŘƻŜǊǎ ŀǊŜ ƘŜƭŘ ŀŎŎƻǳƴǘŀōƭŜ ŦƻǊ ǘƘŜƛǊ ŀŎǘƛƻƴǎΦΩΩ 

 

Ethics researchers stress the importance of the ethical commitment of leaders in ensuring that 

espoused values are diffused throughout organisations (Jones, 1995; Paine 1996; Brown, Trevino 

and Harrison, 2005). Leaders at every level serve as role models (Weaver and Trevino, 1999) or 

significant others (Kohlberg, 1968; Hirschi, 1969, p34). Momeni (2009) found that more than 70% 

ƻŦ ŜƳǇƭƻȅŜŜǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ƻǊƎŀƴƛȊŀǘƛƻƴŀƭ ŎƭƛƳŀǘŜ ŀǊŜ ǎƘŀǇŜŘ ŘƛǊŜŎǘƭȅ ōȅ ǘƘŜƛǊ ƭŜŀŘŜǊΩǎ ǎǘȅƭŜ ƻŦ 

leadership and behaviour. Avolio and Bass (1991) organise leadership styles into three 

contrasting principal forms in ascending order of effectiveness: avoidant, transactional and 

transformational leadership. Avoidant or laissez-faire leaders provide very little leadership. 

Transactional leadership is characterised by a contractual exchange between the senior manager 

and his subordinates based on contingent rewards or punishment and management by exception 

(Bass and Riggio, 2006, p7). Compliance orientated organisations are more likely to be led by 

transactional leaders who only engage with staff when something has gone wrong (Bass and 

Steidlmeier, 1999). Transformational managers enthuse followers with visionary ambitions, 

emphasise the collective purpose and ethical standards, stimulate innovation and consider the 

needs of individuals (Bass and Riggio, 2006, p6). Values orientated organisations are more likely 

to be led by transformational leaders who are fully engaged in steering their ethical climates 

(Trevino, Brown and Hartman, 2003). The business ethics literature suggests that the lowest 

levels of occupational fraud should correlate with transformational leaders and values orientated 

organisations; higher levels of occupational fraud should correlate with compliance orientated 

organisations and a transactional dominated leadership; window dressing organisations led by 

avoidant leaders should exhibit the highest levels of occupational fraud. 

 

Counter-fraud: theory and practice 

 

A number of texts have been published which provide detailed guidance on how to combat fraud 

in organisations. Some were written by counter-fraud practitioners (Wells, 2007), some by 

academics (Doig, 2012) and others by institutions (Fraud Advisory Panel, 2006) and public bodies 

(Button and Brooks, 2009). Because the essence of fraud is deceit one cannot buy things which 

prevent fraud in the way that fences and alarms can be purchased to defend against burglary. 

The common advice is inevitably based on bureaucratic management controls and culture. 

Though the teaching is practical and intuitively relevant, there is little quantitative academic 

evidence of what works or how well the advice is implemented. Holtfreter (2005) for example 
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argues that a highly visible internal audit programme ought to act as a deterrent but there is little 

supporting evidence to support the claim. The consequence is a substantial disconnect between 

the theoretical landscape and practice. Perhaps the critical knowledge gap that needs to be 

addressed is the calibration of the extent of fraud against counter-fraud methods and cultural 

characteristics. 

 

In a rare piece of research Gee, Button and Cook (2010) assessed the resilience of large UK 

organisations to fraud using the Red Book 2 model counter-fraud framework produced by the 

Chartered Institute of Public Finance and Accountancy (CIPFA, 2008). The results showed that UK 

organisations are falling short in their fraud prevention strategies. For example, 18% do not have 

written strategies which would remove ambiguities and address rationalisation, 28% do not have 

programmes of work to develop ethical counter-fraud cultures and 37% do not effectively screen 

recruits which would exclude high risk individuals and psychopaths. The reasons for these failures 

are unknown and warrant further research. Similarly there has been very little research into why 

organisations tend to limit sanctions to disciplinary measures (Holtfreter, 2005).  One could 

logically adduce that it is a consequence of the failure of the criminal justice system to address 

ǾƛŎǘƛƳǎΩ ŎƻƳǇƭŀƛƴǘǎΦ Lǘ Ƙŀǎ ŀƭǎƻ ōŜŜƴ ǎǳƎƎŜǎǘŜŘ ǘƘŀǘ ƻǊƎŀƴƛǎŀǘƛƻƴǎ Řƻ not want to relinquish 

control of investigations to the police (Button, Lewis, Shepherd, Brooks and Wakefield, 2012) and 

are deterred by the costs of supporting prosecutions (Holtfreter, 2005). Many commentators 

speculate that fear of reputational harm is a principal reason for not reporting frauds to the 

police (Touby, 1994; Gill and Hart, 1997; Bierstaker, Brody and Pacini, 2005), yet there is little 

evidence to support these fears. Indeed Levi and Sherwin (1989) found the opposite, that 

organisational victims suffered no reputational harm. Button and Gee (2013, p141) go even 

further in arguing that securing a very visible reputation for sanctioning fraudsters is an 

important component of counter-fraud strategies because it sends out a powerful deterrence 

message. Clearly further research is required to confirm whether the reputational fear paradigm 

is true and, if it is, whether it is justified. 

 

 

Conclusions 

 

This chapter has introduced the theories most relevant to the present research into occupational 

fraud. Just like the bulk of criminology, the little academic research that has been undertaken 

Ƴŀƛƴƭȅ ŦƻŎǳǎŜǎ ƻƴ ǘƘŜ ŀŜǘƛƻƭƻƎȅ ƻŦ ǘƘŜ ŦǊŀǳŘǎǘŜǊΩǎ ōŜƘŀǾƛƻǳǊΦ ²ith a few notable exceptions, 

there has been hardly any research which considers the organisational context and the 
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interaction with the potential or actual fraudster. The review has identified some knowledge gaps 

which point to a number of challenging research opportunities in the fields of situational crime 

prevention, psychology, deterrence theory, rationalisation theory, culture and organisational 

ethics. This thesis draws on the theoretical concepts presented to examine the meaning of fraud 

in the occupational context and some of the factors which promote and inhibit dealing with the 

phenomenon. 
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Chapter 3 

 

Research Methods 

 

Introduction 

 

This research was originally triggered by the simple question: why do organisations not tackle 

ŜƳǇƭƻȅŜŜ ŦǊŀǳŘΚ ¢ƘŜ άǿƘȅέ ƛƴ ǘƘŜ ǉǳŜǎǘƛƻƴ ƛƳǇƭƛŜǎ ŀ ǇƻǎƛǘƛǾƛǎǘΩǎ ŎŀǳǎŜ ŀƴŘ ŜŦŦŜŎǘ ǇŜǊǎǇŜŎǘƛǾŜΦ 

Initially this approach sat well with my previous experience as an engineer comfortable with 

isolating variables, hypothesis testing and statistical analysis. Unfortunately the criminological 

fraud and white-collar crime literature review proved to be barren ground in yielding any 

substantive cues as to which variables might be relevant other than reputation concerns (Touby, 

мффпύ ŀƴŘ άǘƻƴŜ ŦǊƻƳ ǘƘŜ ǘƻǇέ όIƻƭƭƻǿŀȅΣ нлмнύΦ .ƻǘƘ ƻŦ ǘƘŜǎŜ ǎǳǇŜǊŦƛŎƛŀƭ ǾŀǊƛŀōƭŜǎ Ƨǳǎǘ ǇǊƻƳǇǘ 

deeper questions. What is the link, if any, between tackling occupational fraud and reputation 

damage? WƘȅ ŘƻŜǎ ŜȄǇƻǎƛƴƎ ŀƴŘ ǇǳƴƛǎƘƛƴƎ ŜƳǇƭƻȅŜŜ ŎǊƛƳŜ ƴƻǘ ŜƴƘŀƴŎŜ ŀƴ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ 

ǊŜǇǳǘŀǘƛƻƴΚ ²Ƙƛƭǎǘ ǿŜ Ŏŀƴ ǇǊƻōŀōƭȅ ƛƴǎǘƛƴŎǘƛǾŜƭȅ ƎǊŀǎǇ ǘƘŜ ŎƻƴŎŜǇǘ ƻŦ άǘƻƴŜ ŦǊƻƳ ǘƘŜ ǘƻǇέΣ ǘƘŀǘ ƛǘ 

is related to messages from senior management, what does it really mean? Expanding the 

literature review into the business ethics scholarship proved to be more fruitful in identifying 

ethical climate and leadership types as possible categories of independent variables. 

 

An attempt was made, using a conceptual framework (Robson, 1993, p152), to map the proposed 

independent variables against organisational decisions to implement counter-fraud strategies 

and to respond to detected events. The original idea was to borrow from Button and Brooks 

(2009) and use the model counter-fraud strategy of the CIPFA Redbook (CIPFA, 2008) as an 

instrument to measure the level of implementation. Unfortunately the framework proved far too 

complex, containing a huge list of interactive variables with no clue as to which may be the most 

salient and worthy of further examination. As a consequence three preliminary semi-structured 

interviews were undertaken to refine the scope of the research. However it became clear that in 

order to understand the relevant influences on organisations, one needs to understand the 

nature of the threat and challenge they face. Even the definition of fraud proved to be 

problematic. 

 

The author had assumed, like Gill and Goldstraw-White (2012, p19), that the Fraud Act 2006 

definition would be a tidy, universal definition. Unfortunately on deeper examination it became 
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apparent that a convenient single meaning in both legal and social terms would prove elusive. 

How people construct their perceptions of the world means that, unlike more obvious crimes 

such as murder or burglary, people have different views of what behaviour and circumstances 

justify the opprobrium of the fraud label. These contingent perceptions are reflected in the 

multitude of meanings under both statute and common law. The implication is that if people do 

not perceive behaviour as fraudulent then there is little purpose in tackling it. A theme which 

emerged early in the research was the perception that occupational fraud is as a rare hazard 

suffered by others and perpetrated by determined sociopaths. If these perceptions are correct 

then, again, there is little to be had in implementing counter-fraud strategies. These foundational 

questions had to be examined. It became apparent that an exploratory style of research was 

required with the aim of exposing substantive themes for expanding the narrative around 

existing theory and the development of new hypotheses and ideas. 

 

Research philosophy 

 

In developing a well-designed research programme the researcher needs to consider the 

philosophical  assumptions underpinning the methodologies adopted and their implications for 

the nature of the knowledge produced Denscombe (2010, p116). The researcher needs to justify 

the epistemological approach to the inquiry, describe its limitations and explain how the 

information can be further exploited. The particular problem confronting the research neophyte 

is how the philosophical approaches are couched in terms of competing camps, clashes, 

fortifications, battle, war and fury (Alvesson and Skoldberg, 2009, chapter 2; Denscombe, 2010, 

p117). For some the choice of research paradigm may be fenced by passionate ideological 

commitments. For the rest of us who are sceptical about unproductive philosophical debates and 

see research in terms of practical outcome, pragmatism is most appropriate, that is, using the 

approach that best suits the purpose (Denscombe, 2010, p128; Johnson and Onwuegbuzie, 

2004). 

 

The initial explorations indicated that a constructionist perspective was the most appropriate. 

Born out of the phenomenologist tradition, constructionism emphasises interpretivism, how 

people interpret reality to construct and make sense of their world and other people in it through 

their interactions with each other (Kalof, Dan and Dietz, 2008, p80). According to Berger and 

Luckman (1966, p30) an adequate understanding of the reality of society needs research to focus 

into the manner in which the reality is constructed. Core to making sense of the social order is 

the process of institutionalisation (Berger and Luckman, 1966, p72). It involves the cognitive 
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processes of typification and habitualisation, which develop through social interaction, and bring 

ŀƴ ƛƴǘŜǊƴŀƭƛǎŜŘΣ ƻǊŘŜǊŜŘ ƻōƧŜŎǘƛǾŜ ǊŜŀƭƛǘȅ ǘƻ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭΩǎ ŎƻƴǎŎƛƻǳǎƴŜǎǎ ό!ƭǾŜǎǎƻƴ ŀƴŘ 

Skoldberg, 2009). Considering the multi-layered nature of the inquiry, with actors located inside 

organised institutions, set within sectors and surrounded by a regulatory framework, the 

constructionist paradigm is appropriate for understanding the perspectives of the participants 

through their meanings, habits, routines and categorisations (Alvesson and Skoldberg, 2009). 

Although constructionism is not prescriptive in the methodological approach to social research: 

any and all of the qualitative methods are available to the researcher. The guiding principle is to 

maximise research objectivity in inherently subjective sociological questions. Bearing in mind the 

purpose of the present project is one of discovery to seed a barren ground, an adaptive mixed 

method approach is most appropriate, one that responds to and progressively homes in on 

emergent themes (Denscombe, 2010, p134). It calls to the range of tools and flexibility within the 

discovery based approach of the ethnographic tradition (Jupp, 1989, p65) allied with the power 

of cross-method triangulation to support those emerging themes (Kalof, Dan and Dietz, 2008, 

p25) and to minimise both participant and researcher subjectivity. 

 

Research strategy 

 

¢ƘŜ ōǳƭƪ ƻŦ ǘƘŜ ǊŜǎŜŀǊŎƘ ƛǎ ǉǳŀƭƛǘŀǘƛǾŜΤ ƛǘ ŀŘŘǊŜǎǎŜǎ ǘƘŜ ǎƻŎƛŀƭ άǇǊŜ-ŎƻƴŘƛǘƛƻƴǎέ όWǳǇǇΣ мфуΣ Ǉмлύ ƻŦ 

fraud in the organisational context. The quantitative element of the research is a minor but 

important component that supports the qualitative endeavour ōȅ ƳŜŀǎǳǊƛƴƎ ǘƘŜ άǇƻǎǘ-

ŎƻƴŘƛǘƛƻƴǎέ. The quantitative procedure involves a meta-analysis of the best secondary data 

available combined with data provided by participants to produce three key annual dimensions 

for the scale of fraud in the UK: value, volume (frequency) and number of offenders. The context 

and methods used are detailed in Chapter 5. 

 

The deeper qualitative research employed three components: semi-structured interviews, a short 

case study and participant observation. Semi-structured interviews provided data from a broad 

range of perspectives, from within and outside of organisations. A case study provided a 

narrower, but richer, vein of data from a single organisation. Finally, participant observation 

generated the most real, contemporaneous data, with the minimum of researcher disturbance, 

in the most natural setting (Jupp, 1989, p58). The complete schedule of the 62 participants in 

Appendix 1.1 categorises the participants by sector, role, organisation type, size and role. The 

schedule lists each participant by personal and organisational pseudonyms and indicates which 

interviews were digitally recorded. Twenty four participants allowed recording. Appendix 1.2 lists 
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the pseudonyms of individuals and organisations referred to by the participants. Appendix 1.3 is 

a schedule of the real names of individuals and organisations cited in discussions and which are in 

the public domain. 

 

Semi-structured interviews 

 

Semi-structured interviews with managers and external professionals were used to identify and 

categorise substantive statements (Gillham, 2005, p136) and relevant themes.  Drawing on a 

broad sample frame allowed verification of emergent common themes through intra-method 

triangulation (Kalof, Dan and Dietz, 2008, p25). The interviews with the managers provided data 

on their organisations and their perceptions of the external environment, particularly the 

regulatory and legal. The interviews with the external professionals covered their perceptions of 

the organisations they serve and of their own professional environments. Table 3.1 compares the 

planned sample frame involving 30 interviews with the actual achieved.  

 

Table 3.1: Interview sample frame 

Participant group Planned Actual 

SME managers 4 6 

Large organisation managers 8 11 

Lawyers 5 6 

Auditors 5 3 

Counter-fraud professionals 4 5 

Law enforcement 4 6 

Total 30 37 

 

There was no intention that the sample frame would be representative of the population of 

organisations within the UK. The intention was purely to ensure a sensible breadth of 

perspectives. Originally it was hoped to recruit participants from the construction sector as it is 

well known for corrupt behaviour (Chartered Institute of Building, 2013) and medical companies 

because of their ethical purpose. However they all politely refused. The problem of access has 

been well documented especially when the topic is of a sensitive nature (Kalof, Dan and Dietz, 

2008, p116). The reluctance of these organisations is probably driven by a mix of limited 

management time, concern that an inquisitive stranger might expose dysfunctional practices and 

reputational risk. It is simply easier and safer to decline. Networking or snowball sampling at 

conferences and through contacts proved to be more successful. Though it is a non-probability 

method snowball sampling is a recognised approach when access is difficult (Kalof, Dan and 

Dietz, 2008, p45). A weakness of the networking technique is that it limits the reliability of the 
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sample because it tends to attract participants with some interest in the subject (Kalof, Dan and 

Dietz, 2008, p154). Multiple methods and triangulation minimised the potential bias arising from 

the method to improve validity (Jupp, 1989, p72). 

 

The professionals were far more willing volunteers. They mostly appeared to appreciate the rare 

opportunity of spending an hour or so reflecting on the topic. Under these circumstances one has 

to guard against excessive subjectivity, however its salience in this case was substantially reduced 

because the principal aim was to access their professional perceptions of others. It is also 

ƛƳǇƻǊǘŀƴǘ ǘƻ ōŜ ŀǿŀǊŜ ƻŦ ǘƘŜ άƻƴ-ǎǘŀƎŜέ ŜŦŦŜŎǘ ǿƘŜǊŜōȅ ǘƘŜ ǊŜǎǇƻƴŘŜƴǘǎ ŦǊŀƳŜ ǘƘŜƛǊ ŀƴǎǿŜǊǎ ǘƻ 

meet the researcher expectations or seek to portray a positive image of themselves to the 

researcher (Kalof, Dan and Dietz, 2008, p159). This is recognised as a particular problem when 

researchers interview offenders (Ross, 1989, p352). There is no secure defence against this kind 

ƻŦ ǇŜǊŦƻǊƳŀƴŎŜ ƻǘƘŜǊ ǘƘŀƴ ǘƘŜ άǘǳƴƛƴƎ-ƛƴέ ƻŦ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊΦ The author sensed very little in the 

way of stage effects, indeed the credibility of the interviewees came through the richness of their 

discourse, their use of linguistic techniques such as the painting of analogies and the telling of 

memorable events to convey meaning by typification (Alvesson and Skoldberg, 2009, p26). The 

memorable events proved useful as they could be cross-checked against press articles and legal 

reports. 

 

aƻǎǘ ƻŦ ǘƘŜ ƛƴǘŜǊǾƛŜǿǎ ǿŜǊŜ ŎƻƴŘǳŎǘŜŘ ŀǘ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇƭŀŎŜǎ ƻŦ ǿƻǊƪΦ ¢ǿƻ ǿŜǊŜ ŎƻƴŘǳŎǘŜŘ 

in hotel cafes. The author followed the advice of Robson (1993, p232) to avoid cues which cause 

the interviewee to respond in a particular way. A unique prompt schedule was drafted for each 

interview. Its purpose was to thematically shepherd the interviewees in order to tease out new 

themes or to substantiate or otherwise emergent themes. The method supported a non-

judgemental, relaxed atmosphere that allowed the interviewee latitude to express their 

perceptions and opinions.  

 

Case study 

 

The case study method advocated by Robson (1993, p147-149) provided a means to mine deeper 

into the realities ƻŦ ŀ ǎƛƴƎƭŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŀǊǊŀƴƎŜƳŜƴǘǎ ŦƻǊ ŘŜŀƭƛƴƎ ǿƛǘƘ ƛƴǘŜǊƴŀƭ ŦǊŀǳŘ ŀƴŘ 

ŜȄǇƻǎŜŘ ǘƘŜ ŦŜŀǘǳǊŜǎ ƻŦ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǎǘǊǳŎǘǳǊŜΣ ŎǳƭǘǳǊŜ ŀƴŘ ǊŜƭŀǘƛƻƴǎƘƛǇǎ ǿƘƛŎƘ supported 

its effectiveness. It was important that the participating organisation had an effective counter-

fraud system in order to generate some understanding of the real-world tensions, frustrations 

and difficulties in actively preventing fraud and pursuing detected fraudsters. The participating 
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organisation, DEF Group, was selected by a serendipitous encounter with its Counter-Fraud 

Manager, Mark, at a fraud conference. He spoke to the audience of his frustrations with the 

criminal justice system. It suggested that DEF had a counter-fraud mentality, it employed people 

who detected frauds, its management was not afraid to reveal them to the public and they 

actively sought sanctions. 

 

The case study involved two techniques, semi-structured interviews and document examination. 

Oral testimony from two key actors, the Counter-Fraud Manager and the Security Manager, 

Henry, provided rich information on the tensions, frustrations and difficulties in actively 

preventing fraud and pursuing detected fraudsters. The internal documents provided a means to 

improve the internal validity of the research by triangulating between what was said and what 

was written (Bechhofer and Paterson, 2000, p57). The list of documents collected is listed in 

Table 3.2. The documents can be roughly divided into two categories. The first set represents 

what the organisation sets out to be and to do, its policies, procedures and general 

communications. The second set is evidence of its counter-fraud efforts, including investigation 

ǊŜǇƻǊǘǎ ŀƴŘ ŀ ŘŀǘŀōŀǎŜ ŜȄǘǊŀŎǘΦ ¢ƘŜ ŎƻƳǇŀƴȅΩǎ {ŜŎǳǊƛǘȅ ŀƴŘ /ƻǳƴǘŜǊ-Fraud Department 

maintains a database of all its activities. It contains brief details of every event, task, suspicion, 

escalated concern, whistleblowing report and investigation undertaken. It also includes 

quantitative data on the frequency of detected events, the number of perpetrators and values, 

all of which contribute to the analysis in Chapter 5. 

 

Table 3.2: Case study documents 

Organisation chart 

Principles of conduct handbook 

Employee handbook 

Counter-fraud policy 

Counter-fraud procedures 

Fraud investigation procedures 

Fraud controls training package 

Inventory investigation report 

Fraud investigation report x 3 

Purchasing procedures 

Company magazine 

Fraud and security operations database 
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Participant Observation 

 

Participant observation is recognised as a valuable technique in the study of criminology. It was 

pioneered in the early 20th century by the Chicago School of sociologists including Edwin 

Sutherland (Jupp, 1989). By using all the senses the researcher is able to obtain deeper, richer 

data and more meaningful explanations from the participants in their natural environment.  Gold 

(1969) separated the continuum of participant observation into four main categories: complete 

participant, participant as observer, observer as participant and complete observer.  Maurice 

Punch (1979) spent time following Amsterdam police officers in order to gain insights into the 

institutional culture. Simon Holdaway (1983) covertly studied police culture in the UK whilst a 

serving police officer. Within the fraud scholarship Mars (1982) and Ditton (1977) covertly 

observed dockworkers and the operation of a bakery. The observational component of the 

research strategy is not intended to be as extensive as these examples. The value of the method 

for the current research is three-fold. Firstly, in identifying real issues, ideas and possible themes 

that can then be transferred to progressively focus the interview and case study elements. 

Secondly it is probably the only method capable of identifying some of the nascent conditions 

which could, with the appropriate stimuli, catalyse fraud. Such conditions or events may 

otherwise pass unobserved and not appear in the reflective data gathered by the other methods. 

 

¢ƘŜ ŀǳǘƘƻǊΩǎ position as an Engineer and General Manager of a small engineering company 

provided the opportunity to undertake the participant observation element of the research 

programme. The role enabled access to people who would be too busy, too disinterested or 

generally antipathetic to formal requests for participation. The trigger for introducing the 

research to a potential participant was a comment or brief conversation which hinted at deeper 

concerns, usually frustrations due to the corrupt behaviour of their customers and competitors. 

Some individuals expressed interest in the project, others were completely unmoved. The curious 

individuals were then invited to participate by way of an immediate, unstructured conversation. 

The conversational method is similar to the planned interview but is distinguished in that it 

involves an unplanned, opportunistic discussion. It was not practical to record the conversations 

due to the locations, such as in a car or on a construction site. The author also felt to do so would 

undermine the spontaneity of the method in a naturalistic setting (Jupp, 1989, p58). The 

opportunistic, observational participants are indicated on the schedule in Appendix 1 and 

summarised below in Table 3.3. There are ethical issues associated with this method which are 

discussed later in this chapter. 
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One case was triggered by ǘƘŜ ŀǳǘƘƻǊΩǎ suspicions of corruption within a client organisation, R&T 

Industries. It led to a more traditional participant observation method except that the research 

role was not covert. The ŎƭƛŜƴǘΩǎ ǊŜǇǊŜǎŜƴǘŀǘƛǾŜΣ ǘƘŜƛǊ 9ƴƎƛƴŜŜǊƛƴƎ aŀƴŀƎŜǊΣ 9ǘƘŀƴΣ ǿŀǎ ǘƘŜ 

curious type and happily consented to participation, indeed he suggested it. There are parallels 

here with Ditton (1977), whose research became known to some of those he observed. The 

obserǾŀǘƛƻƴǎ ŦƻƭƭƻǿŜŘ ǘƘŜ ǇǊƻƎǊŜǎǎ ƻŦ ǘƘŜ ŎŀǎŜ ŀƴŘ wϧ¢Ωǎ ǊŜǎǇƻƴǎŜ ǘƻ ǘƘŜ ŎƻƴŎŜǊƴǎ ǊŀƛǎŜŘΦ ¢ƘŜ 

study would have been enhanced if it could have been turned into a case study involving access 

ǘƻ ƭƻŎŀƭ ŘƛǊŜŎǘƻǊǎ ŀƴŘ ǘƘŜ ǇŀǊŜƴǘ ŎƻƳǇŀƴȅΩǎ /ƻƳǇƭƛŀƴŎŜ 5ŜǇŀǊǘƳŜƴǘΦ IƻǿŜǾer Ethan felt that 

ǘƘƛǎ ǿƻǳƭŘ ōŜ ŀ ǎǘŜǇ ǘƻƻ ŦŀǊ ŀƴŘ ǿƻǳƭŘ Ǌƛǎƪ Ƙƛǎ Ǉƻǎƛǘƛƻƴ ƛƴ ǘƘŜ ŎƻƳǇŀƴȅΦ hƴ ǊŜŦƭŜŎǘƛƻƴΣ 9ǘƘŀƴΩǎ 

eagerness to consent to the observations probably emanated from his disquiet with the 

ŎƻƳǇŀƴȅΩǎ ƳŀƴŀƎŜƳŜƴǘ ōȅ ŜȄŎŜǇǘƛƻƴ ƭŜŀŘŜǊǎƘƛǇ ǎǘȅƭŜ ό.ŀǎs and Steidlmeier, 1999), its blame 

culture and challenging ethical climate. 

 

Table 3.3: Observational participants 

Participant group Number 

SME managers 10 

Large organisation managers 16 

Total 26 

 

 

Document research 

 

Documents are an important source of information for the research. Scott (1990, p12) defines 

ŘƻŎǳƳŜƴǘǎ ŀǎ άΧŀŎŎƻǳƴǘǎΣ ǊŜǘǳǊƴǎΣ ǎǘŀǘǳǘŜǎ ŀƴŘ ǇǊƻŎƭŀƳŀǘƛƻƴǎ ǘƘŀǘ ƛƴŘƛǾƛŘǳŀƭǎ ŀƴŘ ƎǊƻǳǇǎ 

produce in the course of their everyday practice and that are geared to their immediate and 

ǇǊŀŎǘƛŎŀƭ ƴŜŜŘǎΦέ ¢ƘŜ ŘƻŎǳƳŜƴǘǎ ǇǊƻǾƛŘŜŘ ƛƴ ǘƘŜ 59C DǊƻǳǇ ŎŀǎŜ ǎǘǳŘȅ ǇǊƻǾŜŘ ƛƴǾŀƭǳŀōƭŜ ƛƴ 

supporting the interview data and the quantitative research in Chapter 5. Using documents in 

this way, the case study resembles a police investigation and certainly improves internal validity 

(Jupp, 1989, p72) in that the paperwork and the oral statements are mutually verified. 

 

It is easy to take the internet for granted as a research tool, however its power needs to be 

emphasised for triangulating the statements of participants and widening the inquiry. The 

emergence of corporate social responsibility as a required badge, particularly for large 

corporations and public bodies (Cressey, 1995), has led to many organisations including 

statements of values and ethical policies on their websites. These documents provided a context 

for the observations of participants, a reference benchmark of the professed values of their 
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organisations or those they referred to. Whenever participants recalled significant events, 

searches were made for media press articles, legal cases and government inquiries to 

substantiate their commentary. References to these sources have been excluded from the 

analysis to avoid the ethical issues in exposing the identities of the participants and their 

employers. The exception is for those cases that support the emerging arguments and are 

entirely accessed from secondary sources, for example the Siemens corruption case (Schubert, 

and Miller, 2008, December 21) and the abuse of the public purse by the executives at the SFO 

(Attorney General, 2013). 

 

Reflexivity 

 

As has been mentioned, recruiting participants and negotiating access to organisations is often 

difficult, particularly when the topic is sensitive or the subjects are vulnerable persons (Kalof, Dan 

and Dietz, 2008, p116). Usually researchers are complete outsiders which means they have to 

sufficiently win the trust of the participants or their gatekeepers in order to gain access in the 

first place, and then they must maintain that trust until the research is completed (Clark, 2011). 

Sometimes researchers are complete insiders, for example Holdaway (1983), or become 

temporary insiders such as Ditton (1977). For the outsiders, the level of scrutiny, trust and 

consequent access may be contingent on the race, ethnicity, religion, gender and socio-economic 

group of the researcher in relation to the subject participant or group (Lumsden and Winter, 

2014, p5). The author found that formal approaches were rebuffed, but informal direct 

approaches and introductions were successful. There is no doubt that relational proximity 

significantly increased trust and accessibility. It is also likely that demographics influenced the 

level of accessibility. All the participants were vocational professionals or managers; all were 

middle-aged, the youngest, Ethan, was about 30 years old; all but four were male and all but one 

was white. Additionally, most of the managers worked in similar environments to the author. In 

other words, though the author was not a complete insider, he was perceived as member of the 

broader community. Being a community insider undoubtedly increases trust, because, as Clark 

(2011, p11) puts it, participants are more likely to perceive greater congruency between the 

ǊŜǎŜŀǊŎƘŜǊΩǎ world views and their own. Noaks and Wincup (2004, p63) describe research access 

ŀǎ ŀ ǇǊƻŎŜǎǎ ƻŦ άƎŜǘǘƛƴƎ ŀƭƻƴƎέ through establishing a research role, building a rapport with 

particiǇŀƴǘǎ ŀƴŘ ǎŜŎǳǊƛƴƎ ǘƘŜƛǊ ǘǊǳǎǘΩΦ ¢ƘŜǊŜ ƛǎ ƴƻ ŦƻǊƳǳƭŀ ŦƻǊ building rapport: it requires the 

researcher to be personable and attentive, but above all, to never breach the negotiated rules 

and parameters of the research. An important advantage for recruiting the observational 

participants in particular, was the more natural setting in which the research was introduced, 
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within an everyday conversation. That the researcher was a social researcher and an engineer 

with perceived community insider status ǘǊƛƎƎŜǊŜŘ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ŎǳǊƛƻǎƛǘȅ, overcame trust 

inhibitions and eased access. 

 
Ethical issues 

 

Summary of known ethical concerns 

 

The approach to the research ethics is based on the guidance issued by British Psychological 

Society (BPS, 2010).The key ethical issue related to the collection of confidential organisational 

information and limited personal data. It is essential under these circumstances that disclosures 

do not cause harm to the participants or their organisations (BPS, 2010, s2.4). The BPS (2010, s3) 

recommends undertaking some form of risk analysis. The ethical risk analysis structure developed 

for this project is in Appendix 2. All of the participants were experienced, professional volunteers 

who were trained in and accustomed to maintaining confidentialities: lawyers, accountants, law 

enforcement officers and managers. No vulnerable individuals were involved requiring additional 

precautions. Nevertheless the analysis identified a low residual vulnerability risk from 

inappropriate disclosures: 

 

¶ Breach of confidentiality by improper disclosures. 

¶ Disclosure of career limiting criticisms. 

¶ Disclosure of proscribed behaviour of organisation. 

 

The participant observation element of the programme raised additional ethical considerations in 

respecǘ ƻŦ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊΩǎ ǊƻƭŜΦ ¢ƘŜ ƛǎǎǳŜǎ ǊŜƭŀǘŜŘ ǘƻ ŎƻƴŦƭƛŎǘ ƻŦ ƛƴǘŜǊŜǎǘ ŀƴŘ ƛƴŦƭǳŜƴŎŜ Ŏŀƴ ōŜ 

addressed together. ¢ƘŜ ŀǳǘƘƻǊΩǎ ŜƳǇƭƻȅƳŜƴǘ ǊŜǉǳƛǊŜŘ ǘƘŜ ƻōǎŜǊǾŀǘƛƻƴ ŀƴŘ ǊŜŎƻǊŘƛƴƎ ƻŦ ŜǾŜƴǘǎΣ 

and, when appropriate, contribution to outcomes. These actions were undertaken irrespective of 

ǘƘŜ ŜǘƘƴƻƎǊŀǇƘƛŎ ǊŜǎŜŀǊŎƘΦ ¢ƘŜ ŀŘŘƛǘƛƻƴŀƭ ǎǘŜǇ ǘƻ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊ ΨƻōǎŜǊǾŜǊ ŀǎ ǇŀǊǘƛŎƛǇŀƴǘΩ ǊƻƭŜ 

(Gold, 1969) involves the subsequent critical analysis of the data and its triangulation to the other 

research elements. Consequently the risks of role conflict are negligible because they are 

substantially the same role. Importantly exposing the data and subjecting it to robust critical 

analysis addresses the potential criticism that the observations and experiences of the day job 

could influence or bias the research. The reality is the reverse. Examining the broad aspects of 

fraud and corruption in the corporate context has increased ǘƘŜ ŀǳǘƘƻǊΩǎ ŀǿŀǊŜƴŜǎǎ ƻŦ ǘƘŜ 

problem and sensitivity to the cues and subtle symptoms which indicate possible fraud within 
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client organisations. There is also no doubt that management colleagues have been influenced. 

At one time suspicions of corruption caused anxieties and were discussed in hushed tones behind 

closed doors. That they now feel free to openly discuss their concerns undoubtedly neutralises 

the debilitating anxieties. Although the evidence is invariably judicially weak, debating the 

suspicions allows managers ǘƻ ƳƻƴƛǘƻǊ ǘƘŜ ōŜƘŀǾƛƻǳǊ ƻŦ ǘƘŜ ŎƭƛŜƴǘΩǎ ŜƳǇƭƻȅŜŜǎΣ ŀǎǎŜǎǎ ǘƘŜ Ǌƛǎƪǎ 

and arrive at a considered commercial judgement. It is in effect a subjective value-laden due 

diligence process. That about one in ten cases are substantiated by the dismissal of one of the 

suspect buyers or engineers, which happens at least once per year, validates the process. 

 

The following arrangements to protect the participants and the researcher in all three 

ethnographic elements were applied to ensure that the residual risks identified in the risk 

analysis were minimal: 

 

Participant characteristics 

All participants are voluntary including case study and observation participants 

Ensure minimum vulnerability participants by engaging participants of 

professional status with appropriate fiduciary positions. 

 

Informed consent 

Verbally warn observational participants of risks. 

Warn participants of risks in invitation information form. 

Remind participants of risks at start of interviews. 

Inform participants that data will be published but will be untraceable and 

anonymous. 

Obtain signed consent. 

Allow participants to withdraw at any time and withdraw permission to use the 

data already obtained up to the end of the data gathering phase. 

Provide participants with the University supervisory details for making 

complaints. 

 

Dialogue management 

Detect when potential inappropriate disclosure are imminent during dialogue, 

interrupt dialogue, change focus or terminate. 
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Anonymity 

Participant is anonymised using random pseudonyms. 

Participating organisation is anonymised using random pseudonyms. 

All data not in the public domain is anonymous. 

Data in the public domain which is traceable to an anonymous participant has to 

be anonymised or discarded. 

Ensure case study participants are fully aware that their participation is known to 

the employer and the data gathered is visible and accessible to those 

responsible. 

As a last resort, discard data as unusable rather than breach confidentiality. 

Raw data is not shared with anyone else including University colleagues. 

Raw data is destroyed after completion of the thesis. 

 

In researching a crime phenomenon the researcher has to be alive to the dilemma of participants 

exposing their criminality to an extent that it ought to be reported to potential victims or the 

authorities. This dilemma was substantially ameliorated because the potential victims were 

substantial organisations rather than vulnerable individuals. The ethical arrangements also 

forestalled this risk by requiring the diversion of conversations away from inappropriate 

disclosures or termination of interviews. Active corruption was observed in just one instance 

involving R&T Industries ŀƴŘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƳŀƴŀƎŜƳŜƴǘ ǿŜǊŜ ƛƴŦƻǊƳŜŘΦ hƴŜ ǇŀǊǘƛŎƛǇŀƴǘ 

revealed without prompting that his employer used corrupt means to win contracts from 

substantial organisations. In this case the conversation was quickly shut down lest the participant 

substantiated his claim with convincing evidence. 

 

The sampling strategy for all three ethnographic elements effectively ensured that the 

prospective participants had a relevant, professional interest in fraud and were willing to share 

their experiences in some detail. In the interview and case study cases the prospective 

participants were contacted by telephone to introduce the study and outline the method and 

associated risks, followed by a relevant written invitation and consent form (Appendix 3). The 

participant observation approach was the same except that the preliminary telephone 

conversation was not required. None of the participants expressed any concerns at all in respect 

of ethical issues. 
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Data management 

 

All data was stored and managed in compliance with the Data Protection Act 1998. All original 

field data was collected electronically or digitised. All the original data was stored on a PC, backed 

up onto an external hard-drive and accessible only by the researcher. No data was located on any 

ǎŜǊǾŜǊΦ bƻƴŜ ƻŦ ǘƘŜ ƻǊƛƎƛƴŀƭ Řŀǘŀ Ŏŀƴ ōŜ ǎƘŀǊŜŘΦ ¢ƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ƛƴŘƛǾƛŘǳŀƭ Řŀǘŀ ǿŀǎ ƪŜǇǘ ƛƴ 

separated folders. The participants had the right to access their own data and withdraw 

permission any time during the data gathering (BPS, 2010, p15). Original data must be destroyed 

after completion of the thesis. The data protection philosophy has to continue beyond the 

completion of the thesis in any form of publication and the key issue is the continued protection 

ƻŦ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ŀƴƻƴȅƳƛǘȅΦ 

 

 

Analysis 

 

The quantitative analysis is described and presented in Chapter 5. As the dataset was relatively 

small it did not require sophisticated software, a spreadsheet was more than sufficient. The Excel 

spreadsheet software was also used for the qualitative analysis in a 2-dimensional array. Atlas.ti 

ǿŀǎ ŎƻƴǎƛŘŜǊŜŘ ōǳǘ ǊŜƧŜŎǘŜŘΦ 9ȄŎŜƭ ƛǎ ǎƛƳǇƭŜ ŀƴŘ ŦƭŜȄƛōƭŜ ōǳǘ ƭŀŎƪǎ ŀǳǘƻƳŀǘƛƻƴ ŜŦŦƛŎƛŜƴŎȅΦ !ǘƭŀǎΦǘƛΩǎ 

automation makes it more efficient for data entry and it would certainly be the preferred 

package for a project involving multiple users and a great deal of data. However the interrogation 

and sorting routines in Excel mean that it is more flexible and efficient once the data is input. 

Appendix 4.1 is an extract from the spreadsheet. The data was organised into rows so that each 

row effectively represents a unique data package. The spreadsheet contains 5,602 data packages. 

Every interview and field note was dissected entered into the system with one short paragraph 

per cell. Coded labels, pseudonyms, relevant notes and cross-references were added to the 

adjacent cells. Up to five labels acted as indexes for filtering, sorting and aggregating themes. A 

similar structure was used to create an indexed database for the secondary data documents, 

press articles, company reports and documents, legal reports and government inquiries. Using 

the sort routines on the index labels in both datasets allowed triangulation within and across the 

datasets. 

 

Appendix 4.2 is a schedule of the coding labels used for the analysis. Labels were used rather 

than alphanumeric codes simply because they are self-explanatory and therefore more efficient 

as they do not require a look-up table. The initial topics represent the broad subjects of the 
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original lines of enquiry within the data collection phase of the research. The coding labels are 

headings which summarise the detail within each data package. The labels were not set out prior 

to the analysis, rather they emerged during the analysis, and represented observations, concepts 

and salient themes. Grounded theory research uses a similar approach (Kalof, Dan and Dietz, 

2008, p90). Although Appendix 4.2 shows the labels under subject headings, for example 

offender, fraud types and management, the labels were not organised and analysed in a 

hierarchical structure under these headings. A hierarchical structure was attempted but rejected 

because it was found that forcing such a structure onto the labels tended to constrain the 

analysis to superficial, a priori themes. A flat structure with multiple summary descriptors 

attached to each data package promoted a more forensic examination of the interactions 

between labelled observations and between emerging concepts.  

 

To illustrate the process, entry CFSM5-1-186 in Appendix 4.1 refers to a section of an interview 

with Imogen, a forensic accountant, centred on occupational fraud (the topic). Imogen described 

how ordinary people with a normative sense of right and wrong cross the criminal threshold 

(Rubicon) and then, in the absence of external intervention, may become habitual fraudsters. The 

experience detoxifies and normalises crime, allowing the offenders to construct rationalisations 

to maintain their self-esteem (offender rationalisation). 

 

The filtering and sorting tools within Excel were used to group the data packages into common 

concepts such as psychology, access to justice and victim rationalisations, in order to identify 

linkages, common insights and themes. Wherever the emergent theme is not evident in the 

original topic or labels, a thematic label waǎ ŀǘǘŀŎƘŜŘ ǘƻ ǘƘŜ Řŀǘŀ ƛƴ ǘƘŜ ŎƻƭǳƳƴ ƘŜŀŘŜŘ άLƴŘŜȄ 

пέΦ The comment section is an integral element of the analytical structure. It fleshes out the 

observation and provides further insight into the linkages between observations and concepts. 

Entry PSM20-4-70 is an extract from an interview in which occupational fraud was discussed. The 

participant sought to illustrate how it is not always to define observed behaviour as fraud (fraud 

ŘŜŦƛƴƛǘƛƻƴύ ōȅ ǊŜƭŀǘƛƴƎ Ƙƻǿ ŀ ƳŀƴŀƎŜǊΩǎ negligence in performing his duties (work performance) 

led to him covering up his failings by falsifying stock records. The participant detoxified the 

behaviour by calling it a fudge (fraud definition) thus allowing the company to avoid prosecuting 

the individual (victim rationalisation). The comment section refers to Kweku Adoboli (R v Kweku 

Adoboli [2012]), who was convicted of fraud, because the case bore similar characteristics: a 

poorly supervised employee who used fraudulent means to hide his inadequate work 

performance. 
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Conclusions 

 

This chapter has sought to outline and justify the methodologies applied to the research 

question. The paucity of existing research has called for qualitative mixed methods to develop 

themes and hypotheses for further exploration and testing. This approach is appropriate for the 

essential groundwork required for seeding further research which may substantiate and build on 

the ideas or indeed disprove them. The ethical issues addressed in this chapter are not peculiar 

to the subject as the avoidance of harm is a central consideration for all forms of sociological 

research. The risk based approach is not unique but the format of the analysis in Appendix 2 is 

probably novel to the management of ethical issues in sociological research. The method does 

not automatically produce ethical solutions; its purpose is to provide a framework for researchers 

to logically set out ethical considerations and risk controls. 
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Chapter 4 

 

Definition of Fraud 

 

άLƴ ǘƘŜ ¦Y ǊŜcent law ς the Fraud Act 2006 ς has tidied up the legal definition 

determining that a person can be guilty of fraud if he or she is guilty of false 

ǊŜǇǊŜǎŜƴǘŀǘƛƻƴΣ Ŧŀƛƭǎ ǘƻ ŘƛǎŎƭƻǎŜ ƛƴŦƻǊƳŀǘƛƻƴΣ ŀƴŘ ŀōǳǎŜǎ Ƙƛǎ ƻǊ ƘŜǊ Ǉƻǎƛǘƛƻƴέ όDƛƭƭ ŀƴŘ 

Goldstraw-White, 2012, p19). 

 

Introduction 

 

If only it were true. Research, prosecution, litigation and fraud prevention would be far simpler 

and more efficient undertakings if the Act accurately represented the range of human behaviour 

that is broadly conceptualised as fraud. It is a deceptively simple word covering a very broad 

territory (Levi, 2012). Clearly defining fraud is necessary in order to set the fundamental context 

and the presumptive boundaries of the present research and to avoid misinterpretation or 

misuse of the results. Further than that, however, a deeper analysis is required because of the 

definitional misunderstandings and concerns expressed by the participants, almost all of whom 

ǎŀƛŘΥ άLǘ ŘŜǇŜƴŘǎ ǿƘŀǘ ȅƻǳ ƳŜŀƴ ōȅ ŦǊŀǳŘΦέ In particular the relationship between fraud, bribery 

and theft is a vexed one has to be addressed. The chapter analyses the interaction between the 

statutory definitions and local rules to develop an understanding of how the definitions are not 

universally applied, but are interpreted for and contingent on local environments. 

 

Statutory definition 

 

The Fraud Act 2006 contains an objective definition of fraud which probably articulates most 

ǇŜƻǇƭŜΩǎ ŎƻƴŎŜǇǘ ƻŦ the offence: some kind of dishonest deception to gain some kind of unfair 

monetary advantage from another. Indeed the two fundamental prerequisites of liability under 

English common law, dishonesty and misrepresentation, have been long established (Derry v 

Peek [1889] 14 AC 337). However this conceptual alignment between the legal and social spheres 

becomes more unreliable and more subjective in the grey area between criminality, ignorance 

and sharp practice (Attorney General, 2006, p25). At what point does mis-selling (Thompson, 

2012) become criminal deceit? As advertising puffing is regarded as justifiable, at what point 
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does it become unreasonable and actionable (Zhou, 2009). How does one distinguish between 

bad debt and fraud (Levi and Burrows, 2008)? A somewhat unique feature of fraud amongst the 

acquisitive crimes is that it leaves no immediately obvious traces, no blood and no broken 

windows. Fraud is stealth and secrecy (Hirschi and Gottfredson, 1987). The consequences of mis-

selling and bad debts are the same whether fraud was involved or not. The critical feature is in 

the intentions of the inappropriate seller and the defaulting buyer, whether they intended to 

deceive. But like the fraud act itself, this mens rea element also remains a secret until teased out 

by an investigation or the judicial process. 

 

The legal definition of fraud is more labyrinthine than Gill and Goldstraw-White (2012, p19) 

suggest. The Home Office (2012b) maintains an extensive taxonomy of offences including a broad 

typology of notifiable fraud offences; these are reproduced with annotations in Appendix 5. 

Appendix 6 is a contrasting schedule of offences mined from the statutes that are not classified 

under the fraud genus yet are fraudulent in nature. The first obvious result of comparing the two 

ǎŎƘŜŘǳƭŜǎ ƛǎ ǘƘŀǘ ǘƘƛǎ άƻǘƘŜǊέ ŎŀǘŜƎƻǊȅ ƛǎ ƳǳŎƘ ƭƻƴƎŜǊ ǘƘŀƴ ǘƘŜ IƻƳŜ hŦfice list. It appears that 

most legally framed types of fraud are not defined and counted as fraud. The fraudulent use of 

telecommunications systems under the Telecommunications Act 1984, for example, is classified 

ǳƴŘŜǊ άƻǘƘŜǊ ƴƻǘƛŦƛŀōƭŜ ƻŦŦŜƴŎŜǎέ όAppendix 6). A quick scan of the schedules reveals the second 

most obvious result, that the labelling of fraudulent behaviour depends on the context of the 

crime and the characteristics of the individual, whether a director (Companies Act 2006, 

Insolvency Act 1986), a small business owner (Part 8, Enterprise Act 2002), a fireman (Fire and 

Rescue Services Act, 2004), a silversmith (Hallmarking Act 1973), a marketer (Business Protection 

from Misleading Marketing Regulations 2008), a finance professional (Financial Services and 

Markets Act 2000) or unemployed (Social Security Administration Act 1992). 

 

A deeper inspection of the data reveals that the perceived egregiousness of the crimes, as 

measured by the penalty, is contingent on the labelling. Rogue traders are encouraged to 

improve their ways through the offices of Trading Standards (s214, Enterprise Act 2002). On the 

other hand money laundering commands an immediate maximum tariff of 14 years 

imprisonment (Proceeds of Crime Act 2002), whilst the originating fraudster risks 10 years under 

the Fraud Act 2006. The Bribery Act 2010 is aimed at business people and the maximum sentence 

is 10 years imprisonment. A politician bribing a voter is worth no more than 12 months 

imprisonment (Representation of the People Act 1983), and the penalty for a corrupt company 

liquidator is just a fine (Insolvency Act 1986). Probably one of the most damaging fraud crimes, 

which sits within the Home Office (2012b) typology, is cartel price fixing under the Enterprise Act 
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2002. Its cost to all sectors of society is unknown and in all likelihood individuals and businesses 

are not even aware that they are victims. However we do know that over a five year period to 

2012, the European Commission found against 187 businesses in regulatory hearing and imposed 

ŦƛƴŜǎ ǘƻǘŀƭƭƛƴƎ ϵтō ό9/Σ нлмнb), a level which reflects the opprobrium of the authorities and the 

probable extent of the harm caused. The EC has no powers to prosecute real persons. There has 

been only one successful prosecution in the UK courts and that was prompted by the US 

authorities: three individuals pleaded guilty in the UK to avoid American prisons (Stephan, 2008). 

It is apparent from this short exposition that the definition and perceived, measured heinousness 

of fraud crimes and the level of social blame to be attached to offenders is primarily contingent 

on status, role, context and prosecution expediency, not on the level of harm inflicted. 

 

Common Law definition 

 

The definition of fraud within the civil domain is awash with yet more imprecision in the 

ŘŜŦƛƴƛǘƛƻƴ ƻŦ ŦǊŀǳŘΦ !ƴŘǊŜǿΣ ŀ ǎƻƭƛŎƛǘƻǊ ƛƴ ŀ ƭŜŀŘƛƴƎ ƭŀǿ ŦƛǊƳΣ ŘŜǎŎǊƛōŜŘ ŦǊŀǳŘ ŀǎ ŀƴ άǳƳōǊŜƭƭŀ 

ǘŜǊƳέ ŎƻǾŜǊƛƴƎ Ƴŀƴȅ ŎŀǳǎŜǎ ƻŦ ŀŎǘƛƻƴΦ aŎDǊŀǘƘ όнллуύ ƛǎ ŀ ŦǊŀǳŘ ƭƛǘƛƎŀǘƛƻƴ ōƛōƭŜ ǘƘŀǘ ŘŜǎŎǊƛōŜǎ 

the various possible torts and equitable remedies and how they may be applied to claims in 

fraud: deceit, unjust enrichment, conversion, knowing receipt, abuse of fiduciary duty, 

conspiracy, dishonest assistance, inducing breach of contract and bribery. The tort of deceit is 

probably the closest to the criminal definition of fraud requiring dishonesty in a 

misrepresentation (Derry v Peek [1889] 14 App Cas 337).  

 

Bribery is fraud 

 

The status of bribery is particularly pertinent to the current research and needs to be examined 

further to justify its inclusion within the research as a species of fraud. The script methodology 

formulated by Derek Cornish is an effective tool for the purpose (Levi and Maguire, 2004). The 

analysis involves setting out the sequence of actions, tactics and events which lead to the 

commission of the crime whilst drawing upon the experience of research participants. 

 

Edward is an owner director of a small network cabling company, SES Electrical. His client base 

includes public bodies, facilities management companies, media and sports stadia. He described 

an instance when the operations manager of a stadium requested a £5,000 kickback in return for 

a £10,000 contract to lay out a web of data cables prior to a major sporting event. 
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άL ǎŜƴǘ ǘƘŜ ǉǳƻǘŜ ǘƻ ƘƛƳΣ ƘŜ ǿŀǎ hY ǿƛǘƘ ƛǘ ōut wanted five grand for himself. I had to 

add for tax so I could pay him cash. I paid him the five grand myself and then drew that 

out as extra on the salary and took it out that way. So it about doubled the price to 

£20,000. I'm giving you rough figures you understand but I had to add the national 

ƛƴǎǳǊŀƴŎŜ ŀƴŘ ǘƘŜ ǘŀȄΣ ǘƘŀǘϥǎ ǘƘŜ ǇƻƛƴǘΦέ 

 

Edward went on to explain: 

ά[ƻƻƪ ƛŦ L ŘƛŘƴϥǘ L ǿƻǳƭŘƴϥǘ ƎŜǘ ǘƘŜ ƧƻōΣ ŀƴŘ ǿƻǳƭŘƴϥǘ ƎŜǘ ŀƴƻǘƘŜǊ ƻƴŜ ǘƘŜǊŜΦ L ƴŜŜŘ ǘƘŜ 

work, got four employees to keep going. What am I ǎǳǇǇƻǎŜŘ ǘƻ ŘƻΚέ 

 

The key sequence of events is: 

1. /ƭƛŜƴǘΩǎ ƳŀƴŀƎŜǊ ǊŜǉǳŜǎǘǎ ǉǳƻǘŀǘƛƻƴ ŦƻǊ ŀ Ƨƻō 

2. Supplier provides the quotation 

3. Client requests a personal cash payment above the contract value 

4. Cash value is added to the contract 

5. Supplier negotiates an addition to the contract value to cover taxes associated 

with the method of extracting the cash from his company 

 

This was a straightforward case of coercive, contractual bribery instigated by the client. Edward 

complied because he needed the work and was responsible for four employees. The stadium was 

defrauded of £10,000 by the dishonest misrepresentation of the contract value in order to fund 

the bribe. The negotiated mechanism was both a bribe and a fraud script perpetrated by the 

stadium manager against his employer in collusion with the supplier. A reverse of this script was 

described by Peter, a sales executive working ŀǘ ΨLƴȊŎƻΩΣ a multinational corporation which 

supplies air conditioning systems to large public and private sector organisations: 

 

ά²Ŝ ŦƛƴŘ ƻǳǘ ǿƘŀǘ Ƙƛǎ ǿƛŦŜ ǿŀƴǘǎΥ ŎŀǊΣ ƘƻƭƛŘŀȅΣ ǿƘŀǘŜǾŜǊΦ !ƴŘ ǿŜ Řƻ ŀ ŘŜŀƭΦ LŦ ǿŜ ŎŀƴΣ ǿŜ 

stick his cost on the job, what we can, but it depends what we can get away with, what 

his budget is like. It's just doing what you need to. A bit under the table you know [palm 

down, Peter gestures towards the floor]. It's not really wrong, not like it's a crime, just 

helps everyone along to get the deal done. It's part of the package you put together, isn't 

ƛǘΚέ 

 

In this case the supplier instigates the bribery and negotiates an addition to the contract up to 

the value of the bribe: 
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1. Client manager requests quotation for a job 

2. Supplier provides the quotation 

3. {ǳǇǇƭƛŜǊ ƻŦŦŜǊǎ ǘƻ ǇǳǊŎƘŀǎŜ ƎƻƻŘǎ ƻǊ ǎŜǊǾƛŎŜǎ ŦƻǊ ǘƘŜ ŎƭƛŜƴǘΩǎ ƳŀƴŀƎŜǊ 

4. Supplier negotiates an addition to the contract value up to the value of the bribe 

 

These two scripts are typical of commercial bribery cases. Sometimes they are organised on an 

industrial scale. The Siemens case represent the pinnacle of efficient, systemised bribery. 

Siemens is the largest engineering company in Europe, based in Germany, with 362,000 

ŜƳǇƭƻȅŜŜǎ ŀƴŘ ǎŀƭŜǎ ƻŦ ϵтрΦфōƴ ό{ƛŜƳŜƴǎΣ нлмпύΦ Lƴ 5ŜŎŜƳōŜǊ нллу {ƛŜƳŜƴǎ ǇƭŜŀŘŜŘ Ǝǳƛƭǘȅ ǘƻ 

multiple charges of bribery involving its operations in Europe, the Middle East, Asia and South 

America in a prosecution agreement with the US Department of Justice. The Sentencing 

Memorandum (US Department of Justice, 2008) quantified $1.3bn in dubious payments, $0.8bn 

of which the company had paid to government officials through 2,700 intermediaries (Schubert 

and Miller, 2008, December 21) over a six year period between 2001 and 2007. The charges 

included bribing Iraqi officials to win contracts in the United Nations Oil for Food Program. The 

contract prices were inflated by 10% to cover the costs of the bribes and the accounts were 

deliberately manipulated to hide the payments from inquisitive auditors. The $1.3bn fines in 

settlement of the charges brought by the US and German authorities remain the highest ever 

levied against a company for bribery.  

 

These examples show how bribery and fraudulent conspiracy can form the same script and could 

be prosecuted under bribery or fraud charges or both. Importantly, they also show how 

corporate and occupational crimes collide: the corporate bribe to secure the contract for the 

ǎǳǇǇƭƛŜǊΣ ǘƘŜ ōǳȅŜǊΩǎ occupational fraud to fund the bribe. This type of corrupt conduct emerged 

as a recurring theme of the research. As Peter implied, there are occasions when the value of the 

contract is not inflated by the cost of the bribe. Is still a fraud? Kenneth, a fraud barrister, pointed 

the way: under common law there is an irrebuttable presumption that the bribe payment forms 

part of the purchase price and without it the value of the contract would be lower (Hovenden & 

Sons v Millhof (1900) 83 LT 41). 

 

Fraud and bribery tend to part ways when favours associated with regulatory, compliance, 

permission or governance matters are at the heart of the script rather than commercial 

contracts. The first successful prosecution under the Bribery Act 2010 was against Munir Patel in 

2011, a court clerk at Redbridge Magistrates Court (Vitou and Kovolesky, 2011). Patel sought out 

and received payments from alleged traffic offenders for avoiding entering the summons details 
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on the court database. Patel pleaded guilty to bribery and to misconduct in public office, a 

common law offence. He was sentenced to 3 years imprisonment for the bribery charge and 6 

years for the misconduct charge. Unlike contractual bribery, compliance corruption of this nature 

did not appear as a theme of the research. 

 

Fraud or theft 

 

The definitional boundary and relationship between theft and fraud also requires resolving. The 

principal antecedent of the Fraud Act 2006 was the Theft Act 1968. Although most of the 

misrepresentation sections of the latter have been repealed, a few residual sections relating to 

false accounting (s17 and 19), destruction of valuable securities (s20) and dishonestly retaining a 

false credit to a bank account (s24A) remain. These sections continue to reside within the Home 

Office typology of fraud (Appendix 5). The features common to statutory theft and fraud are the 

ŀǇǇǊƻǇǊƛŀǘƛƻƴ ƻŦ ŀƴƻǘƘŜǊΩǎ ǇǊƻǇŜǊǘȅ ŀƴŘ ŘƛǎƘƻƴŜǎǘȅΦ ¢ƘŜ ŎƘŀǊŀŎǘŜǊƛǎǘƛŎ ǿƘƛŎƘ ǎŜǘǎ ŦǊŀǳŘ ŀǇŀǊǘ 

from theft is one of communication, the conveyance of a dishonest misrepresentation. Fraud 

researchers tend to conjoin employee theft and fraud, for example Holtfreter (2004; 2005) and 

Mars (1973). Some observers object to aggregating all aberrant work place behaviour under a 

single banner (Friedrichs, 2002), however it is surely justified when the subjects of the research 

are the contextual variables that influence deviant behaviour, of which theft and fraud are just 

two manifestations (Parilla, Hollinger and Clark, 1988). Fraud practitioners also encompass theft 

within their remit: the Association of Certified Fraud Examiners biennial report into the extent of 

occupational fraud includes employee theft in its typology (ACFE, 2014). 

 

One practitioner, Mark, manages the compliance department of DEF Group, a UK wide building 

supplies company. The department ƳƻƴƛǘƻǊǎ ƛƴǾŜƴǘƻǊȅ άǎƘǊƛƴƪŀƎŜέΣ ŀ ǘŜǊƳ ŎƻƳƳƻƴƭȅ ǳǎŜŘ ƛƴ 

distribution and inventory management functions that describes stock loss caused by crime, 

waste and error, for example, lost and mislabelled items and stock inaccuracies (Centre for Retail 

Research, 2013). Sometimes Mark sees losses caused by straightforward employee theft: the 

employee takes a power tool and puts it in the boot of his car. Sometimes employees try to 

disguise the theft by adjusting the inventory system. The act has become a fraud due to the 

dishonest communication, the false entry into the stock ledger that would, at the very least, 

delay detection of the crime. The only real difference between the two scripts is that the 

fraudster has access to the business controls. Mark described more sophisticated scripts which 

more obviously distinguish fraud from theft. In one case, for example, the branch employees 

used the company systems to purchase televisions which they then sold to members of the 
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public for cash. Nevertheless the similarities in the methods in the occupational context, the 

equivalence in the unit of analysis, the motivations, opportunities and the response of 

organisations to the phenomena mean that it is appropriate to include employee asset and data 

theft within analyses of occupational fraud (Figure 1.1). 

 

Offender or victim, corporate or occupational fraud? 

 

When fraud occurs in organisations it is not always obvious which party is the legal offender, 

whether the employee or the organisation, nor who is the victim, the organisation or a third 

party (Holtfreter, 2005). The solution for contemporary American researchers is their 

determination to label all fraud as white-collar crime irrespective of the location of the deviant 

behaviour, whether at work or elsewhere, the seniority of the offender or the nature of the 

victim. Consequently white-collar criminology has become plagued with conceptual confusion 

Friedrichs (2002). For example, the prominent Weisburd, Waring, and Chayet (1995) inquiry into 

the recidivism of white-collar offenders includes non-occupational offences such as personal tax 

evasion and false loan applications. Sutherland (1940) would not recognise these as white-collar 

crimes. The conceptual ambiguities which trouble researchers in defining the unit of analysis are 

similar to the legal ambiguities that prosecutors contend with in targeting offenders (Holtfreter, 

2005; Friederichs, 2010). It is not always clear whether an offence should be defined as corporate 

or occupational. Corporations are abstract social constructs, not sentient beings. Where does the 

fault lie, with the corporation or the employee? Is the corporation a victim or innocent tool of the 

ŜƳǇƭƻȅŜŜ ƻǊ ǾƛŎŜ ǾŜǊǎŀΚ ²Ƙŀǘ ƛǎ ǘƘŜ Ǉƻǎƛǘƛƻƴ ƻŦ ŀ ŎƻƳǇŀƴȅΩǎ ƻǿƴŜǊǎΥ ŎǳƭǇŀōƭŜΣ ǾƛŎǘƛƳǎ ƻǊ 

casualties of risk? 

 

The Siemens scandal exemplifies the conundrum. After bribery charges were brought against the 

company, the directors were replaced (Associated Free Press, 2008). The new management 

admitted criminal liability on behalf of the company and reached a settlement with the US and 

German authorities (US Department of Justice, 2008). Former employees were also charged and 

two received suspended sentences in Germany (Schubert and Miller, 2008). Meanwhile the new 

management successfully pursued the former directors for damages (Schafer, 2011, June 10). 

Thus it appears that there was duality in the position of the company as offender and victim: an 

offender under criminal law and a victim of its employees under civil law. As Spalek (2006, p35) 

notes, the roles of victim and offender can be interchangeable. Similarly various stakeholders of 

the company were regarded by the US courts as both beneficiaries and innocent casualties of the 

criminality. In calculating the penalties against the company, the court bore in mind the status of 
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these stakeholders as secondary victims (Spalek, 2006, p120): άΧwhether there would be 

disproportionate harm to the shareholders, pension holders, employees and other persons not 

ǇǊƻǾŜƴ ǇŜǊǎƻƴŀƭƭȅ ŎǳƭǇŀōƭŜέ ό¦{ 5epartment of Justice, 2008). 

 

Corruption taxonomy 

 

The bureaucrats of the European Commission use the Transparency International (2011) 

definitions of fraud and bribery which places both crimes under the common banner of 

corruption (EC, 2013, p131). Combining Transparency InternationalΩǎ ŘŜŦƛƴƛǘƛƻƴ ƻŦ ŎƻǊǊǳǇǘƛƻƴ 

with the generally accepted distinction between corporate and occupational crimes (Clinard and 

Quinney, 1973, p188) produces the taxonomy in Figure 1.1. The figure is not a complete 

taxonomy of corrupt offences, nor occupational fraud offences. A more comprehensive list can 

be found in Button and Gee (2013, p11-13). The figure illustrates the interaction between bribery 

and fraud and shows that the convenient Clinard and Quinney (1973, p188) separation is not as 

neat as supposed. The blurring of this boundary dos not excuse researchers for unnecessarily 

conflating corporate and occupational fraud, for example Weisburd, Waring and Chayet (2001). It 

is important that researchers should describe the scope of their enquiries, clarify the unit of 

analysis and maintain conceptual consistency as far as is possible. Wherever ambiguities arise, 

they should be explained. The bounded area of Figure 1.1 represents the scope of the present 

research.    
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Figure 4.1: Organisational corruption taxonomy 
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Translating laws into local rules 

 

The foregoing has illustrated the ambiguities and inconsistencies in the formal definitions of 

fraud and in the associated perceived levels of egregiousness. This is probably a reflection on the 

strength of the common law system in England and Wales in that it can respond to evolution in 

social practices. Its weakness in the domain of fraud is that a myriad of laws designed to meet the 

control needs of specific emergent circumstances can cause confusion, misunderstandings and 

ultimately ignorance. This is anathematic to the fundamental rule of law as described by Lord 

Bingham of Cornhill (Thomas Bingham), the former Lord Chief Justice of England and Wales and 

the former Senior Law Lord of the United Kingdom (Bingham, 2006): 

 

άCƛǊǎǘΣ ǘƘŜ ƭŀǿ Ƴǳǎǘ ōŜ ŀŎŎŜǎǎƛōƭŜ ŀƴŘ ǎƻ ŦŀǊ ŀǎ ǇƻǎǎƛōƭŜ ƛƴǘŜƭƭƛƎƛōƭŜΣ ŎƭŜŀǊ ŀƴŘ ǇǊŜŘƛŎǘŀōƭŜΦ 

This seems obvious: if everyone is bound by the law they must be able without undue 

difficulty to find out what it is, even if that means taking advice (as it usually will), and the 

answer when given should be sufficiently clear that a course of action can be based on 

ƛǘΦέ 

 

In support of his analysis, Lord Bingham referred to a European Court of Human Rights case 

(Sunday Times v United Kingdom (1979) 2 EHRR 245) which describes a fundamental purpose of 

the law in differentiating between normative social behaviour and behaviour which needs to be 

formally controlled: 

 

άΧŀ ƴƻǊƳ Ŏŀƴƴƻǘ ōŜ ǊŜƎŀǊŘŜŘ ŀǎ ŀ ΨƭŀǿΩ ǳƴƭŜǎǎ ƛǘ ƛǎ ŦƻǊƳǳƭŀǘŜŘ ǿƛǘƘ ǎǳŦŦƛŎƛŜƴǘ ǇǊŜŎƛǎƛƻƴ 

ǘƻ ŜƴŀōƭŜ ǘƘŜ ŎƛǘƛȊŜƴ ǘƻ ǊŜƎǳƭŀǘŜ Ƙƛǎ ŎƻƴŘǳŎǘΧέ 

 

¢ƻ Ǉǳǘ ƛǘ ǎƛƳǇƭȅΣ ǘƘŜ ƭŀǿ ǎƘƻǳƭŘ ŎƭŜŀǊƭȅ ŘŜŦƛƴŜ ǎƻŎƛŜǘȅΩǎ ǾƛŜǿ ƻŦ ǿƘŀǘ ƛǎ ǿǊƻƴƎ ŀƴŘ Ƙƻǿ ǿǊƻƴƎ ƛǘ 

is. This principle is especially important in the interpretation and application of the fraud laws in 

the organisational context. A special characteristic of occupational fraud is that it is to an extent 

legitimately contingent on localised norms. Gobert and Punch (2003) observed that murder 100 

years ago is murder now, but the nature of business continues to change and the nature of crime 

at work changes. Merton (1938) described this behavioural flux as innovative adaptive behaviour. 

The plethora of fraud related laws and regulations in Appendices 5 and 6 are certainly a 

testament to the innovative nature of free enterprise. DƻōŜǊǘ ŀƴŘ tǳƴŎƘΩǎ όнлло) point is that 

most criminal offences are fundamentally invariant to the social conditions. A responsible 

corporation cannot produce a rule book that permits burglary as legitimate business practice. 
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However laws designed to regulate commercial and employee conduct are subject to 

interpretation and local rules. Incorporating such innovative interpretations into the marketing 

procedures of banks tested the limits of permissibility and led to the payment protection 

insurance (PPI) mis-selling scandal (Thompson, 2012, November 2). 

 

Bribery rules 

 

Large organisations typically embody various interpretations of the Bribery Act 2010 or the US 

Foreign Corrupt Practices Act 1977 into their rules. Jackson is semi-retired, he was previously the 

UK Managing Director of Alloy Group, a large engineering corporation headquartered in the USA. 

He is currently employed part-time as an ethics consultant and auditor. The role has allowed him 

to reflect on past corporate entertainment practices from an objective distance: 

 

ά¢ƘŜ ǉǳŜǎǘƛƻƴ ƛǎ ǿƘŜƴ ŘƻŜǎ ƛǘ Ǝƻ ǘƻƻ ŦŀǊΚ ²ƘŜƴ L ǿŀǎ a5 ƻŦ !ƭƭoy we used to hold events 

in Germany, usually associated with an exhibition or conference. We would invite along 

clients all expenses paid. In the evening I was the Master of Ceremonies and would divide 

the group of maybe 50 into three. Those who wanted a good meal, those who wanted a 

meal and beers, those who wanted sustenance and a strip club. I made it very clear 

beforehand so that no one felt pressured in any way or embarrassed. Those that wanted 

a meal got a very good meal and very good wines. Those that wanted the strip club, they 

went off, got sometƘƛƴƎ ǘƻ Ŝŀǘ ŀƴŘ ǿŜǊŜ ŜƴǘŜǊǘŀƛƴŜŘ ƛƴ ǘƘŜ ǎǘǊƛǇ ŎƭǳōǎΦέ 

 

AlloȅΩǎ ŎƻǊǇƻǊŀǘŜ ƎǳƛŘŜƭƛƴŜǎ ǊŜƛƴŦƻǊŎŜ ǘƘŜ ŎƻƴŎŜǇǘǳŀƭ ŎƻƴƴŜŎǘƛƻƴ ōŜǘǿŜŜƴ ōǊƛōŜǊȅΣ ŜƴǘŜǊǘŀƛƴƳŜƴǘ 

and gifts but then dissociate the latter from bribery through a narrative description of acceptable 

levels of entertainment and gifts. The following is an extract of from AlloȅΩǎ ǿŜō ǎƛǘŜΥ 

 

ά{ƛƳǇƭȅ ǇǳǘΣ ōǊƛōŜǊȅ ƻǊ ŎƻǊǊǳǇǘƛƻƴ ƛǎ ǿƘŜƴ ŀƴȅǘƘƛƴƎ ƻŦ ǾŀƭǳŜΣ ōŜ ƛǘ ƛƴ ǘƘŜ ŦƻǊƳ ƻŦ ŎŀǎƘΣ 

favours or even entertainment, is provided, or offered, to improperly obtain, or retain, 

ōǳǎƛƴŜǎǎ ƻǊ ǎƻƳŜ ƻǘƘŜǊ ƛƳǇǊƻǇŜǊ ŀŘǾŀƴǘŀƎŜΧΦΦ²Ŝ ƭƛƳƛǘ how much and how often we 

give or receive gifts, meals and hospitality. We never provide, or receive, anything lavish 

or inappropriate. We always consider whether gifts, meals or hospitality are appropriate 

with regard to the identity of the recipient, or provider, and the circumstances in which it 

is being provided or received. Gifts, meals or hospitality we provide never compromise, 

or appear to compromise, the ability of anyone, including ourselves, to make objective 

ŀƴŘ ŦŀƛǊ ōǳǎƛƴŜǎǎ ŘŜŎƛǎƛƻƴǎΦέ 
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For AlloȅΣ ǘƘŜ ŀŎŎŜǇǘŀōƭŜ ƭŜǾŜƭ ƻŦ ƎƛŦǘǎ ŘŜǇŜƴŘǎ ƻƴ ŀƴ ƛƴǘŜǊǇǊŜǘŀǘƛƻƴ ƻŦ ΨƘƻǿ ƳǳŎƘΩΣ ΨƘƻǿ ƻŦǘŜƴΩΣ 

ΨƭŀǾƛǎƘΩ ŀƴŘ ΨƛƴŀǇǇǊƻǇǊƛŀǘŜΩ ŀƴŘ ƛǎ ŎƻƴǘƛƴƎŜƴǘ ƻƴ ǘƘŜ ƛŘŜƴǘƛǘȅ ƻŦ ǘƘŜ ǊŜŎƛǇƛŜƴǘ ƻǊ ǇǊƻǾƛŘŜǊ ŀƴŘ ƻƴ 

the circumstances. The key criterion is not the potential influencing input, the level of the 

ŜƴǘŜǊǘŀƛƴƳŜƴǘΣ ōǳǘ ǘƘŜ ƻǳǘŎƻƳŜΣ ǿƘŜǘƘŜǊ ƻǊ ƴƻǘ ƛǘ ǊŜǎǳƭǘǎ ƛƴ ΨƛƳǇǊƻǇŜǊ ŀŘǾŀƴǘŀƎŜΩ ƻǊ 

ΨŎƻƳǇǊƻƳƛǎŜǎΩ ŘŜŎƛǎƛƻƴ ƳŀƪƛƴƎΦ 

 

The ethics codes for some companies use similar techniques in explaining the key outcome 

criteria but are more specific in detailing the rules relating to the value levels of gifts and 

entertainment. The following is an extract from the BP code (BP, 2012). 

 

ά²Ŝ ƻƴƭȅ ƎƛǾŜ ƻǊ ŀŎŎŜǇǘ ƎƛŦǘǎ ŀƴŘ ŜƴǘŜǊǘŀƛƴment that are for business purposes and are 

ƴƻǘ ƳŀǘŜǊƛŀƭ ƻǊ ŦǊŜǉǳŜƴǘΦΦΧΦΦThey should never be offered or received in exchange for 

ǇǊŜŦŜǊŜƴǘƛŀƭ ǘǊŜŀǘƳŜƴǘ ƛƴ ŀƴȅ ōǳǎƛƴŜǎǎ ŘŜŀƭƛƴƎΦΦΧ¢ƘŜǎŜ ƛƴŎƭǳŘŜ ŀƴȅ ƎƛŦǘǎ ƻǊ 

entertainment that appear to be bribes, raise questions about conflicts of interest for you 

ƻǊ .tΣ ƻǊ ǿƻǳƭŘ ŘŀƳŀƎŜ .tΩǎ ǊŜǇǳǘŀǘƛƻƴΦέ 

 

Gift value Entertainment 

including meals value 

Approval 

requirements 

Recording 

requirements 

ҖϷрл ҖϷмрл No pre-approval 

required 

No recording required 

except for government 

officials >$20 

$50 to $250 $150 to $1,000 Line manager approval 

required 

Group Leaders may 

self-approve 

Must be recorded in 

the gifts and 

entertainment register 

>$250 >$1,000 Group Leader 

approval required 

Group Leaders may 

self-approve 

Must be recorded in 

the gifts and 

entertainment register 

 

The great problem with defining and identifying bribery is in detecting an influenced outcome 

and relating it to a bribe. The typical solution is to limit the value of gifts and hospitality at levels 

which are unlikely to affect decisions. In AlloȅΩǎ ŎŀǎŜΣ ǘƘŜ ƭŜǾŜƭ ƛǎ ǾŀƎǳŜ ŀƴŘ ƻǇŜƴ ǘƻ ǎǳōǎǘŀƴǘƛŀƭ 

abuse. The BP approach is to specify levels of value and transparency, but it still depends on 

ǇƻǎƛǘƛƻƴΥ ŀ DǊƻǳǇ [ŜŀŘŜǊΩǎ ƎƛŦǘ ƛǎ ŀ [ƛƴŜ aŀƴŀƎŜǊΩǎ ōǊƛōŜ ŦƻǊ ŜȄŀŎǘƭȅ ǘƘŜ ǎŀƳŜ ōŜƘŀǾƛƻǳǊΦ {ƛƳƛƭŀǊƭy 
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an item regarded as a gift by Alloy could be viewed as a bribe at BP. Such paradoxes led to the 

peculiar situation where Gerhard Gribkowsky, a director of Formula 1 representing the interests 

of Bayerische Landesbank, was jailed for 8½ years in the German courts of receiving a $44mn 

bribe but Bernie Ecclestone remained innocent of giving the bribe (Le Blond, 2014). 

 

Employment contract rules 

 

In a similar vein organisations also set rules for payroll timesheets, overtime, accrued hours, sick 

pay, salary increments, expenses, allowances, staff discounts on product purchases, conflict of 

interest, second employment and use of company data, all of which can be exploited for 

fraudulent purposes (Button and Gee, 2013, p11-13). Complying with the rules cannot be 

fraudulent. Breaching the rules may constitute a fraud. A small company that can only afford to 

employ a specialist engineer on a part-time basis may explicitly allow the individual to work for a 

competitor. Under these transparent contractual conditions the specialist cannot commit fraud 

through a conflict of interest, abuse of position or misrepresentation. Presumably such a 

situation would be utterly intolerable for corporations like GSK and Pfizer for whom intellectual 

property is their lifeblood. Kieron runs a small engineering design house, Deflux. For many years 

he allowed Ƙƛǎ ǎǘŀŦŦ ǘƘŜ ǳǎŜ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŦŀŎƛƭƛǘƛŜǎ ŦƻǊ ǇǊƻŘǳŎƛƴƎ ǘƘŜ ƻccasional, simple 

drawing as a favour to family or friends for their do-it-yourself projects. However he stopped the 

practice when he received a call from a client he had never heard of to progress a design project. 

It transpired that one employee had taken on private contracts and worked on them at home. 

The employee argued that he was entitled to do so because he had set up his own limited 

company, did the work in his own time and there was nothing in the employment contract to 

prevent it. Kieron took the view that the designer was stealing work from the company and 

dismissed him. Some universities allow their academic staff to undertake private consultancy 

work ǳǎƛƴƎ ǘƘŜ ƛƴǎǘƛǘǳǘƛƻƴǎΩ ǘƛƳŜ ŦŀŎƛƭƛǘƛŜǎΦ ¢ƘŜȅ ŀǊŜ ŜŦŦŜŎǘƛǾŜƭȅ ǇŀƛŘ ǘǿƛŎŜ ŦƻǊ ǘƘŜ ǎŀƳŜ ǿƻǊƪΦ 

Other universities insist that the contracts are placed with the universities. Should one of these 

academics take on private consultancy work, he or she would be liable to charges of breach of 

contract, conflict of interest, abuse of position and fraud. 

 

Marks and Spencer allows staff discounts against product purchases for employees and their 

partners (Marks and Spencer, undated). It would be a fraud should a Marks and Spencer 

employee dishonestly purchase an item for a friend. On the other hand it would be perfectly 

proper for a friend of a Mazda employee to enjoy a 25% discount on the purchase of a car 

because it is allowed in the company rules (Mazda, undatedύΦ ¢ƘŜ ŀǳǘƘƻǊΩǎ ŎƻƳǇŀƴȅ ǊŜǉǳƛǊŜǎ ƛǘǎ 
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employees to present receipts for any business related expenses incurred in the performance of 

their duties. Dishonest claims for non-business related expenditure would be regarded as fraud. 

However the company provides a post-tax allowance of £30/day to employees when they are 

required to stay away from home and they are allowed to spend the money on anything or 

nothing so that fraud is impossible. Some commentators suggest that MPs should simply be paid 

a higher salary to cover all personal expenses without scrutiny except travel (Toynbee, 2012). The 

EU follows this model, providing MEPs with a fixed allowance to cover office expenses (EC, 

undated). Though adopting such a structure would simplify the cumbersome 98 page 

bureaucratic formulation of the Independent Parliamentary Standards Authority (IPSA, 2014) and 

substantially circumvent accusations of unlawful fraud, using tax-ǇŀȅŜǊǎΩ ŦǳƴŘǎ ǘƻ ǇǳǊŎƘŀǎŜ ŘǳŎƪ-

houses would probably still be regarded as morally corrupt (Allen, 2009). 

 

Executive abuse at the SFO 

 

The challenges in differentiating between legal and illegal unethical behaviour in some form of 

continuous moral spectrum are illustrated by the governance failings at the Serious Fraud Office 

(SFO). Following reports from internal whistleblowers, Sir Alex Allan was tasked with investigating 

bribery, nepotism, mismanagement of consultancy contracts, excessive expenses and an 

ƛƴŀǇǇǊƻǇǊƛŀǘŜ /ƛǾƛƭ {ŜǊǾƛŎŜ ƎǊŀŘŜ ǇǊƻƳƻǘƛƻƴ ŦƻǊ tƘƛƭƭƛǇǇŀ ²ƛƭƭƛŀƳǎƻƴΣ ǘƘŜ {ChΩǎ /ƘƛŜŦ 9ȄŜŎǳǘƛǾŜ 

(Allan, 2011). His inquiry was based solely on interviews with the various actors and did not 

emploȅ ŀƴȅ ŦƻǊŜƴǎƛŎ ŜȄŀƳƛƴŀǘƛƻƴǎΦ IŜ ŦƻǳƴŘ ƴƻ ŜǾƛŘŜƴŎŜ ƻŦ άƛƳǇǊƻǇŜǊ ŎƻƴŘǳŎǘέ ǘƘƻǳƎƘ ƘŜ ǿŀǎ 

ŎǊƛǘƛŎŀƭ ƻŦ ǘƘŜ ǊǳǎŜǎ ŜƳǇƭƻȅŜŘ ōȅ /ƘǊƛǎǘƛŀƴ .ŀƛƭŜǎΣ ǘƘŜ {ChΩǎ /ƘƛŜŦ /ŀǇŀōƛƭƛǘȅ hŦŦƛŎŜǊΣ ǘƻ ŀǾƻƛŘ 

itemising large consultancy contracts in management reports and thereby evade the bureaucracy 

of seeking approval from the Law Officers or the Cabinet Office. Bailes renamed some 

ŎƻƴǎǳƭǘŀƴŎȅ ŎƻƴǘǊŀŎǘǎ ŀǎ άƛƴǘŜǊƛƳ ƳŀƴŀƎŜƳŜƴǘέΣ ŘƛǾƛŘŜŘ ŎƻƴǘǊŀŎǘǎ ƛƴǘƻ ǎǳō-£20,000 units and 

ōǊŜŀŎƘŜŘ ǘƘŜ {ChΩǎ ƻǿƴ ǊǳƭŜǎ ōȅ ŀǿŀǊŘƛƴƎ ǘƘŜ ŎƻƴǘǊŀŎǘǎ ƘƛƳself rather than delegating the 

arrangements to the Procurement Team. Sir Alex Allan did not name this behaviour deceit, but 

deceit it was. The author has seen this kind of manipulation many times. By way of contrast, 

Ewan, the Counter-Fraud Manager of BBR Services, takes a much more robust approach:  

 

άIƻǿŜǾŜǊ ǿŜ ǎǘƛƭƭ ǾƛŜǿ ƛǘ ώorder splitting] as fraud because you can get a different value 

commercially when you put it all together and also we do not know, cannot realistically, 

have they divided the numberǎ ǳǇ ǘƻ ƎŜǘ ǘƘŜƛǊ ŦǊƛŜƴŘΩǎ ōǳǎƛƴŜǎǎ ǘƘŜ ƧƻōΣ ǎƻ ǿŜ ǿƛƭƭ ǘŀƪŜ 

the same action whether we could prove it was dishonest or which would be normally 

ŜƴƻǳƎƘ ǘƻ ǊŜƳƻǾŜ ǘƘŜ ǇŜƻǇƭŜ ŦǊƻƳ ǘƘŜ ōǳǎƛƴŜǎǎΦέ 
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In his report Sir Alex Allan concluded that to pursue the bribeǊȅ ŀƭƭŜƎŀǘƛƻƴǎ ŦǳǊǘƘŜǊ άΦΦΦǿƻǳƭŘ 

require an extensive and intrusive investigation that I do not believe is justified given the lack of 

ŀƴȅ ŜǾƛŘŜƴŎŜ ǇǊƻǾƛŘŜŘέ ό!ƭƭŀƴΣ нлммύΦ ! ǎǳōǎŜǉǳŜƴǘ ƳƻǊŜ ŦƻǊŜƴǎƛŎ ƛƴǾŜǎǘƛƎŀǘƛƻƴ ǿŀǎ ƘƛƎƘƭȅ 

critical of Richard Alderman, tƘŜ {ChΩǎ ŘƛǊŜŎǘƻǊΣ ǿƘƻ ƘŀŘ ŀƎǊŜŜŘ ǘƻ ƛƴŀǇǇǊƻǇǊƛŀǘŜ ǘŜǊƳƛƴŀǘƛƻƴ 

payments to Williamson and two other executives, Bailes and Ian McCall, of £870,000 in cash and 

pension contributions (Hurdle, 2012). The payments breached the Civil Service rules. Alderman 

was also berated for abusing his authority in recruiting Williamson, a former colleague at the 

HMRC, and was accused of abusing the public finances by allowing Williamson to work from 

home two days per week, 200 miles from the office, and charge £27,600 / year in travel 

expenses. Williamson was found to have lied to Sir Alex Allen about her promotion. Alderman 

tried to defend his decisions to the Public Accounts Committee but was eviscerated by Margaret 

Hodge MP (Public Accounts Committee, 2013): 

 

άLǘ ƛǎ ǎƘƻŎƪing, just shocking. It is against every principle of how public service 

ƻǊƎŀƴƛǎŀǘƛƻƴǎ ǎƘƻǳƭŘ ƻǇŜǊŀǘŜΦέ 

 

IŀŘ ǘƘŜ !ǘǘƻǊƴŜȅ DŜƴŜǊŀƭΩǎ ƻŦŦƛŎŜ ƻǊŘŜǊŜŘ ŀ ǘƘƻǊƻǳƎƘ ŦƻǊŜƴǎƛŎ ƛƴǾŜǎǘƛƎŀǘƛƻƴ ƛƴ ǘƘŜ ŦƛǊǎǘ ǇƭŀŎŜΣ ƛǘ ƛǎ 

more likely that at least one employee would have been sanctioned and nearly £1million saved. 

None of the termination payments could be recovered by legal means because the termination 

contracts succeeded the employment contracts. The case is a powerful demonstration of how 

local rules and legal instruments, in this case in the form of contractual arrangements, frustrate 

justice and unexpectedly protect unethical and fraudulent behaviour. The milieu of indulgence 

overseen by Alderman illustrates some of the paradoxes and difficulties in defining occupational 

fraud at the organisational level. It also demonstrates the challenges in differentiating between 

ethical, unethical and illegal behaviour. 

 

Fraud is a function of local rules 

 

The material argument induced from the examples presented is that, unlike most other crime, 

the definition of fraud in the occupational setting is a function of local contractual arrangements 

and rules. Behaviour that is defined as unethical in one company, or one department of a 

company, and could lead to criminal prosecution is legitimate, ethical and legal in another. 

LƴŘŜŜŘ ǘƘŜ ŀŎǘƛƻƴǎ ƻŦ ǘƘŜ {ChΩǎ ŦƻǊƳŜǊ /ƘƛŜŦ /ŀǇŀōƛƭƛǘȅ hŦŦƛŎŜǊ ƛƴ ŜǾŀŘƛƴƎ ōǳǊŜŀǳŎǊŀǘƛŎ 

restrictions may be commended as goal-orientated innovation in some organisations. 
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tŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ǘƘŜ ŘŜŦƛƴƛǘƛƻƴ of fraud 

 

The uncertainties explicated by the foregoing analysis are reflected in the range of perceptions of 

the research participants which are informed, to an extent, by their professional backgrounds 

and experience. Tim is a financial auditor. His view of fraud is typical. He struggles to 

conceptualise fraud at all, but rationalises that whatever it is, it depends on value: 

 

άLǘ ŘŜǇŜƴŘǎ ǿƘŀǘ ȅƻǳ ƳŜŀƴ ōȅ ŦǊŀǳŘΦ LΩƳ ƴƻǘ ǎǳǊŜ ǿƘŀǘ ŦǊŀǳŘ ƛǎΦ Lǘ ŘŜǇŜƴŘǎ ǊŜŀƭƭȅ ƻƴ 

whether the value, the amount is material ǘƻ ǘƘŜ ŀŎŎƻǳƴǘǎΦέ 

 

Kevin is a fraud consultant and he has a simple explanation which is contingent only on 

behaviour: 

 

άCǊŀǳŘ ǿƛƭƭ ŀƭǿŀȅǎ ƘŀǇǇŜƴ ŀƴŘ ŦǊŀǳŘ ƛǎ ƴƻǘ ǊƻŎƪŜǘ ǎŎƛŜƴŎŜΥ L ǘŜƭƭ ȅƻǳ ŀ ƭƛŜ ŀƴŘ ȅƻǳ ƎƛǾŜ ƳŜ 

ƳƻƴŜȅΦέ 

 

Police officer Ralph strenuously objected to fraudulent loan applications being labelled fraud and 

brought to the police when the suspects fail service the loans: 

 

άLŦ ȅƻǳ ǘŀƪŜ ŦƛƴŀƴŎŜ ƻƴ ŀ ŎŀǊ ŀƴŘ ȅƻǳ Ŧŀƛƭ ǘƻ ƳŀƪŜ ǘƘŜ ǊŜǇŀȅƳŜƴǘǎΣ ǘƘŀǘΣ L ǿƻǳƭŘ ǎŀȅΣ ƛƴ 

the first instance, is probably a civiƭ ŘƛǎǇǳǘŜΣ ōŜǘǿŜŜƴ ȅƻǳ ŀƴŘ ǘƘŜƳΣ ƛǘΩǎ ŀ ǇǊƛǾŀǘŜ 

ŎƻƴǘǊŀŎǘ ǘƘŀǘ ȅƻǳΩǾŜ ǘŀƪŜƴ ƻǳǘΣ ōǳǘΣ ƛǘ ǎŜŜƳǎ ǘƻ ōŜΣ ƴƻǿΣ ǘƘŀǘ !±/L{ [ACPO Vehicle Crime 

Intelligence Service] because it is being funded, are putting every car on PNC as stolen 

and, effectively, reality is, ǿƘŀǘΩǎ ƘŀǇǇŜƴƛƴƎ ƛǎΣ ŦƛƴŀƴŎŜ ŎƻƳǇŀƴȅ ǿƛƭƭ ŦƛƴŘ ŀ ƭƛŜ ƛƴ ǘƘŜ 

application, somewhere in the application, whatever that be, be it mild or major, they 

ǿƛƭƭΣ ǘƘŜƴΣ ǎŀȅΣ Ψ¢ƘŀǘΩǎ ŀ ŎǊƛƳŜΣΩ !±/L{ ǿƛƭƭ ǎŀȅΣ Ψ¸ŜǎΣ ǘƘŀǘΩǎ ŀ ŎǊƛƳŜΣ ǿŜΩǊŜ ƴƻǿ ǇǳǘǘƛƴƎ ǘƘŀǘ 

vehicle on as ǎǘƻƭŜƴΦΩΦΧǘƘŜ ŎŀǊ ƛǎ ǎŜƛȊŜŘΣ ǘƘŀǘΩǎ ŘŜǎŎǊƛōŜŘ ŀǎ ŀ ŦǊŀǳŘΦ 

 

For lawyer Nick, specific factual narratives provide the explanations for fraud rather than broader 

social concepts, defining fraud has little purpose. It is contingent on the evidence, the 

egregiousness of the alleged behaviour, the actionable outcome of an investigation, the relative 

expediency of the options and the choice of law. For him the observation of Sutherland (1945) 

that not all unlawful behaviour is criminal behaviour remains very relevant and is often ignored 

by counter-fraud specialists with a background in law enforcement: 
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ά¢ƘŜ ŎǊƛƳƛƴŀƭ ŀƴŘ ŎƛǾƛƭ ƭŀǿ ǳǎŜǎ ŘƛŦŦŜǊŜƴǘ ǘŜǊƳƛƴƻƭƻƎȅ ŀƴŘ ŎƻƴŎŜǇǘǎ ǘƘƻǳƎƘ ǘƘŜ ŎŀǎŜǎ ǘƘŜȅ 

are addressing crowd in on the same factual circumstances. In civil law fraud does not 

ƳŜŀƴ ŀƴȅǘƘƛƴƎΦ Lǘ ƛǎ ŀ ōŀƴƴŜǊ ǘŜǊƳ ŎƻǾŜǊƛƴƎ Ƴŀƴȅ ŎŀǳǎŜǎ ƻŦ ŀŎǘƛƻƴΧΦΦLŦ ŦǊŀǳŘ ƛǎ ƻŦ ŀ 

criminal kind and not all fraud is crime then quite often organisations will feel bound and 

in fact will be advised to a certain extent by their lawyers to instigate an investigation so 

that they can be sure they understand the length and the depth and the breadth of the 

ŦǊŀǳŘΣ Ƙƻǿ ƳǳŎƘ ƛǎ ƛƴǾƻƭǾŜŘΣ ǿƘƻΩǎ ƛƴǾƻƭǾŜŘ ŀƴŘ ǘƘŜǊŜŦƻǊŜ ǿƘŀǘ ŀŎǘƛƻƴ ǎƘƻǳƭŘ ōŜ ǘŀƪŜƴΦέ 

 

Considering the variance in the definitions of their professional advisors, it is inevitable, as Nick 

observes of his clients, that there is little consensus amongst organisations on the definition of 

fraud:  

 

άLƴ ƻǊƎŀƴƛǎŀǘƛƻƴǎ ŀƴǘƛ-fraud policies have a variety of definitions to suit their own needs. 

It can include unauthorised behaviour, commercial misbehaviour and misconduct. Breach 

of fiduciary duty is a common cause of action in fraud which has civil law consequences. 

Fraud is seen through the lens of the particular organisation. Many organisations employ 

ex-policemen, therefore from a criminal background and their perspective is too narrow. 

It's frustrating that organisations employ ex-policemen in these positions because they 

Řƻƴϥǘ ƘŀǾŜ ŀ ƎǊŀǎǇ ƻƴ ǘƘŜ ŎƛǾƛƭ ǊŜƳŜŘƛŜǎ ŀǾŀƛƭŀōƭŜ ǘƻ ǘƘŜƳΦέ 

 

Imogen is a forensic accountant and, like the lawyer, her perception of fraud depends on the 

specific behavioural characteristics of suspects rather than generalised concepts. The key for her 

is to distinguish between fraud and error by identifying inconsistencies in narratives and 

consistencies in behavioural patterns: 

 

άLǘϥǎ ƛƴǘŜƴǘƛƻƴ ǊŜŀƭƭȅΦ Lǘϥǎ Ƙƻǿ ȅƻǳ ǿƻǊƪ ƻǳǘ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭ ǎŀȅƛƴƎΣ ΨǘƘƛǎ ƛǎ ǿƘŀǘ L ǿŀǎ ǘƻƭŘΣ 

ǘƘƛǎ ƛǎ ǿƘȅ L ŘƛŘ ƛǘΣΩ ŀƴŘ ǘƘŜƛǊ ōƻǎǎ ǎŀȅƛƴƎΣ Ψ¢ƘŜȅ ǿŜǊŜ ƴŜǾŜǊ ǘƻƭŘ ǘƘŀǘΦΩ  ²ŜϥǊŜ ƭƻƻƪƛƴƎ ŦƻǊ 

inconsistencieǎ ƛƴ ǎǘƻǊƛŜǎΣ ǿƘŜǊŜ ŘƻŎǳƳŜƴǘǎ Řƻƴϥǘ ƳŀǘŎƘ ǿƘŀǘ ǇŜƻǇƭŜ ŀǊŜ ǎŀȅƛƴƎΧΦ²ŜϥǾŜ 

all made mistakes, entered wrong amounts, but you have the trail in frauds. A credit note 

is raised and is authorised by someone else, then a new credit note is issued for a slightly 

different amount, maybe a different person. That often happens. It's the type of error 

and whether it's been covered up. If somebody has realised that they have made a 

mistake and then made a complete hash of covering it up so it looks like a fraud, if it's a 

ƻƴŜ ƻŦŦ ȅƻǳϥǾŜ Ǝƻǘ ǘƻ ǉǳŜǊȅ ƛǘΣ ōǳǘ ǿƘŜƴ ȅƻǳ ƘŀǾŜ ŀ ŎƻƴǎƛǎǘŜƴǘ ǇŀǘǘŜǊƴΣ ƛǘϥǎ ŦǊŀǳŘΦέ 
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One ƪŜȅ ǊƻƭŜ ƻŦ 59C DǊƻǳǇΩǎΩ /ƻƳǇƭƛŀƴŎŜ aŀƴŀƎŜǊΣ aŀǊƪΣ ƛǎ ǘƻ ŘƛǎǘƛƴƎǳƛǎƘ ōŜǘǿŜŜƴ ŦǊŀǳŘ ŀƴŘ 

error, negligence and incompetence. Whenever such events arise he always references the 

objective legal definition but also considers the companyΩǎ ǊǳƭŜǎΣ ǘƘŜ ŀǘǘǊƛōǳǘŜǎ ƻŦ ǘƘŜ ŎŀǎŜ ŀƴŘ 

the characteristics of the employee. He has to believe with sufficient certainty that the employee 

has a guilty mind in order to recommend the most serious course of action, a criminal 

prosecution. It is not always immediately obvious: 

 

ά²Ŝ ƘŀǾŜ ŀ ŎŀǎŜ ƻƴ ǘƘŜ Ǝƻ ŀǘ ǘƘŜ ƳƻƳŜƴǘ ƛƴ ¸ƻǊƪΦ ¢ƘŜ aŀƴŀƎŜǊ Ƙŀǎ ōŜŜƴ ŦǳŘƎƛƴƎ Ƙƛǎ 

ǎǘƻŎƪ ŎƻǳƴǘΣ Ƙƛǎ ǇŜǊǇŜǘǳŀƭ ŎƻǳƴǘΦ IŜϥǎ ǎŀȅƛƴƎΣ ΨLϥǾŜ ƘŀŘ ƴƻ ǇŜǊǎƻƴŀƭ Ǝŀƛƴ ƻǳǘ ƻŦ it, but I'm 

now up to the point where I need to put my hands up and I can't keep balancing all the 

balls in the air, it's all coming down on me, the roof's falling in and I'm £70,000 short on 

Ƴȅ ǎǘƻŎƪΦΩ IŜ ǿƛƭƭ ōŜ ƴŜƎƭƛƎŜƴǘΧΦSo he would be a breach of procedures as opposed to 

ŦǊŀǳŘΦέ 

 

Though on a much smaller scale, this case has similar characteristics to R v Kweku Adoboli [2012] 

wherein the defendant caused the largest loss in British banking history, $2.25bn, at UBS. In his 

sentencing remarks, Mr Justice Keith accepted that Adoboli had intended to maximise profits for 

the bank and that his reputation as star trader, and his prospects for bonuses and advancement 

were a secondary consideration. Nevertheless the jury concluded that he had dishonestly abused 

his position of trust, breached the rules of the bank and then concealed his activities by booking 

fictitious trades. DEFΩǎ .ǊŀƴŎƘ aŀƴŀƎŜǊ ŀƭǎƻ ōǊŜŀŎƘŜŘ ƭƻŎŀƭ ǇǊƻŎŜŘǳǊŜǎΣ ƛƴ Ƙƛǎ ŎŀǎŜ ōȅ 

deliberately falsifying stock transactions in order to maintain his earnings and position in the 

business. Although his deceit cost the company £70,000, the senior management rationalised the 

behaviour as negligent rather than fraudulent. The problem Imogen and Mark are wrestling with 

is the subjective definition of fraud: matching the observed behaviour with the objective legal 

definition. Sometimes it is obvious, but often it is not. 

 

Conclusions 

 

To summarise this chapter, there is no universal definition of fraud, it is contingent on the 

environment and the characteristics of the principal actors. A clear distinction between fraud and 

bribery, and between corporate and occupational fraud is not possible. This chapter has 

introduced the concept of the contract bribery fraud, a type of corruption script which involves 

both bribery and fraud in a collision of corporate and occupational crimes. It is a crime which 

challenges Clinard and QuinnŜȅΩǎ όмфтоΣ Ǉмууύ ƴŜŀǘ ǎŜǇŀǊŀǘƛƻƴ between corporate and 
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occupational crime, blurs the responsibility between the individual and the corporation and 

conflates the identities of the offender and victim. The ambiguity in the meaning of fraud is not 

helped by inconsistencies in the law wherein the objective definition of fraud and the 

egregiousness attached to its many guises is contingent on the context of the behaviour and the 

ƻŦŦŜƴŘŜǊΩǎ ǇǊƻŦŜǎǎƛƻƴŀƭ ǎǘŀǘǳǎΦ ¢ƘŜ ōƻǳƴŘŀǊƛŜǎ ƻƴ ǘƘŜ ƳƻǊŀƭ ǎǇŜŎǘǊǳƳ ōŜǘǿŜŜƴ ŜǘƘƛŎŀƭΣ ǳƴŜǘƘƛŎŀƭ 

and illegal behaviour are further blurred by local contractual arrangements and rules. Fraud in 

one organisation is perfectly acceptable behaviour in another. Re-arranging the local rules may 

appear to be a solution to decriminalise behaviour, however doing so may not promote cultural 

values if the revised arrangements permit or even protect morally corrupt behaviour. 

 

Distinguishing between error, negligence and fraud is important in three respects. Firstly, it is an 

ƻƴŜǊƻǳǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ǘƘŀǘ Ŏŀƴ ƘŀǾŜ ŀ ǇǊƻŦƻǳƴŘ ŜŦŦŜŎǘ ƻƴ ŀƴ ŜƳǇƭƻȅŜŜΩǎ ƭƛŦŜ. It requires the 

ŀǎǎŜǎǎƳŜƴǘ ƻŦ ǘƘŜ ŜƳǇƭƻȅŜŜΩǎ actions and mens rea to determine whether the subjective 

definition of the observed behaviour matches the objective definition in law, a challenging task 

which really requires support and expertise of the courts and is probably beyond the competence 

of most managers. Secondly managers need to know where and how to allocate resources and 

for what purpose. Button, Gee and Brooks (2012) claim that organisations typically lose 5% of 

expenditure to fraud and error. How much should an organisation allocate to fraud reduction and 

how much to error reduction? Thirdly lack of clarity in the definition of fraud provides an ideal 

context for errant employees to rationalise their behaviour (Cressey, 1953) by denying the crime 

(Benson, 1985). The same ambiguities can also support managers in rationalising their decisions 

when they prefer to shrug off employee fraud as mistake, error or negligence rather than 

confront the problem. 
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Chapter 5 

 

Extent of Occupational Fraud 

 

Introduction 

 

One key reason that public bodies, companies and other organisations do not adequately address 

the fraud problem is also a major source of frustration for some of the research participants: 

organisations are unwilling to invest in counter-fraud programmes without empirical evidence of 

an economic benefit, a phenomenon noted by Button and Tunley (2015). It is a problem which 

Tunley (2014) believes can only be unlocked by mandating the measurement of fraud. Keith, a 

counter-fraud consultant who previously worked for the NHS, observed that the NHS began to 

invest in tackling fraud only when senior management understood the likely scale of losses and 

what that meant to patient care: 

 

ά²ƘŜƴ L ŀǊǊƛǾŜŘΣ ǘƘŜ bI{ ǇǊƻŦŜǎǎƛƻƴŀƭ ǊŜƎǳƭŀǘƻǊȅ ōƻŘƛŜs were loathed to actually tackle 

fraud.  By virtuous measuring and exposing the real cost of fraud, and the extent to 

which patients were deprived of that resource, then we changed that, so they were 

ǿƛƭƭƛƴƎ ǘƻ ƛƳǇƻǎŜ ǇŜƴŀƭǘƛŜǎΦέ 

 

Barry is a partner in a large London firm. He is an experienced litigation solicitor but prefers 

assisting organisations to develop counter-fraud systems so that they can avoid the expense and 

uncertainty of litigation. He struggles with the economic argument in his endeavours to convince 

companies to invest in fraud prevention: 

 

ά.ŜŎŀǳǎŜ ƛǘ ƛǎ ǎŜŜƴ ŀǎ ŀƴ ǳƴƴŜŎŜǎǎŀǊȅ ŎƻǎǘΣ ŜǾŜƴ ǘƘƻǳƎƘ ŀƴȅ ƳƻƴŜȅ ǘƘŜȅ ǎŀǾŜ ƎƻŜǎ 

straight onto their bottom line. It is a massively hard sell. Companies just are not 

ƛƴǘŜǊŜǎǘŜŘΦέ 

 

The core of the economic inhibition is the insufficiency of reliable quantitative data. The available 

published macro-data does not inspire confidence. One commercially available alternative to the 

published research is the statistically robust fraud loss measurement exercise (FLM) as 

recommended by Button and Gee (2013, p69). However it is expensive and viewed by some with 

suspicion. Kevin, a fraud prevention consultant, recognises the commercial need for reliable 
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statistics and has been involved in fraud loss measurement exercises but would not recommend 

them to his clients. 

 

άLǘ ǿƻǳƭŘ ōŜ ƎǊŜŀǘ ǘƻ ƎŜǘ ǘƘŀǘ ƪƛƴŘ ƻŦ Ŏƻǎǘ κ ōŜƴŜŦƛǘ ŦƛƎǳǊŜ ōŜŎŀǳǎŜ ƛǘ ǿƻǳƭŘ ōŜ ŀ 

ŎƻƳǇŜƭƭƛƴƎ ŀǊƎǳƳŜƴǘΦ Lǘ ǿƻǳƭŘ ōŜ ƎǊŜŀǘ ǘƻ ōŜ ŀōƭŜ ǘƻ ǎŀȅΣ Ψtŀȅ ƳŜ ǘƘƛǎ ƻƴŜ ȅŜŀǊ ŦŜŜΣ ŀƴŘ 

these are the savings over 5 years.Ω .ǳǘ ǘƘŜǊŜ ƛǎ ƴƻǘ ŀ ƭƻǘ ƻŦ ǎŎƛŜƴŎŜ ŀǊƻǳƴŘ ƛǘΣ ƭƻǎǎ 

ƳŜŀǎǳǊŜƳŜƴǘΣ ƛǘϥǎ ŀ ōƛǘ ƻŦ ŀ ōƭŀŎƪ ŀǊǘΧΦ ¢ƻ ƳŜ ŀǘ ŀ ƳŀŎǊƻ ƭŜǾŜƭΣ ȅŜǎΣ ōǳǘ ŀǘ ŀ ƳƛŎǊƻ ƭŜǾŜƭ L 

ǿƻǳƭŘƴΩǘ ŦƭƻƎ ƛǘ ǘƻ ƻƴŜ ƻŦ Ƴȅ ŎƭƛŜƴǘǎΦ L Ƨǳǎǘ Řƻƴϥǘ ǎŜŜ ǘƘŜ ōŜƴŜŦƛǘ ƛƴ ƛǘΦέ 

 

Another consultant, Roger, believes that FLM exercises have value but he has difficulty in 

marketing them. He finds that managers are unwilling to spend money on even quantifying the 

problems in their organisations. The tortuous dilemma is that in order to justify funding the FLM, 

managers need to know the benefits but that prior knowledge obviates the need for the 

research, so they do nothing. 

 

ά¢ƘŜ ǇǊƛǾŀǘŜ ǎŜŎǘƻǊ ƛǎ ƻƴƭȅ ƛƴǘŜǊŜǎǘŜŘ ƛŦ ƛǘ ǎŀǾŜǎ ƳƻƴŜȅΦ ул҈ ƻŦ ƻǳǊ ǿƻǊƪ ƛǎ ǇǳōƭƛŎ ǎŜŎǘƻǊΣ 

the rest in the private sector is mainly in thŜ ŦƛƴŀƴŎƛŀƭ ǎŜŎǘƻǊΧΦΦ¢ƘŜǊŜϥǎ ŀ Ǌƛǎƪ ŀǎǎƻŎƛŀǘŜŘ 

with doing the FLM. Is there a return on the money? Without a doubt, but how do you 

ǇǊƻǾŜ ƛǘΚέ 

 

The perceptions of these professional advisers is that managers, who are typically brought up on 

the utilitarian cost benefit calculus, do not regard fraud as a material financial threat. The aim of 

this section is to explore whether this view is justified. What are the problems with existing 

published data? Do we understand how often it happens and how much it costs? Where does the 

threat come from: a few determined high value offenders or many occasional offenders? 

 

Existing data 

 

One of the principal challenges in measuring the true level of fraud is the difficulties in the 

detection of a secret deception (Nelken, 2007). Detected fraud is just the tip of the iceberg 

(Shapiro, 1985; Tunley, 2011), perhaps just 1/30th of its true extent (Button and Gee, 2013, p72), 

such that the undetected dark matter is 97% of the total. Some victims of fraud may be unaware 

they have been a victim of crime, or that any fraudulent activity has occurred (ONS, 2014b). To 

complicate matters further, many reported frauds have not been counted at all by the police 

ōŜŎŀǳǎŜ ǘƘŜǊŜ ƛǎ ά! ƭŀŎƪ ƻŦ ǿƛƭƭƛƴƎƴŜǎǎ ōȅ ǇƻƭƛŎŜ ŦƻǊŎŜǎ ǘƻ ŀŎŎŜǇǘ ǊŜǇƻǊǘǎ ƻŦ ŦǊŀǳŘ ƻǳǘǊƛƎƘǘΦέ 
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ό!ǘǘƻǊƴŜȅ DŜƴŜǊŀƭΣ нллсΣ ǇсфύΦ ¢Ƙƛǎ ǎŜƴǘƛƳŜƴǘ ƛǎ ǎǳǇǇƻǊǘŜŘ ōȅ ǘƘŜ Ψƴƻ-ŎǊƛƳŜΩ ǎǘŀǘƛǎǘƛŎǎ όIƻƳŜ 

Office, 2012c) which reveal that 12.5% of frauds reported to the police are rejected after initial 

triage. The average for all other offences is 3%. Amongst a number of possible reasons for this 

ǿŜŀƪ ǇŜǊŦƻǊƳŀƴŎŜΣ ǇŜǊƘŀǇǎ ǘƘŜ Ƴƻǎǘ ƛƳǇƻǊǘŀƴǘΣ ƛǎ ǘƘŜ ΨƳŀƭƛƎƴ ƛƴŦƭǳŜƴŎŜ ƻŦ YtLǎ όYŜȅ 

tŜǊŦƻǊƳŀƴŎŜ LƴŘƛŎŀǘƻǊǎύΩ ό.ǳǘǘƻƴΣ нлммύ ǿƘƛŎƘ ŘƛǎŎƻǳǊŀƎŜǎ ŦǊŀǳŘ ƛƴǾŜǎǘƛƎŀǘƛƻƴǎΦ 

 

The second principal challenge, as expounded in Chapter 4, is the lack of consensus in what 

constitutes fraudulent behaviour. These descriptive complexities are further compounded by 

ambiguities in the unit of measure that constitutes a single fraud offence. Should twelve monthly 

instances of expense fraud by a single employee be measured as one or twelve frauds? One 

offence could have thousands of victims (ONS, 2014b). The Home Office crime statistics would 

count 1,000 fraudulent online ticket transactions perpetrated by a single offender as a single 

offence whilst the victims would describe 1,000 offences. For present purposes the solution is to 

ŘŜŦƛƴŜ ǘƘŜ ǳƴƛǘ ƻŦ ƳŜŀǎǳǊŜ ŀǎ ǘƘŜ άŦǊŀǳŘ ǎŎƘŜƳŜέ ǘƘǳǎ ŀƭƭƻǿƛƴƎ ŦƻǊ ǎƛƴƎƭŜ ƻǊ ƳǳƭǘƛǇƭŜ ƛƴŎƛŘŜƴǘǎ ƻŦ 

the same type committed by the same perpetrator. The script concept introduced in Chapter 4 

describes the nature or operation of the scheme, whether it is a one-off event or is repeated 

many times. 

 

Financial loss 

 

Hitherto research into the extent of fraud has focused mainly on the aggregate level of financial 

harm (Levi and Burrows, 2008; ACFE, 2014; NFA, 2013). Four sources are frequently cited for 

estimates of loss to fraud as shown in Table 5.1: Kroll (2013), ACFE (2014) and Button, Gee and 

Brooks (2012) quote percentage so readers have to calculate the absolute losses, whilst the 

National Fraud Authority (NFA, 2013) quote absolute losses. 

 

Table 5.1: Published financial loss to fraud for the UK 

Source Percentage £ loss Typology 

NFA not provided 30bn to 73bn All frauds against all sectors 

Kroll 0.9% to 2.1% of sales 46bn to 106bn All frauds against corporations only 

ACFE 5% of sales 254bn Occupational fraud only 

Button et al 
(2012) 

4.57% of expenditure 212bn All fraud and error against 
organisations 

 

 

Before its demise in 2014, the NFA conducted four meta-analyses, drawing secondary data from 

available resources to produce four estimates of fraud loss in all economic sectors: public, 
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private, charity and individuals. The aggregate estimates are at £30 billion (NFA, 2010), £38 

billion (NFA, 2011), £73 billion (NFA, 2012) and £52 billion (NFA, 2013). To place this in 

perspective, the latest figure is, allowing for an inflation factor of 1.42 (Bank of England, 

undated), three times the £13 billion aggregate of all other acquisitive crimes (Brand and Price, 

2000). The broad spread in the NFA measures does not mean that the level of fraudulent activity 

has been oscillating wildly, rather it reflects the difficulties in quantifying fraud and the evolution 

of their methodologies. 

 

Kroll, a corporate security and investigations company, publishes an annual report on corporate 

fraud loss, derived from opinion surveys of corporate executives, expressed as a percentage of 

sales: 2.1% (Kroll, 2011), 0.9% (Kroll, 2012), 1.4% (Kroll, 2013). The total turnover of UK 

enterprises in 2013 excluding the financial sector was £3.35 trillion (BIS, 2013). The best estimate 

of the turnover in the financial sector is £1.04 trillion (ONS, 2010), giving a total UK enterprise 

turnover of £4.39 trillion. Adding the £675 billion government expenditure for 2013 (HM 

Treasury, 2011) gives a total UK turnover of £5.07 trillion. Thus the Kroll estimates for 

organisational fraud losses range from £46 billion to £106 billion per year.  

 

The only published macro-estimate that focuses on occupational fraud comes from the 

Association of Certified Fraud Examiners (ACFE). It conducts a biennial opinion survey of its 

members to estimate occupational fraud losses alone at 5% of turnover (ACFE, 2012) which 

equates to £254 billion per year in the UK. If losses to individuals and external frauds against 

organisations were added, the annual losses would be much higher. The ACFE percentage loss 

figure is probably the most cited in academic and practitioner circles (for example: Holtfreter, 

2004; Button and Gee, 2013; Ramamoorti, Morrison, Koletar, and Pope, 2013). However one 

must be wary of possible false paradigms that have become entrenched by their frequent re-

telling, particularly when they are based on data emanating from an institution that represents 

counter-fraud professionals. 

 

Button, Gee and Brooks (2012) analysed the results of 123 fraud loss measurement (FLM) to 

calculate the average fraud and error financial loss to organisations at 4.57% of expenditure. The 

total organisational expenditure in the UK is £4.63 trillion, calculated by subtracting the £0.44 

trillion gross operating surplus (ONS, 2014d) from turnover (£5.07 trillion). The FLM derived loss 

estimate for the whole economy is thus £212 billion per year. The FLM methodology used is 

statistically more robust than the NFA and Kroll data, but as the data includes error and is mainly 

sourced from the public sector, it is not based on a representative sample frame. 
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The summarised data in Table 5.1 clearly illustrates one powerful reason why counter-fraud 

professionals struggle to justify the implementation of systems based on economic benefit: the 

inconsistency in and the unreliability of macro loss data. The ACFE figure is the highest despite 

being based on the narrowest typological range. Conversely the NFA range is the lowest yet it is 

ōŀǎŜŘ ƻƴ ǘƘŜ ōǊƻŀŘŜǎǘ ǘȅǇƻƭƻƎȅΦ ¢ƘŜ .ǳǘǘƻƴΣ DŜŜ ŀƴŘ .Ǌƻƻƪǎ όнлмнύ ŜǎǘƛƳŀǘŜ ƛǎ ŎƭƻǎŜ ǘƻ !/C9Ωǎ 

but it includes error. Only ACFE attempt to quantify occupational fraud, but their estimate has to 

be viewed with the most caution considering their methodology and their marketing purpose. 

The root of the variance in the published data is the weak methodologies, in particular the 

reproducibility of opinion surveys is bound to be poor. The FLM method would be the most 

robust if it excluded error and the sample frame were representative of the whole economy. 

 

Activity levels 

 

Estimates of aggregate financial harm are insufficient to properly quantify the extent of the fraud 

problem. The four dimensions that characterise activity levels have received less attention: the 

number or volume of schemes, the number of events within schemes, the number of 

perpetrators and the number of victims. Effective counter-fraud strategies cannot be developed 

without some knowledge of these dimensions. For organisations, detecting one high value, 

habitual occupational fraudster is a completely different challenge to dealing with many, low 

value, occasional fraudsters. Unfortunately existing data is sparse. The following analysis focuses 

on the volume of schemes and the number of offenders. 

 

Official crime statistics provide one indication of the volume of detected offences. One indication 

of the volume of offences is the police recorded crime statistics. The number has oscillated from 

183,683 in 2002/03, down to 71,137 in 2007/08 and up again to 517,132 in 2013 (ONS, 2014b). 

The variability is due to changes in recording methods (ONS, 2014b), not to a seven fold increase 

in activity levels: the latest figures include incidents recorded by CIFAS and Financial Fraud Action 

UK. The data does not yet appear to be in a condition to warrant the confidence of users. 

 

Activity levels could be calculated using reliable estimates of aggregate and average fraud losses. 

ACFE (2014) estimate the median loss from occupational fraud at $145,000 per scheme with a 

median duration of 18 months. However the estimate is not representative as it is based on 

1,483 detected high value occupational cases investigated by ACFE members, of which just 98 

were located in Western Europe. Though the four audit reports produced by the Audit 
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Commission (2010, 2011, 2012, 2013) offer a more representative mean estimate at £10,214 per 

scheme, it is also biased as it is based on 5,688 detected cases in local authorities. At an average 

of 1,422 cases per year this represents just 0.06% of the 2.542m people employed by local 

authorities (ONS, 2013). 

 

Button, Gee and Brooks (2012) estimated fraud and error event frequency at 4.28% of 

transactions, but the inclusion of error and an unrepresentative sample frame means the data 

cannot be generalised to the whole economy; furthermore it does not distinguish between 

internal and external fraud. A European Commission study estimated that 12.5% of public 

procurement contracts are corrupt, 37.5% bear the indications of corruption and mismanaged 

ǿŀǎǘŜΣ ǿƘƛƭǎǘ Ƨǳǎǘ рл҈ ŀǊŜ ΨŎƭŜŀƴΩ όEC, 2013). The report shows that the financial loss to 

corruption is on average 3.65% of expenditure. The international context and the narrow sample 

frame again precludes generalising the data to the whole economy. 

 

The Kroll reports highlight the risks associated with occupational fraud. The average proportion 

of frauds involving an employee is 60% (Kroll, 2010, 2011, 2012). PwC (2011) produced similar 

results with 57% of frauds perpetrated by insiders. In an examination of fairness at work, CIFAS 

(2010) reported in a of survey of 2,000 that 71% felt it was acceptable to exaggerate expense 

claims if the employer did not reimburse all costs, or if the employee did a lot of unpaid overtime 

(68%), or if the employer took a long time over reimbursements (36%), or if the employee was 

not paid a fair salary (24%). The research closely mirrored earlier work conducted by Leicester 

University which showed that 70% of people would commit fraud if they knew they could get 

away with it (CIFAS, 2004). In a similar vein Karstedt and Farrall (2006, 2007) reported that 61% 

of 1,807 adults surveyed had committed one fraud, 38% had committed two or three frauds and 

6% had committed more than nine. Finally in the largest self-reporting survey of its kind, 

Hollinger and Clark (1983a) found that one third of employees offend at least once per year. The 

evidence from this body of research suggests that between one-third and two-thirds of 

employees defraud their employers and at least one-third are active in any year. 

 

Analytical method 

 

Though burdened with a number of methodological weaknesses, the latest NFA (2013) data is 

the best constructed estimate of fraud in the whole of the UK economy at £52 billion. Its victim-

centric framework broken down into a broad typological range in all the economic sectors, 

public, private, charity and individual, represents the most comprehensive meta-analysis of 
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annual fraud losses. The analytical method involves extracting elements of the NFA (2013) data 

ŀƴŘ ŎƻƳōƛƴƛƴƎ ǘƘŜƳ ǿƛǘƘ YǊƻƭƭΩǎ ŀǾŜǊŀƎŜ ŦƛƎǳǊŜ ŦƻǊ ŜƳǇƭƻȅŜŜ ŦǊŀǳŘ ǘƻ Ŝǎǘƛmate the annual 

financial loss to occupational fraud. The Hollinger and Clark (1983a) data is then used to develop 

the best estimates of fraud volumes and the number of offenders derivable from secondary data. 

Analysis of the Hollinger and Clark (1983a) data reveals a fraud distribution model which may 

have general application. The model is tested on secondary data relating to occupational fraud at 

Westco International and DEF Group. 

 

 

Financial loss to occupational fraud 

 

Table 5.2 is a schedule of the total fraud losses in each category extracted from the NFA (2013) 

report. The government payroll losses are assumed to be entirely due to employees. The 

procurement losses are adjusted by the 60% Kroll estimate for insider culpability. As the 

government sector estimate covers procurement and payroll only it under-represents the 

typological range and hence value of employee fraud. Consequently on the basis of this 

methodology, the £14.5 billion total is likely to be a conservative estimate. It is just 0.3% of the 

£5.07tr turnover in the UK and 1/ 17
th of the ACFE (2013) figure. Nevertheless, allowing for an 

inflation factor of 1.42 (BoE), the estimate suggests that occupational fraud alone is worth more 

than the £13bn aggregate of all other acquisitive crimes (Brand and Price, 2000). 

 

Table 5.2: Financial loss to occupational fraud 

Sector Total fraud loss £  Employee fraud £ 

      Central government procurement 1,412,210,000 x60%   847,326,000 

      Central government payroll 180,700,000 x100%   180,700,000 

   Total central government 1,592,910,000    1,028,026,000 

      Local government procurement 876,000,000 x60%   525,600,000 

      Local government payroll 154,000,000 x100%   154,000,000 

   Total local government 1,030,000,000        679,600,000 

Government total 2,622,910,000  1,707,626,000 

Private sector 21,263,560,000 x60% 12,758,136,000 

Charity sector 147,300,000 x60%       88,380,000 

Total 29,279,590,000  14,554,142,000 
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Hollinger and Clark distribution 

 

The Hollinger and Clark (1983a) data provides the most representative insight into occupational 

offending. Their research was based on a large self-reporting survey sample of 9,175 employees 

of 47 organisations in three sectors, retail (16), hospital (21) and manufacturing (10). The survey 

instrument provided a list of employment misdemeanours and asked the employees to indicate 

how often they had committed each type. The respondents indicated their activity or event 

frequency associated with each offence type: never, 1 to 3 times per year, 4 to 12 times per year, 

weekly and daily. The response rates are reproduced in Table 5.3. 

 

 
Table 5.3: Reported involvement in occupational fraud 

 No. events / year - Class width 1-3 4-12 52 250 
 

 No. events / year - Class centre 2 8 52 250 Tot 

Retail  
n=3,567 

Misuse discount privilege 14.9% 11.0% 2.4% 0.6% 28.9% 

Take store merchandise 4.6% 1.3% 0.5% 0.2% 6.6% 

Timesheet frauds 4.0% 1.2% 0.4% 0.2% 5.8% 

Purposely under-ring a 
purchase 

1.7% 1.1% 0.3% 0.1% 3.2% 

Borrow or take money without 
approval 

2.0% 0.5% 0.1% 0.1% 2.7% 

Expense fraud 1.3% 0.5% 0.2% 0.1% 2.1% 

Damage merchandise to buy it 
on discount 

1.0% 0.2% 0.1% 0.0% 1.3% 

Hospital 
n=4,111 

Take hospital supplies 17.9% 8.4% 0.8% 0.2% 27.3% 

Take medication 5.5% 1.9% 0.3% 0.1% 7.8% 

Timesheet frauds 3.8% 1.6% 0.5% 0.2% 6.1% 

Take equipment, tools 4.1% 0.4% 0.1% 0.1% 4.7% 

Expense fraud 0.8% 0.2% 0.0% 0.1% 1.1% 

Manufacturing 
n=1,497 

Take raw materials 10.4% 3.5% 0.3% 0.1% 14.3% 

Timesheet frauds 5.6% 2.9% 0.5% 0.2% 9.2% 

Take tools, equipment 7.5% 1.1% 0.1% 0.0% 8.7% 

Expense fraud 5.6% 1.4% 0.6% 0.1% 7.7% 

Take finished product 2.7% 0.4% 0.0% 0.0% 3.1% 

Take precious metals 1.1% 0.5% 0.1% 0.1% 1.8% 

       
 No. offenders 1,980 846 163 57 3,046 

 No. schemes 2,864 1,224 237 83 4,408 

 No. events 5,729 9,793 12,299 20,658 48,479 

 % schemes = % offenders 65.0% 27.8% 5.4% 1.9% 100% 

 % events 11.8% 20.2% 25.4% 42.6% 100% 
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Figure 5.1: Occupational fraud event distribution 

 

The frequency distribution of events and schemes is graphically displayed in Figure 5.1. It 

excludes the 67% of respondents who indicated that they were not involved in any of the 

schemes in the previous year. One weakness of the distribution is that it is organised into four 

classifications so that the abscissa is an imprecise, discontinuous variable. A second weakness is 

that it is based on a restricted range of offence types, which implies that the total level of 

reported offending would be higher if a comprehensive set of offences were presented to the 

participants. Thirdly insufficient data forces the assumption that the average event and scheme 

ratios above apply to all four classes, the corollary of which is that the percentage distribution of 

schemes equals the percentage distribution of offenders. Nevertheless the data points towards a 

distribution model of employee deviancy wherein the majority of harm is caused by the minority 

of offenders. 

 

The distribution is independent of population size, the number or proportion of offenders in the 

population and fraud value. If it is a generalized representation of the behavioural activity 

distribution of offenders it could be applied to any organisation irrespective of the aggregate 

scale, volume and value of fraud. Similar in purpose to the normal distribution, it could form the 

ōŀǎƛǎ ƻŦ ŀ άǎǘŀƴŘŀǊŘ ŦǊŀǳŘ ŘƛǎǘǊƛōǳǘƛƻƴέΦ tǊŜǎŜƴǘƛƴƎ ǘƘŜ Řŀǘŀ ƛƴ ǘƘƛǎ ƳŀƴƴŜǊ ƛƭƭǳƳƛƴŀǘŜǎ ǘƘŜ ƘŜŀǾȅ 

skew in offending rates: just 7.3% of offenders are very active in causing 68% of fraud events, 

conversely 92.7% of offenders are less active in perpetrating 32% of events. Though the Hollinger 

and Clark (1983a) data does not include financial values, it is reasonable to hypothesise that the 

high frequency offenders cause the highest level of financial loss. 
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Estimate of occupational fraud activity levels 

 

The following simplified binary activity distribution in Table 5.4 and Figure 5.2 categorises the 

Hollinger and Clark frequency data into two categories, low and high. 

 

 

Table 5.4: Occupational fraud binary frequency distribution 

Event frequency / value Schemes 
% 

Loss % 

Low 92.7% 32% 

High 7.3% 68% 

Total 100% 100% 

 

 

 

Figure 5.2: Occupational fraud binary frequency distribution 

 

 

Applying this binary distribution to the £14.5 billion occupational fraud loss from Table 5.2 and 

the working population of 30,796,000 (ONS, 2014c), the volume of schemes (14.8m), the number 

of offenders (10.2m) and the average values can be calculated, Table 5.5. The resulting overall 

average scheme value is £987. The average value for the high frequency schemes turns out to be 

£9,194, remarkably close to the Audit Commission average of £10,214 for detected frauds, thus 

ǎǳǇǇƻǊǘƛƴƎ ǘƘŜ ŎƻƴǘŜƴǘƛƻƴ ǘƘŀǘ ǘƘŜ !ǳŘƛǘ /ƻƳƳƛǎǎƛƻƴΩǎ estimate is not representative of the 

whole offending population in local authorities, just of a detected sub-set. 
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Table 5.5: Occupational fraud metrics in UK 

  Low freq. / value High freq. / value Total 

V
a

lu
e 

% loss 32% 68% 100% 

£ fraud loss / yr 4,657,325,440 9,896,816,560 14,554,142,000 

% turnover 0.1% 0.2% 0.3% 

£ / scheme 341 9,194 987 

£ / offender 494 13,331 1,431 

V
o

lu
m

e 

% schemes 92.7% 7.3% 100% 

No. schemes / yr 13,669,392 1,076,446 14,745,838 

No. offenders / yr 9,427,167 742,377 10,169,543 

% working population 30.6% 2.4% 33.0% 

 population 30,796,000   

 £ turnover / yr 5,070,000,000,000   

 

 

Occupational fraud losses at Westco International 

 

Appendix 7 is a ranked schedule of £2.6 million of contract bribery fraud losses within the 

engineering department of a large manufacturing company, Westco International. The detected 

fraud schemes had continued unchecked for at least 81/ 2 years. The department employed 

approximately 80 individuals. The data was furnished by Jeremy, a director of a supplier to 

Westco. He was deeply involved in the investigation into the schemes and was a witness for the 

prosecution which led to the conviction of three former Westco employees. The progress of the 

case is described in Chapter 10. ¢ƘŜ Řŀǘŀ ƛǎ ǎǳƳƳŀǊƛǎŜŘ ƛƴ ¢ŀōƭŜ рΦсΦ ¢ƘŜ ŦƛƎǳǊŜǎ ŦƻǊ Ψ҈ ƭƻǎǎΩ ŀƴŘ 

Ψ҈ ǎŎƘŜƳŜǎΩ ŀǊŜ ŎƭƻǎŜ ǘƻ ǘƘŜ ƳŜǘǊƛŎǎ ǇǊŜŘƛŎǘŜŘ ōȅ ǘƘŜ ǎƛƳǇƭƛŦƛŜŘ ōƛƴŀǊȅ ŘƛǎǘǊƛōǳǘƛƻƴΦ !ǘ нтΦр҈Σ ǘƘŜ 

proportion of offenders within the employee group is also comparable with the Hollinger and 

Clark (1983a) prediction. Whilst the similarity in the shapes of the distributions provides some 

confirmation of the fraud distribution hypothesis, the 14.7% overall loss is much higher than the 

0.3% for the whole economy in Table 5.2. It suggests a high ǘƻƭŜǊŀƴŎŜ ƻŦ ŦǊŀǳŘ ǿƛǘƘƛƴ ²ŜǎǘŎƻΩǎ 

culture. According to Jeremy, Westco authorised junior engineers to spend significant sums with 

little oversight or control. aŀƴŀƎŜƳŜƴǘΩǎ ƻƴƭȅ ŎƻƴŎŜǊƴ ǿŀǎ ǘƘe budget: provided expenditure did 

ƴƻǘ ŜȄŎŜŜŘ ŀǇǇǊƻǾŜŘ ōǳŘƎŜǘǎΣ ƴƻ ǉǳŜǎǘƛƻƴǎ ǿŜǊŜ ŀǎƪŜŘΦ WŜǊŜƳȅ ǉǳƻǘŜŘ ŀ ²ŜǎǘŎƻ ŘƛǊŜŎǘƻǊΥ ά²Ŝ 

ǿƻǊƪ ƻƴ ǘǊǳǎǘΣ ǿŜ ŘƻƴΩǘ ǿŀƴǘ ŀǊƳƛŜǎ ƻŦ ŀŎŎƻǳƴǘŀƴǘǎ ŀƴŘ ƛƴƴƻŎŜƴǘ ǇŜƻǇƭŜ ōŜƛƴƎ ǉǳŜǎǘƛƻƴŜŘΦέ  

Evidently trust alone is an adequate fraud control. 
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     Table 5.6: Westco occupational fraud metrics  

  Low freq. / value High freq. / value Total 

V
a

lu
e 

% loss 24% 76% 100% 

£ fraud loss / yr 72,566 235,958 308,524 

% of expenditure 3.5% 11.2% 14.7% 

£ / scheme 3,628 117,979 14,024 

£ / offender 3,628 117,979 14,024 

V
o

lu
m

e 

% schemes 91% 9% 100% 

No. schemes / yr 20 2 22 

No. offenders / yr 20 2 22 

% working population 25% 2.5% 27.5% 

 population 80   

 £ expenditure / yr 2,100,000   

 

 

Occupational fraud losses at DEF Group 

 

WŜǊŜƳȅΩǎ ŜȄǇŜǊƛŜƴŎŜ ŎƻƴǘǊŀǎǘǎ ǎƘŀǊǇƭȅ ǿƛǘƘ ǘƘƻǎŜ ƻŦ aŀǊƪΣ ǘƘŜ ƭŜŀŘŜǊ ƻŦ ǘƘŜ {ŜŎǳǊƛǘȅ ŀƴŘ 

Compliance Department (SCD) at DEF Group. The team focuses heavily on inventory shrinkage, 

responds swiftly when there is clear evidence of employee malpractice and energetically pursues 

ŎƛǾƛƭ ǊŜŎƻǾŜǊƛŜǎ ŀƴŘ ŎǊƛƳƛƴŀƭ ǇǊƻǎŜŎǳǘƛƻƴǎΦ ! ƳƻǊŜ ŘŜǘŀƛƭŜŘ ŜȄǇƭŀƴŀǘƛƻƴ ƻŦ ǘƘƛǎ ŎƻƳǇŀƴȅΩǎ 

ŀǇǇǊƻŀŎƘ ǘƻ ŘŜŀƭƛƴƎ ǿƛǘƘ ŦǊŀǳŘ ƛǎ ƛƴ /ƘŀǇǘŜǊ тΦ hǾŜǊ ŀ мл ȅŜŀǊ ǇŜǊƛƻŘ ǘƻ нлмн ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

financial controls and substantial counter-fraud efforts reduced inventory shrinkage from 

£25mn/y (5% of cost of goods) to £5.9mn/y (1% of cost of goods). Fraud has reduced from 

£2.8mn/y to £0.7mn/y and occupational fraud has been driven down from £0.8mn/y to 

£0.2mn/y. 

 

Mark attributes the bulk of the shrinkage, £4.8mn, to unassignable random paperwork, stock 

allocation and account reconciliation errors. This does not mean that fraud was not present in 

the £4.8mn loss. It does mean that there were no fraud signals. SCD team continuously seeks out 

assignable causes of the shrinkage. In 2012 the team identified 646 incidents which led directly to 

losses of £1,082,479, 0.22% of the £484mn cost of goods. Mark provided ŀ ŎƻǇȅ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

database which captured every assignable shrinkage event such as fraud, theft and error for the 

year 2012 (Table 5.7). Each event is classified under crime type or against procedural error / 

negligence. The total loss to criminal behaviour across 549 of these incidents was £921,542. The 

loss to fraud was £655,708 across 278 events. Internal fraud was detected in 99 of the incidents 

leading to losses of £181,278, 3% of total shrinkage and 0.04% of the cost of goods. 
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Table 5.7: Summary of detected shrinkage losses at DEF Group 

 
No. 

incidents 
Direct loss £ 

% of 
loss 

% of cost 
of goods 

Identified 
offenders 

External fraud 179 474,430 44% 0.10% 8 

External theft 179 138,151 13% 0.03% 8 

Burglary 44 88,081 8% 0.02% 2 

Internal fraud / theft 99 181,278 17% 0.04% 80 

Theft - unknown 48 39,602 4% 0.01% 0 

Procedural errors / negligence 97 160,937 15% 0.03% 72 

Total 646 1,082,479 100% 0.22% 170 

 

 

59CΩǎ database records losses against 75 of the 99 occupational fraud incidents. The effort 

required to quantify losses cannot be justified in all of the apparently low value cases, particularly 

if the principal objectives of disabling the schemes and removing the fraudsters are achieved. 

Appendix 8 ranks the measured losses to show that 6% of schemes produced 69% of losses. The 

ǊŜǎǳƭǘǎ ŀǊŜ ǎǳƳƳŀǊƛǎŜŘ ƛƴ ¢ŀōƭŜ рΦуΦ ¢ƘŜ Ψ҈ ƭƻǎǎΩ ŀƴŘ Ψ҈ ǎŎƘŜƳŜǎΩ ŦƛƎǳǊŜǎ ŀǊŜ ŀƎŀƛƴ ŎƭƻǎŜ ǘƻ ǘƘŜ 

metrics predicted by the binary distribution posited above, thus supporting the fraud distribution 

hypothesis. In this case however the relative value of loss is, at 0.04% overall, considerably lower 

than the 0.3% whole economy estimate. Consequently the number of offenders is much reduced 

at 2.8% of the 2,837 employees involved in the distribution and sales activities. 

 

The substantially lower level of occupational fraud at DEF (0.04%) compared to the engineering 

department of Westco (15%) demonstrates the value of a robust counter-fraud strategy which is 

integrated into its inventory controls. However it is unlikely that the company detects all fraud 

schemes and offenders due in part to the difficulties in discriminating between fraud, unassigned 

random errors and procedural errors: loss incidents are labelled procedural errors by default 

ǿƘŜƴŜǾŜǊ ŀǎǎƛƎƴŀōƭŜ Ŏŀǳǎŀƭ ŜȄǇƭŀƴŀǘƛƻƴǎ ŜƭǳŘŜ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƛƴǾŜǎǘƛƎŀǘƻǊǎΦ aƻǊŜ ƛƳǇƻǊǘŀƴǘƭȅ 

ŀƴ ŜǾƛŘŜƴǘ ƎŀǇ ƛƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŎƻǳƴǘŜǊ-fraud strategy is the absence of fraud monitoring in 

other business activities such as payroll and purchasing. It was only by chance that the company 

discovered the largest fraud in its history in 2008, an £850,000 contract bribery fraud perpetrated 

by its Marketing Director over the previous six years. The occupational fraud losses and activity 

rates should therefore be regarded as minimum estimates. 
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     Table 5.8: DEF Group occupational fraud metrics 

  Low freq. / value High freq. / value Total 

V
a

lu
e 

% loss 31% 69% 100% 

£ fraud loss / yr 56,973 129,137 186,110 

% of cost of goods 0.01% 0.03% 0.04% 

£ / scheme 826 21,523 2,481 

£ / offender 791 16,142 2,326 

V
o

lu
m

e 

% schemes 94% 6% 100% 

No. schemes / yr 69 6 75 

No. offenders / yr 72 8 80 

% working population 2.5% 0.3% 2.8% 

 population 2,837   

 £ cost of sales / yr 484,289,000   

 

 

Cumulative fraud distribution model 

 

Further work is required to confirm the hypothesised binary fraud distribution model. The 

research should explore whether the binary model is a particular case of a general model which 

can be illustrated by plotting the primary research data in a continuous cumulative form. Figure 

5.3 shows the cumulative percentage of schemes against the cumulative percentage financial loss 

for Westco, DEF Group and the four points derived from the Hollinger and Clark (1983a) data. 

The curves are similar and conform with reasonable accuracy to the Weibull exponential curve 

(McCool, 2012): 

Ὂὼ ίρ Ὡ  

 

The Weibull distribution is commonly used to describe highly skewed probability distributions for 

financial modelling such as insurance claim events (Eling, 2011) and equipment reliability 

(McCool, 2012). The model may have application in other behavioural contexts. 
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Figure 5.3: Cumulative fraud distribution 
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Conclusions 

 

The difficulties in quantifying all the dimensions of fraud, including occupational fraud, extend 

from the ambiguities in defining fraud as explicated in Chapter 4. The experiences of Mark at DEF 

Group demonstrate that, despite its sophisticated counter-fraud systems and its trained staff, 

distinguishing between fraud, error and negligence can be difficult unless decisions are 

supported by adequate investigations. For managers without adequate support structures and 

training, discriminating between a less than obvious fraud and error would be arbitrary. In such 

circumstances pressure, temptation or utility could readily prefer the error category. 

  

Just as there is no consensus in the descriptive definition of fraud, there is no consensus in the 

unit of measure, nor in the methodology to quantify it at local and society levels. Unsurprisingly, 

therefore, fraud estimates in the literature cover a very wide range. The consequence is that 

users can subjectively interpret and manipulate the published data in any way that it suits 

themselves. An example is to be found in the NFA (2012) report. The NFA rejected results of a 

5,000 participant survey which indicated payroll fraud losses of 5%, and preferred the 0.2% result 

from a single, confidential FLM exercise. Perhaps, as a public body, the NFA rationalised that the 

ƭƻǿŜǊ άǎŎƛŜƴǘƛŦƛŎέ ŦƛƎǳǊŜ ǿƻǳƭŘ ōŜ ƳƻǊŜ ǇŀƭŀǘŀōƭŜ ǘƻ ǎŜƴƛƻǊ ŎƛǾƛƭ ǎŜǊǾŀƴǘǎ ŀƴŘ ǇƻƭƛǘƛŎƛŀƴǎΦ 
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As the interview participants explained, those managers who are not convinced of the reliability 

of the data or the methods can readily rationalise not implementing fraud prevention measures 

on the commercial grounds of no cost-benefit. Yet comparing the Westco International and DEF 

Group data demonstrates the economic value of effective counter-fraud strategies. The DEF data 

clearly supports the contentions of Schnatterly (2003) and Button and Gee (2013) that an 

integrated fraud prevention approach not only reduces direct fraud losses but also reduces other 

forms of cost waste. The annualised benefit for DEF is £19.1M in costs supported by a £2.1m 

reduction in fraud including a £0.6m reduction in occupational fraud. On the other hand, the 

Westco data illustrates the potential loss rates when management is totally blind to the problem, 

acquiesces to it or purposely mentors a criminal sub-culture. 

 

Though the fraud metrics presented need to be viewed with caution, all the evidence points 

toward occupational fraud being a major crime category in its own right with annual losses of at 

least £14.5 billion, larger than the aggregate of all physical acquisitive crimes. The best available 

research data suggests that two-thirds of adults have committed a fraud at some time (Karstedt 

and Farrall, 2006, 2007), and at least one-third of employees will transgress within a 12 month 

period (Hollinger and Clark, 1983a). There is no contradiction in these findings as it is a 

reasonable assumption that it is not the same third which offends every year, and the Hollinger 

and Clark (1983a) data is based on a narrow range of occupational offences. The analysis of the 

latest NFA (2013) data using the derived Hollinger and Clark distribution data has provided a 

deeper insight into the nature of the offending population. 

 

A minority of offenders (7.5%) cause the majority harm, 68% of losses through repetitive, 

systematic abuse of their employers. The majority of schemes (93%) involve just one or two fraud 

events perpetrated by one-off or occasional offenders, causing 32% of losses. The total number 

of offences is postulated to be at least 14 million/year perpetrated by at least 10 million working 

adults, 30% of the workforce in the UK, and 740,000 major offenders are active in any year, 2.3% 

of the workforce. These conclusions support the experimental research into cheating by Mazar, 

Amir and Ariely (2008) who found that, given the opportunity, approximately 1% of participants 

cheat to the maximum amount. Although further work is clearly required to improve confidence 

levels, the data provides a valuable range of benchmark statistics for hypothesis testing. The 

results suggest that fraud is a normal activity and beg the question, paraphrasing Hirschi (1969, 

ǇсуύΣ ǿƘȅ ŘƻƴΩǘ ǿŜ ŀƭƭ ŎƻƳƳƛǘ ŦǊŀǳŘΚ ¢ƘŜ ŎƻǊƻƭƭŀǊȅ ǉǳŜǎǘƛƻƴ ƛǎ ǿƘȅ ŘƻƴΩǘ ƛƴŦǊŜǉǳŜƴǘ ƻŦŦŜƴŘŜǊǎ 

offend more often? These questions will be addressed in Chapter 6.  
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Chapter 6 

 

The Offender 

 

 ά¢ƘƛǎΣ ƛǘ ǿƻǳƭŘ ōŜ ŎƭŀƛƳŜŘΣ ƛǎ ǎǘǊƻƴƎ ŜǾƛŘŜƴŎŜ ǘƘŀǘ ƴƻ Ƴŀƴ ƛǎ Ƨǳǎǘ ƻŦ Ƙƛǎ ƻǿƴ ŦǊŜŜ ǿƛƭƭΣ ōǳǘ 

only under compulsion, and that no man thinks justice pays him personally, since he will 

always do wrong when he geǘǎ ǘƘŜ ŎƘŀƴŎŜΦέ !ŘŜƛƳŀƴǘǳǎ ƛƴ ¢ƘŜ wŜǇǳōƭƛŎΣ tƭŀǘƻ όмфтпύΦ 

 

Introduction 

 

¦ǎƛƴƎ ǘƘŜ ŀƭƭŜƎƻǊȅ ƻŦ ǘƘŜ wƛƴƎ ƻŦ DȅƎŜǎΣ tƭŀǘƻΩǎ ŎƘŀǊŀŎǘŜǊΣ !ŘŜƛƳŀƴǘǳǎΣ ŀǊƎǳŜŘ ǘƘŀǘ ƎƛǾŜƴ ǘƘŜ 

opportunity and the power of invisibility any man would commit crimes to accumulate wealth 

and status and would be regarded as a fool if they did not unjustly exploit the power of invisibility 

ƎǊŀƴǘŜŘ ǘƻ ǘƘŜ ƻǿƴŜǊ ƻŦ ǘƘŜ wƛƴƎΦ tƭŀǘƻΩǎ ǎƛƳǇƭŜ ǘƘƻǳƎƘǘ ŜȄǇŜǊƛƳŜƴǘ ƛǎ ŦƻǳƴŘŜŘ ƛƴ ǘƘŜ 

perceptions of the relationships between psychology, society, normative expectations and law 

over 2000 years ago that are as relevant today. Hirschi (1969, p68) expressed a similar sentiment 

ǿƘŜƴ ƘŜ ŀǎƪŜŘΥ ǿƘȅ ŘƻƴΩǘ ǿŜ ŀƭƭ ŎƻƳƳƛǘ ŎǊƛƳŜǎΚ 

 

Like Sutherland (1940) and Gottfredson and Hirschi (1990, p200), Weisburd, Waring and Chayet 

(2001, p139) believe that there are common underlying causes to both white-collar and other 

crimes. However measured in terms of life circumstances they found that most white-collar 

offenders do not fit the common criminal stereotype: they are in the main only distinguishable 

from law-abiding by their offending histories (Weisburd et al, 2001, p143). Using arrest records, 

sentencing reports and life circumstance details, they identified three categories of white-collar 

offender: the traditional perception of the chronic opportunist with unstable backgrounds and 

low self-control (Weisburd et al, 2001, p78), the respectable habitual offender and the 

respectable occasional offender (Weisburd et al, 2001, p143-146). They argue that the situational 

components of crisis and opportunity are the main explanations for white-collar criminality 

(Weisburd et al, 2001, p139). This stimulus dimension can be seen in the financially distressed 

embezzler (Cressey, 1953) and situational crime theory (Clarke, 1995). Weisburd et al (2001, 

p148) are content with the crisis explanation, but struggle to explain the respectable, occasional 

opportunist. They speculate that, because everybody breaks rules and conventions, many 

individuals are sufficiently comfortable in taking the extra step to capitalise on the fraud 

opportunities presented (Weisburd et al, 2001, p148). Their categorisation is similar to PogaǊǎƪȅΩǎ 



82 
 

(2002) deterrability scheme which groups people as incorrigible offenders, deterrable offenders 

ŀƴŘ ŀŎǳǘŜ ŎƻƴŦƻǊƳƛǎǘǎΦ Lǘ ƛǎ ŀƭǎƻ ǎƛƳƛƭŀǊ ǘƻ ²ƛƪǎǘǊƻƳΩǎ όнллсύ ǇǊƻǇŜƴǎƛǘȅ ǘȅǇƻƭƻƎȅ ǿƘƛŎƘ ŎƭŀǎǎƛŦƛŜǎ 

individuals according to their morality: low morality habitual offenders, contingent morality 

offenders whose criminal behaviour depends on their circumstances, and high morality 

individuals who never offend irrespective of their circumstances. 

 

The normality of crime implied by the high offending rates in Chapter 5 challenges the 

assumptions inherent in a good deal of criminological research that crime is abnormal and white-

collar crime in particular is rare Gottfredson and Hirschi (1990, p39). The aim of this chapter is to 

further understanding of the occupational fraud threat by exploring what this dry quantitative 

data means in terms of offender characteristics. The analysis uses the two dimensions posited by 

Weisburd, Waring and Chayet (2001) framed as frequency (occasional and habitual) and stimulus 

(opportunistic and crisis). Both of these dimensions are reflected in the observations of the 

ǊŜǎŜŀǊŎƘ ǇŀǊǘƛŎƛǇŀƴǘǎΦ ²ŜƛǎōǳǊŘΣ ²ŀǊƛƴƎ ŀƴŘ /ƘŀȅŜǘΩǎ όнллмύ ŎƻƴŎŜǇǘ ƻŦ ǘƘŜ ƻǇǇƻǊǘǳƴƛǎǘƛŎ 

offender is the occasional, low value, psychologically normal person. The analysis expands this 

opportunistic group, dividing it into two sub-groups: high greed individuals who set out to exploit 

opportunities and low greed individuals who succumb to minor temptations. The analysis also 

seeks to draw the deterrability and propensity ideas of Pogarsky (2002) and Wikstrom (2006) into 

a single framework to more fully explain the occupational fraud challenge. 

 

 

Habitual offenders 

 

Habitual, high greed, opportunistic offender 

 

Jill, a Personal Assistant in a large retail business, Natstore, was not surprised that one of the 

senior managers she worked for, Carter, was involved in contract bribery with a supplier. 

However she was shocked at the scale of the fraud, worth over £8M. The manager was jailed. 

The participant described the fraudster as a non-conformist who frequently refused to attend 

arranged meetings and often disappeared without explanation. Her relationship with Carter was 

stable though not close. She described him as a vain, manipulative and selective in his treatment 

of employees, bullying some, charming others: 

 

άCarter was always a tricky one, secretive, ambitious, unpredictable. You never knew 

ǿƘŜǊŜ ƘŜ ǿŀǎΣ ǿƘŀǘ ƘŜ ǿŀǎ ŘƻƛƴƎΦ L ŎƻǳƭŘƴΩǘ ƪŜŜǇ ǘǊŀŎƪ ƻŦ ƘƛƳΦ IŜ ǳǎŜŘ ǘƻ ŘƛǎŀǇǇŜŀǊ 
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from time to time and not turn up to meetings. I was always having to make excuses for 

him. He'd be mean to some people, a bit of a bully. I got on with him all right, he was 

very good to me, but I liked it better when he wasn't there. He put other people on edge 

because he could be temperamental. I knew something wasn't right. He had really 

expensive cars, expensive suits and liked to show off, boasting about what he had just 

bought, where he'd been on holiday or weekends, Grand Prix in France or wherever. 

People would comment, directors would, because he had a more expensive lifestyle than 

ǘƘŜƳΦ ²Ŝ ǿƻƴŘŜǊŜŘ ǿƘŜǊŜ ƘŜ Ǝƻǘ ǘƘŜ ƳƻƴŜȅ ŦǊƻƳΦέ 

 

Lawrence is a Managing Director of a small manufacturing company. He previously held several 

positions as Finance Director within subsidiaries of large manufacturer, Hurn Group. In this role 

he had always been wary of a tendency for divisional Managing Directors, freed from local 

controlling influences, to abuse their positions for personal gain. Their personalities and positions 

led these characters to believe they were invulnerable so that, like the previous examples, they 

did not feel the need to hide the visible benefits of their behaviour: 

 

άLǘ ǎƻ ƻŦǘŜƴ ŎƻƳŜǎ Řƻǿƴ ǘƻ ǘƘŜ a5 ǿƘƻ ŀōǳǎŜǎ Ƙƛǎ ǇƻǎƛǘƛƻƴΦ ¢Ƙƛǎ a5 ώDavis] started off 

with a company car, a Daimler. We then acquired another company. With that company 

came a Jaguar XJS. He decided he should have that as well. The MD then cheated on his 

wife and pursued his secretary and she finished up with a Ford Escort Cabriolet. In effect 

he ended up with 3 company cars, a total abuse of the benefits and expenses policies. 

The policy of the plc was that you were entitled to just one company car. This MD was 

allowed to get away with things and people would turn a blind eye. So often individual 

MDs by virtue of their professional contacts, sometimes their performance, very often 

their strength of personality become so dominant that they render themselves almost 

untouchable. That always worries me as an FD with responsibility for implementing 

financial control within the bigger enǘƛǘȅΦέ 

 

The largest fraud against DEF Group was a sophisticated contract bribery fraud perpetrated by 

Jefferson, its former Marketing Director, and colluding suppliers. Mark described the events 

ƭŜŀŘƛƴƎ ǘƻ ǘƘŜ ŘŜǘŜŎǘƛƻƴ ƻŦ ǘƘŜ ŦǊŀǳŘ ŀƴŘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǎǳŎŎŜss in recovering its losses: 

 

άhǳǊ ƭŀǊƎŜǎǘ ŜǾŜǊ ŦǊŀǳŘ ƛƴǾƻƭǾŜŘ ŀ aŀǊƪŜǘƛƴƎ 5ƛǊŜŎǘƻǊ ŀōƻǳǘ ϻурлΣллл ǿƘƛŎƘ L ƘƻǇŜ ƛǎ ŀ 

career one-off. That occurred in April 2008 and it involved him and 5 other defendants, 

external suppliers. We completed the civil in 12 months with full recovery plus £0.25M 
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ƛƴǘŜǊŜǎǘ Ǉƭǳǎ ϻпнлΣллл ŎƻǎǘǎΧΦΦ¢ƘŜ ǿƘƛǎǘƭŜōƭƻǿŜǊ ǿŀǎ ǘƘŜ ƘǳǎōŀƴŘ ƻŦ ǘƘŜ CƛƴŀƴŎƛŀƭ 

Controller who worked in one of the businesses working with our Marketing Director. 

The whistleblower's wife, as she was then, was having an affair with the MD of that 

business. He decided that having had all this pillow talk on evenings when his wife was in 

Ƙƛǎ ƻǿƴ ōŜŘΣ ǎŀȅƛƴƎΣ ΨLϥǾŜ ŀ ǊŜŀƭ Ƨƻō ǊŜŎƻƴŎƛƭƛƴƎ ǘƘŜǎŜ ǇŀȅƳŜƴǘǎΦΩ IŜ ǘǳŎƪŜŘ ŀƭƭ ǘƘƛǎ 

information away and rang up. That was his reasoning for it. At the time an anonymous 

whistleblower. That was his justification for ringing because his wife had gone off with 

ǘƘŜ aŀƴŀƎƛƴƎ 5ƛǊŜŎǘƻǊΦ {ƘŜ ǿŀǎ от ŀƴŘ ƘŜ ǿŀǎ слΦέ 

 

Terry is the Managing Director of a small company, HIJ Tubeline, providing engineering services 

to the NHS. Previously he was a regional Operations Director at a very large facilities 

management and construction company, Cardwell FM. The company lost over £1M to an 

employed Projects Buyer, Ajayi, over a four year period. Ajayi set up ghost companies on the 

ŎƻǊǇƻǊŀǘƛƻƴΩǎ ŀŎŎƻǳƴǘǎ ǎȅǎǘŜƳ ŀƴŘ ǇŀƛŘ ǘƘŜ ŦŀƭǎŜ ŎƻƳǇŀƴƛŜǎ against fabricated invoices through 

the purchase ledger: 

 

άLǘ ǘǳǊƴŜŘ ƻǳǘ ǘƘŀǘ ƘŜ ǿŀǎ ǎƻƳŜ !ŦǊƛŎŀƴ ǇǊƛƴŎŜ ŀƴŘ ƘŜ ƘŀŘ ōŜŜƴ ŘƛǾŜǊǘƛƴƎ ƳƻƴƛŜǎ ǘƻ ŀƴ 

!ŦǊƛŎŀƴ ǎǘŀǘŜΧ.. It was a very professional scam, well organised and the money 

disappeared out of the UK as soon as it disappeared out of the account. That was a man 

in a professional, responsible position. His overall budget and pattern of expenditure was 

entirely consistent with the nature of the business, it was just that certain works were 

not getting done. According to the books the work was being done by companies which 

ŘƛŘƴϥǘ ŜȄƛǎǘΧΦΦ ¢Ƙƛǎ ƛƴŘƛǾƛŘǳŀƭ ǿŀǎ ǾŜǊȅ ǎƘǊŜǿŘΦ IŜ ƪƴŜǿ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴ ŀƴŘ Ƙƻǿ ǘƻ 

disguise the frauds and obviously realised that within a period of time he would be found 

out. He knew that at the time of the audit he would be found out so he was doing small 

amounts for a long period of time then he went for it in his last year knowing that the 

auŘƛǘ ǿƻǳƭŘ ǳƴŎƻǾŜǊ ƛǘΦ IŜ ǿŀǎ ƎƻƴŜ ōȅ ǘƘŀǘ ǇŜǊƛƻŘ ƻŦ ǘƛƳŜΦέ 

 

The senior management at Cardwell held Terry and a Project Accountant responsible for the 

fraud and both were forced to resign: άI was suspected of knowing and turning a blind eye to it. 

Ultimately the accusation was that I had no control of the budget, that expenditure outstripped 

ǘƘŜ ǾŀƭǳŜ ǇǊƻǾƛŘŜŘΦέ ¢ƘŜ ŜȄǇŜǊƛŜƴŎŜ ŎƻƭƻǳǊŜŘ ¢ŜǊǊȅΩǎ ǾƛŜǿ ƻƴ dealing with occupational fraud in 

his subsequent career (Chapter 10). He firmly believes that employee fraud should be dealt with 

quietly, behind closed doors. 
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The public sector is not immune from high value habitual fraudsters. Rose is an MoD police 

officer. She related how a senior officer, Lieutenant Colonel Robert Jolleys, was convicted for 

defrauding the army of more than £200,000 over a seven year period. His children were at a 

private school, where the fees were partly paid by the army through the Continuity of Education 

Allowance (CEA) scheme. Services personnel are only eligible for the support if they are the 

primary carer. Jolleys was not the primary carer as he had separated from his wife, a successful 

neurologist, and the children lived with her. Moreover he continued to live in married quarters to 

which he was not entitled. He was charged with 36 offences relating to the fraudulent expense 

claims: he had not only failed to disclose his change in circumstances, he had also forged his 

ǿƛŦŜΩǎ ǎƛƎƴŀǘǳǊŜ ƻƴ ǘƘŜ /9! ŦƻǊƳǎΦ WƻƭƭŜȅǎ ǿŀǎ ŀƴ ƻǇǇƻǊǘǳƴƛǎǘƛŎ ƻŦŦŜƴŘŜǊ ǿƘƻ ŜȄǇƭƻƛǘŜŘ ŀ ŦǊŀƎƛƭŜ 

bureaucratic system tƘŀǘ ŀƭƭƻǿŜŘ ƘƛƳ ǘƻ ŀōǳǎŜ ǘƘŜ ǎŜǊǾƛŎŜǎΩ ƘƻǳǎƛƴƎ ŀƴŘ ŜŘǳŎŀǘƛƻƴŀƭ ǎǳǇǇƻǊǘ 

services. 

 

Harrison was one of the directors of Banbury Engineering, the small business purchased by 

Jeremy. He and his co-director, Duncan, were jailed for bribery and conspiracy defraud their 

major client, Westco. His was not a crime of necessity: he was a millionaire and owned a 

sequence of Bentley cars and multiple properties, but he could not resist the opportunities 

offered by ²ŜǎǘŎƻΩǎ employees to supplement his income by about £75,000 per year. Although 

three years in an open prison caused him to reflect upon and come to terms with his guilt in legal 

terms, he continued to ameliorate the immorality of his actions with a flurry of rationalisations 

which externalised the fault to the customer: 

 

ά[ƻƻƪΣ L ƪƴƻǿ L ƘŀǾŜ ŘƻƴŜ ǿǊƻƴƎΦ LϥƳ ƴƻǘ ƳŀƪƛƴƎ ŜȄŎǳǎŜǎΣ LϥǾŜ ōŜŜƴ ƛƴ ǇǊƛǎƻƴ ŦƻǊ ƛǘΣ ōǳǘ 

we just did what the customer wanted, it's what they did. Just had to do it. It's the way 

business is done. You do what the customer asks, don't you? We didn't imagine the 

police or anyone would be interested in it. We just did what they wanted. Then the police 

Ǝƻǘ ƛƴǾƻƭǾŜŘ ŀƴŘ ǘƘŜȅ ŎŀƭƭŜŘ ƛǘ ŦǊŀǳŘΦ ²Ŝ ǿŜǊŜ ǎǘǳƴƴŜŘΣ Ψ²Ƙŀǘϥǎ ǘƘƛǎ ŀƭƭ ŀōƻǳǘΚΩ ¸ƻǳ ǘǊȅ ǘƻ 

explain it but they keep calling it fraud. They said we'd defrauded Westco, but that's 

ǿƘŀǘ ǘƘŜȅ ǿŀƴǘŜŘ ǳǎ ǘƻ ŘƻΦέ 

 

An interesting aspect of this script is how Harrison conflated the identities of the company 

(Westco) and its employees to construct his rationalisations. If the instructions had been issued 

by WestcoΩǎ ŘƛǊŜŎǘƻǊǎ ƻǊ ƳƻǊŜ ŜǎǇŜŎƛŀƭƭȅ ƛǘǎ ƻǿƴŜǊǎΣ ǘƘŜ ƻǳǘŎƻƳŜ ƻŦ IŀǊǊƛǎƻƴΩǎ ŀŎǘƛƻƴǎ Ƴŀȅ ƘŀǾŜ 

been different. This question of organisational personhood (McDonald, 1987) is beyond the 

scope of the present research. It is usually considered in relation to responsibility for corporate 
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crimes (Walt and Laufer, 1991; Fisse and Braithwaite, 1993; Cressey, 1995) but would make a 

fascinating line of enquiry in the context of victimhood and occupational fraud.  

 

Contract bribery fraud schemes require collusion between individuals, so are not the classic 

Cressey (1953) case of the lone embezzler. Sometimes the level of collusion goes much wider as 

explained by fraud investigator Kevin. In this case the corrupt supervisors of the car parking 

department of Southcity Borough Council, Victor and Merritt, identified an opportunity and drew 

the whole team into their scheme which had continued for six years: 

 

άLǘ ǿŀǎ ŀ ƘŜƭƭ ƻŦ ŀƴ ƛƴǾŜǎǘƛƎŀǘƛƻƴΦ ¢ƘŜǊŜ ǿŀǎ ǇŀǇŜǊ ŜǾŜǊȅǿƘŜǊŜ ŦƻǊ ƭƛǘŜǊŀƭƭȅ ƳƻƴǘƘǎ in this 

room, but we proved the £350,000. That was systemic within the department but you 

need everybody on board to do that. How that came about we never found out, but I 

suspect there were two supervisors involved and they cottoned on. Then they 

contamiƴŀǘŜŘ ǘƘŜ ǊŜǎǘ ƻŦ ǘƘŜ ŎǊŜǿΦ Ψ²Ŝ ŀǊŜ ŘƻƛƴƎ ǘƘƛǎΣ ȅƻǳ Ŏŀƴ Řƻ ǘƘƛǎ ŀƴŘ ōŜ ŀ ǇŀǊǘ ƻŦ ƛǘ 

ƛŦ ȅƻǳ ǿŀƴǘΦΩ Lǘ ǿƻǳƭŘ ǘŀƪŜ ŀ ƭƻƴƎ ǘƛƳŜ ǘƻ ƘŀǾŜ ǘƘŀǘ ǎƻǊǘ ƻŦ ŎƻƴǾŜǊǎŀǘƛƻƴΣ ōǳǘ ƛǘ ǿƻǊƪŜŘ 

ŀƴŘ ǘƘŜȅ ǿŜǊŜ ǾŜǊȅ ǎǳŎŎŜǎǎŦǳƭΦέ 

 

Habitual, crisis offender 

 

The previous seven examples emphasise that occupational fraudsters do not all come to fraud 

through crises in their lives, some are just plain greedy and their greed combined with 

opportunity is the aetiology of their habitual offending. Other habitual offenders do comply with 

the Cressey (1953) model. The following case investigated by Kevin illustrates how addictive 

psychological traits can lead individuals to crises and thence to habitual fraud offending: 

 

ά²Ŝ ƘŀŘ ŀ ƎƻƻŘ ƻƴŜ ƭŀǎǘ ȅŜŀǊΦ ²Ŝ ƘŀŘ ŀ ǘŜƭŜǇƘƻƴŜ Ŏŀƭƭ ƻƴ ŀ CǊƛŘŀȅ ŀŦǘŜǊnoon and it was a 

Finance Director. The Chief Exec had suspected that the FD was messing about with the 

funds. He did not know what was happening but he knew there was a big hole in the 

accounts. That was as much as he knew, so we sent in one of our investigators and one of 

our forensic accountants when he wasn't in, on a Friday. We literally just stopped 

everything and looked at everything. It was such an easy to spot because we just went 

straight into his internet activity and he was doing online bingo, constantly. I mean a 

bloke, online bingo. He spent over £700,000 of the company's money on online bingo at 

work. By the Sunday afternoon we had actually got his house signed over. We had gone 
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ǊƻǳƴŘ ǘƻ ǎŜŜ ƘƛƳ ŀƴŘ ōŀǎƛŎŀƭƭȅ ǎŀƛŘΣ Ψ¢Ƙƛǎ ƛǎ ǳƎƭȅΣ ŎƻǳƭŘ Ǝƻ ǘƻ ǘƘŜ ǇƻƭƛŎŜΦΩ !ƴŘ ƘŜ Ƨǳǎǘ ǎŀƛŘΣ 

ΨhYΩ ŀƴŘ ƭƛǘŜǊŀƭƭȅ ǎƛƎƴŜŘ ƻǾŜǊ Ƙƛǎ ƘƻǳǎŜ ǘƻ ǘƘŜ ŎƻƳǇŀƴȅΦέ 

 

This fraudster, Campbell, was a successful professional and a family man who had developed an 

addiction to gambling. How the manager arrived at this position is not known, it probably started 

in a small, opportunistic fashion. However at the denouement, he had become overwhelmed by 

an accelerating crisis. The speed of the case suggests a person who had lost control of his life 

circumstances needed an external intervention to provide an escape route and regain control. 

 

John is an experienced fraud barrister who has worked on numerous criminal and civil cases. He 

has seen a range of motives for engaging in high value fraud schemes including financial crisis 

and grievances such as poor treatment and perceived unfairness. The grievances can stimulate 

internalised strains to crisis levels at which criminality is rationalised as a viable solution (Agnew, 

нллрύΦ Lǘ ƛǎ WƻƘƴΩǎ ŀǎǎŜǎǎƳŜƴǘ ǘƘŀǘ ǘƘŜǎŜ ǇŜƻǇƭŜ ŀǊŜ ƴƻǘ ǇǎȅŎƘƻƭƻƎƛŎŀƭƭȅ ǇǊŜ-disposed to crime, 

rather their criminality is a response to their life circumstances: 

 

 ά²ƘŜƴ ȅƻǳ ƘŀǾŜ ŀƴ ŜƳǇƭƻȅŜŜ ƻǊ ŘƛǊŜŎǘƻǊ ƛƴǎƛŘŜ ŀ ŎƻƳǇŀƴȅ ƛǘ ƛǎ ƻŦǘŜƴ ǉǳƛǘŜ ŘƛŦŦŜǊŜƴǘΦ 

They are much more opportunistic fraudsters who see an opportunity, will quite often 

feel aggrieved about something that the employer does not give them, enough money or 

aggrieved in the way that they are treated at work, or feel that they have put their back 

into building this company but have not been rewarded. It can be a director or quite 

senior, but the business owners do not value them for all the effort that they have put in, 

bringing in the loot for the shareholder / directors, on seeing an opportunity will take it. 

Sometimes it's a feeling of what they deserve, sometimes it is just greed, sometimes it is 

need which has driven it, they are in desperate, dire straits at home, can't pay off their 

overdraft or whatever. It is different from what is just a cold, calculating, pathological 

ŘŜǎƛǊŜ ǘƻ ǊƛǇ ǇŜƻǇƭŜ ƻŦŦΦέ 

 

Occasional offenders 

 

Occasional, crisis offender 

 

At the other end of the offending scale are the occasional offenders. The Jefferson case described 

above is not typical of the cases that Mark deals with at DEF Group. Most cases are relatively low 

in value. Nevertheless their aetiologies are born from the same factors as the habitual offenders: 
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opportunity and crisis or greed. Opportunity is always a determinant and Mark described how 

ƻŎŎŀǎƛƻƴŀƭ ŎǊƛǎƛǎ ƻŦŦŜƴŘŜǊǎ ǳǎŜ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŦŀŎƛƭƛǘƛŜǎ ǘƻ ǎƻƭǾŜ ǘƘŜƛǊ ǇŜǊǎƻƴŀƭ ǇǊƻōƭŜƳǎΥ 

 

ά²Ŝ ŀǊŜ ƴƻǘ ŀ ōǳǎƛƴŜǎǎ ǿƘƛŎƘ ŀǘǘǊŀŎǘǎ ǘƘƛŜǾŜǎΦ L Řƻƴϥǘ ǘƘƛƴƪ ŀƴȅōƻŘȅ ŎƻƳŜǎ to us 

thinking, "I'm going to get a job in DEF because it'll be a fantastic opportunity to commit 

a crime." Nearly everyone that we deal with is a force of circumstances outside of work. 

We keep referring to in presentations as the Bank of DEF, lender of last resort. People 

have got to the end of their financial tether. They've used their other resources, they've 

used family and feel that they've got no other alternative than dip their hand in the Bank 

of DEF. It's drugs, credit card debts, gambling, sheer ƎǊŜŜŘ ƛƴ ǎƻƳŜ ŎŀǎŜǎΦέ 

 

In another case investigated by Mark, a warehouseman, Dixon, rationalised that being caught 

and prosecuted for stealing cash from the company was far preferable to death threats from 

drug dealers: 

 

ά¢ƘŜ Ǝǳȅ ǎŀƛŘΣ Ψ{ƻǊǊȅΣ LϥǾŜ ƴƛŎƪŜŘ ƛǘΦΩ Lǘ ǿŀǎ ϻпΣрлл ŀƴŘ Ƨǳǎǘ ǘŀƪŜƴ ƻǳǘ ƻŦ ǘƘŜ ōŀƴƪƛƴƎΦ 

When we get behind it, he's taken it because he owes money for drugs and these drug 

dealers were threatening his life. So he decided his risk management was, he'd have 

ϻпΣрлл ƻŦŦ ǳǎ ƻǊ ŘŜŀŘΦ Ψ¢ƘŜǊŜϥǎ ŀ ōƛǘ ƛƴ ǘƘŜ ǎŀŦŜ ǘƘŜǊŜΣ Lϥƭƭ ǘŀƪŜ ǘƘŀǘ ŦƻǊ ƴƻǿΦΩ IŜ ǎǘƛƭƭ ǎŀȅǎΣ ΨL 

know I was going to lose my job, I know I've been caught, I know I'll get a criminal 

ǎŜƴǘŜƴŎŜΦΩ !ƴŘ ƘŜ ƘŀǎΣ ƘŜϥǎ ōŜŜƴ ƛƴ ŎƻǳǊǘ ǘƘƛǎ Ǉŀǎǘ ŎƻǳǇƭŜ ƻŦ ǿŜŜƪǎ ŀƴŘ ƘŜϥǎ Ǝƻǘ ŀ 

compensation order to repay us and he's got 200 hours community service. Then he 

ƪŜŜǇǎ ǎŀȅƛƴƎΣ Ψ!ǘ ƭŜŀǎǘ LϥƳ ŀƭƛǾŜΦΩέ 

 

Some business owners are prepared to collude on the supply side in contract bribery frauds in 

order to maintain sales. Edward, the owner of SES Electrical, was uncomfortable with such 

schemes but rationalised that he was occasionally forced to do it to sustain his business. His 

business had a small number of customers, Northshire Group, a facilities management company, 

was one of the largest. Its employees demanded kickbacks for awarding contracts: 

 

ά[ƻƻƪ ƛŦ L ŘƛŘƴϥǘ L ǿƻǳƭŘƴϥǘ ƎŜǘ ǘƘŜ ƧƻōΣ ŀƴŘ ǿƻǳƭŘƴϥǘ ƎŜǘ ŀƴƻǘƘŜǊ ƻƴŜ ǘƘŜǊŜΦ L ƴŜŜŘ ǘƘŜ 

ǿƻǊƪΣ LΩǾŜ Ǝƻǘ ŦƻǳǊ ŜƳǇƭƻȅŜŜǎ ǘƻ ƪŜŜǇ ƎƻƛƴƎΦ ²Ƙŀǘ ŀƳ L ǎǳǇǇƻǎŜŘ ǘƻ ŘƻΚ CŀŎƛƭƛǘƛŜǎ 

ŎƻƳǇŀƴƛŜǎ ŀǊŜ ǘƘŜ ǿƻǊǎǘΣ bƻǊǘƘǎƘƛǊŜΩǎ ƻƴŜΦ ¸ƻu just have to do it. If you don't they go 

elsewhere, not just for the job, you don't get a look in again. It would be difficult, 

ǿƻǳƭŘƴϥǘ ƛǘΚ ¢ƘŜȅ ŎƻǳƭŘƴϥǘ ƭƻƻƪ ŀǘ ƳŜ ƛƴ ǘƘŜ ŦŀŎŜ ŀƎŀƛƴ ŀŦǘŜǊ ǘǳǊƴƛƴƎ ǘƘŜƳ ŀǿŀȅ ƻƴ ǘƘŀǘΦέ 
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Occasional, low greed offender 

 

As with the high frequency frauds, not all occasional fraudsters are driven by crises. An example 

of opportunistic, low level greed described by Mark involved a DEF Branch Manager and his 

assistant stealing boilers, fires and other stock items to sell on the black market. The scheme 

came to light because the employees registered the receipt and sale of televisions on the stock 

ŎƻƴǘǊƻƭ ǎȅǎǘŜƳΣ ƛǘŜƳǎ ǿƘƛŎƘ ŀǊŜ ƻǳǘǎƛŘŜ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǇǊƻŘǳŎǘ ǊŀƴƎŜΥ 

 

άbƻ όDEF does not sell televisions), but they bought some, received them into stock and 

then sold them on the side. We also lost a fire. It was actually in his parent's house, that 

were in the (inaudible) and we actually went in the house and removed the fire off the 

ǿŀƭƭΦ wŜǇƻǎǎŜǎǎŜŘΦέ 

 

Emma is an MoD police offiŎŜǊΦ IŜǊ ŎǊƛǘƛŎƛǎƳ ƻŦ ǘƘŜ {ŜǊǾƛŎŜǎΩ ƻŦ ǘƘŜ ŎƻƳǇǳǘŜǊƛǎŜŘ Wƻƛƴǘ tŜǊǎƻƴƴŜƭ 

Administration (JPA) system illustrates how system weaknesses are a temptation for minor 

opportunistic fraud, which can then accelerate into habitual schemes: 

 

ά¢ƘŜ aƻ5 ƛǎ ǊƛŦŜ ǿƛǘƘ ƛǘ. It starts small, they find they can get away with it, then it 

escalates from a few pounds on expenses to millions on more sophisticated frauds. The 

JPA is designed for abuse. Expenses are paid in advance. You simply apply for an advance 

on expenses, it is rarely checked, so is automatically provided, there's simply no control. 

Claims are only randomly checked. You then have 3 months to submit expense claims. If 

you don't the advance is automatically recovered from salary. It's effectively used as a 

pay day loan scheme. The squadies use it instead of Wonga, because it's easy and 

interest free. You keep it rolling every 3 months, so you don't have to pay back for years. 

They used to rob the gaming machines at month end when they needed the money. Now 

they just apply for the advance. You have an administrative advance put into your own 

bank account, then by keying in different details, you have the expenses against 

ǎƻƳŜōƻŘȅ ŜƭǎŜϥǎ ǎȅǎǘŜƳ ŀŎŎƻǳƴǘ ŀƴŘ ȅƻǳ ŘƻƴΩǘ ƘŀǾŜ ǘƻ Ǉŀȅ ōŀŎƪ ŀǘ ŀƭƭΦ Lǘ ǇŜŀƪǎ ŀǘ ƳƻƴǘƘ 

end, wheƴ ǘƘŜ ǎŜǊǾƛŎŜ Ǝǳȅǎ ƴŜŜŘ ǘƘŜ ƳƻƴŜȅΦέ 

 

The weaknesses in the system were known to the Chief of Defence Staff (The Telegraph, 2008) 

and the National Audit Office which refused to sign off on the MoD accounts in part due to the 
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JPA failures (National Audit Office, 2009). The problem in the public sector is not limited to the 

armed services. Part way through an engineering project at one government station the author 

attended the site for a regular progress meeting with the άDƻ{ǘŀǘέ managers. The attendees 

gathered in an open-plan office where about six GoStat employees were at their desks. One of 

the GoStat managers, Thomas, approached the author and loudly asked for a £2,000 contribution 

ǘƻ ǘƘŜ ǘŜŀƳΩǎ /ƘǊƛǎǘƳŀǎ ŦǳƴŘΦ Utterly befuddled by the request, the bold manner of Thomas and 

the casual yet expectant glances from the other GoStat employees, the author muttered a non-

ŎƻƳƳƛǘǘŀƭΣ ά²ŜΩƭƭ ǎŜŜ,έ ǊŜǎǇƻƴǎŜΦ  Sensitive enquiries with other on-site contractors over the 

next few days revealed that they all contribute ǎƛƳƛƭŀǊ ŀƳƻǳƴǘǎ ǘƻ ŀ άǎƻŎƛŀƭ ŦǳƴŘέ ŜŀŎƘ 

December. They viewed the cash payments as a necessary marketing cost. The dilemma was 

resolved by asking one of the contractors to quietly inform Thomas that it was not possible to 

comply, and to politely suggest that if Thomas were caught he and his colleagues could at best 

ƭƻǎŜ ǘƘŜƛǊ ƧƻōǎΦ ¢ƘŜ άǎƻŎƛŀƭ ŦǳƴŘέ ŘƛŘ ƴƻǘ ŀǇǇŜŀǊ ǘƘŜ ŦƻƭƭƻǿƛƴƎ ȅŜŀǊΦ The most disturbing aspect of 

the incident was the brazenness of the request and how it seemed to be normalised, accepted 

practice. 

 

 

Habitual and occasional offenders at Westco International 

 

The foregoing examples represent a range of fraudulent events, a mix of circumstances, across a 

wide geography at different times. Three of the examples are products of the case study of 

company DEF Group, nevertheless they had no direct connections; they occurred at separate 

locations, at different times and the roles of the individuals were dissimilar. The experiences of 

Jeremy and Carson are based on one case, in one department, at the same location in one large 

manufacturing company, Westco International. Their stories thus provide the opportunity to 

briefly examine a spectrum of fraudulent behaviour within a narrowed range of environmental 

variables. The company is a major manufacturing entity. Jeremy was a director of a supply 

company and he was involved in the investigations. Carson was a participant in the fraud scheme 

and became a witness for an eventual prosecution. The case was exposed by a whistleblower. 

 

Appendix 7 is a schedule of the fraud loss rates associated with 22 employees at the company. All 

of the offenders were well paid engineers. None of them were at management grades, but all of 

them had significant purchasing authority which allowed them to raise falsified purchase orders 

on suppliers. The schemes required the collusion of the suppliers. Given that the contextual 

characteristics such as the culture, environment, the management structure, the remuneration 
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scales and the security of employment are invariable, the implication is that there is something 

different about the top two fraudsters who caused over 90% of the losses. They were eventually 

jailed. Jeremy provided some background to the case. The enthusiasm of George and Connor for 

exploiting the opportunities presented weak management oversight funded their millionaire 

lifestyles with large, gated homes, overseas properties, Ferraris and Harley Davidson 

motorcycles. They had settled family lives and were not typical crisis offenders. However they 

were far more organised than the others. Both set up companies to legitimise and launder the 

proceeds of their crimes. Connor used his wife, Kaileen, who also worked for Westco, to 

administer the paperwork. She fabricated invoices, banked the proceeds and even filed tax 

returns. She was jailed for colluding in the scheme. The other 20 offenders were more restrained. 

According to Jeremy all but one were dismissed, resigned or retired early. Just one, Norton, 

remains an employee of Westco; he was subject to personal financial and emotional strains due 

to a divorce.  

 

Carson agreed to be a participant in the present research by way of an unrecorded interview. His 

perceptions of George and Connor suggest that they were disagreeable colleagues who 

manipulated their working circumstances to avoid responsibilities, to remain in the shadows and 

to do as little work as possible. They flaunted their criminal gains, boasting of their wealth and 

exploits. Carson perceived a sense of invulnerability in their behaviour and demeanour. Their 

avarice motivated them to exploit thoroughly the opportunities presented by ineffective 

management controls. Carson claimed his own offending was not motivated by financial 

pressures, it was simply an opportunity to do as others were doing. His compliance with the 

values of a sub-culture which normalised and expected deviance reflects the social learning 

theories of esteemed scholars Bandura (1976), Jeffery (1965) and particularly Sutherland 

(Sutherland, Cressey and Luckenbill, 1947). Unsurprisingly, his principal rationalisations were that 

his behaviour was normal at Westco and tolerated by the company. He also used a comparative 

rationalisation to ameliorate perceptions of his immorality by contrasting his own low level of 

offending with the greed of George and Connor: 

 

ά¢ƘŜ ǎƘƻŎƪ ǿŀǎΣ ƴƻǘ ǿƘŀǘ ǿŀǎ ƎƻƛƴƎ ƻƴΣ ōǳǘ ǘƘŜȅ ŘƛŘ ǎƻƳŜǘƘƛƴƎ ŀōƻǳǘ ƛǘΦ Lǘ ƘŀŘ ōŜŜƴ 

going on forever and it was obvious. We all knew about George and Connor. They were 

nasty pieces of work. You only dealt with them if you had to. They would just as soon spit 

at you as look at you. Nothing was their fault. They spent most of their time just working 

out how to do less, keep their heads down, stay out of trouble and work up another 

scam. They turned up in identical, big four-wheel drive cars with number plates one after 
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the other. Obvious or what? George boasted about his Harley Davidson and his wife had 

one. They went off together on trips. Connor had a Ferrari, not a new one, second hand. 

¢ƘƛƴƎǎ ȅƻǳ ŘƻƴΩǘ ƎŜǘ ƛƴ ƳŀƛƴǘŜƴŀƴŎe. It made no difference to me really whether I got a 

few quid out of it now and again or not. But it was on offer, Bamford Electrical came to 

ƳŜΣ ŀƴŘ L ŀŎŎŜǇǘŜŘ ƛǘΦ  ²Ƙƻ ŘƛŘƴΩǘΚ Lǘ ǿŀǎ ƴƻǘƘƛƴƎ ŎƻƳǇŀǊŜŘ ǘƻ DŜƻǊƎŜ ŀƴŘ /ƻƴƴƻǊΦ ¢ƘŜ 

thing that bothers me is not getting the sack, but that I was set up for it, others got away 

ǿƛǘƘ ƛǘΦ !ƴŘ ǘƘŜȅ ǿƛƭƭ ōŜ ǊŜǘƛǊƛƴƎ ǎƻƻƴ ŀǘ рн ǿƛǘƘ ƘǳƎŜ ǇŜƴǎƛƻƴǎΦ LΩƳ ƴƻǘ ōƛǘǘŜǊ ŀōƻǳǘ ƛǘΦ 

[ŜŀǾƛƴƎ ǿŀǎ ǘƘŜ ōŜǎǘ ǘƘƛƴƎ ŦƻǊ ƳŜΦ LΩƳ ŘƻƛƴƎ Ƴȅ ƻǿƴ ǘƘƛƴƎ ƴƻǿΣ ǎƻƳŜǘƛƳŜǎ ǿƛǘƘ 

CharltonΦ ²ŜΩǊŜ ŘƻƛƴƎ hYΦέ 

 

 

Offender matrix 

 

The offenders encountered in the research or described by the participants are identified by 

pseudonyms in Appendix 1. Borrowing from Weisburd, Waring and Chayet (2001), they are 

organised into the offender matrix in Table 6.1 using their pseudonyms. The matrix describes 

four idealised offender types based on two variables: stimulus and frequency. Though a blunt 

instrument, the matrix is an effective tool for conceptualising the types of internal offending 

behaviour that organisations must face. The classifications cannot accurately represent the entire 

offending population as the resolution of the frequency is broad. It is also inadequate in 

describing offenders who migrate between classifications. 

 

Ditton (1977, p20) observed that ǘƘŜǊŜ ƛǎ ƴƻ ǊŜǘǳǊƴ ƻƴŎŜ ŀƴ ƛƴŘƛǾƛŘǳŀƭ ǇŀǊǘƛŎƛǇŀǘŜǎ ƛƴ ŦǊŀǳŘΥ ά9ǾŜƴ 

if he stops fiddling he knows about it. It is always on for the actor to re-ƛƴŘǳƭƎŜΦέ [ŜǾƛ όнллуΣ Ǉфоύ 

spoke of the slippery slope long-firm fraudster who starts off with a few white lies but then slides 

into habitual offending. Without an external intervention to stimulate risk perceptions in order to 

re-balance the rational choice calculus the one-off offender may develop a habit (Jeffery, 1965; 

Apel, 2012; Clarke and Cornish, 1985). Imogen, a forensic accountant, deals with cases where 

ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ŦŀƛƭǳǊŜ ǘƻ ǉǳŜǊȅ ŜŀǊƭȅ ƴƻƴ-compliant transactions encourages nascent fraudsters to 

increase their offending: 

 

άhƴŎŜ ǘƘŜȅϥǾŜ ŎǊƻǎǎŜŘ ǘƘŜ ƭƛƴŜ ǘƘŜȅ Ŏŀƴ ƧǳǎǘƛŦȅ ƛǘΦ DƻƛƴƎ ǘƘǊƻǳƎƘ ǘƘŀǘ ŘƻƻǊ Ƴǳǎǘ ōŜ ǉǳƛǘŜ 

difficult for most people because they have this feeling of what is right and wrong. But 

once you have stepped over it and found that you can do it and nobody has stopped you, 
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where I think businesses go wrong, if somebody had queried that action early on then 

ǘƘŜȅ ǿƻǳƭŘƴϥǘ ƘŀǾŜ ƎƻƴŜ ƻƴ ŀƎŀƛƴ ŀƴŘ ŀƎŀƛƴ ŀƴŘ ŀƎŀƛƴ ŘƻƛƴƎ ƛǘΦέ 

 

CƻǊ ŜȄŀƳǇƭŜΣ /ŀƳǇōŜƭƭΩǎ ϻтллΣллл ŦǊŀǳŘ ǎŎƘŜƳŜ ŘŜǎŎǊƛōŜŘ ōȅ YŜǾƛƴ Ƴŀȅ ƘŀǾŜ ǎǘŀǊǘŜŘ ŀǎ ŀƴ 

occasional opportunistic offender, but his addiction to gambling subsequently fuelled an ongoing 

crisis and habitual offending. Similarly, Mark at DEF Group described a case where a Branch 

Manager, Ricky, started out falsifying inventory account records to disguise his incompetency but 

then felt compelled to continue with the deception: 

 

ά¢ƘŜ aŀƴŀƎŜǊ Ƙŀǎ ōŜŜƴ ŦǳŘƎƛƴƎ Ƙƛǎ ǎǘƻŎƪ ŎƻǳƴǘΣ Ƙƛǎ ǇŜǊǇŜǘǳŀƭ ŎƻǳƴǘΦ IŜϥǎ ǎŀȅƛƴƎΣ ΨLϥǾŜ 

had no personal gain out of it, but I'm now up to the point where I need to put my hands 

up and I can't keep balancing all the balls in the air, it's all coming down on me, the roof's 

ŦŀƭƭƛƴƎ ƛƴ ŀƴŘ LϥƳ ϻтлΣллл ǎƘƻǊǘ ƻƴ Ƴȅ ǎǘƻŎƪΦΩέ  

 

Nicole, an investigator at Midton District Council noted the same phenomenon in the behaviour 

of a female employee, Devlin, a single mother under financial pressure, who fraudulently claimed 

£14,000 in housing benefit over a 12 month period: 

 

άhƴŎŜ ǎƘŜ ƘŀŘ Ǝƻǘ ƻƴǘƻ ǘƘŀǘ ǊŀƛƭǊƻŀŘ ǘǊŀŎƪ ƻŦ ƭȅƛƴƎ ǘƻ ǘƘŜ Iaw/ ŀƴŘ ǘƘŜƴ ƭȅƛƴƎ ǘƻ ǘƘŜ 

benefit section then she had to carry that ŀƭƭ ǘƘŜ ǿŀȅ ǘƘǊƻǳƎƘΦέ 

 

The stimulus scale in Table 6.1 includes just two categories, opportunistic and response to crisis, 

and as such is particularly weak in describing the complete range of possible circumstances, 

strains, frustrations (Merton, 1938; Agnew,1992) and basic motivations (Maslow, 1943) that 

could lead to offending behaviour. For example, Imogen encountered an opportunistic offender 

who defrauded her employer because she was bored. Nothing can be read into the number of 

offenders in each quadrant of the matrix. The matrix is a consequence of the exploratory 

research, not from a statistically representative sample frame. Because the participants reference 

memorable events to illustrate their experiences and perceptions, the matrix is probably biased 

towards high value offenders. 
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Table 6.1: Occupational fraud offender frequency / stimulus matrix 

  Stimulus 

Opportunistic Crisis 

Frequency 

Habitual 

High greed 
 
Ajayi (Cardwell FM) 
Andreescu (DEF Group) 
Bernie (R&T Industries) 
Carter (Natstore) 
Connor (Westco) 
Davis (Hurn Group),   
Duncan (IFI Engineering) 
Ellis (Elam Sports) 
George (Westco) 
Granger (Westco) 
Haine (DEF Group) 
Harrison (IFI Engineering) 
Jefferson (DEF Group) 
Jolleys (Army) 
Jones (DEF Group) 
Kaileen (Westco) 
Merritt (Southcity BC) 
Spearman (DEF Group) 
Truman (SW Marketing) 
Victor (Southcity BC) 
 

Ongoing crisis 
 
 
Campbell (unknown) 
Devlin (Midton CC) 
Ricky (DEF Group) 
Wallace (DEF Group) 
 

Occasional 

Low level greed 
 
{ƻƭŘƛŜǊǎΩ Wt! ŀōǳǎŜ 
Carson (Westco) 
Charlton (Westco) 
Thomas (GoStat) 
Wilson (DEF Group) 
18 employees (Westco) 
 

Short term crisis 
 
Dixon (DEF Group) 
Edward (SES Electrical) 
Norton (Westco) 
 

 
 

Psychology 

 

John, the fraud barrister, encounters two types of fraudster, the crisis responders and the 

avaricious black-hearts: 

 

άLŦ ƘŜ ώthe crisis responder] does tell somebody he is going to be arrested or lose his job, 

at the very least, and so they think that they can work their way out of the problem, but 

they never do. It just gets worse and worse and worse. Psychologically I have found those 

sort of characters very different. They are much more normal, they will often have 

absolutely no previous run in with the law, whilst your hard-bitten fraudsters will often 
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have a long record of infraction with civil courts or criminal courts and so on. I think many 

fraudsters are of a character which is distinct from your average human being. This does 

not apply to all of them, but as a general rule, having dealt with fraudsters for a number 

of years, almost exclusively at one time, they can be tricky customers. Assume you have a 

guilty fraudster, down deep in his black heart he knows he's guilty, but he is giving you a 

different story or shading his story. There does seem to be a difference. Although you 

spend longer with the fraud perpetrator than you ever would for someone who was up 

for a simpler crime, because the evidence and job you have to do is much more 

extensive, you will still have quite a difficult relationship with the client because 

fraudsters have a personality which the rest of human kind doesn't. Assuming you have a 

Ǝǳƛƭǘȅ ǇŜǊǇŜǘǊŀǘƻǊ ǘƘŜȅ Ŏŀƴ ōŜ ǾŜǊȅ ǎƭƛǇǇŜǊȅΧΦΦ¢ƘŜȅ ƘŀǾŜ ŀ ŎƻƳǇƭŜǘŜ ƭŀŎƪ ƻŦ ŜƳǇŀǘƘȅΦ Lǘ 

was not a crime of passion, it wasn't born out of a need, they're not a drug user with a 

heroin habit which leads them to shoplift or to snatch somebody's purse which is much 

more human and understandable. What a fraudster does, and I don't think people quite 

understand this, is do something in a really cold, calculating way. It's not a crime of 

ǇŀǎǎƛƻƴΣ ƛǘϥǎ ƴƻǘ ŘƻƴŜ ǉǳƛŎƪƭȅΣ ƛǘϥǎ ƴƻǘ ŀ ǊŜŀŎǘƛƻƴ ƭƛƪŜ ŀ Ǉǳō ŦƛƎƘǘΦέ 

 

WƻƘƴΩǎ ŘŜǎŎǊƛǇǘƛƻƴ ƻŦ ǊŜƳƻǊǎŜƭŜǎǎ ƻŦŦŜƴŘŜǊǎ ǊŜǾŜŀƭǎ ŀ ǘƘƛǊŘ ǾŀǊƛŀōƭŜ ƛƴ ŀŘŘƛǘƛƻƴ ǘƻ ǘƘŜ ǎǘƛƳǳƭǳǎ 

and value scales. This personality trait variable, overlooked by Weisburd, Waring and Chayet 

(2001), also emerges as a theme from the testimony of participants in their descriptions of the 

high value, high frequency, opportunistic offenders. They describe bullying, ambitious, boastful, 

invulnerable, philandering, dominant, manipulative conspirators whose actions are by definition 

deceitful, risky, irresponsible, self-centred and display a reckless disregard for others. These traits 

are symptoms of dysfunctional personalities. They are frequently used in criminological literature 

to describe offenders, but often without reference to the psychological definitions, for example 

Gottfredson and Hirschi (1990) and Bucy, Formby, Raspant and Rooney (2008). 

 

Felthous and Sass (2008, p22) describe a continuum of anti-social behaviour from that of normal 

people through to psychopathological abnormalities. They illustrate their idea using a Venn 

diagram (Felthous and SassΣ нллуΣ ǇнтύΣ ŀ ŦƻǊƳ ƻŦ ǿƘƛŎƘ ƛǎ ƛƴ CƛƎǳǊŜ сΦмΦ wƻōŜǊǘ IŀǊŜΩǎ 

psychopathy checklist (PCL-R) (Babiak and Hare, 2007, p24) is also measured on a continuum, a 0 

to 40 point scale on which 30 to 40 is psychopathic, 20 to 29 is moderate, up to 20 represents 

zero to low psychopathy Hildebrand and de Ruiter (2004). 
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Fig 6.1: The sociopathic continuum 

 

 

 

 

 

 

 

 

An alternative presentation of the continuum is proposed in Figure 6.2. The model is purely 

illustrative to assist in conceptualising the idea of a continuous ethical distribution that allows for 

²ƛƪǎǘǊƻƳΩǎ όнллсύ ƳƻǊŀƭ ǘȅǇƻƭƻƎȅ ǿƛǘƘ ƭƻǿ ƳƻǊŀƭ ƛƴŘƛǾƛŘǳŀƭǎ ǊŜǇǊŜǎŜƴǘŜŘ ƻƴ ǘƘŜ ƭŜŦǘ ƻŦ ǘƘŜ 

diagram and people of robust high morality on the right. The rest of us with contingent morality 

are in the middle. 

 

Figure 6.2 Ethical distribution 

 

 

 

Dissocial 
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According to Stout (2005, p6) 4% of the general adult population exhibit ASPD (including 

psychopathy), 1% are psychopathic (Babiak and Hare, 2007, p18), which means about 3% are 

lower level sociopaths. Babiak, Neumann and Hare (2010) found that 4% of corporate managers 

are psychopathic, four times that in the general population. They suggest that the very 

characteristics that reveal the unpleasant psychopath to subordinates facilitate successful 

careers; they are the source of the same skills that obscure their subpar performance and 

damaging behaviour from their seniors, peers and shareholders. The 4% level of ASPD (Stout, 

2005, p6) is sufficiently close to the 2.3% estimate of major offenders in the workforce developed 

in Chapter 5 to indicate that this habitually offending sub-group is dominated by sociopathic 

individuals, characters like George and Connor. As there is insufficient data to suggest a 

percentage of saints, those people who will never offend irrespective of opportunity, pressures, 

strains or crises, a symmetrical normal distribution is assumed for Figure 6.2. 

 

A typical trait of psychopaths is deceitfulness, but it is not limited to this group. Lying is normal 

human behaviour. It is a form of innovation that assists in avoiding negative consequences or 

ƻōǘŀƛƴƛƴƎ ƎƻŀƭǎΦ [ŜǾƛ όнллуΣ Ǉфоύ ƴƻǘŜǎ ǘƘŀǘ ŦƻǊ ōǳǎƛƴŜǎǎ ǇŜƻǇƭŜ άΧŀ ŦŜǿ ǿƘƛǘŜ ƭƛŜǎ ƛǎ ǇǊŜŦŜǊŀōƭŜ 

ǘƻ ƎƻƛƴƎ ōǳǎǘΧέΦ LƴǾŜǎǘƛƎŀǘƻǊ YŜǾƛƴ ŘŜŦƛƴŜŘ ŦǊŀǳŘ ƛƴ ǘŜǊƳǎ ƻŦ ƭȅƛƴƎΥ άL ǘŜƭƭ ȅƻǳ ŀ ƭƛŜ ŀƴŘ ȅƻǳ ƎƛǾŜ 

ƳŜ ƳƻƴŜȅΦέ ¢ƘŜ ǎǘŜǇ ŦǊƻƳ ƭȅƛƴƎ ǿƛǘƘƻǳǘ ŎŀǳǎƛƴƎ Ƙarm to lying with the objective of causing 

damage is a short one for psychopaths with their simple greed motivation. For more morally 

developed persons, the path is longer, requiring noxious stimuli through criminal association 

(Sutherland, 1940), external pressures (Cressey, 1953), a perceived grievance or some form of 

frustration (Agnew, 1992; Langton and Piquero, 2007). Wikstrom and Treiber (2007) submit that 

it is only the individuals in this Everyman group who deliberate moral alternatives and make a 

rational choice about which action to pursue (Clarke and Cornish, 1985). It is only this fluid group 

ƻŦ ΨƻǊŘƛƴŀǊȅΩ ǇŜƻǇƭŜ ǘƘŀǘ ƴŜŜŘ ǘhe support of neutralisation techniques to maintain their moral 

self-esteem (Murray, Wood and Lilienfeld, 2012; Lowell, 2012). Psychopathic offenders do not 

need to rationalise their behaviour, though they are likely to offer ex post facto excuses simply to 

avoid or mitigate sanctions (Hirschi, 1969, p208). For the habitually moral group, rationalisations 

are also irrelevant. For the Everyman group the amount of deliberation (Wikstrom and Treiber, 

2007) required to fashion one or more rationalisations is a function of their location on the 

ethical scale, a dimension that studeƴǘǎ ƻŦ YƻƘƭōŜǊƎΩǎ ŎƻƎƴƛǘƛǾŜ ƳƻǊŀƭ ŘŜǾŜƭƻǇƳŜƴǘ ό/a5ύ 

concept would recognise (Kohlberg and Hersch, 1977). The saints are predominantly those with 

high moral development, the habitual offenders are dominated by the lowest moral 

development individuals, the psychopaths and sociopaths, either due to genetic peculiarities or 

as a result of inadequate early years socialisation (Lykken, 2005). 
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The model expands on the notion of the deterrable offender Pogarsky (2002) by suggesting that 

deterrability is a far more complex continuous function of personality characteristics and moral 

development, whether due to a biogenetic predisposition, socialisation, immediate 

environmental influences or a combination of factors. In broad terms it suggests that the power 

of deterrence needs to be higher for those at a lower level of moral development. Which 

components of deterrence power, whether certainty, speed or severity are the most relevant at 

any point on the continuum and at what level they should be set is not understood. The present 

consensus that high levels of perceived certainty has the most profound effect (Parilla, Hollinger 

and Clark, 1988) needs to be challenged by controlling for personality traits. 

 

Model offender matrix 

 

The model of the occupational offender presented here is far more complex than the attractive 

ǎƛƳǇƭƛŎƛǘȅ ƻŦ /ǊŜǎǎŜȅΩǎ όмфроύ ŦƛƴŀƴŎƛŀƭƭȅ ŘƛǎǘǊŜǎǎŜŘ ƭƻƴŜ ŜƳōŜȊȊƭŜǊΦ That the fraud triangle 

paradigm was the only criminological theory referenced by participants is not surprising as it is 

the stock in trade of practitioner texts (Comer, 2003; Giles, 2012; Vona, 2008; Wells 2007). The 

problem with this narrow teaching is that organisations are more likely to build counter-fraud 

strategies that address just one type of offender and are less likely to design strategies that deal 

effectively with the real complexities of the offending population. 

 

The offender matrix set out in Figure 6.3 is derived from the data in Figure 6.2. It focuses on the 

offender and sets out the principal characteristics that describe the range of occupational 

offenders under three roughly binary domains: personality (normal and psychopathic), stimulus 

(crisis or strain and opportunistic) and offending rate (occasional and habitual). Personality and 

stimulus are presented as the determinants of offending rate. They are however not the only 

determinants, the model does not adequately accommodate, for example, the contribution of 

differential association (Sutherland, Cressey and Luckenbill, 1947, p88) nor immediate situational 

control and risk factors which influence rational choice (Clarke, 1995). Nevertheless the matrix 

provides a more comprehensive description of the offender types confronting organisations. The 

model also suggests the most salient controls for each offender type. 
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Figure 6.3: Occupational fraud offender matrix 

 

  Stimulus Category 

Opportunistic Crisis 

F
re

q
u

e
n

c
y G

ro
u

p 

H
a

b
itu

a
l 

ω  Personality traits dominate 
 

Principal stimulus 
-  High greed 
 

Personality 
-  Deterrence resistant socio-/psychopaths 
-  Rationalisations not required 
 

Most salient controls 
-  Recruitment due diligence 
-  Enhanced situation crime prevention 
    -  Maximum sanction deterrence 
 

ω  External pressures / addictions dominate 
 

Principal stimulus 
-  Long term crisis / grievance 
 

Personality 
-  Deterrable, normal  / addictive individuals 
-  Rationalisations required 
 

Most salient controls 
-  Employee welfare monitoring 
-  Situational crime prevention 
    -  Moderate sanction deterrence 
 

O
cc

a
si

o
n

a
l 

ω  Environment dominates 
 

Principal stimulus 
-  Low greed 
 

Personality 
-  Deterrable, normal individuals 
-  Rationalisations required 
 

Most salient controls 
 
-  Culture 
-  Situational crime prevention 
    -  Low level sanction deterrence 
 

ω  External pressures dominate 
 

Principal stimulus 
-  Short term crisis / grievance 
 

Personality 
-  Deterrable, normal individuals 
-  Rationalisations required 
 

Most salient controls 
 
-  Culture 
-  Situational crime prevention 
    -  Moderate sanction deterrence 
 

 
 

The opportunistic category includes a narrow range of motivational stimuli based on greed. Anti-

social personalities, about 4% of the general population, are the most likely to offend in order to 

achieve their pecuniary goals. Members of this group do not need to formulate rationalisations in 

order to maintain their own moral self-esteem because they do not care (Murray, Wood and 

Lilienfeld, 2012). At the extreme of the spectrum, the psychopaths at 1% of the population are 

the highest risk individuals causing the most damage. Considering that up to 4% of corporate 

managers are psychopaths and these are the people with the power and access to the business 

systems, the highest risks are located in the executive suite. Counter-fraud strategies ought to 

focus special attention onto the boardrooms with enhanced recruitment (Johnston and Shearing, 

2003, p80) and situational crime prevention controls (Clarke, 1980) including the most powerful 

sanctions. It is therefore ironic that executives are typically allowed the highest levels of self-

authorised spending. In Chapter 4 we saw that senior managers at BP are permitted higher value 
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gifts. The matrix suggests that senior management should not be permitted any spending or gifts 

at all without advanced approval from their peer group and an ethics officer. 

 

¢ƘŜ ƻŎŎŀǎƛƻƴŀƭΣ ƭƻǿ ƎǊŜŜŘ ƻǇǇƻǊǘǳƴƛǎǘƛŎ ƻŦŦŜƴŘŜǊǎ ΨǘŀƪŜ ǿƘŀǘ ƛǎ ƻƴ ƻŦŦŜǊΩΦ ¢ƘŜ ŀŜǘƛƻƭƻƎȅ ƻŦ ǘƘŜƛǊ 

offending is dominated by environmental factors: learning from or imitating others (Sutherland, 

1940), undefended opportunities (Clarke, 1980) and fraud is normal type rationalisations 

(Benson, 1985). The most salient controls for this group are the development of normative 

cultural values (Weaver and Trevino, 1999), situational crime prevention (Clarke, 1980) including 

a modest level of sanction deterrence to influence rational choice (Clarke and Cornish, 1985). 

 

The crisis responders are pressured by external forces (Cressey, 1953) or internalised strains 

triggered by frustrations or grievances build to crisis levels (Agnew, 1992). For some the crises are 

short term, for others the adverse conditions perpetuate the crisis. These extended crises can be 

due in part to personal challenges such as addictions (Campbell and Devlin) or shortcomings in 

work performance (Ricky). Rationalisations are to be expected with this group. 

 

Conclusions 

 

The observation by Levi (2008,) ǘƘŀǘ άCǊŀǳŘǎǘŜǊǎ ŀǊŜ ǎƻŎƛƻǇŀǘƘǎ ǳƴŘŜǊŜǎǘƛƳŀǘŜǎ ǘƘŜ incidence of 

ŦǊŀǳŘέ ƛǎ ōƻǊƴŜ ƻǳǘ ƛƴ ǘŜǊƳǎ ƻŦ ǘƘŜ ƴǳƳōŜǊ ƻŦ ƻŦŦŜƴŘŜǊǎΣ ōǳǘ ǘƘŜ ǉǳŀƴǘƛǘŀǘƛǾŜ Řŀǘŀ ƛƴ /ƘŀǇter 5 

suggests that the ASPD group dominate the minority of habitual offenders, 2% to 3% of the 

working population, who cause two-thirds of the harm. The majority of fraudsters, about one 

third of the working population, are normal and cause the minority of harm. The implication for 

Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ǘƘŜƻǊȅ ƛǎ ǘƘŀǘ ŀ ƴƻǊƳŀǘƛǾŜ ŎǳƭǘǳǊŀƭ ǇǊƻƎǊŀƳƳŜ ǿƘƛŎƘ ŀƛƳǎ ǘƻ ŘƛǎƳŀƴǘƭŜ ƻŦŦŜƴŘŜǊǎΩ 

rationalisations should act on the majority of offenders, but is less likely to dissuade the 

sociopathic minority who cause the most damage. Employment screening, especially for risk 

sensitive roles, is a more effective strategy for this group (Johnston and Shearing, 2003, p80). 

Similarly the general deterrence power of sanctions aimed at normal employees is likely to be 

less effective against sociopaths and psychopaths. This means that executives need to consider 

where to pitch their sanction strategies. It could be a single harsh policy that equitably applies to 

all employees or it could be differentiated according to role and opportunity risk with the 

strongest sanctions, including criminal prosecutions, applied to the executive suite without 

reservation. The power of deterrence question is explored further in the DEF Group case study in 

Chapters 7 and 8. 

 



101 
 

So Adeimantus was nearly right. It appears that fraud is a normal activity that exploits a normal 

human attribute, lying, to make an unjust gain at the expense of others. Most fraudsters are 

normal but the greatest damage is caused by those who are not, and in this sense the analysis 

provides qualified support to Garland (2001, p185) that most criminals are associated with 

mundane, opportunist, deterrable offenders. 
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SECTION 3 

 

Organisational characteristics 
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Chapter 7 

 

DEF Group Case Study Part I: Company Counter-fraud Strategy 

 

Introduction 

 

Chapter 1 introduced the white-collar crime and organisational ethics research landscape 

ǊŜƭŜǾŀƴǘ ǘƻ ǘƘŜ ŜȄŀƳƛƴŀǘƛƻƴ ƻŦ ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ǎǳǎŎŜǇǘƛōƛƭƛǘȅ ǘƻ ŜƳǇƭƻȅŜŜ ŦǊŀǳŘΦ ¢ƘŜ ǿƘƛǘŜ-collar 

crime or fraud scholars are principally interested in the genesis of fraud through the individual 

fraudster (Cressey, 1953), the social context (Sutherland, Cressey and Luckenbill, 1947) and 

organisational characteristics (Button and Brooks, 2009; Ditton, 1977). The ethics scholars 

emphasize the influence of ethical climate on compliant and deviant behaviour (Trevino and 

Weaver, 2003); they are concerned with the determinants of the ethical climate, those 

interactive attributes and characteristics of organisations, leaders and employees which produce 

consistency in ethical attitudes and behaviour. Both schools have produced a number of common 

themes relevant to the minimisation of non-compliant, deviant and criminal behaviour within 

organisations: 

 

¶ A code of conduct that sets out the organƛǎŀǘƛƻƴΩǎ ŜǘƘƛŎŀƭ ǾŀƭǳŜǎ 

¶ The engagement of the leadership to maintain the values and standards 

¶ Counter-ŦǊŀǳŘ ǇƻƭƛŎƛŜǎ ǘƘŀǘ ŘŜǎŎǊƛōŜǎ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǎǘǊŀǘŜƎƛŜǎ ŀƴŘ ŀƳōƛǘƛƻƴǎ 

¶ Work procedures which detail how employees are to comply with the policies 

¶ Training and communications for fraud awareness and compliance with procedures and 

counter-fraud measures 

¶ Defined responsibilities and accountabilities 

¶ Mechanism for employees to report their concerns 

¶ Punishment and rewards for deviation and compliance 

 

Cressey (1995) commented on the 1970s the emergence of the corporate code of conduct in 

response to the popular re-conceptualisation of corporations as social actors, which emphasises 

the salience of good citizenship and corporate social responsibility relative to their narrow 

commercial objectives. However without effective enactment the espoused values become 

meaningless parchments (Gruys, Stewart, Goodstein, Bing, and Wicks, 2008). Increasingly, large 

organisations have moved on from mere bland aspirational statements and are introducing 
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formal compliance programmes to ensure that behaviour at work is lawful and ethical (Trevino 

and Weaver, 2003). The most important variable in ensuring the values resonate with employees 

is the quality and engagement of leaders (Weaver, Trevino and Cochran, 1999a, Jones, 1995; 

tŀƛƴŜΣ мффсύΣ ƻŦǘŜƴ ǊŜŦŜǊǊŜŘ ǘƻ ōȅ ǘƘŜ ƳǳǎƛŎŀƭ ŜǳǇƘŜƳƛǎƳΣ ΨǘƻƴŜ ŦǊƻƳ ǘƘŜ ǘƻǇΩ όHolloway, 2012). 

The ethical codes that clearly specify organisational values and expected standards of behaviour 

must be incorporated into workplace policies and procedures with sufficient detail to remove 

moral ambiguity and uncertain choices (Schnatterly, 2003). This includes explicit counter-fraud 

policies and procedures that are a fundamental requirement of counter-fraud strategies (Button 

and Gee, 2013, p57) and, if sincerely implemented by fully engaged leaders, can reduce 

occupational crime levels by making it difficult for employees to rationalise prohibited behaviour 

(Schnatterly, 2003; Cressey, 1986). 

 

Compliance orientated organisations seek to elevate corporate codes beyond mere window 

dressing and give them meaning by consistent enforcement of the rules (Weaver and Trevino, 

2003, p68). For compliance organisations, probably led by transactional managers (Bass and 

Steidlmeier, 1999) the principal purpose of the instrumental controls is to reinforce standards, to 

act as a general deterrence and to coerce staff into compliant behaviour (Weaver and Trevino, 

1999). Values orientated organisations led by transformational leaders (Bass and Steidlemeier, 

1999) aim for voluntary compliance based on shared normative values (Weaver, Trevino and 

Cochran, 1999a) and seek the involvement of all employees in monitoring ethical standards 

(Weaver and Trevino, 1999). For these organisations the purpose of punishment is subtly 

ŘƛŦŦŜǊŜƴǘΥ ǎŀƴŎǘƛƻƴǎ ŀǊŜ ǎȅƳōƻƭƛŎŀƭƭȅ ƴŜŎŜǎǎŀǊȅ ǘƻ ǎǳǇǇƻǊǘ ŜƳǇƭƻȅŜŜǎΩ ŜǘƘƛŎŀƭ ǊƻƭŜ ƛŘŜƴǘƛǘƛŜǎ 

(Weaver and Trevino, 1999) and to maintain the perception that the organisation is a just place 

which holds offenders accountable for their actions Trevino, Weaver, Gibson and Toffler (1999, 

p139). Management must enforce rules and hold offenders to account to avoid cynicism and 

distrust (Gruys, Stewart, Goodstein, Bing, and Wicks, 2008). 

 

The security governance concepts promulgated by Johnston and Shearing (2003) and Button 

(2007) use a slightly different language in that they describe security strategies as mentalities or 

ways of thinking about security. Nevertheless they reach similar conclusions that governance in 

organisations is typically achieved with the consent of the employees backed up by coercive 

sanctions which re-assert moral values, limit the harm of wrong-doers and dissuade others from 

doing wrong (Johnston and Shearing, 2003, p16, p27). For the more enlightened organisations, 

consciousness of security involves all employees ΨΧΦƛƴŎƭǳŘƛƴƎ ǘƘŜ ǊŜŎŜǇǘƛƻƴƛǎǘΩ όWƻƘƴǎǘƻƴ ŀƴŘ 

Shearing, 2003, p26) as ethical antennae (Braithewaite and Fisse, 1987). The nodal governance 
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idea of Johnson and Shearing (2003, p148) posits that islands of private policing or security 

governance are connected on an ever mutating network of communications and relationships. 

Some of the network relationships are stable, for example those with industry regulators and the 

state, and sometimes impermanent, such as with an insurer or bank. Effective use of the network 

can assist organisations to optimize their security arrangements (Johnson and Shearing, 2003, 

p148) particularly in regards to the prevention of losses to crime through the utility of sanction 

deterrence (Johnson and Shearing, 2003, p24). 

 

The present case study uses the framework derived from the criminology, business ethics and 

security governance schools to explore how a single, large private sector corporation manages 

the fraud phenomenon. The study is divided into two parts. This chapter examines the policies, 

ǎǘǊǳŎǘǳǊŜǎ ŀƴŘ ǇŜǊŦƻǊƳŀƴŎŜ ǿƛǘƘƛƴ ǘƘŜ ŎƻƳǇŀƴȅΦ tŀǊǘ LL ƛƴ /ƘŀǇǘŜǊ у ŦƻŎǳǎŜǎ ƻƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

ǎŀƴŎǘƛƻƴǎ ǇƻƭƛŎȅΣ ƛǘǎ ƭŜŀŘŜǊǎƘƛǇ ŀƴŘ ƛǘǎ ŀŘŀǇǘƛǾŜ ǊŜǎǇƻƴǎŜ ǘƻ ǘƘŜ ǎǘŀǘŜΩǎ Ƨǳǎtice systems in 

maintaining ethical standards. The principal participant, Mark, is the head of the Security and 

/ƻƳǇƭƛŀƴŎŜ 5ŜǇŀǊǘƳŜƴǘΦ IŜ ǇǊƻǾƛŘŜŘ ƛƴǎƛƎƘǘ ƛƴǘƻ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƻǇŜǊŀǘƛƻƴǎ ŀƴŘ ƳŜǘƘƻŘǎ ƻǾŜǊ 

several unstructured interviews, supported by a wealth of documentary data such as written 

policies, procedures, contractual arrangements and investigation reports. He also kindly provided 

ŀƴ ŜƭŜŎǘǊƻƴƛŎ ŜȄǘǊŀŎǘ ŦǊƻƳ ǘƘŜ ŎƻƳǇŀƴȅΩǎ  ŘŀǘŀōŀǎŜΣ ǘƘŜ LƴŎƛŘŜƴǘ [ƻƎΣ ǿƘƛŎƘ ŘŜǘŀƛƭŜŘ ŜǾŜǊȅ 

incident and relevant conversation recorded by his team over the full 12 month period of 2012. 

¢ƘŜ ƭƻƎΣ ǊƛŎƘ ƛƴ ǉǳŀƭƛǘŀǘƛǾŜ ŘŀǘŀΣ ŜƴŀōƭŜŘ ŀ ǉǳŀƴǘƛǘŀǘƛǾŜ ŀƴŀƭȅǎƛǎ ƻŦ ǘƘŜ ǘŜŀƳΩǎ ŀŎǘƛǾƛǘƛŜǎ and was 

used for the analysis in Chapter 5. 

 

The company 

 

DEF Group is a large subsidiary of a European corporation, Eurocorp. Both the UK business and 

the parent company have very long histories. Eurocorp was formed in the 18th century. The core 

of DEF was established in the 19th century; it was acquired by Eurocorp in 2000. The company 

employs about 12,000 people and generates annual sales of £1.2bn. There are three principal 

elements to its growth strategy: expansion of its product range, new service offerings and the 

acquisition of complementary businesses. The company is a distributor, not a manufacturer, of 

mainly low value products. It adds value to the supply chain by providing a network of 1,000 

ŀƎƎǊŜƎŀǘƛƴƎ ΨƻƴŜ-ǎǘƻǇΩ ōǊŀƴŎƘŜǎ ŀǘ ƭƻŎŀǘƛƻƴǎ ŎƻƴǾŜƴƛŜƴǘ ǘƻ ƛǘǎ ŎǳǎǘƻƳŜǊǎ ǘƘǊƻǳƎƘƻǳǘ ǘƘŜ ¦YΦ Lǘ 

buys products, holds a substantial inventory to enable a high level of customer service and sells 

mainly to professional trade customers. The key business drivers are thus sales volume and cost 

efficient inventory management. In common with all companies that rely on high sales volume 
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and substantial stockholding, an enduring problem is shrinkage (Greenberg, 1990), the reduction 

in stock between purchasing and sales caused by loss, damage, careless practices, theft and fraud 

(Shury, Speed, Vivian, Kuechel and Nicholas, 2005). The highest fraud risks for DEF centre on sales 

transactions, credit card frauds, fraudulently arranged credit accounts and inventory 

transactions. 9ǘƘƛŎŀƭ ŎƻƳǇƭƛŀƴŎŜ ƛǎ ǘƘǳǎ ǎŜŜƴ ōȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƳŀƴŀƎŜƳŜƴǘ ŀǎ ŀƴ ƛƳǇƻǊǘŀƴǘ 

foundation of its business controls and its economic welfare (Button and Gee, 2013). However 

before continuing, it is important to note that procedural compliance is not the only motivation. 

The European Commission imposed a very large fine on the parent company, Eurocorp, for cartel 

ƻŦŦŜƴŎŜǎΦ Lǘ ǿŀǎΣ ŀŎŎƻǊŘƛƴƎ ǘƻ 59CΩǎ {ŜŎǳǊƛǘȅ aŀƴŀƎŜǊΣ ŀ άǎŜǾŜǊŜ ƧƻƭǘέΦ 9ǳǊƻŎƻǊǇΩǎ ǊŜǎǇƻƴded to 

the administrative sanction with substantial investments in a transformational ethical 

programme throughout its worldwide operations. This case study examines the outcome of that 

programme in the ŎƻǊǇƻǊŀǘƛƻƴΩ ¦Y ǎǳōǎƛŘƛŀǊȅ ōǳǎƛƴŜǎǎΦ 

 

What the company sets out to do: codes, policies and procedures 

 

In common with the majority of large, mature organisations (Gruys, Stewart, Goodstein, Bing, 

and Wicks, 2008) Eurocorp and its subsidiaries share a written ethical code, its General Principles 

of Conduct and Action. The five principles of conduct are described as basic values that are 

shared by management and employees alike: 

 

¶ Professional commitment 

¶ Respect for others 

¶ Integrity 

¶ Loyalty 

¶ Solidarity 

 

The four principles of action are instrumentalist themes:  

 

¶ Respect for the law 

¶ Care for the environment 

¶ Worker health and safety 

¶ Employee rights 

 

This dichotomous grouping of the principles accords with the observations of Cressey and Moore 

(1983) that corporate codes can be broadly categorised into metaphysical and legal-political 
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principles, an arrangement that also reflects the dual consensual and coercive mentality 

described by Johnston and Shearing (2003, p27). The principles of conduct are an aspirational 

appeal for shared, internalised values that apply equally to everyone in the company (Weaver, 

Trevino and Cochran, 1999a). The principles of action are formal controls (Hollinger and Clark, 

1982) that require management and employees to obey the law (Cressey, 1995); they are 

admonishments to comply with the minimum standards of behaviour in caring for each other and 

the outside world. The anti-corruption and anti-ŦǊŀǳŘ ƳŜǎǎŀƎŜǎ ǎƛǘ ǳƴŘŜǊ ǘƘŜ ΨǊŜǎǇŜŎǘ ŦƻǊ ǘƘŜ ƭŀǿΩ 

heading. 

 

The company uses a broad palette to convey its values. It communicates with external parties, 

shareholders, customers, suppliers and business partners through its website, brochures and 

visual displays in reception areas. Internally the values are disseminated through induction and 

training programmes, visual displays, topics in team briefings and formal procedural documents. 

All the training and procedural documents are availaōƭŜ ǘƻ ŀƭƭ ŜƳǇƭƻȅŜŜǎ ƻƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

intranet. 

 

Employee handbook 

 

The codes, rules and general procedures that apply to all employees are collated into the 

ŎƻƳǇŀƴȅΩǎ ǇǊƻŦŜǎǎƛƻƴŀƭƭȅ ōƻǳƴŘ ǎƛȄǘȅ-six page employee handbook. The handbook forms part of 

the coƳǇŀƴȅΩǎ ǎǘŀƴŘŀǊŘ ŎƻƴǘǊŀŎǘ ƻŦ ŜƳǇƭƻȅƳŜƴǘΣ ǘƘǳǎ ŎǊŜŀǘƛƴƎ ŀ ƭƛƴƪ ōŜǘǿŜŜƴ ǘƘŜ ŜǘƘƛŎŀƭ ŎƻŘŜǎΣ 

universal rules and the contractual obligation (Button, 2007, p13). It begins with the principles: 

 

ά¢ƘŜǎŜ ǇǊƛƴŎƛǇƭŜǎ ŀǊŜ ƻǳǘƭƛƴŜŘ ōŜƭƻǿ ŀƴŘ ŀǊŜ ŘŜǎƛƎƴŜŘ ǘƻ ƘŜƭǇ ŀŎƘƛŜve the highest ethical 

ŀƴŘ ƭŜƎŀƭ ǎǘŀƴŘŀǊŘǎΧ¢ƘŜȅ ǎƘƻǳƭŘ ōŜ ǊŜƎŀǊŘŜŘ ōȅ ŀƭƭ ŜƳǇƭƻȅŜŜǎ ŀǎ ŀ ǊŜǉǳƛǊŜƳŜƴǘ ŦƻǊ 

ōŜƭƻƴƎƛƴƎ ǘƻ ǘƘŜ 9ǳǊƻŎƻǊǇ ƎǊƻǳǇΦέ 

 

The handbook describes the mutual responsibilities of the company and its employees including 

general terms and conditions, sickness and injury, dress code, equal opportunities, volunteering 

and public duties, health and safety, environment and security. The handbook has a lengthy 

section on internal formal disciplinary controls. It carefully explains the purpose of disciplinary 

procedures, the rights of the employees and their application to both performance and conduct 

issues: 

 



108 
 

ά¢ƘŜ ŘƛǎŎƛǇƭƛƴŀǊȅ ǊǳƭŜǎ ŀƴŘ ǇǊƻŎŜŘǳǊŜǎ ƘŜƭǇ ǇǊƻƳƻǘŜ ŦŀƛǊƴŜǎǎ ŀƴŘ ƻǊŘŜǊ ƛƴ ǘƘŜ ǘǊŜŀǘƳŜƴǘ 

ƻŦ ƛƴŘƛǾƛŘǳŀƭǎΧΦǘƘŜ ǇǊƻŎŜǎǎ ǳǘƛƭƛȊŜŘ ǘƻ ǊŜǎǘƻǊŜ ŀŎŎŜǇǘŀble standards in both conduct and 

performance issues is essentially the same although the corrective measures or emphasis 

Ƴŀȅ ǾŀǊȅΦέ 

 

Recognising that performance and conduct may be affected by personal problems and external 

pressures, employees are encouraged to discuss such matters before they get out of control with 

ǘƘŜƛǊ ƭƛƴŜ ƳŀƴŀƎŜǊΣ ǘƘŜ Iw ŘŜǇŀǊǘƳŜƴǘ ƻǊ ǘƘŜ 9ƳǇƭƻȅŜŜ !ǎǎƛǎǘŀƴŎŜ IŜƭǇƭƛƴŜΣ άΧŜȄǇŜǊƛŜƴŎŜŘΣ 

professional counsellors outside the company who can help with a wide range of personal and 

work relaǘŜŘ ǇǊƻōƭŜƳǎ Řŀȅ ŀƴŘ ƴƛƎƘǘέΦ The range of counselling services available to staff include: 

drugs and alcohol abuse, bereavement, health and financial. He estimated that in any year 

twenty to thirty employees receive advances on their wages to assist with financial difficulties. 

Such counselling programmes are recognised by both scholars (Bierstaker, Brody and Pacini, 

2005) and practitioners (Giles, 2012, p 217) as an effective counter-fraud control measure that 

abate motivations and neutralise the rationalisations of prospective offenders (Cressey, 1986). 

 

¢ƘŜ Řǳŀƭ ŎƻƴǎŜƴǎǳŀƭ ŀƴŘ ŎƻŜǊŎƛǾŜ ƳƻŘŜƭ ŜȄǇǊŜǎǎŜŘ ōȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ tǊƛƴŎƛǇƭŜǎ ƻŦ /ƻƴŘǳŎǘ ŀƴŘ 

tǊƛƴŎƛǇƭŜǎ ƻŦ !Ŏǘƛƻƴ Ŧƻƭƭƻǿ ǘƘǊƻǳƎƘ ƛƴǘƻ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŘƛǎŎƛǇƭƛƴŀǊȅ ǇǊƻŎŜŘǳǊŜǎΦ ¢ƘŜ ǎǘŀǘŜŘ 

purpose of the four-stage disciplinary framework described in the handbook is to encourage an 

improvement in work performance or personal conduct. The first three outcome stages are 

warnings: verbal, written and final written. The fourth stage, dismissal, is applied in intractable 

cases or instances of gross misconduct. The handbook defines gross misconduct as behaviour 

that destroys trust to the extent that it justifies the omission of the warning stages and leads 

straight to dismissal. Twenty seven examples of gross misconduct are listed, headed by four types 

of acquisitive crimes: theft, falsification of company documents, fraudulent misuse of company 

property and fraudulent behaviour including fraudulent claims for sick pay. The list continues 

with discrimination, bullying, violence, substance abuse, IT abuse, malicious damage, serious 

insubordination, gross negligence, careless stewardship and serious breach of procedures.  

 

Continuing with the instrumental theme, the handbook warns that the employment contract 

enables the company to recover losses caused by dismissed employees by way of deduction from 

final salary or other due payments, including recovery of money from the company pension 

scheme. This is an efficient means to obtain compensation for low level damage but, as Mark 

explained, is ineffective in high value cases where the losses exceed the residual contractual 

obligations: 
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ά{ƻ ǘƘŜ ƳŀƧƻǊƛǘȅ ƻŦ ǇŜƻǇƭŜ ǘƘŀǘ ǿŜ ŘŜŀƭ ǿƛǘƘΣ ǿƘŜǘƘŜǊ ƛǘ ƳƛƎƘǘ ōŜ ǘƘŜ ϻнрл ǘƘŜŦǘ ƻŦ ǎƻƳŜ 

product or a cash refund or whatever it might be, then almost certainly we will recover in 

full from a final salary deduction. So a month's salary is £2,000 tops for most people. We 

ŎŀǘŎƘ ŀ ƭƻǘ ōŜŦƻǊŜ ƛǘ Ǌǳƴǎ ƻǳǘΦέ 

 

Not only does the handbook speak directly to each employee in setting the boundary between 

acceptable and unacceptable behaviour, it also emphasises the responsibilities of all employees 

in preventing and avoiding injury and damage by others. It requires that employees report any 

personal conflicts of interest and any circumstances involving others that raise suspicions of 

potential harm, either through line management or via an externally administered 

whistleblowing line, a key feature in supporting ethical values (Weaver and Trevino, 1999), a 

consensual element of security governance (Johnston and Shearing, 2003, p27) and a practical 

detection tool (Giles, 2012, p241).  The power of the section is threefold. Firstly, defining the 

reporting of suspicions as a contractual obligation, effectively a codified witness rule, symbolises 

its value and importance to the organisation. Weaver and Trevino (1999) describe this as 

ΨǿŀǘŎƘƛƴƎ ƻǳǘΩ ŦƻǊ ŜǘƘƛŎǎ ǊƻƭŜ ƛŘŜƴǘƛǘȅ ŀǎ ŀ ŦŜŀǘǳǊŜ ƻŦ ǾŀƭǳŜǎ ƻǊƛŜƴǘŀǘŜŘ ƻǊƎŀƴƛǎŀǘƛƻƴǎ ǘƘŀǘ ǎǳǇǇƻǊǘ 

the justice motives of their staff. They warn, however, that in the absence of management 

ǎǳǇǇƻǊǘΣ ŜƳǇƭƻȅŜŜǎ ǎŜŜ ǊŜǇƻǊǘƛƴƎ ƻƴ ŎƻƭƭŜŀƎǳŜǎ ŀǎ ΨǎƴƛǘŎƘƛƴƎΩ ǊŀǘƘŜǊ ǘƘŀƴ ǇŀǊǘ ƻŦ ǘƘŜ Ƨƻō ²ŜŀǾŜǊ 

and Trevino (1999). Secondly, for those who waver due to a perceived role conflict, the 

contractual term provides a ready mechanism for rationalising the reporting of suspicions as 

necessary to avoid inviting disciplinary action upon themselves. Thirdly, it signals to any person 

perpetrating fraud or any other proscribed behaviour that colleagues are likely to report them. 

 

Counter-fraud policy 

 

A specific counter-fraud policy is a basic anti-fraud requirement (Comer, 2003; Brooks, Button 

ŀƴŘ CǊƛƳǇƻƴƎΣ нллфύΦ 59CΩǎ ǇƻƭƛŎȅ ǘƛǘƭŜ ǊŜŦƭŜŎǘǎ ŀ ǇǊŜǾŜƴǘƛƻƴ ŀƴŘ ŘŜǘŜǊǊŜƴŎŜ ƳŜƴǘŀƭƛǘȅ ǘȅǇƛŎŀƭ ƻŦ 

ƳƻŘŜǊƴ ŎƻǊǇƻǊŀǘƛƻƴǎ όWƻƘƴǎǘƻƴ ŀƴŘ {ƘŜŀǊƛƴƎΣ нллоΣ ǇмсύΥ άtƻƭƛŎȅ ƛƳǇƭŜƳŜƴǘŜd to avoid or 

ŘƛǎŎƻǳǊŀƎŜ ŀƴȅ ŦǊŀǳŘ ƛƴ 9ǳǊƻŎƻǊǇ DǊƻǳǇΦέ Lǘ ōŜƎƛƴǎ ōȅ ǊŜŦŜǊŜƴŎƛƴƎ ŀƴŘ ŜƳǇƘŀǎƛǎƛƴƎ ǘƘŜ ǎƘŀǊŜŘ 

values encoded in the General Principles of Conduct and Action throughout the global group of 

companies: 

 

ά!ƭƭ ƳŜƳōŜǊǎ ƻŦ ǎǘŀŦŦ ŀǊŜ ǇŜǊǎƻƴŀƭƭȅ ōƻǳƴŘ to implement the Eurocorp Principles of 

Conduct and Action, applying them being a pre-ǊŜǉǳƛǎƛǘŜ ŦƻǊ ōŜƭƻƴƎƛƴƎ ǘƻ ǘƘŜ DǊƻǳǇΦέ 
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The policy references external authorities to justify its legal and moral basis, the United Nations 

Convention against Corruption (UNCAC) and the OECD Anti-bribery Convention. Citing the 

international bodies emphasises the gravity of the principles, locates the company as a 

responsible citizen within the wider social environment and places the organisation in august 

company. It also maintains the parallel coercive and consensual mentalities running through the 

governance regime (Johnston and Shearing, 2003, p27). The policy then makes two statements 

ǿƘƛŎƘ ŜȄǇǊŜǎǎ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŀǎǇƛǊŀǘƛƻƴǎΥ 

 

ά¢ƘŜ 9ǳǊƻŎƻǊǇ DǊƻǳǇ ǿƛƭƭ ƴƻǘ ǘƻƭŜǊŀǘŜ ŀƴȅ ŦǊaud in the exercise of its activities or its 

ƻǇŜǊŀǘƛƻƴǎΦέ  

 

ά!ƴȅ ŎŀǎŜ ƻŦ ŦǊŀǳŘ Ƴǳǎǘ ōŜ ǊŜǇƻǊǘŜŘ ǉǳƛŎƪƭȅ ŀƴŘ ǿƛƭƭ ƭŜŀŘ ǘƻ ŀƴ ƛƴ-depth investigation; 

disciplinary action will be taken against the guilty parties and the appropriate legal 

measures will be takeƴ ǘƻ ǊŜŎƻǾŜǊ ǘƘŜ ƳƛǎŀǇǇǊƻǇǊƛŀǘŜŘ ŦǳƴŘǎΦέ 

 

The policy outlines the responsibilities of management and staff in preventing fraud, anti-fraud 

awareness training, conducting fraud risk assessments, co-operating with investigations, 

reporting suspicions and proǘŜŎǘƛƴƎ ŀƴȅ ǇŜǊǎƻƴ ΨŜȄǇǊŜǎǎƛƴƎ ǘƘŜƛǊ ƭŜƎƛǘƛƳŀǘŜ ǎǳǎǇƛŎƛƻƴǎΩΦ ²ƛǘƘƻǳǘ 

confidence that they will be protected from reprisals, employees are unlikely to raise their 

concerns or use whistleblowing arrangements (Weaver and Trevino, 1999). Several routes are 

available to employees for reporting suspicions: to any level of management or to a confidential 

hotline, which is manned 24 hours per day. Sanctions of some form are a necessary component 

in the development and maintenance of an ethical climate (Trevino, Weaver, Gibson and Toffler, 

1999; Bandura, 1976, p121). Button and Gee (2013, p131) urge organisations to use all sanctions 

legitimately available to them, including parallel sanctions, in order to underpin counter-fraud 

ǎǘǊŀǘŜƎƛŜǎΦ 59CΩǎ ŦǊŀǳŘ ǇƻƭƛŎȅ explicitly stipulates that disciplinary, civil recovery, criminal 

prosecution or a combination of actions will be pursued against employees implicated in fraud. 

The policy requires the submission of reports on all detected frauds and counter-fraud activities 

to senior management weekly, monthly and twice yearly. Regular reports are important for 

securing counter-fraud strategy support at the highest level (Button and Gee, 2013, p160). 

 

¢ƘŜ ΨCǊŀǳŘ wŜǎǇƻƴǎŜ tƭŀƴΩ ƛǎ ŀǇǇŜƴŘŜŘ ǘƻ ǘƘŜ ŎƻǳƴǘŜǊ-fraud policy. It is similar to the framework 

recommended by Comer (2003, p105). The document describes the various liaison roles of line 
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management, investigators, HR, auditors and the police in the nodal network (Johnston and 

Shearing, 2003, p138). The plan details the required contents of investigation reports: 

 

- when and how the suspicions were reported 

- how the investigations were conducted and by whom 

- the facts and evidence 

- the measures taken to recover the misappropriated sums 

- the measures taken against the persons accused 

- the action plan to avoid recurrence 

 

Beneath the fraud response plan is the Fraud Investigations Procedure. The procedure is 

necessarily not prescriptive in providing an outline guide of how a suspected fraud incident is 

taken on and processed. The document describes the role of the investigators and their authority 

to access all forms of information belonging to the business including paper, electronic and 

verbal through formal interviews. 

 

Incorporating counter-fraud into other procedures 

 

Building elements of fraud policies and procedures into other company procedures and contracts 

is a fundamental requirement of a successful counter-fraud strategy (Comer, 2003)Φ 59CΩǎ ŜǘƘƛŎŀƭ 

codes are reinforced internally by repetition and interpretation in appropriate policies and 

procedures.  The first sentence of the Purchasers Charter, for example, specifically references the 

tǊƛƴŎƛǇƭŜǎ ƻŦ /ƻƴŘǳŎǘ ŀƴŘ !ŎǘƛƻƴΥ ά¢Ƙƛǎ ŘƻŎǳƳŜƴǘ ƛǎ ŀ ǎǳǇǇƭŜƳŜƴǘ ǘƻ ǘƘŜ 9ǳǊƻŎƻǊǇ tǊƛƴŎƛǇƭŜǎ ƻŦ 

Conduct and Action and represents an application of these principles to the Purchasing function 

ƛƴ ǘƘŜ DǊƻǳǇΦέ Lǘ ǘƘŜƴ ƎƻŜǎ ƻƴ ǘƻ ŘŜǎŎǊƛōŜ Ƙƻǿ ǘƘŜ ǇǊƛƴŎƛǇƭŜǎ ŀǊŜ ŀǇǇƭƛŜŘ ǘƻ ǘƘŜ ƳŀƴŀƎŜƳŜƴǘ ƻŦ 

the supply chain: 

 

¶ compliance with anti-corruption and conflict of interest policies 

¶ regular job rotation of the buyer to avoid close personal relationships 

¶ formally record all discussions with suppliers 

¶ communicate internally justification for purchasing decisions 

¶ avoid dependency on single suppliers 

¶ no unfair practices to obtain business secrets from others 

¶ compliance with environmental, health and safety standards 
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¶ use only suppliers which comply with conventional standards for labour, environmental, 

health and safety (International Labour Organization Conventions, ISO14001 and 

ISO18001 or equivalents) 

¶ supplier audits to identify and manage ethical and commercial risks in the supply chain 

 

A notable feature of the Charter is that it is substantially a series of instructions and rules. At the 

procedural level, the abstract value concepts of the Principles of Conduct are too ambiguous, 

interpretable and context dependent. Ultimately in order to give the values tangible meaning and 

ǊŜƭŜǾŀƴŎŜ ǘƻ ŜƳǇƭƻȅŜŜǎΩ Řŀƛƭȅ ƭƛǾŜǎΣ ǘƘŜȅ ŀǊŜ ƛƴǘŜǊǇǊŜǘŜŘ ǘƘǊƻǳƎƘ ǘƘŜ ƭŜƎŀƭ ǇǊƛƴŎƛǇƭŜǎ ƻŦ ǘƘŜ 

Conduct of Action into formulaic procedures and formal rules that govern the workplace 

(Schnatterly, 2003). Deviation from the values is thus measured by non-compliance with the 

formal rules of governance. 

 

How the company delivers its intentions: the Security and Compliance Department 

 

Security and compliance functions 

 

The nature of the business and its geographical spread provide numerous opportunities for 

internal and external fraud in purchasing, payroll, inventory manipulation, cash and credit 

transactions. A key business focus is inventory shrinkage. Consequently the management has 

developed a sophisticated strategy and range of tools to protect its physical and stockholding. 

The structural core of the strategy is the Security and Compliance Department (SCD) team based 

in the head office. It is a substantial department, employing 41 people. The team is a 

manifestation of the nodal security governance model promulgated by Johnston and Shearing 

(2003, p138). It sits on a network of internal and external relationships. Internally it works closely 

with Finance, Audit, Operations, Human Resources, and Health, Safety and Environment and is 

accountable through the local directors to the directors of the parent company, Eurocorp. 

Externally it has developed a network of relationships with police forces throughout the country 

ŀƴŘ ŀ ǎƳŀƭƭ ƴǳƳōŜǊ ƻŦ ƭŀǿ ŦƛǊƳǎΦ aŀǊƪΣ ǘƘŜ ǘŜŀƳΩǎ ƳŀƴŀƎŜǊΣ ŘŜǎŎǊƛōŜŘ ǘƘŜ ǇǳǊǇƻǎŜ ƻŦ ǘƘŜ 

department in functional and information sharing terms: 

 

ά¢ƘŜ ǇƛƭƭŀǊǎ ƻŦ ǘƘŜ ǿƘƻƭŜ ǘŜŀƳ ŀǊŜ ōǳǎƛƴŜǎǎ ǎǳǇǇƻǊǘΣ ōǳǎƛƴŜǎǎ ŎƻƳǇƭƛŀƴŎŜΣ ƛƴvestigations 

and security investigations so we have a lot of information flowing up and support across 

ǘƘŜ ǘŜŀƳǎΦ ¢ƘŜ ǘŜŀƳǎ ǿƻǊƪ ǾŜǊȅ ŎƭƻǎŜƭȅ ǘƻƎŜǘƘŜǊΦέ 
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!ŘŘƛƴƎ ǘƘŜ ǇƘȅǎƛŎŀƭ ǎŜŎǳǊƛǘȅ ŀǎǇŜŎǘ ƻŦ ǘƘŜ ŘŜǇŀǊǘƳŜƴǘΩǎ ǿƻǊƪ ǘƻ ǘƘŜǎŜ ǘƘǊŜŜ ǇƛƭƭŀǊǎΣ ǘƘŜ ŦƻǳǊ 

principaƭ ŎƻƳǇƻƴŜƴǘǎ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǎŜŎǳǊƛǘȅ ŀƴŘ ŎƻƳǇƭƛŀƴŎŜ ǎǘǊŀǘŜƎȅ ŀǊŜ ƛƭƭǳǎǘǊŀǘŜŘ ƛƴ CƛƎǳǊŜ 

7.1: physical security, business support, compliance control and enforcement. The integrated 

approach promotes knowledge and information exchange between support, detection and 

enforcement functions means that the BCP team not only reacts to all allegations of 

misbehaviour including fraud, it also pro-actively seeks signs of fraud, error and process failures 

through two key indicators of inventory: stock accuracy and cash reconciliation.  

 

Figure 7.1: DEF - Security and Compliance Department functions 

 

 

 

 

 

 

 

With a future orientated prevention mentality in mind (Johnston and Shearing, 2003, p24), the 

team manages the physical security systems throughout the organisation, performs security risk 

assessments and arranges for installations, improvements and upgrades where required. The 

company does not employ manned guards; it relies on physically secured buildings, CCTV, remote 

monitoring and alarm systems for perimeter protection and internal space control (Johnston and 

Shearing, 2003, p79). 

 

An unusual attribute of the team compared to typical security departments as described by 

Johnston and Shearing (2003) and Button (2007) is the business support function. The team has 

evolved beyond the prevention model described by Johnston and Shearing (2003, p16): its staff 

write business procedures with the cooperation of the user departments, for example sales, 

purchasing and inventory procedures.  Thus security risk attenuation is central to the mentality in 

the organisation of these core business processes. The team is thus well placed to train the 

operational staff and provide advice on security, inventory management, standards and 

procedures to branch, area and senior management. The business support role also involves 

continuously monitoring and analysis of the inventory through the computerised business 

systems to optimise stock levels. It uses the resulting data to identify abnormalities in the 

inventory, sales and cash. The analyses are supported by periodic physical stock counts, 170 

every month so that every branch is audited twice per year. The business investigations role is 
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distinct from the crime investigations. Its purpose is to identify the causes of abnormal 

circumstances, such as unexplained stock movements, unusually high customer refunds and 

disproportionate credit levels, and to recommend solutions. 

 

¢ƘŜ ǇǊƛƳŀǊȅ ǇǳǊǇƻǎŜ ƻŦ ǘƘŜ ǘƘƛǊŘ ŜƭŜƳŜƴǘΣ ŎƻƳǇƭƛŀƴŎŜ ŎƻƴǘǊƻƭΣ ƛǎ ǘƻ ǎǳǇǇƻǊǘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

commercial and ethical objectives by promoting, monitoring and ensuring adherence to the 

ŎƻƳǇŀƴȅΩǎ ǇǊƛƴŎƛǇƭŜǎ ŀƴŘ ǇƻƭƛŎƛŜǎΦ ¢ƘŜ ǇǊŜǾŜƴǘƛƻƴ ƻŦ ŦǊŀǳŘ ŀƴŘ ŎƻǊǊǳǇǘƛƻƴ ƛǎ Ƨǳǎǘ ƻƴŜ ƻōƧŜŎǘƛǾŜΦ 

The function acts as an information clearing house. All intelligence and incidents are logged and 

then subjected to a triage and tasking process which determines what happens next, if anything, 

and allocates the job to an appropriate member of the team. It receives information from the 

physical security and business support activities concerning apparent discrepancies, non-

compliances and indicators of crimes. It acts the central contact point for any employee who 

wants to report their concerns and suspicions about any matter that involves unethical conduct 

such as health and safety breaches, bullying, theft and fraud. It also receives referrals from the 

ƘƻǘƭƛƴŜ ƻǇŜǊŀǘƻǊΦ ¢ƘŜ ŎƻƳǇŀƴȅΩǎ ōŀƴƪ Ƙŀǎ ǇǊƻǾŜŘ ǘƻ ōŜ ŀƴ ƛƳǇƻǊǘŀƴǘ ƴŜǘǿƻǊƪ ǊŜƭŀǘƛƻƴǎƘƛǇ 

Johnston and Shearing (2003, p148) for the compliance function. The bank cashiers advise the 

company of every discrepancy between cash deposits and the deposit slips. They also call when 

they find counterfeit notes. Just such an incident led to a request from a Branch Manager for 

advice:  

 

ά.ǊŀƴŎƘ ǊŜǇƻǊǘŜŘ ǘƘŀǘ ǘƘŜȅ ƘŀŘ ōŜŜƴ ƴƻǘƛŦƛŜŘ ǘƘŀǘ п ŦƻǊƎŜŘ ϻнл notes had been found in 

banking from 18th June. Branch took £1720 on £20 notes on that day.Branch also stated 

ǘƘŜȅ ǊŜǉǳƛǊŜŘ ƛƴŦƻǊƳŀǘƛƻƴ ǊŜƎŀǊŘƛƴƎ ŘŜǘŜŎǘƛƴƎ ŎƻǳƴǘŜǊŦŜƛǘ ƴƻǘŜǎέ 

 

The enforcement function is principally a private investigation role which deals with the 

suspected crime incidents issued from the triage process. The investigators prepare evidence 

bundles according to the disposition of cases, whether disciplinary, civil or criminal. They then 

activate the security network (Johnston and Shearing, 2003, p148) and liaise with the police, the 

Crown Prosecution Service, criminal lawyers, civil lawyers, banks, insurance companies and other 

businesses or internally with the operational management and HR. They frequently report 

incidents to the police or Actionfraud to share intelligence rather than in the expectation of an 

arrest. In 2012 the company made out 346 reports which led to 29 arrests, an attrition rate of 

92%. The team also responds to requests for assistance from other members of the broad 

security network. In 2012 the team responded to three Data Protection Act 1998 requests for 
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employee and customer information, allowed the police to conduct a surveillance operation from 

one of its offices and assisted the HMRC in a large fraud investigation. 

 

Organisational structure 

 

The organisational structure of the SCD team is in Figure 7.2. The team comprises three sub-

groups: 26 people monitor and analyse data, develop procedures, 7 undertake critical inventory 

audits and investigate failings, 7 are dedicated security and crime investigators. The security and 

crime team comprises trained professionals, both former police officers. All three groups provide 

advice and support to all areas of the business. 

 

Figure 7.2: DEF ς Security and Compliance Department organisation 

 

 

 

 

 

 

 

 

 

 

 

 

 

¢ƘŜ ŦƻƭƭƻǿƛƴƎ ŘŜǎŎǊƛǇǘƛƻƴ ƻŦ ŀ άƳƻŘŜƭέ ŎŀǎŜ ōȅ aŀǊƪ ƛƭƭǳǎǘǊŀǘŜǎ ǘƘŜ ƛƴǘŜǊŀŎǘƛƻƴǎ ōŜǘǿŜŜƴ ǘƘŜ 

components of the BCP department and the shift in responsibilities depending on the level of 

offending uncovered. The illustration commences with the detection of a problem through the 

business systems and concludes with a complaint to the police. 

 

άLŦ ƛǘϥǎ ŀ ƭƻǿ ƭŜǾŜƭ ŎŀǎƘ ǊŜŦǳƴŘ ǇǊƻōƭŜƳΣ ǿŜ ǿƛƭƭ ƛƴǾŜǎǘƛƎŀǘŜ ƛǘ ǳǎƛƴƎ ǘƘŜ ƛƴǾŜǎǘƛƎŀǘƛƻƴ ǘŜŀƳΦ 

They come along, go to site, look at the evidence there. It might be breach of procedures, 

just not complete on signing them off or whatever it might be. It will just be a short 

report and operations management can decide whether any disciplinary is needed or 

some retraining to do; we might use some of our own business support team to follow 
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through and make sure that the branch are aware of what they are signing off and what 

documentation should be kept, that process side of it. 

 

But if there is then a breach and evidence of multiple cash refunds going somewhere, a 

credit card or whatever then we will go that much further with it, identify the individual 

and then it will be through a disciplinary process. If we then find there's fraud or 

employee theft, we'll build the evidence packages and the exhibits and report it to the 

ǇƻƭƛŎŜΦ ²Ŝ Řƻ ƘŀǾŜ ŀ ǇƻƭƛŎȅ ǘƘŀǘ ŜǾŜǊȅ ŎǊƛƳŜ ǿŜ ŦƛƴŘ ǿŜ ǊŜǇƻǊǘ ǘƻ ǘƘŜ ǇƻƭƛŎŜΦέ 

  

Training 

 

Training is an essential attribute for ensuring procedural compliance (Braithwaite and Fisse, 

1987), gaining commitment to crime prevention programmes (Johnston and Shearing, 2003, 

p80), introducing counter-fraud cultures (Button and  Brooks, 2009) and developing a high 

functioning ethical climate (Trevino and Weaver, 2003). Training and advice is a key responsibility 

ƻŦ ŀƭƭ ŀǊŜŀǎ ƻŦ ǘƘŜ ./t ǘŜŀƳΦ ¢ƘŜ ǘǊŀƛƴƛƴƎ ǘŀƪŜǎ ǘǿƻ ŦƻǊƳǎΥ ŦƻǊƳŀƭ ƛƴǇǳǘ ǘǊŀƛƴƛƴƎ ŀƴŘ ǘƘŜ άƻƴ-the-

Ƨƻōέ ŦŜŜŘōŀŎƪ ǘǊŀƛƴƛƴƎ ŘŜǎŎǊƛōŜŘ ƛƴ ǘƘŜ άƳƻŘŜƭέ ŎŀǎŜΦ ¢ƘŜ ŦƻǊƳŀƭ ǘǊŀƛƴƛƴƎ ƳŀǘŜǊƛŀƭ ŦƻŎǳǎŜǎ ƻƴ 

three interrelated operational objectives which are defined as follows: 

 

Prevention = remove the opportunity / rationalisation element through risk assessments, 

whistleblowing, embedding tone from the top, fraud indicators and checklists 

 

Protection = robust controls and procedures, compliance checking, training and 

awareness, monitoring 

 

Pursuit and detection = central tasking and support, convert intelligence into evidence, 

preserving existing evidence, swift and concise action, police and legal liaison, 

prosecution advice, confidentiality 

 

The prevention objective references the removal of the opportunity and rationalisation elements 

ƻŦ ǘƘŜ ŦǊŀǳŘ ǘǊƛŀƴƎƭŜ ό/ǊŜǎǎŜȅΣ мфроύΦ !ƭƭ ǘƘŜ ǘǊŀƛƴƛƴƎ ƳŀǘŜǊƛŀƭǎ ŀǊŜ ŀǾŀƛƭŀōƭŜ ƻƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

intranet. The overheads produced for the training package include screenshots of the intranet 

showing how to access procedures, and how to report crimes through the computer system or 

through the confidential hotline. The company uses an external provider for on-line training in 

anti-bribery, corruption and competition law. 
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Publicity, recognition and reward 

 

The SCD team promotes its visibility and activities through its contributions to team briefings and 

a column in the company newsletter under the strap-ƭƛƴŜ ά{ŜŎǳǊƛǘȅ ²ŀǘŎƘέΦ {ƘƻǊǘ ŀǊǘƛŎƭŜǎ 

describing fraud events and examples of behaviour to be aware of refresh the anti-crime 

message and its perceived value to the business. By co-locating the articles alongside features on 

business initiatives, health and safety, environmental programmes and charitable activities, crime 

prevention is set in the context of positive social values. Mark uses the newsletter along with 

training, visual displays and team briefings to stimulate attention to the anti-fraud message. The 

articles affirm the normative value of engaging with the SCD team by recognising the 

contribution of named employees who have stepped forward to report their suspicions. This 

simple, no cost reward by recognition technique publicly acknowledges the value of the 

individual and their contribution to the company. It is the sort of management technique 

advocated by scholars of organisational ethics (Brown, Tevino and Harrison, 2005), that is to 

ǊŜǿŀǊŘ ŜǘƘƛŎŀƭ ōŜƘŀǾƛƻǳǊ ŀƴŘ ƴƻǘ Ƨǳǎǘ ŦƻŎǳǎ ƻƴ ǇǳƴƛǎƘƛƴƎ ǳƴŜǘƘƛŎŀƭ ōŜƘŀǾƛƻǳǊΦ 9ƳǇƭƻȅŜŜǎΩ 

contributions to the compliance and crime prevention climate are also recognised at 

performance appraisals and when considering promotion opportunities (Weaver, Trevino and 

Cochran, 1999a). 

 

5ŜƭƛǾŜǊƛƴƎ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƛƴǘŜƴǘƛƻƴǎΥ ŘŜǘŜŎǘƛƻƴΣ ǿŀǘŎƘŜǊǎ ŀƴŘ ƭŜŀǊƴƛƴƎ ƻǇǇƻǊǘǳƴƛǘƛŜǎ 

 

In addition to the procedural documents that proclaim the values and behavioural expectations 

of the company, working documents and reports were provided as evidence that the company 

ŘƻŜǎ ǿƘŀǘ ƛǘ ǎŀȅǎΦ ¢ƘŜ Ƴƻǎǘ ǇƻǿŜǊŦǳƭ ŜǾƛŘŜƴŎŜ ƛǎ ǘƘŜ ΨLƴŎƛŘŜƴǘ [ƻƎΩ ŀƴŘ ǘƘŜ ΨhŦŦŜƴŘŜǊ hǳǘŎƻƳŜΩ 

reports. The Incident Log is a server database that records brief details of every security related 

incident brought to the attention of the SCD team and every prevention intervention by the 

ǘŜŀƳΦ ¢ƘŜ ŀƴƴǳŀƭ ΨhŦŦŜƴŘŜǊ hǳǘŎƻƳŜΩ ǊŜǇƻǊǘ ƭƛǎǘǎ ŀƭƭ ǘƘŜ ƻŦŦŜƴŘŜǊǎ ŀƴŘ ŀǎsociated sanctions. 

Mark provided the records for 2012. Table 7.1 summarises the data from both reports. Of the 

1,475 events recorded, 310 are prevention and administrative activities, the remaining 1,153 

entries are records of actual and potential incidents of damage, harm and financial loss. Of these, 

646 are actual financial loss episodes (see Table 5.7 of Chapter 5). The total number of detected 

fraud loss incidents is 278 worth £655,708; 179 are external fraud events (£474,430) and 99 are 

employee frauds (£181,278). 
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Table 7.1: DEF Group - summary of security incidents 2012 

 

Category of harm Incidents 
External 
arrests 

Internal 
dismiss 

& 
arrests 

Employees 
disciplined / 
dismissed 

No 
outcome 

No 
outcome 

% 

Direct 
shrinkage 

loss £ 

Net loss 
£ 

Admin 310 - - - - - - - 

         
Accident - fire 3       3 100%     

Accident - RTA 1   
 

  1 100% 
 

  

Arson 4   
 

  4 100% 
 

  

Bad debt 5   
 

  5 100% 
 

  

Burglary 44 2     42 95% 88,081 88,081 

Burglary - attempted 43   
 

  43 100% 
 

  

Careless stewardship 4     5 / 2 0 0% 902 0 

Drugs / alcohol 2   
 

1 / 0 1 50% 
 

  

Drugs / alcohol - RTA 1   1   0 0% 
 

  

Fraud - external 179 8   43 / 2 140 78% 474,430 434,432 

Fraud - external - 
attempted 

108   
 

  108 100% 
 

  

Fraud / theft - 
internal 

99   13 67 / 24 33 33% 181,278 150,591 

Harassment by 
management 

5   
 

1 / 1 4 80% 
 

  

Health and safety 8   
 

3 / 0 5 63% 
 

  

Procedures breach - 
incurred loss 

93     59 / 13 48 52% 160,035 114,851 

Procedures breach - 
no loss 

193   
 

  193 100% 
 

  

Smoking 1   
 

1 / 0 0 0% 
 

  

Intelligence 106   
 

  106 100% 
 

  

Theft - external 179 8   1 / 0 171 96% 138,151 135,069 

Theft - unknown 48     1 / 0 47 98% 39,602 38,387 

Theft - unknown - 
attempted 

36   
 

  36 100% 
 

  

Threats / assaults by 
public 

3       3 100%     

         
Totals 1,165 18 14 182 / 42 993 85% 

  

         
Total detected 
shrinkage 

646 18 13 176 / 41 481 74% 1,082,479 961,411 
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Crime and compliance patrols 

 

The 310 recorded prevention activities include responding to false and real security alarms, 

arranging new security systems and attending branches for stock loss investigations, branch 

reviews, risk assessments and security audits. These branch visits provide opportunities for 

ŜƴƎŀƎŜƳŜƴǘ ǿƛǘƘ ƻǇŜǊŀǘƛƻƴŀƭ ǎǘŀŦŦΣ ŜƳǇƘŀǎƛȊƛƴƎ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǇƻƭƛŎƛŜǎ ŀƴŘ ǊŀƛǎƛƴƎ ǘƘŜ ǇǊƻŦƛƭŜ ƻŦ 

the supportive and enforcement functions of the SCD team. Their primary purpose is not crime 

detection. Just as the police patrol is an ineffective means of crime detection and prevention 

(Button, 2002, p110), branch visits rarely stumble upon criminal activity, but when they do they 

can be very valuable. The following is a summary of an SCD case report. 

 

David, a Business Support Analyst visited the Middlemarch branch to review 

stock location identifiers. He overheard a customer making a complaint 

regarding goods she had ordered. David decided to examine the relevant sales 

transaction on the sales system. He found that a cash deposit refund had been 

generated in October and the money credited to a Visa Debit card under the 

ƻǇŜǊŀǘƻǊ ǳǎŜǊ ŎƻŘŜ ά!!έΦ IŜ ǎŜŀǊŎƘŜŘ ŦƻǊ ŦǳǊǘƘŜǊ ǎŀƭŜǎ ǘǊŀƴǎŀŎǘƛƻƴǎ ǊŜƭŀǘŜŘ ǘƻ 

the same card and found that Sales Assistant Angela Andreescu had made a 

staff purchase using the card. Suspicions raised, David extended his search on 

the system and found a number of refunds totalling £1,993 credited to 

Andreescu. He called the Crime Investigations Team. Investigator Harris 

attended the branch the following day and interviewed Andreescu. She 

ƛƳƳŜŘƛŀǘŜƭȅ ŀŘƳƛǘǘŜŘ ǘƻ ǘƘŜ ŦǊŀǳŘǎ ŀƴŘ ƴŀƳŜŘ ŀ ŎǳǎǘƻƳŜǊΣ ¢ƻƳ hΩwŜƛƭƭȅΣ ŀǎ ŀ 

ŎƻƴǎǇƛǊŀǘƻǊΦ hΩwŜƛƭƭȅ ǿƻǳƭŘ ŀǊǊŀƴƎŜ ŦƻǊ ǘǊŀŘŜ ŎƻƭƭŜŀƎǳŜǎ ǘƻ ǇǳǊŎƘŀǎŜ ƎƻƻŘǎ ŦǊƻƳ 

the branch. Andreescu would charge these customers the full price but show a 

discount on the sales system. She credited the difference as a deposit refund to 

ƘŜǊ ǇŜǊǎƻƴŀƭ ŀŎŎƻǳƴǘ ŀƴŘ ǎƘŀǊŜŘ ǘƘŜ ǇǊƻŎŜŜŘǎ ǿƛǘƘ hΩwŜƛƭƭȅΦ Andreescu was 

immediately suspended, reported to the police and arrested. Harris continued 

his investigations the following day and discovered 391 fraudulent transactions 

using the same script dating back to August 2009 with a total value of £34,718. 

Andreescu was charged with eight counts of fraud in the following February. 

hΩwŜƛƭƭȅ ŀŘƳƛǘǘŜŘ his role in the conspiracy and became a witness for the 

prosecution. 
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The report concluded that AndreescuΩǎ discount refund fraud resulted from 

inadequate supervision. She had manipulated her line managers by giving the 

impression of being a trustworthy, keen and ambitious member of staff. The 

report recommended that line managers pay more attention to staff members 

who are working remotely to prevent abuse of trust. 

 

The characteristics of the case are worth exploring. Andreescu was a habitual, opportunistic 

offender who was not under financial pressure and conspired with others to exploit an 

ǳƴŦƻǊŜǎŜŜƴ ǿŜŀƪƴŜǎǎ ƛƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŎƻƴǘǊƻƭǎ. Her husband was a successful businessman and 

she admitted using the money to finance the building of a house close to her family in Romania. 

The Middlemarch outlet was a small branch normally run by two sales staff. However the second 

employee was frequently absent whilst covering absences at another branch. The regional 

ƳŀƴŀƎŜƳŜƴǘΩǎ ŎƻƴǘǊƻƭ ǘƘǳǎ ǊŜǎǘŜŘ ƻƴ ǘǊǳǎǘ. Management need to be continuously alive to the 

potential implications of changes at branches. The management also needs to be aware of the 

potential damage from a high volume of low value frauds. The scheme had remained below the 

radar for over two years because the average value of each event was just £89. Nevertheless once 

detected, the SCD team and the business systems proved their worth in encouraging a rapid 

admission of guilt: the total time from detection to arrest was just two days. 

 

Business analytics 

 

²Ƙƛƭǎǘ ǘƘŜ Ŏƻƴǎǘŀƴǘ ƳƻƴƛǘƻǊƛƴƎ ƻŦ ǘƘŜ ŎƻǊŜ ōǳǎƛƴŜǎǎ ǇǊƻŎŜǎǎŜǎ ǘƘǊƻǳƎƘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŎƻƳǇǳǘŜǊ 

systems is an efficient means of identifying problems, human intervention is required to identify 

the cause.  The analytical methods are not data-mining techniques designed to detect fraud 

Button and Gee (2013, p109), rather they direct the Business Investigation Team to examine 

significant sales and inventory problems which may then expose fraud as the cause. For example, 

during 2012 the cashiers detected 149 incidents of cash discrepancies worth £317,717. The 

majority were simple counting and processing errors, but 12 incidents worth £15,697 were 

classified as fraud. Two of these incidents valued at £8,612 resulted in the arrest of two 

employees. Culpable individuals could not be identified in the remaining 10 cases. 

 

In the following case a SCD analyst detected a credit refund problem at their Ayr branch.  

 

In January 2011, an analyst identified a significant increase in refunds to 

customers. A member of the Business Investigations Team, Matthew Hunt, was 
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despatched to conduct a review of the credits. He found a number of suspicious 

refunds to several customers, but all credited to just two credit cards, and 

neither card had been used in any original purchase. The investigation identified 

54 events over a 30 month period. The total loss was £27,576. Two days later a 

member of the Crime Investigations Team, Michael Harris, attended the branch 

and interviewed the Sales Manager, Gerry Wallace, under caution. Wallace 

admitted to the frauds, citing pressure due to a gambling addiction. He claimed 

he had claimed he intended refunding the money. He was immediately 

suspended and then dismissed 17 days later. He was finally arrested 20 days 

after first detection. The company quickly recovered £7,004: Wallace returned 

£4,630 to the company and £2,374 of final salary was retained. 

 

The investigation report concluded that the offences occurred as a result of 

poor supervision and controls. The Branch Manager resigned. The report 

recommended that all card refunds must be returned to the original card of 

purchase. 

 

This case was similar to the !ƴŘǊŜŜǎŎǳΩǎ ŘƛǎŎƻǳƴǘ refund scheme. A key difference was the level 

of refund. The average event value in the Ayr scheme was £511, sufficient to alert the analysts of 

a potential problem. The investigators responded within two days to identify the scheme and the 

perpetrator. The police would not be able to act so quickly. Because the internal team knows the 

business, the procedures and the operation of the systems, they are able to build accurate 

evidence very quickly. The rapid momentum of the Andreescu and Harris investigations 

overwhelmed the defendants and led to speedy admissions of guilt. Once a fraud has been 

ŘŜǘŜŎǘŜŘΣ {/5Ωǎ ōǳǎƛƴŜǎǎ system becomes a powerful tool for the investigators. In the Wallend 

case described later in this chapter, the investigators used the business system to monitor the 

sales out of the branch to a prohibited customer. The Branch Manager and his assistant were 

oblivious to the risk of detection through the keyboard. It appears that employees become so 

accustomed to the ever-presence of the inert computer screen that they forget that it creates an 

indelible record of transactions that become evidence for subsequent investigations: 

 

ά²Ƙƛƭǎǘ ǎƻƳŜ ƻŦ ǘƘŜ ŎŀǎŜǎ Ŏŀƴ ōŜ ǉǳƛǘŜ ŎƻƳǇƭŜȄ ƛƴ ǘƘŜ ǿŀȅ ǘƘŀǘ ǘƘŜȅ Řƻ ǘƘƛƴƎǎΣ ǘƘŜȅ ŀǊŜ 

never that bad that you can't build a good solid case out of the evidence with a good ERP 

[Enterprise Resource Planning] system at the back of it. Some people have the visions 

that if they rip the piece of paper up in the branch, that's the evidence gone. We have 
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that mentality of people in the branches sometimes. So it is very easy to build a case and 

present the file for ƛǘΦέ 

 

An important product of the work of the analytical function is a cleaner database. The reduced 

error noise levels assists the investigators to identify and extract cogent evidence. Interview 

participant Eric, a former police officer and current security consultant, explained how weak 

transactional controls and poorly maintained computer records frustrates investigations: 

 

άLŦ L Ǝƻ ǘƻ ǘƘŜ tƻƭƛŎŜ ǿƛǘƘ ŀ ŎŀǎŜ ŀƴŘ ǘƘŜǊŜϥǎ ǎƻ Ƴŀƴȅ ƭƻƻǇƘƻƭŜǎΣ ƴƻ ŎƻƴǘǊƻƭǎΣ ōŀƭŀƴŎŜǎ ƻǊ 

systems whatsoever, and the computer records were all over the place, the chances of 

getting a successful prosecution would be very, very difficult. So if there's nothing in 

place there would be no evidence to prosecute. Some of the local authorities are a bit 

like that: they do not have systems and controls in place and something goes missing and 

ŀƭƭŜƎŀǘƛƻƴǎ ŀǊŜ ƳŀŘŜΣ ōǳǘ ǘƘŜǊŜ ƛǎ ƴƻ ǊŜŀƭ ǊŜŎƻǊŘΦέ 

 

Watchers and informants 

 

¢ƘŜ LƴŎƛŘŜƴǘ [ƻƎ Ŏƻƴǘŀƛƴǎ мпу ŜƴǘǊƛŜǎ ǘƘŀǘ ŀǊŜ ƛƴƛǘƛŀƭƭȅ ŎƭŀǎǎƛŦƛŜŘ ŀǎ ΨLƴŦƻǊƳŀǘƛƻƴΩΣ ǊŜŎƻǊŘǎ ƻŦ 

intelligence gathering from anonymous internal and external whistleblowers (informants), and 

concerns, complaints and suspicions raised by identified managers and other employees 

(watchers). The following is a typical example that illustrates the value of responsible managers 

flagging problems early. In this case a new branch manager suspected the previous manager, 

who had relocated to another branch, of a £3,120 fraud loss. The manager was dismissed: 

 

άDa WƻƘƴ {ƳƛǘƘ ǊŜǇƻǊǘŜŘ ǘƘŀǘ ŜȄ .a IŀǊǊȅ ²ƛƭǎƻƴ ǎŜǾŜǊŀƭ ƳƻƴǘƘǎ ŀƎƻ ǊŜǉǳŜǎǘŜŘ ǘƻ 

return to his old branch of Cardiff. His transfer has taken place and John Smith has found 

that 6 boilers value £3000 are missing and Harry Wilson has given goods valued £120 to a 

ŎǳǎǘƻƳŜǊ ŦǊŜŜ ƻŦ ŎƘŀǊƎŜΦέ 

 

The security team receives about 40 calls each year on the confidential hotline. However a close 

examination of the database reveals that 80% of the 1,153 recorded harm and loss episodes are 

not detected by confidential whistleblower reports, cold analytics or proactive forensics, rather 

they are brought to the attention of the security team by employees through normal 

ƳŀƴŀƎŜƳŜƴǘ ŎƘŀƴƴŜƭǎΦ ¢Ƙƛǎ ŦƻǊƳ ƻŦ ΨǎǇŜŀƪƛƴƎ ǳǇΩ ƛǎ ŜƴŎƻǳǊŀƎŜŘ ōȅ the company, not only in 
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respect of concrete allegations but also in relation to more indeterminate intelligence and 

questionable, attitudes and behaviour of employees which could signal fraud: 

 

άhƴŜ ǘƘƛƴƎ ǘƘŀǘ ǿŜ ƪŜŜǇ ǇǳǎƘƛƴƎ ƛǎ ƪƴƻǿƛƴƎ ȅƻǳǊ ǎǘŀŦŦΦ ¢ƘŜ ƴǳƳōŜǊ ƻŦ ǘƛƳŜǎ ǘƘŀǘ ȅƻǳ 

ƘŜŀǊ ǘƘŀǘ CǊŜŘ ƛƴ ǘƘŜ ǿŀǊŜƘƻǳǎŜ Ƙŀǎ ōŜŜƴ ŎŀǳƎƘǘ ŀƴŘ ǘƘŜ ƳŀƴŀƎŜǊ ǘƘŜƴ ǎŀȅǎΣ ΨL ŀƭǿŀȅǎ 

wondered about hiƳ ōŜŎŀǳǎŜ ŜǾŜǊȅ ǘƛƳŜ L ǎŜŜ ƘƛƳ ƘŜϥǎ ƴƻǘ ŘƻƛƴƎ ǘƘƛǎ ƻǊ ƛǎ ŘƻƛƴƎ ǘƘŀǘΧ 

But you get two types of people. Those who accept what's going on around them, and 

ǘƘƻǎŜ ǿƘƻ ǿƻƴŘŜǊΦΩέ 

 

The willingness of the employees to act as ethical monitors or watchers is a reflection of the 

positive ethical climate of the organisation (Weaver and Trevino, 1999). The support of 

management is crucial in empowering a greater number of employees to question observed 

behaviour and not simply accept it as normal. The following is an Incident Log entry that 

illustrates the value of the intelligence gathering and security alerts that the climate promotes. In 

this instance a fraud was prevented by a previous security alert: 

 

 ά.ǊŀƴŎƘ ǊŜǇƻǊǘŜŘ ǘƘŀǘ ƻƴ нпǘƘ {ŜǇǘŜƳōŜǊ ŀ ƳŀƭŜ ǿƘƻ ƎŀǾŜ Ƙƛǎ ƴŀƳŜ as Hugh Bullock 

(sic) contacted the branch claiming to have a Smith Builders account and wants to 

convert to a Dennis Plumber acc so he can purchase bulk Vaillant boilers. Staff aware of 

{ŜŎǳǊƛǘȅ ŎƛǊŎǳƭŀǘƛƻƴ ƛƴ WǳƴŜ ǘƘŀǘ ǘƘƛǎ ƳŀƭŜ ƛǎ ŀ ŦǊŀǳŘǎǘŜǊΦέ 

 

Because speaking truth to power requires moral courage (Ramamoorti, Morrison, Koletar and 

Pope, 2013, p109) or enhanced internal locus of control (Rotter, 1966), complaining about the 

behaviour of line managers can be very difficult for employees. A feature of organisations with 

strong ethical climates is theƛǊ ŜƳǇƭƻȅŜŜǎΩ confidence that such complaints will be handled 

effectively and sympathetically. In the following case a DEF supervisor attempted to coerce two 

employees into a fraudulent conspiracy to misappropriate boilers. The drivers rightly felt that 

they would receive management support when they reported the incident. The supervisor was 

subsequently sacked: 

 

ά!ǊŜŀ 5ƛǊŜŎǘƻǊ /ƻƭƛƴ CŀǊƭŜȅ ǊŜǇƻǊǘŜŘ ǘƘŀǘ н 5ǊƛǾŜǊǎ ŦǊƻƳ ǘƘŜ ōǊŀƴŎƘ ƘŀŘ ōƻǘƘ ǊŜǇƻǊǘŜŘ 

that the Warehouse Supervisor had approached them individually and asked them if they 

would take boilers out of the branch without paperwork. Both Drivers refused and the 

Supervisor then stated goods could be left in their cab (without paperwork) which they 

would tŀƪŜ ƻǳǘ ƻŦ ǘƘŜ ōǊŀƴŎƘ ŀƴŘ ǘƘŜƴ ǘƘŜȅ ǿƻǳƭŘ ōŜ ƛƴ ǊŜŀƭ ǘǊƻǳōƭŜΦέ 
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Though the majority of the records are related to financial loss from criminal activity, Table 7.1 

shows the range of misbehaviour the security team deals with, from arson, traffic accidents and 

substance abuse to breaches of health and safety procedures. The important observation is that 

59CΩǎ ƳŀƴŀƎŜƳŜƴǘ respond to all reports in the same proportionate way irrespective of the 

nature of the alleged behaviour. Fraud is not addressed more leniently or aggressively than any 

other offence. The safety incidents include a branch manager warned for keeping an air rifle in 

his office and a fork lift truck driver disciplined for refusing to wear a seat belt. Seven of the 

complaints brought to the attention of the SCD team describe the offensive behaviour of 

managers towards staff and customers. In the following example the manager was dismissed: 

 

 ά!ǊŜŀ 5ƛǊŜŎǘƻǊ [ƻǊƴŜ DŜƻǊƎŜ ǿƘƻ ǊŜǇƻǊǘŜŘ ǘƘŀǘ ǎǘŀŦŦ ƘŀǾŜ ŎƻƳǇƭŀƛƴŜŘ ŀōƻǳǘ ǘƘŜ 

behaviour of BM Frank Rollins who is constantly swearing at staff in front of customers. 

IŜ ŀƭǎƻ Ƙŀǎ ōŜŜƴ ǎŜȄǳŀƭ ƘŀǊŀǎǎƛƴƎ {ŀƭŜǎ !ǎǎƛǎǘŀƴǘ !ƳŀƴŘŀ .ǊƻǿƴΦέ 

 

Although classic anonymous whistleblowing is much rarer than reports through normal 

management channels, it does expose fraudsters. The Jefferson case introduced in Chapter 6 was 

the largest fraud detected by the SCD team worth £850,000. The scheme was brought to the 

attention of Mark in 2008 by an initially anonymous whistleblower, but in due course turned out 

to be the aggrieved husband of the Financial Controller of one of the corrupt suppliers. His wife 

was having an affair with the Managing Director of the supplier. A more recent example is the 

following complaint received in 2012 and logged onto the incident register. It was a relatively 

minor payroll fraud and led to one final written warning and five verbal warnings. 

 

ά[ŜǘǘŜǊ ǊŜŎŜƛǾŜŘ ŦǊƻƳ ŀƴ ŜƳǇƭƻȅŜŜ ǿƘƻ ǿƛǎƘŜŘ ǘƻ ǊŜƳŀƛƴ ŀƴƻƴȅƳƻǳǎ ƳŀƪƛƴƎ ƴǳƳŜǊƻǳǎ 

allegations against the BM and the way he manages the branch, allowing drivers not to 

work the Saturday rota, allowing another staff member to drive the branch lorry in 

absence of driver, allowing Tool Hire staff to claim hours not worked, allowing staff to 

ŦǊŀǳŘǳƭŜƴǘƭȅ ŀƭǘŜǊ ǘƘŜƛǊ ǘƛƳŜ ǎƘŜŜǘǎΦέ 

 

Procedural non-compliance: sanctions and on-the-job training 

 

Referring to Table 7.1, the number of employees disciplined for recklessness in their handling of 

the stock and sales processes illustrates the prominence of procedural compliance in the 

governance of the company. In total 109 employees were disciplined including 17 dismissals. 
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Included in these numbers is the apparently paradoxical statistic, the 43 employees disciplined 

for external fraud incidents. The statistic reflects the particular importance the management 

attach to procedural compliance for the maintenance of fraud defences. All 43 employees were 

sanctioned for failing to comply with customer verification and credit procedures. Their offences 

were not the original crimes but the lack of the required vigilance which amounted to a serious 

breach of internal controls. The following summarises a report by a DEF investigator. It illustrates 

how the company uses fraud incidents to reinforce internal controls through disciplinary 

procedures and on-the-job training. The investigators learnt of the frauds through its nodal 

relationship (Johnston and Shearing, 2003) with a bank. The script is a simple credit card fraud.  

 

Two Assistant Branch Managers, Stuart Jones and Jim Furnis working at the 

same location in Wallend accepted telephone orders from a customer using a 

Visa Debit card. The two orders worth £441.36 and £480.68 were placed within 

four days of each other. The goods were collected from the branch on the same 

days as the orders were placed. The bank called seventeen days after each sale 

to advise that the transactions had not been authorised by the cardholder. 

 

The SCD investigator attended the branch 6 days later to examine the 

transactional paperwork. Both invoices failed to show any means of identifying 

the customer: no customer details, signatures or vehicle registration numbers. 

Both employees admitted in interview that they did not ask to see the Visa 

Debit card when the customer attended the branch. Stuart Jones admitted that, 

with his experience, he should have known better. Jim Furnis had only been 

with the company for two weeks, was unaware of company procedures and did 

not think to ask for the debit card. 

 

The investigator reported the case to the police and passed it to the Branch 

Manager, Dennis Brown, for appropriate internal action. Jim Furnis received 

verbal counselling from Dennis Brown. Stuart Jones received a verbal warning. 

The investigator recommended that staff should be made aware of the 

ŎƻƳǇŀƴȅΩǎ ǇƻƭƛŎȅ ŀƴŘ ǇǊƻŎŜŘǳǊŜǎ ǘƘŀǘ ǊŜǉǳƛǊŜ ǘƘŀǘ ŎǊŜŘƛǘ ŎŀǊŘ ŎǳǎǘƻƳŜǊǎ Ƴust 

attend the branch for an identity check before the goods are released. Any 

other person collecting the goods must pay by an alternative, legitimate means. 
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Conclusions 

 

IŜƴǊȅΩǎ ǇŜǊŎŜǇǘƛƻƴ ƻŦ ǘƘŜ ŜǘƘƛŎŀƭ ŎƭƛƳŀǘŜ ƻŦ 59C ƛǎ ǎǳƳƳŀǊƛǎŜŘ ōȅ ǘƘŜ ŜǇƛǘƘŜǘΣ ά¢ƘŜȅ ƭƛǾŜ ƛǘΦέ !ǎ 

the head of the Crime Investigations Team and a former police officer, he clearly sees 

correspondence between an ethical climate and effective security governance and expresses this 

alignment in terms of the setting and acceptance of rules, including keeping to the speed limits. 

He also strongly associates the identity of the UK subsidiary (DEF) with the global group identity 

(Eurocorp):  

 

 άL ǿŀǎ ŀ ǇƻƭƛŎŜ ƻŦŦƛcer, worked in private investigation and now for Eurocorp. I have no 

hesitation in saying that Eurocorp displays the finest ethical behaviour I have ever seen of 

an organisation. They live it and that is very important. I was TUPE'd into DEF when they 

took over the investigation company I worked for. I travel from Scotland. It used to take 

пѻ ƘƻǳǊǎΦ {ƛƴŎŜ ōŜŎƻƳƛƴƎ ŀƴ ŜƳǇƭƻȅŜŜ ƛǘϥǎ р ƘƻǳǊǎΦ ¢Ƙŀǘϥǎ ōŜŎŀǳǎŜ ǘƘŜȅ ǘƻƭŘ ƳŜΣ Ψ¸ƻǳ 

ǎǘƛŎƪ ǘƻ ǘƘŜ ǎǇŜŜŘ ƭƛƳƛǘǎΦΩ LϥƳ ŀ ǘǊŀƛƴŜŘ ǇƻƭƛŎŜ ŘǊƛǾŜǊ ǎƻ L ƪƴƻǿ Ƙƻǿ ǘƻ ŘǊƛǾŜ ŦŀǎǘΣ but I 

don't, because that's how Eurocorp are. Ethical issues are very important to the board 

and that's been driven by the CEO in the UK and in France. Health and safety is the first 

ŀƎŜƴŘŀ ƛǘŜƳ ŀǘ ŀƭƭ ōƻŀǊŘ ƳŜŜǘƛƴƎǎΦέ 

 

A hard-ƴƻǎŜŘ ŀŎŎƻǳƴǘŀƴǘΩǎ ƳŜŀǎǳǊŜ ƻŦ the development in the ethical climate of the company is 

the reduction in inventory shrinkage from £25M/y to £5.9M/y, 61% of which is fraud of all types 

and 16% is occupational fraud. The figures support the contention that counter-fraud work is a 

sound economic investment (Button and Gee, 2013, p181). From the sociological perspective a 

further meaningful metric is that nearly 1,000 recorded harm and loss episodes are reported in a 

year by identified employees through normal management channels and just 40 originate from 

anonymous whistleblowing. These figures suggest that, reflecting the social values of the 

ƻǊƎŀƴƛǎŀǘƛƻƴΣ ΨǿŀǘŎƘƛƴƎ ƻǳǘ ŦƻǊ ŜǘƘƛŎǎΩ ό²ŜŀǾŜǊ ŀƴŘ ¢ǊŜǾƛƴƻΣ мфффύ Ƙŀǎ ōŜŎƻƳŜ ƴƻǊƳŀƭƛǎŜŘ 

behaviour within DEF. Braithewaite and Fisse (1987) describe such organisations as being full of 

ΨŀƴǘŜƴƴŀŜΩ ǿƛǘƘ ŀ ŎǳƭǘǳǊŜ ǘƘŀǘ ƛǎ ŀƭŜǊǘ ǘƻ ŎƻƳǇƭƛŀƴŎŜ ǇǊƻōƭŜƳǎΦ ¢ƘŜ ŜǾƛŘŜƴŎŜ ǎǳƎƎŜǎǘǎ ǘƘŀǘ ǘƘŜ 

company, which really means its leadership and management, are sincere in that they enact what 

they espouse. (Gruys, Stewart, Goodstein, Bing, and Wicks, 2008) identify such values enactment 

ŀǎ ŀ ŎƻǊƴŜǊǎǘƻƴŜ ƛƴ ǘƘŜ ƛƴǘŜƎǊŀǘƛƻƴ ƻŦ ŜǘƘƛŎŀƭ ǾŀƭǳŜǎ ƛƴǘƻ ŜƳǇƭƻȅŜŜǎΩ ǿƻǊƪ ƭƛǾŜǎΦ 

 

¢ƘŜ ŎƻƳǇŀƴȅΩǎ ŎƻǳƴǘŜǊ-fraud strategy is not an isolated endeavour, it is integrated within the 

broader security and ethical compliance programme (Greening and Gray, 1994). Management 
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deals with occupational fraud in the same way as any other serious offence. It is not ignored, 

brushed aside or covered up, irrespective of role or seniority.  It is not an unmentionable dirty 

word or disease, rather it is carefully defined, labelled, exposed and confronted. Consequently 

ŦǊŀǳŘΩǎ ǇŜǊŎŜƛǾŜŘ ŜǉǳƛǾŀƭŜƴŎŜ ǘƻ ŜȄǘŜǊƴŀƭ ǘƘŜŦǘΣ ōǳǊƎƭŀǊȅ ŀƴŘ ƻǘƘŜǊ ǎƛƳƛƭŀǊ ŎǊƛƳƛƴŀƭ ŀŎǘǎ 

empowers employees to escalate their concerns through normal reporting mechanisms with the 

ŜȄǇŜŎǘŀǘƛƻƴ ǘƘŀǘ ǘƘŜȅ ǿƛƭƭ ōŜ ŀŘŘǊŜǎǎŜŘΦ ¢ƘŜ ŎƻƳǇŀƴȅΩǎ ƳŀƴŀƎŜƳŜƴǘ Ƴŀƛƴǘŀƛƴǎ ǘƘŜǎŜ 

perceptions by using the sanctions toolbox (Button and Gee, 2013, p133) in a proportionate 

manner for specific and general deterrence purposes (Maguire, 2002). Disciplinary warnings are 

used alongside on-the-job training to encourage improved behaviour and work performance, 

dismissals remove risk and criminal prosecution is the principal general deterrence tool. The 

external state justice systems have become ŀƴ ƛƴǘŜƎǊŀƭ ŦŜŀǘǳǊŜ ƻŦ ǘƘŜ 59CΩǎ ŎƻǳƴǘŜǊ-fraud 

strategy. Chapter 8 provides an insight into some of the difficulties the company encounters in 

accessing the justice systems.  

 

As elucidated in Chapters 5 and 6, most of the occupational fraud offenders are occasional 

offenders who fit the Cressey (1953) model, individuals pressured by personal circumstances. A 

minority are habitual, high value offenders. The nature and structure of the business with 

approximately 1,000 branches distributed throughout the country means that the vast bulk of 

the operational staff operate in small groups remote from central control and from each other. 

Occasionally therefore, following the differential association model, local climates emerge which 

stimulate corrupt groups. 

 

LƴŜǾƛǘŀōƭȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƛƴŦƭǳŜƴŎŜ ƛƴ ǎƘŀǇƛƴƎ ǘƘŜ ǎƻŎƛŀƭ ǳƴƛǾŜǊǎŜ ƻǳǘǎƛŘŜ ƛǎ ƴŜƎƭƛƎƛōƭŜΦ 

Consequently it relies on a situational crime prevention mentality (Clarke, 1980) to protect itself 

against external fraudsters. These defences rely to a great extent on the vigilance of its people 

and, to a lesser extent, its external security network. However the important observation is that 

its emphasis on shared ethical values and on compliance with fraud resilient procedures has 

proved to be an effective security mentality (Johnston and Shearing, 2003, p29) in relation to 

both internal and external fraud. 

 

hƴŜ ƻŦ ǘƘŜ ǎǘǊŜƴƎǘƘǎ ƻŦ 59CΩǎ ŀǇǇǊƻŀŎƘ ƛǎ ǘƘŀǘ ƛǘ ǳǎŜǎ ŎƻǊŜ ōǳǎƛƴŜǎǎ ŀŎǘƛǾƛǘȅ ƳŜǘǊƛŎǎΣ ǊŜƭŀǘƛƴƎ ǘƻ 

inventory shrinkage to detect fraud. Monitoring sales, refunds, cash and inventory for 

abnormalities exposes process failures which are investigated and dealt with, whether fraud, 

error or negligence. The major shortcoming is that similar methods have not been rolled out to 

other business processes, such as purchasing and payroll, which are not perceived to be key 
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ōǳǎƛƴŜǎǎ ŘǊƛǾŜǊǎΦ ¢ƘŜ ƳŀƴŀƎŜƳŜƴǘ ǘŜŀƳ ŀǇǇŜŀǊǎ ǘƻ ƘŀǾŜ ŀ ōƭƛƴŘ ǎǇƻǘ ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ ǘƘŜǎŜ άōŀŎƪ 

ƻŦŦƛŎŜέ ŦǳƴŎǘƛƻƴǎ ǘƘŀǘ Ŏŀƴ ƎŜƴŜǊŀǘŜ ǇŀǊǘƛŎǳƭŀǊƭȅ ƘƛƎƘ ƘŀȊŀǊd risks as illustrated by the Jefferson 

contract bribery fraud case. Indeed, in observing that ethical complaints from suppliers were 

rare, Mark suggested that those they have received were motivated by an unwarranted selfish 

grievance: 

 

ά²Ŝ Řƻƴϥǘ ƎŜǘ ǾŜǊȅ many from suppliers but where they are it's usually because they've 

lost a contract and somebody else has got it so they're a bit suspicious about why they've 

ƭƻǎǘ ƛǘΦέ 

 

That none of the incidents logged in 2012 originated with reports from suppliers indicates that 

management has not reached out sufficiently in communicating its ethical values to suppliers in 

order to harden its security defences against contract bribery frauds. Just as Weaver and Trevino 

(1999) and others argue that the grand ethical themes can be decoupled from the normal 

activities of an organisation, so elements of a theme can be decoupled, perhaps through 

ignorance, oversight or deliberate intent. The dangers of ignoring the supply chain are examined 

further in Chapter 9. 
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Chapter 8 

 

DEF Group Case Study Part II: The Sanctions Toolbox 

 

Introduction 

 

Chapter 7 traced the values of DEF Group from its proclaimed ethical code through its structures 

and written procedures to the behavioural responses of its employees. The attributes and traits 

of the business suggest a values orientated organisation (Weaver and Trevino, 1999) with an 

integrated ethics programme (Weaver, Trevino and Cochran, 1999b). An important component of 

its security and compliance strategy is the use of sanctions to signal its opprobrium towards fraud 

and corruption, to support the justice motives of its employees (Weaver and Trevino, 1999) and 

for deterrence purposes (Maguire, 2002; Bandura, 1976, p121).  

 

Classical theory states that punishment should be certain, quick, understandable and 

proportionate to the offence (Newburn, 2007, p115). As much of the empirical crime research, 

particularly white-collar crime, that has attempted to measure the deterrence efficacy of each of 

these dimensions has been based on unrepresentative recidivist statistics (Weisburd, Waring and 

Chayet, 1995; 2001) and vignette perception studies (Nagin and Pogarsky, 2001; 2003) the results 

are inconsistent. There is consensus that certainty of detection has a deterrent effect, but the 

evidence in relation to speed and severity is inconclusive (Maguire, 2002; Paternoster, 2010). 

Maguire (2004) concludes that sentencing has a limited capacity for reducing recidivism, but his 

research data is based on street crimes and active, repeat offenders. A common weakness of the 

studies is their failure to isolate the personality trait variables of the participants or the 

individuals behind the statistics. Deterrence theorists have generally assumed that everyone is 

motivated rationally by their perceptions of risk (Paternoster, 1987). Yet people do not all 

perceive risks in the same way. Jacobs (2010) defines deterrability as the willingness to engage in 

rational choice calculations. Pogarsky (2002) describes three types of people: the acute 

conformists who would not contemplate fraud, incorrigible offenders who are impervious to 

dissuasion and the deterrable majority. Referring to the ethical distribution (Figure 6.2) in 

Chapter 6, it may be expected that those in the deterrable majority (Pogarsky, 2002) with higher 

levels of cognitive moral development (Kohlberg and Hersh, 1977) would be put off by the 

prospect of detection, dismissal and stigmatisation penalties (Nagin and Paternoster, 1994), 
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whilst those at a lower stage of moral development would require firmer sanctions. Chapter 6 

posited that most occupational fraudsters are not sociopaths, they are psychologically normal 

people. As such they ought to be susceptible to the conditioning effect of visible sanctions. 

 

.ǳǘǘƻƴ ŀƴŘ DŜŜ όнлмоΣ Ǉмооύ ŘŜǎŎǊƛōŜ ǘƘŜ ŀǾŀƛƭŀōƭŜ ǊŀƴƎŜ ƻŦ ǎŀƴŎǘƛƻƴǎ ŀǎ ǘƘŜ άǎŀƴŎǘƛƻƴǎ ǘƻƻƭōƻȄέ 

and provide an extensive list of criminal, civil, regulatory and private sanctions. This chapter 

explores some of the problems associated with criminal, civil and disciplinary routes. The 

ŜȄŀƳƛƴŀǘƛƻƴ ƻŦ 59CΩǎ ǎŀƴŎǘƛƻƴǎ ǇƻƭƛŎȅ ŀƴŘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƛƴǘŜǊŀŎǘƛƻƴ ǿƛǘƘ ƛǘǎ ǎŜŎǳǊƛǘȅ ƴŜǘǿƻǊƪ 

(Johnston and Shearing, 2003, p138), including the state justice systems, provides an insight into 

the difficulties, frustrations ŀƴŘ ǳƴŜȄǇŜŎǘŜŘ ŎƻƴǎŜǉǳŜƴŎŜǎ ŜȄǇŜǊƛŜƴŎŜŘ ōȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

management as they strive to maintain an effective counter-fraud climate.  

 

Attrition  

 

hƴŜ ƳŜŀǎǳǊŜ ƻŦ ǘƘŜ ŜŦŦŜŎǘƛǾŜƴŜǎǎ ƻŦ 59CΩǎ ŎƻƴǘǊƻƭ ŀƴŘ ǇǊŜǾŜƴǘƛƻƴ ǎǘǊŀǘŜƎȅ ƛǎ ƛƭƭǳǎǘǊŀǘŜŘ ōȅ 

achieving a reduction in shrinkage over a decade from £25M/y (2.1% of sales) to £5.9M/y 

(0.49%), of which 88% is losses from criminal activity, 61% is fraud of all types and 16% is 

occupational fraud. A second measure is the attrition rate. Referring to Table 7.1, the incident 

attrition rate for external frauds is 97% including the 108 prevented frauds; the lower attrition 

ǊŀǘŜ ŦƻǊ ƛƴǘŜǊƴŀƭ ŦǊŀǳŘ κ ǘƘŜŦǘ ƛǎ оо҈Φ 9ǾƛŘŜƴǘƭȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƳŀƴŀƎŜƳŜƴǘ ŀǊŜ ŀōƭŜ ǘƻ ƛƴǘŜǊǾŜƴŜ 

far more in the deceitful behaviour of employees than external parties, even if it is just 

disciplinary warnings: 43 of the employees implicated in internal frauds received warnings, 

principally because there was insufficient evidence to justify dismissal and reporting to the police. 

ManagementΩǎ ǎǇŜŎƛŦƛŎ ŘŜǘŜǊǊŜƴŎŜ όaŀƎǳƛǊŜΣ нллнύ ŀǎǇƛǊŀǘƛƻƴ ƛƴ ǘƘŜǎŜ ŎƛǊŎǳƳǎǘŀƴŎŜǎ ƛǎ ǘƻ ǳǎŜ 

ǎƻŎƛŀƭ ƭŜŀǊƴƛƴƎ ǘƘŜƻǊȅ ǘƻ ŀŘƧǳǎǘ ŜƳǇƭƻȅŜŜǎΩ ōŜƘŀǾƛƻǳǊ ǘƻ ǘƘŜ ƴƻǊƳŀǘƛǾŜ ǾŀƭǳŜǎ ƻŦ ǘƘŜ ƎǊƻǳǇ 

(Bandura, 1976). Of the 37 employees who were dismissed and reported to the police, 13 were 

arrested, an attrition rate of 65%. For just the external burglary, fraud and theft categories, the 

police were called 309 times leading to 18 arrests, an attrition rate of 94%. Expressed in fractions, 

the arrest rate for internal crimes is 1 in 3, for external crimes it is 1 in 17. 

 

Ethical distribution and the sanctions toolbox 

 

The axiomatic conclusion that can be drawn from the attrition data is that the organisation is 

virtually powerless in influencing the morals and behaviour of people outside of the company 

through the use of sanctions. There it relies on wider social norms, the law enforcement agencies 
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and hardening its defences (Clarke, 1980). However the ready access to evidence, available 

witnesses and a relatively small pool of possible suspects makes occupational cases easier to 

investigate and conclude. Consequently management should be able to exercise more choice 

over the appropriate justice route when dealing with errant employees. Reflecting on the ethical 

distribution and offender models developed in Chapter 6, management needs those options, a 

sanction toolbox (Button and Gee, 2013, p133), to ensure a proportionate response to each 

ƛƴŎƛŘŜƴǘ όbŜǿōǳǊƴΣ нллтΣ ǇммрύΣ ƻƴŜ ǘƘŀǘ ǊŜŦƭŜŎǘǎ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŜǘƘƛŎŀƭ ǾŀƭǳŜǎ ό¢ǊŜǾƛƴƻΣ 

Weaver, Gibson and Toffler, 1999) and governance mentality (Johnston and Shearing, 2003, p7). 

A disciplinary slap is insufficient for an habitual, low moral offender; a criminal record is perhaps 

too severe for the falsification of one stock record to hide a mistake. A sanctions policy should 

reflect that even minor frauds are more serious than poor work performance. One size does not 

fit all. However in the following sections we learn that ready access to evidence is not the sole 

determinant of accessible justice. 

 

 

Justice rationalisation: judicial, internal or none at all 

 

The person responsible for administering the justice processes within the company depends on 

the nature of the offence. For lower level infractions, disciplinary proceedings are administered 

by the immediate line manager. However the SCD team is authorised to intervene and 

investigate any case which appears to involve criminal behaviour. The trigger for the Crime 

Investigation team to completely take over a case is the decision to dismiss. Once an employee 

Ƙŀǎ ōŜŜƴ ŘƛǎƳƛǎǎŜŘΣ ǘƘŜ ƭƛƴŜ ƳŀƴŀƎŜǊΩǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ƴŀǘǳǊŀƭƭȅ ŜǾŀǇƻǊŀǘŜǎΦ ¢ƘŜ ŎŀǎŜ ƛǎ ǘƘŜƴ 

administered at the head office and decisions to actively pursue civil or criminal justice sits with 

the Crime Investigation team. Of the three justice routes pursued by Mark, criminal sanctions are 

the lowest priority: 

 

ά²Ŝ ǘŜƭƭ ƻǇǎ ώƻǇŜǊŀǘƛƻƴǎϐ ǘƘŜǊŜ ŀǊŜ ǘƘǊŜŜ ǇǊƛƴŎƛǇƭŜǎ ǊŜŀƭƭȅΥ ƎŜǘ ǘƘŜ Ǝǳȅ ƻǳǘ ƻŦ ǘƘŜ ōǳǎƛƴŜǎǎ 

so remove the risk, which is why we tend to get the suspension and disciplinary process 

ovŜǊ ŀǎ ǉǳƛŎƪ ŀǎ ǿŜ ŎŀƴΣ ǊŜŎƻǾŜǊ ŀƴȅ ƭƻǎǎŜǎΣ ǘƘŜƴ ƭƻƻƪ ŦƻǊ ǘƘŜ ŎǊƛƳƛƴŀƭΦέ 

 

aŀǊƪΩǎ ǇŜǊŎŜǇǘƛƻƴ ƻŦ ǘƘŜ ǇǳǊǇƻǎŜ ƻŦ ǎŀƴŎǘƛƻƴǎ ŀŎŎƻǊŘǎ ǿƛǘƘ ǘƘŜ ƻōǎŜǊǾŀǘƛƻƴǎ ƻŦ WƻƘƴǎǘƻƴ ŀƴŘ 

Shearing (2003, p24). They suggest that security governance strategies typically only seek 

punishment for past events to bolster future prevention through enhanced general deterrence. 

Following classical Beccarian theory (Newburn, 2007, p115), Mark seeks the general deterrence 
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utility of a sanction that is proportionate to the egregiousness of the crime. For him the message 

ǘƘŀǘ ǘƘŜ ǎŀƴŎǘƛƻƴ ǎȅƳōƻƭƛǎŜǎ ƛǎ ƛƳǇƻǊǘŀƴǘΦ /ƻƴǎŜǉǳŜƴǘƭȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǇƻƭƛŎȅ ƛǎ ǘƻ ǊŜǇƻǊǘ ŀƭƭ 

employee fraud incidents to the police: 

 

ά/ƻƴǎƛǎǘŜƴǘ ǇƻƭƛŎȅ ŀƴŘ ŎƻƴǎƛǎǘŜƴǘ ƳŜǎǎŀƎŜ ǘƘŀǘ ǇŜƻǇƭŜ ǘƘŜƴ ƪƴƻǿ ƛƴ ǘƘŜ ōǳǎƛƴŜǎǎ ǘƘŀǘ ƛŦ 

we are going to find something then we are going to report it. There is no reconciliation 

ƻǊ ƴŜƎƻǘƛŀǘƛƻƴ ƻƴ ǘƘŜ ŜȄƛǘ ƻŦ ŀ ǇŜǊǎƻƴΣ ǎŀȅƛƴƎΣ Ψ¸ƻǳ Ŏŀƴ ǊŜǎƛƎƴ ŀƴŘ ǿŜ ǿƻƴϥǘ ǇƻƭƛŎŜ ƛǘΦΩ Lǘϥǎ 

ǾŜǊȅ ŎƭŜŀǊΣ ΨLŦ ȅƻǳ ƻŦŦŜƴŘΣ ǿŜ ǿƛƭƭ ǊŜǇƻǊǘ ƛǘ ŀƴŘ ǿŜ ǿƛƭƭ Ǝƻ ǘƘǊƻǳƎƘ ǘƘŜ Řƛsciplinary 

ǇǊƻŎŜǎǎΦΩ Lǘϥǎ ŀ ƴƻƴ-ƴŜƎƻǘƛŀōƭŜ ǇǊƻŎŜǎǎΦέ 

 

 

Criminal prosecution 

 

!ƴ ƛƳǇƻǊǘŀƴǘ ŀǎǇŜŎǘ ƻŦ ǘƘŜ άŀƭǿŀȅǎ ǊŜǇƻǊǘ ŦǊŀǳŘέ ǇƻƭƛŎȅ ƛǎ ƛƴ ƛǘǎ ǎȅƳōƻƭƛŎ ŘƛǎŎǊƛƳƛƴŀǘƛƻƴ ōŜǘǿŜŜƴ 

ŦǊŀǳŘ ŀƴŘ ǇƻƻǊ ǿƻǊƪ ǇŜǊŦƻǊƳŀƴŎŜΦ ²Ŝ ƘŀǾŜ ŀƭǊŜŀŘȅ ǎŜŜƴ ƛƴ /ƘŀǇǘŜǊ т ǘƘŀǘ 59CΩǎ security and 

ethical values are maintained by disciplining non-compliance and poor work performance, and it 

occasionally leads to dismissal. If the strongest sanction applied to fraudsters were only ever 

dismissal, it would signal to the workforce that fraud is no more serious than poor performance. 

The risk in the policy is its reliance on the police and prosecution services to give it meaning. In 

ǘƘŜ WŜŦŦŜǊǎƻƴ ŎŀǎŜ ǘƘŜ ǇƻǎƛǘƛǾŜ ƳŜǎǎŀƎŜǎ ŦǊƻƳ WŜŦŦŜǊǎƻƴΩǎ ŘƛǎƳƛǎǎŀƭ ŀƴŘ ǘƘŜ ǊŜŎƻǾŜǊȅ ƻŦ ƭƻǎǎŜǎ 

were undermined by the negative message broadcast by the failure of the criminal prosecution: 

 

άbƻ ŎǊƛƳƛƴŀƭ ǊŜŎƻǊŘΦ {ƘƻǳƭŘ ƘŜ ǎŜǊǾŜ ŀ ǇǊƛǎƻƴ ǎŜƴǘŜƴŎŜΚ CǊƻƳ ŀ ǇŜǊǎƻƴŀƭ ŀƴŘ ŎƻǊǇƻǊŀǘŜ 

point of view, yes. From a tax payer point of view, I'm not quite sure because I suspect he 

will never re-ƻŦŦŜƴŘΦΧΧΦ¢ƘŜ ƴŜƎŀǘƛǾŜ ōƛǘ ŦƻǊ ǳǎ ƛǎ ǘƘŜ ƴŜƎŀǘƛǾŜ ƳŜǎǎŀƎŜ ƛǘ ǎŜƴŘǎ ƻǳǘ 

ƛƴǘŜǊƴŀƭƭȅ ƛƴ ǘƘŜ ōǳǎƛƴŜǎǎΥ WŜŦŦŜǊǎƻƴΩǎ Ǝƻǘ ƻŦŦΦέ 

 

aŀǊƪΩǎ ŎƻƴŎŜǊƴǎ Ŏŀƴ ōŜ ƛƴǘŜǊǇǊŜǘŜŘ ƛƴ ƻǊƎŀƴƛǎŀǘƛƻƴ ŜǘƘƛŎǎ ǘƘŜƻǊȅ ǘŜǊƳǎ ό¢ǊŜǾƛƴƻΣ ²ŜŀǾŜǊΣ Dƛōǎƻƴ 

and Toffler, 1999): in the absence of any prosecutions, the promise to report all offenders to the 

police would be empty rhetoric. Iǘ ǿƻǳƭŘ ǳƴŘŜǊƳƛƴŜ ǘƘŜ ƳŀƴŀƎŜƳŜƴǘΩǎ ŎǊŜŘƛōƛƭƛǘȅ ŀƴŘ ǘƘǊŜŀǘŜƴ 

ǘƘŜ ǎǳǎǘŀƛƴŀōƛƭƛǘȅ ƻŦ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŜǎǇƻǳǎŜŘ ǾŀƭǳŜǎ όDǊǳȅǎΣ {ǘŜǿŀǊǘΣ DƻƻŘǎǘŜƛƴΣ .ing, and 

Wicks, (2008). In deterrence theory terms (Maguire, 2002), Mark is anxious that a lack of 

ǎǳŎŎŜǎǎŦǳƭ ǇǊƻǎŜŎǳǘƛƻƴǎ ǿƻǳƭŘ ǎǳōǾŜǊǘ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǇŀǊƻŎƘƛŀƭ ŘŜǘŜǊǊŜƴŎŜ ŀƳōƛǘƛƻƴǎΦ ¢ƘƻǳƎƘ 

ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŀƳōƛǘƛƻƴǎ ŀǊŜ ƴŀǊǊƻǿŜǊ ƛƴ ǎŎƻǇŜΣ ǘƘŜȅ ƴŜǾŜǊǘƘŜƭess align with the utilitarian 

ƻōƧŜŎǘƛǾŜ ƻŦ ǘƘŜ ǎǘŀǘŜΩǎ ǇǊƻǎŜŎǳǘƛƻƴ ŀƴŘ ǇǳƴƛǎƘƳŜƴǘ ŀǇǇŀǊŀǘǳǎ ǘƻ ǎǳǇǇǊŜǎǎ ŎǊƛƳƛƴŀƭƛǘȅ ƛƴ ǘƘŜ 
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wider society (general deterrence) and to reform the criminogenic behaviour of convicted 

individuals (specific deterrence) (Maguire, 2002). An eager organisational victim with ready 

access to evidence and witnesses would seem to provide the law enforcement agencies with a 

ǊƛŎƘ ǾŜƛƴ ƻŦ ƻǇǇƻǊǘǳƴƛǘƛŜǎ ǘƻ ŘŜƭƛǾŜǊ ǘƘŜǎŜ ƻōƧŜŎǘƛǾŜǎΦ IƻǿŜǾŜǊ aŀǊƪΩǎ ŜȄǇŜǊƛŜƴŎŜ ŎƻƴŎǳǊǎ ǿƛǘƘ 

the observations of Doig and Levi (2013) that the state bodies have a different view and their 

priorities frequently lie elsewhere:  

 

ά²Ŝ ƘŀŘ ŀ ŎŀǎŜ Řƻǿƴ ƛƴ {ǳǊǊŜȅ ƭŀǎǘ ȅŜŀǊ ŀƴŘ ǿŜ ŘƛǎƳƛǎǎŜŘ ƘƛƳΣ ǊŜŎƻǾŜǊŜŘ ǘƘŜ ŎƻǎǘǎΣ 

about £1,800, and we got a letter from the police saying that they would not be 

progressing it any further because currently fraud was not one of their agenda items, 

they were concentrating on domestic violence and burglaries. So thanks very much and 

ƻŦŦ ǿŜ ƎƻΦέ 

 

 

His perception is that police interest declines when the reported offences are low in value or 

some form of private justice has already been secured. He sees these instances as missed 

opportunities for the criminal justice system to apply an effective specific deterrence before 

neophyte offenders develop into habitual criminals. 

 

άώ¢ƘŜ ǇƻƭƛŎŜ ǎŀȅϐ Ψ²Ƙŀǘ Řƻ ȅƻǳ ǿŀƴǘ ǳǎ ǘƻ Řƻ ǿƛǘƘ ǘƘŀǘΚ IŜϥǎ ƭƻǎǘ Ƙƛǎ ƧƻōΣ ȅƻǳϥǾŜ Ǝƻǘ ȅƻǳǊ 

ƳƻƴŜȅ ōŀŎƪΦ ²Ƙŀǘ Řƻ ȅƻǳ ǿŀƴǘΚΩ LϥŘ ƭƛƪŜ ǘƘŜ Ǝǳȅ ǘƻ ƘŀǾŜ ŀ ŎǊƛƳƛƴŀƭ ǊŜŎƻǊŘ ōŜŎŀǳǎŜ ƴƻǿ 

that he is free on the streets, we have dismissed him, then there's every chance that he 

will go and work for a competitor of ours, get a job there and refine his technique and 

ƴŜȄǘ ǘƛƳŜ ǘƘŜǊŜϥƭƭ ōŜ ŀ ϻрΣллл ƻǊ ϻрлΣллл ŦǊŀǳŘΦ ¢ƘŜȅ ǎŀȅΣ Ψ{ǳǊŜƭȅ ǿƘŜƴ ǘƘŜȅ ŜƳǇƭƻȅ ƘƛƳΣ 

Řƻƴϥǘ ƎŜǘ ŀ ǊŜŦŜǊŜƴŎŜΚΩ ¢ƘŜȅ ƳƛƎƘǘ ŀǎƪ ŦƻǊ a reference but in lots of cases we'll say that 

ǘƘƛǎ ǇŜǊǎƻƴ ǿƻǊƪŜŘ ŦǊƻƳ ŘŀǘŜ ! ǘƻ .Σ ƴƻ ƳƻǊŜ ŎƻƳƳŜƴǘΦ ¢Ƙŀǘϥǎ ǘƘŜ ǊŜŦŜǊŜƴŎŜΦέ 

 

¢ƘŜ ƴŜǳǘǊŀƭ ŜƳǇƭƻȅƳŜƴǘ ǊŜŦŜǊŜƴŎŜ ƛǎ ƛƴŘƛŎŀǘƛǾŜ ƻŦ ŀƴ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǳƴǿƛƭƭƛƴƎƴŜǎǎ ǘƻ ƭŀōŜƭ 

individuals unilaterally, even with a non-ǎǇŜŎƛŦƛŎ ΨƎǊƻǎǎ ƳƛǎŎƻƴŘǳŎǘΩ ƻǊ ΨǇƻƻǊ ǇŜǊŦƻǊƳŀƴŎŜΩ 

ŘŜǎŎǊƛǇǘƛƻƴΦ LƴǘŜǊƴŀƭƭȅ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭΩǎ ŜƳǇƭƻȅƳŜƴǘ ǊŜŎƻǊŘ Ƴŀȅ ōŜ ƳŀǊƪŜŘ άŦǊŀǳŘǎǘŜǊέ ōǳǘ ǘƻ ǘƘŜ 

outside world he is just an ex-employee. Organisations need the support of the courts in order to 

attach the fraudster label to an ex-employee, without it organisations risk libel claims. The result 

is that dismissal most often remains an unqualified, secret sanction. It fails to discriminate 

between fraudsters and those who were simply in the wrong job. Without a criminal record, or 
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indeed a successful civil claim, the power of dismissal as both a specific and general deterrence is 

substantially diminished. 

 

For a nationwide organisation such as DEF Group, the lack of consistency across the police forces 

is a significant problem. Mark cannot predict whether the police will take on a case. It depends 

more on local priorities, workload and competencies than the merits of the case:  

 

ά¢Ƙŀǘϥǎ ŀ ōƛǘ ƻŦ ŀ ǊƻǳƭŜǘǘŜΣ ȅƻǳ ƎŜǘ ǎƻƳŜōƻŘȅ ǿƘƻ ƛǎ ǉǳƛǘŜ ƪŜŜƴ ŀƴŘ Ƙŀǎ ƘŜŀǊŘ ŀōƻǳt 

ŦǊŀǳŘ ŀƴŘ ƛǎ ŀ ōƛǘ ŦƛƴŀƴŎƛŀƭ ƳƛƴŘŜŘ ŀƴȅǿŀȅ ŀƴŘ ǘƘŜȅ ƎŜǘ ŀ ŎŀǎŜ ŀƴŘ ƎƻΣ ΨCŀƴǘŀǎǘƛŎΣ ŀ ŦǊŀǳŘ 

ǘƻ ƎŜǘ Ƴȅ ǘŜŜǘƘ ƛƴǘƻΦΩ hƴ ǘƘŜ ƻǘƘŜǊ ƘŀƴŘ ȅƻǳ ƎŜǘ ŀ Ǝǳȅ ǿƘƻ Ƙŀǎ Ƨǳǎǘ ŎƻƳŜ ƻŦŦ ǘǊŀŦŦƛŎΣ 

Ψ²Ƙŀǘϥǎ ŀƭƭ ǘƘƛǎΚ 5Ŝōƛǘ ƛǎ ǿƘŀǘΚΩ ¢ƘŜȅ ŀǊŜ ƛƴŎƻƴǎƛǎǘŜƴǘΦ ¢Ƙŀǘϥǎ ǘƘŜ ǇǊƻōƭŜƳ ǘhat we have 

with them. We at times still come across officers that are not aware of the Fraud Act and 

who still talk about the Theft Act. We say, "What about abuse of position in the Fraud 

Act?" and they say, "Yes, that would be quite easy wouldn't it." We still get that in forces. 

We have this inconsistency of approach that the type of officer that gets to deal with it, 

ǘƘŜ ŀŎŎŜǎǎ ǘƻ ǘƘŜ /t{ ǘƘǊƻǳƎƘ ǘƘŜ ǇƻƭƛŎŜΣ ǘƘŜ ŀƎŜƴŘŀ ǘƘŀǘ ǘƘŜ ƭƻŎŀƭ ŦƻǊŎŜ ƘŀǎΦέ 

 

¢ƘŜ ŦƻƭƭƻǿƛƴƎ ŎŀǎŜ ƛƭƭǳǎǘǊŀǘŜǎ aŀǊƪΩǎ ŦǊǳǎǘǊŀǘƛƻƴ ǿƛǘƘ ǘƘe criminal justice system. The SCD team 

conducted two internal investigations, produced substantial evidence and laid out the case 

ŀƎŀƛƴǎǘ ǘǿƻ ŜƳǇƭƻȅŜŜǎ ƛƴ ŘŜǘŀƛƭŜŘ ǊŜǇƻǊǘǎΦ 59CΩǎ ƳŀƴŀƎŜƳŜƴǘ ǘƻƻƪ ǘƘŜ ǾƛŜǿ ǘƘŀǘ ǘƘŜ ǾŀƭǳŜ ŀƴŘ 

the conspiratorial nature of the frauds justified prosecution. Although the police took on the high 

value case, procedural competency escaped them. 

 

The Dennis Plumber branch was under close monitoring by the Business 

Investigations Team (BIT) because it had sold goods to customers whose 

accounts were on stop. The monitoring detected the continued sale of goods to 

the same customers. The BIT investigation was initiated in January 2011. It 

unearthed a profound failure in the local governance: 24 missing boilers, sales 

of televisions, false invoices, non-payment of goods, theft of cash and 

άŘŜƭƛōŜǊŀǘŜ ŀƴŘ ǎǳǎǘŀƛƴŜŘ ŀǘǘŜƳǇǘ ŀǘ ƳŀƴƛǇǳƭŀǘƛƴƎ ǘƘŜ ǇǊŜǾƛƻǳǎ ǘǿƻ ǎǘƻŎƪ 

ŎƻǳƴǘǎέΦ ¢ƘŜ ǊŜǇƻǊǘ ƳŀŘŜ ǘǿŜƭǾŜ ŘŜǘŀƛƭŜŘ ǊŜŎƻƳƳŜƴŘŀǘƛƻƴǎ ŦƻǊ ŜƴǎǳǊƛƴƎ 

compliance in the sales order processing and inventory management processes. 

The investigation calculated losses of £138,000 and immediately triggered a 

security investigation. 
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The subsequent crime investigation identified four fraud scripts: 

 

¶ Purchasing standard stock boilers and selling them for cash 

¶ Purchasing televisions which are not normal stock items and selling 

them for cash 

¶ Diverting goods from inter-branch transfers and selling them 

¶ Raising false sales orders followed by false refunds and selling the goods 

 

The investigators discovered that the goods were illicitly sold on Saturday 

morning and the inventory records falsified to disguise the crimes. Their report 

ŜǳǇƘŜƳƛǎǘƛŎŀƭƭȅ ǊŜŦŜǊǎ ǘƻ ǘƘŜ ŀǊǊŀƴƎŜƳŜƴǘ ŀǎ ŀ Ψ{ŀǘǳǊŘŀȅ /ƭǳōΩΦ ¢ƘǊŜŜ 

employees were dismissed and one received a written warning. As the two 

principal offenders, the Branch Manager (Austin Haine) and his Assistant 

Manager (Broderick Jones), were habitual offenders who were particularly 

ƛƴƴƻǾŀǘƛǾŜ ƛƴ ǳǎƛƴƎ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǊŜǎƻǳǊŎŜǎ ǘƻ ŦǊŀǳŘǳƭŜƴǘƭȅ ǇǳǊŎƘŀǎŜ ŀƴŘ ǎŜƭƭ 

televisions, the Crime Investigations Team sustained the complaint made out to 

the police. The Branch Manager and his assistant were both arrested, charged 

with false accounting and theft. The Court hearing commenced one year later. 

However the case came to an abrupt halt and the defendants were discharged 

ōŜŎŀǳǎŜΣ ŀǎ ǊŜǇƻǊǘŜŘ ƛƴ ǘƘŜ ƭƻŎŀƭ ǇǊŜǎǎΣ άΧŜǾƛŘŜƴŎŜ ŀƴŘ ǇŀǇŜǊǿƻǊƪ ŦǊƻƳ bƻǘǘǎ 

tƻƭƛŎŜ ƘŀŘ ƴƻǘ ȅŜǘ ōŜŜƴ ŎƻƳǇƭŜǘŜŘ ŀƴŘ ǊŜŎŜƛǾŜŘ ōȅ ǘƘŜ ŎƻǳǊǘΦέ  

 

Mark finds that the response and level of engagement from the Crown Prosecution Service is, like 

the police, also unpredictable and inconsistent. The willingness of some CPS offices to engage 

early with DEF leads to more effective and efficient case management: the network nodes are 

brought closer together. Other offices refuse to engage with the victim and insist on routing all 

communications through the police. The stretched network links then rely on the motivation, 

competency and efficiency of the police. The conflux of weak policing and a remote prosecutor 

inevitably increases the risks of failure.   

 

ά²Ŝ ƎŜǘ ǾŀǊƛƻǳǎ ǊŜǎǇƻƴǎŜǎ ŦǊƻƳ ǘƘŜ /t{ ŀŎǊƻǎǎ ǘƘŜ ŎƻǳƴǘǊȅ ŜǾŜƴ ŀŦǘŜǊ ƎƻƛƴƎ ǘƻ ǘƘŜ 

police. Some CPSs will not talk to us at all because they see it as a conflict between them 

and the police and some smart barrister will turn up at the end of the day and claim that 

this is a private prosecution being funded by the public. They will take that view if we get 

ǘƻƻ Ŏƻǎȅ ǿƛǘƘ ǘƘŜ /t{Φ {ƻƳŜ /t{ǎ ǿƛƭƭ ǎŀȅΣ Ψ/ƻƳŜ ǘŀƭƪ ǘƻ ǳǎ ōŜŎŀǳǎŜ ǿŜ Řƻƴϥǘ ǉǳƛǘŜ 
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understand this." When we've done that it has always worked to the benefit of 

everybody. We just think that if we can get in with a package in the first place to the CPS 

and present it and they can then decide whether there is enough there to go charge 

straight away or task an officer to go and do a bit more work. That's where we think we 

would have a better route. We think we lose something in the interpretation between 

what we give the officer and what the officer tells the CPS. You are then down to the 

officer's understanding of it to be able to relate it to the CPS. If they don't understand it 

ǘƘŜƴ ǘƘŜ /t{ ǿƛƭƭ Ƨǳǎǘ ǎǿƛǘŎƘ ƻŦŦ ōŜŎŀǳǎŜ ǘƘŜȅϥǾŜ Ǝƻǘ ǘƻƻ ƳǳŎƘ ƻƴ ǘƘŜƛǊ ŘŜǎƪǎ ŀǎ ǿŜƭƭΦέ 

 

aŀǊƪΩǎ ŎƻƳǇƭŀƛƴǘ ƻŦ ƭŀŎƪ ƻŦ ǎǳǇǇƻǊǘ ŦǊƻƳ ǘƘŜ ǇƻƭƛŎŜ ŀƴŘ ǇǊƻǎŜŎǳǘƛƻƴ ǎŜǊǾƛŎŜǎ ƛǎ ŜŎƘƻŜŘ ōȅ ǘƘŜ 

ƻōǎŜǊǾŀǘƛƻƴ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ DǊƻǳǇ {ŜŎǳǊƛǘȅ aŀƴŀƎŜr, Henry, a former police officer, who 

succinctly characterised four problems with the police: lack of competent resource, prioritise 

cases under POCA 2002 where the police can share the recovered proceeds, no interest in private 

companies and internal incŜƴǘƛǾŜǎΣ ŀ ǇƘŜƴƻƳŜƴƻƴ ŎƘŀǊŀŎǘŜǊƛǎŜŘ ōȅ .ǳǘǘƻƴ όнлммύ ŀǎ ǘƘŜ άƳŀƭƛƎƴ 

ƛƴŦƭǳŜƴŎŜ ƻŦ YtLǎέΦ 

 

ά¢ƘŜ /t{ ƛǎ ƴƻǘ ŀ ǎǘǊƻƴƎ ƻǊƎŀƴƛǎŀǘƛƻƴΣ ƴƻǘ ǎǘŀƴŘƛƴƎ ǳǇ ǿƘŜƴ ƛǘ ǎƘƻǳƭŘΦ Lǘ ƛǎ Ŝŀǎƛƭȅ Ǉǳǘ ƻŦŦ 

from pursuing prosecutions. A lot of this is because they don't have strengǘƘ ƛƴ ŘŜǇǘƘΧΦ 

They [County A Police] are only interested in cases with no victims so they can get their 

share of the recoveries. But [County B Police] is only focusing on personal, individual and 

public money cases. They are not interested in private companies. The police inspectors 

and supers are targeted with bonuses. It's just wrong. It creates their own priorities, not 

public priorities. They're entrusted with public funds and it's just not the right way to use 

public funds. That's why they use all these speed cameras. They're looking for easy hits 

for Home Office targets. Totally short-ǎƛƎƘǘŜŘΦέ 

 

Dissatisfaction with the performance of the police was a very common complaint amongst the 

interview participants; for some participants their perceptions of the KPI culture within the police 

had deteriorated to contempt. One major building society has given up calling the police, their 

counter-fraud manager, Paul, also an ex-policeman said: 

 

ά²Ŝ ƘŀǾŜ ŀŎǘǳŀƭƭȅΣ ǘƘƛǎ ƛǎ ŎƻƴŦƛŘŜƴǘƛŀƭ ƛǎƴϥǘ ƛǘΚ ²ŜϥǾŜ Ǝƻǘ ǘƻ ǘƘŜ Ǉƻƛnt where we have 

given up with the police. Because they're useless. I have told them that and they know 

it.... They are not interested in this at all. The government, my belief is this, they have 
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KPIs which are set at dealing with serious crime..... Oh, Christ, yes, you can go there, 

we've had £600k odd and they [the policeϐ ƭŀǳƎƘ ŀǘ ȅƻǳΦέ 

 

The perception that the police occasionally re-define fraud and other crime incidents as non-

criminal to improve their clear-up statistics and meet management targets is a symptom of this 

KPI culture (HMICΣ нлмоΣ нлмпύΦ 59CΩǎ /ǊƛƳŜ LƴǾŜǎǘƛƎŀǘƛƻƴǎ ¢ŜŀƳ ŦǊŜǉǳŜƴǘƭȅ ǊŜŎŜƛǾŜǎ Ƨƻō ƴǳƳōŜǊǎ 

rather than crime reference numbers when they report cases to the police. Issuing job numbers 

may be a sensible mechanism for logging and tracking complaints before they are formally 

classified as criminal or non-criminal, but it would seem to allow abuse of the police crime 

recording obligations (Home Office, 2012a).   

 

άaƻǎǘ ŦƻǊŎŜǎ ǿƛƭƭ ƎƛǾŜ ȅƻǳ ŀ ǊŜǇƻǊǘ ƴǳƳōŜǊΣ ōǳǘ ǘƘŀǘϥǎ ŘƛŦŦŜǊŜƴǘ ǘƻ ŀ ŎǊƛƳŜ ǊŜŦŜǊŜƴŎŜ 

number. We get that a lot. They give you a reference number. It's almost like a job 

number because someone is assigned the job. He has to take it back and see his sergeant 

ƻǊ ǿƘƻŜǾŜǊ ƛƴ ǘƘŜ ǎǘǊǳŎǘǳǊŜ ŀƴŘ ǎŀȅΣ ΨLϥǾŜ Ǝƻǘ ǘƘƛǎΩΣ ǘƻ ŘŜŎƛŘŜ ǿƘŜǘƘŜǊ ƛǘ ǿƛƭƭ ōŜ ǊŜŎƻǊŘŜŘ 

as a crime. I'm surely it's partly due to statistics. If you take them something to do with 

ŜƭŜŎǘǊƻƴƛŎ ǇŀȅƳŜƴǘǎΣ ǘƘŜȅ ǿƛƭƭ ǘƘƛƴƪΣ Ψ²Ŝƭƭ ǿŜϥƭƭ ƴŜǾŜǊ ƎŜǘ ŀƴȅōƻŘȅΦΩ They don't want to 

know because it will be an unsolved crime, it will be on their statistics. Take them a job 

ŀƴŘ ŀ ōƻŘȅΣ ǘƘŜƴΣ ΨhYΣ ƘŜǊŜϥǎ ǘƘŜ ŎǊƛƳŜ ƴǳƳōŜǊΦΩέ 

 

A full crime reference number is important for DEF irrespective of the subsequent involvement of 

the prosecution services. Firstly it assists with any insurance claims. Secondly it expedites money 

tracing investigations through weaker nodes on its security network (Johnston and Shearing, 

нллоΣ ǇмпуύΦ ¢ƘŜ ŎƭƛŜƴǘ ǊŜƭŀǘƛƻƴǎƘƛǇ ǿƛǘƘ 59CΩǎ ōŀƴƪ ŦŀŎƛƭƛǘŀǘes the release of transactional 

ƛƴŦƻǊƳŀǘƛƻƴ ǊŜƭŀǘƛƴƎ ǘƻ 59CΩǎ ōǳǎƛƴŜǎǎΦ hǘƘŜǊ ōŀƴƪǎ ŀǊŜ ƭŜǎǎ ŦƻǊǘƘŎƻƳƛƴƎΦ ¢ƘŜȅ ǊŜǉǳƛǊŜ 

information requests relating to private investigations to comply with the Data Protection Act 

1998 and, though the Act does not require it, in practice they invariably ask DEF for a crime 

reference number to prove that the information is in support of a legitimate investigation, even if 

ǘƘŀǘ ǊŜǉǳŜǎǘ ƛǎ ŎƘŀƴƴŜƭƭŜŘ ǘƘǊƻǳƎƘ 59CΩǎ ōŀƴƪΦ ! ϻплΣллл ŀŎŎƻǳƴǘ ǊŜŘƛǊŜŎǘƛƻƴ ŦǊŀǳŘ ŦŀƛƭŜŘ ǘƻ 

attract police interest because the police refused to acknowledge the location of the crime and 

the victim. DEF owed a Scottish haulier £40,000. An employee of the haulier instructed DEF to 

transfer the money to a new account he had previously set up with Lloyds Bank. The Scottish 

Constabulary refused to take on the case claiming that it was not in their jurisdiction. Their 

argument was that the haulier was not a victim of the crime because it remained a creditor to 

59CΤ ǘƘŜ ƘŀǳƭƛŜǊΩǎ ǾƛŎǘƛƳ ǎǘŀǘǳǎ ŎƻǳƭŘ ƻƴƭȅ ōŜ ǊŜŀƭƛsed if the money had transferred into its 
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account prior to the fraud. The West Yorkshire police also denied jurisdiction by claiming the 

reverse, that DEF was not the victim because transfer of the money in good faith from its account 

to one arranged by thŜ ƘŀǳƭƛŜǊΩǎ ŜƳǇƭƻȅŜŜ ƳŜŀƴǘ ƛǘ ǿŀǎ ƴƻ ƭƻƴƎŜǊ ŀ ŘŜōǘƻǊ ǘƻ ǘƘŜ ƘŀǳƭƛŜǊΦ [ƭƻȅŘǎ 

Bank refused to disclose information to DEF, Barclays and the haulier without a police crime 

reference: 

 

ά²Ŝ ƴŜŜŘ ǘƘŜ ōŀƴƪǎ ǘŀƭƪƛƴƎ ǘƻ ŜŀŎƘ ƻǘƘŜǊΦ ²Ŝ Ŏŀƴϥǘ ōŜƭƛŜǾŜ ǘƘŜ ōŀƴƪǎ ǿƻƴϥǘ look at it 

without a crime reference because we would have thought they would want to put some 

sort of suspicious activity alert on it. We need to get the banks involved to see what else 

he's got in his accounts, to see what that opens up and where it's been routed to since. 

They are hiding behind the fact that it hasn't got a crime reference. Barclays won't talk to 

[ƭƻȅŘǎΣ ǿƘƛŎƘ ǎǳǊǇǊƛǎŜǎ ƳŜΦέ 

 

The case raises two important definitional issues which impede efficient investigations within 

59CΩǎ security network. Two police forces exploited the ambiguity in identifying the victim to 

rationalise not accepting the case. Consequently, without the crime reference number, the bank 

washed its hands of the problem. 

 

The starkest evidence of poor support and performance from the prosecution services has to be 

the Jefferson case previously referred to. The company instigated civil and criminal proceedings 

against the Director and five fellow conspirators. The civil proceedings were settled out of court 

within a year. The company recovered all its principal losses (£850,000), interest (£250,000) and 

subsequent costs (£420,000). The criminal case was eventually brought to court in 2012 but was 

subsequently dismissed because the prosecution failed to disclose relevant material to the 

defence, as required by Part 1 of the Criminal Procedure and Investigations Act 1996, despite a 

second opportunity to correct the failure. 

 

ά{ƻ ǿŜϥŘ ŀƭǊŜŀŘȅ ƘŀŘ ƻƴŜ ŘƛǎŎƭƻǎǳǊŜ ǎƻ ǿŜ Ǝƻǘ ǘƻ ǘƘŜ ǎǘŀƎŜ ǿƘŜǊŜΣ ŘƻƛƴƎ ǘƘŜ ŘƛǎŎƭƻǎǳǊŜΣ 

we had one counsel for the prosecution appointed from St Philips Chambers in 

Birmingham, a guy called Heggarty. Because there was an abuse of process, they had to 

start again on disclosure. So Heggarty was dismissed of the case. They appointed new 

counsel in Number 5 Court who was a new Silk and in order to oversee the disclosure 

they appointed a junior barrister, Liz Power, in the same Number 5 Court to oversee the 

disclosure to make sure it was right. So they went through this whole disclosure process 

before court in September. Then somewhere they made an error in the second disclosure 
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process as far as we can determine now. So they got to the stage at the beginning of April 

this year where they had this case management conference again with the judge and the 

CPS turned uǇ ŀƴŘ ǎŀƛŘΣ Ψ{ƻǊǊȅΣ ȅƻǳǊ IƻƴƻǳǊΣ ǿŜ ŀǊŜ ƴƻǘ ƎƻƛƴƎ ǘƻ ƻŦŦŜǊ ŀƴȅ ŦǳǊǘƘŜǊ 

ŜǾƛŘŜƴŎŜΦΩ ¢ƘŜ /t{ ǿƛǘƘŘǊŜǿ ƻƴ ǘƘŜ ōŀǎƛǎ ƻŦ ŘƛǎŎƭƻǎǳǊŜ ŀōǳǎŜ ŀƎŀƛƴΦέ 

 

The most frequent complaint amongst the interview participants in respect of the prosecution 

process relates to the burden of disclosure. Bill, a CPS solicitor, explained that though the vast 

majority of the material gathered during fraud investigations fraud is irrelevant, it still has to be 

organised and disclosed to the defence. 

 

άLƴ ŦǊŀǳŘ ŎŀǎŜǎ ŀƴŘ ƻǘƘŜǊ ǎŜǊƛƻǳǎ ŎǊimes such as in murder or drugs, there is an 

enormous amount of material. You might speak to 100 people in a murder investigation. 

98 are irrelevant and only 2 are relevant. The 98 statements still have to be in the unused 

ƳŀǘŜǊƛŀƭ ŘƛǎŎƭƻǎǳǊŜΦέ 

 

Participant Ross, a police officer, prefers the disclosure regime used in civil proceedings: 

 

ά5ƛǎŎƭƻǎǳǊŜ ƛǎ ŀ ōƛƎ ǘƘƛƴƎ ǘƘŀǘ ƴŜŜŘǎ ǊŜǾƛŜǿƛƴƎΦ aȅ ƛǎǎǳŜ ǘƘŜǊŜ ƛǎ ǿƘȅ ǿŜ Ŏŀƴϥǘ ƘŀǾŜ ƛǘ ŀǎ ŀ 

civil disclosure. If it's going to affect your case then you should disclose it if it's defence or 

prosecution. Now the defence will probably not disclose anything. But it should be made 

ŜŀǎƛŜǊΧΦΦ LŦ ȅƻǳ ǊŜŀŘ ŘƛǎŎƭƻǎǳǊŜΣ ƛǘϥǎ ŀƭƭ ǊƛƎƘǘ ƛŦ ȅƻǳϥǾŜ Ǝƻǘ ŀ ǎƘƻǇƭƛŦǘŜǊΣ ŀ ōǳǊƎƭŀǊ ƻǊ 

something along those lines. But when you've got a fraudster with 100,000 documents 

and third party disclosure where someone else has got a load more documents, where 

do you draw the line? We've got third party disclosure now and if someone else has got 

something and millions of documents, how is that going to affect the case because it 

takes years and years to go through and then all of a sudden the defence, instead of 

ōŜƛƴƎ ƘŜƭǇŦǳƭ ƛƴ ǘƘŜ ŘƛǎŎƭƻǎǳǊŜ ǇǊƻŎŜǎǎ ƭƻƻƪ ǘƻ ƘƛƴŘŜǊ ƛǘΦέ 

 

Colin is an anti-fraud officer with a Local Authority. Despite seeking advice from the police and 

the CPS he remains uncertain about the proper protocols for evidence gathering and disclosure. 

He is afraid that his private investigations fatally compromise prosecutions by the Crown. He 

sought clarification from the CPS and follows their advice though remains sceptical as to whether 

it is correct: 
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 άL ŜǾŜƴ ŎƻƴǘŀŎǘŜŘ ǘƘŜƳ ώthe CPS] in my own capacity, the head office in London, they 

could never give me the rationale for it, but it was quite clear to me that they would 

always, always say, Ψ¸ƻǳ Ƴǳǎǘ ƴƻǘ ƛƴǾŜǎǘƛƎŀǘŜ ōŜŎŀǳǎŜ ȅƻǳ Ƴŀȅ ŎƻǊǊǳǇǘ ǘƘŜ t!/9 

ƛƴǾŜǎǘƛƎŀǘƛƻƴΣ ǘƘŜ ǇƻƭƛŎŜ ƛƴǾŜǎǘƛƎŀǘƛƻƴΣ ōŜŎŀǳǎŜ ȅƻǳΦΦΦΣΩ ǿŜƭƭ ǘƘŜȅ ǿƻǳƭŘ ƴŜǾŜǊΣ ŜǾŜǊ ǘŜƭƭ 

ƳŜΣ L Řƻƴϥǘ ǘƘƛƴƪ ǘƘŜȅ ƪƴŜǿ ǊŜŀƭƭȅ ǿƘȅΦέ 

 

Consequently he decides at the outset whether cases are disciplinary or prosecutable. If 

disciplinary cases turn out to be more serious he does not transfer them to the prosecutable pile 

and call the police. If he decides they are prosecutable he calls the police in the first instance and 

waits, often for months. Meantime, without any intervention, the fraudster is able to continue 

with his nefarious activities.  

 

The judiciary is fully aware that disclosure problems undermine the efficient administration of 

justice but it has failed to act in any meaningful way. A formal review of the performance of the 

Serious Fraud Office is highly critical of the criminal disclosure regime (de Grazia, 2008). The 

ǊŜǇƻǊǘ ǊŜŎƻƳƳŜƴŘŜŘ ǘƘŜ !ƳŜǊƛŎŀƴ ƳƻŘŜƭ ƻŦ ǇǊƻǾƛŘƛƴƎ ǘƘŜ ŘŜŦŜƴŎŜ ǿƛǘƘ ǘƘŜ άƪŜȅǎ ǘƻ ǘƘŜ 

ǿŀǊŜƘƻǳǎŜέΣ ǘƘŀǘ ƛǎ ŦǊŜŜ ŀŎŎŜǎǎ ǘƻ all the material gathered, rather than forcing the police or 

prosecution services into spending many months or years cataloguing irrelevances. The de Grazia 

report and an increasing number of complaints from the police and prosecution services led to a 

review of the disclosure process by a senior judge (Gross, 2011). He concluded that the fine 

traditions of English law should not be fundamentally altered to meet the challenges of fraud and 

ŘƛǎƳƛǎǎŜŘ ǘƘŜ άƪŜȅǎ ǘƻ ǘƘŜ ǿŀǊŜƘƻǳǎŜέ ǿŀȅ ƻŦ ǘƘŜ !ƳŜǊƛŎŀƴǎΦ IŜ ǊŜŎƻmmended more training, a 

recommendation that hardly encourages the police and the CPS to allocate more than token 

resources to fraud. The justice bottleneck (Button, Blackbourn, Lewis and Shepherd, 2015) 

inevitably leads to some form private justice or no justice at all. One corporate lawyer, Andrew, 

advises his clients against reporting cases to the police because they are unlikely to act and the 

passage of time is fatal to civil remedies: 

 

ά¢ƘŜȅ ǿƻǳƭŘ ǎƛǘ ƻƴ ƛǘ ŦƻǊ ƳƻƴǘƘǎ ŀƴŘ ǘƘŜƴ ǘŜƭƭ ȅƻǳΣ Ψbƻǘ ŦƻǊ ǳǎΦΩ ¢ƘŜƴ ƛǘΩǎ ǘƻƻ ƭŀǘŜ ŦƻǊ ŀ 

civil remedy so they [corporationsϐ Ƨǳǎǘ ƎŜǘ ǘƘŜƳ ƻǳǘ ƻŦ ǘƘŜ ōǳǎƛƴŜǎǎΦέ 

 

Civil recovery 

 

DEF has more success in pursuing civil litigation, probably because it has far more control over 

the investigation and preparation of claims. Nevertheless management has learnt to be selective 
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in its use. The three key variables are all cost-ōŜƴŜŦƛǘ ǊŜƭŀǘŜŘΥ ǿƘŜǘƘŜǊ ǘƘŜ ŘŜŦŜƴŘŀƴǘǎ ŀǊŜ άƳŜƴ 

ƻŦ ǎǘǊŀǿέΣ ǘƘŜ ǎƛȊŜ ƻŦ ǘƘŜ ƭƻǎǎ ŀƴŘ ǘƘŜ ŎƻƳǇƭŜȄƛǘȅ ƻŦ ǘƘŜ ŦǊŀǳŘ ǎŎǊƛǇǘΦ ! ƧǳŘƎƳŜƴǘ ŦƻǊ ƭƛŀōƛƭƛǘȅ ƛǎ 

pyrrhic if the defendant has no assets or if he consumes his assets in raising a defence. Similarly, 

complexity could easily escalate the cost of litigation beyond the residual assets of an accused 

former employee, so that claiming for a loss of even a few thousand pounds becomes 

uneconomic:  

 

ά¢ƘŜ ŎƛǾƛƭΣ ǿƘŜƴ ǿŜ ǳǎŜ ƛǘΣ ƛǎ ƎŜƴŜǊŀƭƭȅ ǉǳƛǘŜ ƎƻƻŘΦ L ǘƘƛƴƪ ƛǘ ƴŜŜŘǎ ǘƻ ōŜ Ŏƻǎǘ ŜŦŦŜŎǘƛǾŜΦ Lǘϥǎ 

difficult to go perhaps with a £6k, £7k case to civil and justify spending £3.5k to £4k on it 

because the judge just says, "It's disproportionate, you're going to spend too much here, 

it's ridiculous." So we try and make sure that whatever we do is proportionate. We'll do 

some stuff through the small claim track but it's hard getting through a small claim on a 

fraud, employee theft. Some of them are more straightforward but where you get 

complexity of moving money around between accounts or, a straightforward cash refund 

fraud is not too bad but if they've used a customer's deposit and put some money on 

that deposit, utilised it perhaps for the genuine sale but skimmed some off and moved it 

into a deposit account and accrued it in there, then skimmed it off to their own account, 

the complexity of that is beyond a small claims court. It's too much for them. It's almost 

like trying to ƎŜǘ ƛǘ ǘƘǊƻǳƎƘ ǘƘŜ /t{ ƎǳȅǎΦέ 

 

¢ƘŜ ǇǊƛƴŎƛǇŀƭ ƻŦ ǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅ ŀǘ ǘƘŜ ƘŜŀǊǘ ƻŦ aŀǊƪΩǎ ŎƻƴǎƛŘŜǊŀǘƛƻƴǎ ǊŜŦƭŜŎǘǎ ǘƘŜ ƻǾŜǊǊƛŘƛƴƎ 

justice objective of the civil courts. The Civil Procedure Rules (CPR Part 1) require judges to deal 

with cases in ways which are proportionate to the loss, the importance of the case, complexity of 

ǘƘŜ ƛǎǎǳŜǎ ŀƴŘ ǘƘŜ ŦƛƴŀƴŎƛŀƭ Ǉƻǎƛǘƛƻƴ ƻŦ ŜŀŎƘ ǇŀǊǘȅΦ aŀǊƪΩǎ ƻōǎŜǊǾŀǘƛƻƴ ǘƘŀǘ ƧǳƴƛƻǊ ƧǳŘƎŜǎ ǎǘǊǳƎƎƭŜ 

with the complexity of fraud even in low value cases is reflected in the organisation of the courts 

in England and Wales. The courts use three judicial processes or tracks depending mainly on 

value and complexity. Claims of less than £10,000 are generally allocated to the small claims 

ǘǊŀŎƪΦ IƻǿŜǾŜǊ ǘƘŜ ƧǳŘƛŎƛŀǊȅΩǎ ŜȄǇŜŎǘŀǘƛƻƴ ǘƘŀǘ ŀƭƭŜƎŀǘƛons of dishonesty are more complex, and 

ǘƘŜǊŜŦƻǊŜ ƳƻǊŜ ǘƛƳŜ ŎƻƴǎǳƳƛƴƎ ŀƴŘ ŜȄǇŜƴǎƛǾŜΣ ƳŜŀƴǎ ǘƘŀǘ ŦǊŀǳŘ ƛǎ ŀƭƭƻŎŀǘŜŘ ǘƻ ǘƘŜ άŦŀǎǘ ǘǊŀŎƪέ 

ŦƻǊ ŀƭƭ ŎƭŀƛƳǎ ǳǇ ǘƻ ϻнрΣллл ƻǊ ǘƻ ǘƘŜ άƳǳƭǘƛ ǘǊŀŎƪέ ŦƻǊ ƻǾŜǊ ϻнрΣллл ό/ƛǾƛƭ tǊƻŎŜŘǳǊŜ wǳƭŜǎ tŀǊǘ нс 

and Practice Direction 26). Mark has considerably more respect for the specialist Senior Circuit 

Judges who sit at the regional Mercantile Courts and hear the more complex multi-track civil 

cases. He has a rather dim view of Crown Court judges: 
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ά²ƘŜƴ ȅƻǳ Ǝƻ ƛƴ ǘƘŜ aŜǊŎŀƴǘƛƭŜ Court, you have a judge there who specialises in the 

relevant law, who doesn't need somebody to read out the rule book to him all the time. 

Whereas with a criminal judge these days it's a production line, then all of a sudden he'd 

got this awkward case in front of him for a couple of weeks and he doesn't understand 

ƛǘΦέ 

 

As sensible as these arrangements may be, the problem for fraud claims of less than £25,000 is 

that they are unlikely to be listed in the Mercantile Courts and will therefore flounder before the 

inexperienced junior judges. So it appears that the organisation of the civil courts and the 

distribution of judicial experience are not conducive to low value fraud claims. John is a very 

experienced fraud barrister. In his view the courts are far more effective in dealing with 

substantial fraud cases, but still warns that they are very expensive and likens them to a betting 

shop: 

 

ά[ƛǘƛƎŀǘƛƻƴΣ ƛŦ ȅƻǳΩǊŜ ǘƘŜ ƻƴŜ ŘƻƛƴƎ ǘƘŜ ŎƭŀƛƳƛƴƎΣ is like walking into a betting shop. For a 

client it is essentially gambling on a 50, 60, 70% probability that he will get £1million back 

ōȅ ǎǇŜƴŘƛƴƎ ϻлΦрƳƛƭƭƛƻƴΦέ 

 

The incongruity of the courts is that those who can afford the gamble do not need the money, 

those who need the money cannot afford the gamble. 

 

Justice rationalisation and the tone from the top 

 

Informed by their negative perceptions of the criminal justice system and the economics of civil 

ƭƛǘƛƎŀǘƛƻƴǎΣ 59CΩǎ ƳŀƴŀƎŜƳŜƴǘ Ƙŀǎ ŘŜǾŜƭƻǇŜŘ ŀ ǎŜǘ ƻŦ ǇǊƛƻǊƛǘƛŜǎ ŀƴŘ ƎǳƛŘŜƭƛƴŜǎ ŦƻǊ ǘƘŜ ǎŜƭŜŎǘƛƻƴ ƻŦ 

the appropriate justice route for proven frauds. The overarching order of priority is firstly 

dismissal, then recovery of loss and finally criminal sanction. However due to the perceived 

efficacies of the formal criminal and civil justice systems the priorities are dependent on value, 

Table 8.1. 

 

    Table 8.1: DEF justice priorities 

Fraud value 1st priority  2nd priority  3rd priority  

<£2,000 Dismissal Final salary deductions Criminal 

£2,000 to £20,000 Dismissal Criminal Civil litigation 

>£20,000 Dismissal Civil litigation Criminal 
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The pragmatic rationale applied to the selection of the justice route in each detected case means 

that the lowest value offenders are dealt with quietly by way of low level disciplinary sanctions, 

the mid-range offending group is the most likely to be prosecuted but not sued, whilst the high 

value, habitual offenders are the most likely to be sued but not prosecuted. The company has 

ƴŜǾŜǊ ŎƻƴǎƛŘŜǊŜŘ ǇǊƛǾŀǘŜ ǇǊƻǎŜŎǳǘƛƻƴǎ ŘǳŜ ǘƻ Ŏƻǎǘ ŀƴŘ ǘƘŜ ǇŜǊŎŜǇǘƛƻƴ ǘƘŀǘ ƛǘ ƛǎ ƴƻǘ ǘƘŜ ǘŀȄǇŀȅŜǊΩǎ 

responsibility: 

 

άLƴ ǘƘŜ ƳŀǊƪŜǘ ǘƘŀǘ ǿŜ ŀǊŜ ƛƴ ŀƴŘ ǘƘŜ ǎƻǊǘ ƻŦ ŜȄǇŜǊƛŜƴŎŜǎ ǘƘŀǘ ǿŜ ƎŜǘ ƛǘ Ƨǳǎǘ ŘƻŜǎƴϥǘ ƳŀƪŜ 

a lot of sense on the numbers. Plus that if you are talking to my FD or CEO, he'd be 

ǎŀȅƛƴƎΣ ΨHang on a minute. We pay £90M a year in business rates, an element of that 

goes to the police, what are they doing for it?Ω Why should we have to fund private 

ǇǊƻǎŜŎǳǘƛƻƴǎΚέ 

 

Although the selection of the appropriate justice route is influenced by the merits of each case, 

the objective assessment of three key commercial variables, risk, cost and outcome, takes 

precedence. However the most important variable and the necessary precursor is the decision to 

pursue any form of justice at all. It is not inevitable in all cases, particularly when there are 

divergent views on the most appropriate course. On such occasions Mark and his team see their 

duty as defending the moral integrity of the organisation. In one case the Manager of the 

Barnsworth branch was implicated in a fraud conspiracy involving a customer and had been 

allowed to resign. He then joined a competitor. Three years later DEF acquired the competitor 

pursuant to its growth by acquisition strategy: 

  

άL ƘŀŘ ǘƻ ǿƻǊƪ ƘŀǊŘ ǘƻ ŎƻƴǾƛƴŎŜ ƭƛƴŜ ƳŀƴŀƎŜƳŜƴǘ ǘƻ ƭŜǘ ƘƛƳ Ǝƻ ŀƎŀƛƴΦ IŜ ƘŀŘ ǘǳǊƴŜŘ ǘƘŜ 

branch around for the previous owners. The Regional Director interviewed him and was 

keen on him because of his sales performance. Eventually they were convinced of the risk 

and the negative message if we had kept him on, and we let him go again. If the staff had 

found out about his background, there would have been a free-for-all. The problem was 

that the HR file closed before the investigation had concluded, so there was no record of 

Ƙƛǎ ŦǊŀǳŘǳƭŜƴǘ ŀŎǘƛǾƛǘȅΦέ 

 

Similar tension emerged between operations and the security team when a Branch Manager, a 

successful salesman, was found falsifying his accounts to cover £70,000 worth of fraudulent 

sales. 
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ά{ƻ ǘƘƛǎ Ǝǳȅ ƛƴ aƛƭƭŎƘŜǎǘŜǊΣ ǘƘŜǊŜϥǎ ŀ ƭƻǘ ƻŦ ƴƻƛǎŜ ŀōƻǳǘ ƘƛƳ ōŜŎŀǳǎŜ ƘŜϥǎ ŀ ōǊƛƭƭƛŀƴǘ 

salesman and it's a very, very competitive area, lots of other merchants around and if we 

lose him out of the business because he's got a relationship with the customers, then 

commercially it could be damaging, so they are already talking about putting him out on 

the road as a rep. Then he's not responsible for looking after the paperwork, booking 

stuff out. He's bringing orders in and hand them over to somebody else who makes sure 

they are documented and charged out. He's got that relationship with the customer that 

ƳƛƎƘǘ ōǊƛƴƎ ƛƴ ōǳǎƛƴŜǎǎΦέ 

 

In both examples the commercial imperative of making sales was weighed against the ethical 

consequences of forgiving the behaviour of the employees. Ultimately the rationalisation 

arguments were defeated and the employees were dismissed. An important influence on the 

neƎƻǘƛŀǘƛƻƴǎ ƛǎ ǘƘŜ ǇŜǊŎŜƛǾŜŘ ǇǊƻǎǇŜŎǘ ƻŦ ŎŜƴǎǳǊŜ ōȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƭŜŀŘŜǊǎƘƛǇΦ ¢ƘŜ ŘƛƭƛƎŜƴǘ 

reporting methods not only expose aberrant behaviour, they also lay bare the rationale for 

management decisions. Allied with a management structure, wherein the monitoring and 

investigations team is independent of all other departments and its manager reports directly to 

ǘƘŜ ōƻŀǊŘ ƻŦ ŘƛǊŜŎǘƻǊǎΣ ƛǘ ƛǎ aŀǊƪΩǎ ǾƛŜǿ ǘƘŀǘ ǎǳŎƘ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ǿƻǳƭŘ ƴƻǘ Ǉŀǎǎ ƳǳǎǘŜǊ ǿƛǘƘ ǘƘŜ 

executives. Perhaps this is the true meaning and tŜǎǘ ƻŦ ǘƘŜ ƻŦǘ ǉǳƻǘŜŘ ǇƘǊŀǎŜ ΨǘƻƴŜ ŦǊƻƳ ǘƘŜ ǘƻǇΩ 

(Holloway, 2012), that the leadership dig in their heels and refuse to accept any excuses or 

rationalisations for employee fraud:   

 

άLǘ ƎŜǘϥǎ ōŀŎƪ ǘƻ ŎƻǊǇƻǊŀǘŜ ǇǊŜǘǘȅ ǎƻƻƴ ŀƴŘ ǘƘŜǊŜϥǎ ǇƭŜƴǘȅ ƻŦ Ǝǳȅǎ ƛƴ ǘƘŜ Execs, my boss is 

the FD and he would start jumping on heads if we wanted to keep a fraudster in the 

business. The CEO is very, very clear with us. We keep saying we do well with tone from 

ǘƘŜ ǘƻǇ ƳŜǎǎŀƎŜǎΣ ƛǘ ƛǎ ǉǳƛǘŜ ŎƭŜŀǊ ŦǊƻƳ ǘƘƻǎŜ ǎƻǊǘ ƻŦ ƎǳȅǎΦέ 

 

Torpedoes and boomerangs: security clout and HR 

 

Braithwaite and Fisse (1987, p226) observed that effective self-ǊŜƎǳƭŀǘƻǊǎ ΨƎƛǾŜ ŀ ƭƻǘ ƻŦ Ŏƭƻǳǘ ǘƻ 

ǘƘŜ ŎƻƳǇƭƛŀƴŎŜ ŘŜǇŀǊǘƳŜƴǘΩΦ ¢ƘŜȅ ǎǳƎƎŜǎǘ ǘƘŀǘ ǿƛǘƘƻǳǘ Ŏƭƻǳǘ ŎƻƳǇƭƛŀƴŎŜ ŦǳƴŎǘƛƻƴǎ Ŏŀƴƴƻǘ ǊŜǎƛǎǘ 

being pushed ŀǎƛŘŜ ōȅ ƻǇŜǊŀǘƛƻƴǎ ǇŜƻǇƭŜ ǿƘƻ ǎŜŜ ǘƘŜƳ ŀǎ ƻōǎǘŀŎƭŜǎΦ ¢ƘŜ {/5 ǘŜŀƳΩǎ ŀōƛƭƛǘȅ ŀƴŘ 

ŀǳǘƘƻǊƛǘȅ ǘƻ ŘŜŀƭ ǿƛǘƘ ŦǊŀǳŘ ƛǎ ŘŜǊƛǾŜŘ ŦǊƻƳ ǘƘŜ ŜƴŦƻǊŎŜƳŜƴǘ ǇƻǿŜǊ ǾŜǎǘŜŘ ƛƴ ƛǘ ōȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

leadership. Without clout it could struggle to dismantle the rationalisation arguments of the 

operations managers. In many organisations the HR department has the lead role in such 
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matters. DEFΩǎ HR department has been relegated to an administrative support role, drafting 

letters and arranging dates for disciplinary hearing. The HR department and indeed the 

profession is seen by the business as slow and ineffective due to its paralysing fear of the 

Employment Tribunal: 

 

ά¢Ƙŀǘϥǎ ώHR taking the lead] when you end up with people suspended for ever and a day. 

They won't make a decision because they are very risk averse. Our primary objective is 

get the person out, get some money, do the criminal. The HR objective is don't get 

embroiled in a ǘǊƛōǳƴŀƭΣ ƛǘϥǎ ŜȄǇŜƴǎƛǾŜΦΧΦΦYes, we call them pink and fluffy. Some of them 

are pinker and fluffier than others. You can understand that they don't want to get to 

tribunal, it's not the best of situations to be in. So they become risk averse to that, and 

the HR profession scares itself so they refrain from doing things when there's no need to 

be like thŀǘΦέ 

 

Particular tensions arise between the SCD team and HR when accused employees submit their 

resignations to avoid the disciplinary process. The SCD team objects to accepting resignations 

because it avoids justice, neutralises the deterrence effect of sanctions and sends out the wrong 

message. On the other hand, the HR department is inclined to accommodate the expediency of 

resignations. But in doing so they destroy all records of incomplete disciplinary matters, again out 

of fear of employment laws. It can have damaging consequences. An example is the Barnsworth 

case in which the Branch Manager, having been allowed to resign before the completion of the 

disciplinary process, subsequently returned to the business through a company acquisition. A 

similar but potentially far more serious event occurred in 2012.  

 

ά²Ŝ ǿƛƭƭ ǇǳǎƘ ǉǳƛǘŜ ƘŀǊŘ ƻƴ Iw ǘƻ ƎŜǘ ƛǘ ŀǎ ŀ ŘƛǎƳƛǎǎŀƭΣ ƴƻǘ ŀ ǊŜǎƛƎƴŀǘƛƻƴΦ ²ŜϥǾŜ ƘŀŘ 

some of that in the past. A guy in Westing in 2002, a Branch Manager, and we allowed 

him to resign, an Area Director did, no longer with us. He then went off and did his own 

thing and we lost about £75,000. It was a £50,000 debt with a company he was involved 

with and about £25,000 legal costs. Then at the back end of last year he's bounced back 

as a Branch Manager in London so different patch, nobody knew him and different guy 

interviewed him and everything. bƻǿ ƘŜ ŎƘŜŎƪŜŘ ǿƛǘƘ Iw ǎŀȅƛƴƎΣ ΨThis guy used to work 

with us.Ω HR ƭƻƻƪŜŘ ƻƴ ǘƘŜ ǎȅǎǘŜƳ ŀƴŘ ǎŀȅǎΣ Ψ10 years aƎƻΣ ƻƘ ȅŜǎΣ ƘŜ ǊŜǎƛƎƴŜŘΦΩΦΦΧΦΦSo 

one of my guys, one of the business support team, goes into the branch one day and 

ǊƛƴƎǎ ǳǇΣ ΨYou'll never believe who's back in the business.Ω ΨWho?Ω ΨIt's so and so.Ω ΨYou're 

joking. What the hell are you doing getting this guy back?Ω ΨI didn't know anything about 
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it.Ω So we looked [on the web]. The guy, Spearman and 4 others from the Gloucester, 

Bristol area sentenced between them for 20 odd years for revenue, Spearman in 

particular, £600,000 POCA for VAT on importing cigarettes. ΨDo you really want this guy 

in your busƛƴŜǎǎΚΩ So we took him out during his probationary period just before 

/ƘǊƛǎǘƳŀǎΦέ 

 

The Spearman incident exposes a number of problems. An effective recruitment process is 

necessary to filter out higher risk individuals (Johnston and Shearing, 2003, p80), especially 

sociopaths who are likely to cause the greatest damage. However expunging the records of 

incomplete investigations and disciplinary procedures means that prospective employers are 

served with false positive references. The failure to label and impose an effective deterrence 

sanction encourages offenders to continue their wrongdoing elsewhere (Holtfreter, 2005), 

particularly the sociopaths: the torpedo is fired at the competition. The risk for the first 

employer, especially if it is a larger, de-centralised organisation, is that the individual could 

become a boomerang, re-employed at a later date somewhere in the organisation either through 

normal recruitment processes or through business mergers. 

 

Conclusions 

 

The normalised social values within DEF Group do not appear by chance. They originate in the 

ƛƴǎǘǊǳƳŜƴǘŀƭ ŀƴŘ ǾŀƭǳŜ ǇǊƛƴŎƛǇŀƭǎ ǎŜǘ ōȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƭŜŀŘŜǊǎƘƛǇΦ ¢ƘŜ ŘŜƻƴǘƻƭƻƎƛŎŀƭ ǘƘŜƳŜǎ ŀǊŜ 

ŜƳōŜŘŘŜŘ ƛƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǇƻƭƛŎƛŜǎ ŀƴŘ ŎŀǎŎŀŘŜŘ ǘƘǊƻǳƎƘ ƛǘǎ ǇǊƻŎŜŘǳǊŜǎΦ ¢ƘŜȅ ŀǊŜ ǊŜƛƴŦƻǊŎŜŘ 

through repeat messaging, bound into employment contracts and given meaning by 

enforcement. The key criminological themes which support the ethical climate are situational 

crime prevention (Clarke, 1980) and rational choice (Clarke and Cornish, 1985). The management 

continuously learn from their experiences to harden the defences, improve procedures and 

increase the risks to potential offenders. The consequences of breaching the values are 

deliberately visible so that employees learn their meaning through both direct experience and 

vicarious disciplinary consequences (Bandura, 1971). The ethical climate is not self-sustaining in 

ǘƘŀǘ ƻƴŎŜ ƭŜŀǊƴǘ ǘƘŜ ŜƳǇƭƻȅŜŜǎ ŀŘƘŜǊŜ ƛƴŘŜŦƛƴƛǘŜƭȅ ǘƻ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǾŀƭǳŜǎΦ Without 

continuous vigilance and effective response to aberrant behaviour, the climate would regress. 

hƴŜ Ŏŀƴ ŎƘŀǊŀŎǘŜǊƛǎŜ ǘƘŜ {ŜŎǳǊƛǘȅ ŀƴŘ /ƻƳǇƭƛŀƴŎŜ 5ŜǇŀǊǘƳŜƴǘΩ ǊƻƭŜ ŀǎ ŀƴ ŜǘƘƛŎŀƭ ƳŀƛƴǘŜƴŀƴŎŜ 

team. Its primary duty is to ensure the ethical climate does not regress, and indeed progresses, 

monitoring, defending and repairing damage whenever it occurs.  
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The direct support of the executive gives the team the necessary clout (Braithwaite and Fisse, 

1987) ensure compliance through a dual coercive and consensual mentality (Johnston and 

Shearing, 2003, p27). It acts like an internal, private police force described by Johnston and 

Shearing (2003): it patrols, it gathers intelligence to seek out problems and it responds to reports. 

A notable feature of the department is that its purpose is not solely about enforcement. It is 

involved in the development of business procedures in cooperation with the user departments to 

bolster defences and minimise fraud risks. It also provides training and advice, identifies 

improvement opportunities and resǇƻƴŘǎ ǘƻ ƛƴŘƛǾƛŘǳŀƭǎΩ ŎƻƴŎŜǊƴǎΦ 

 

The inherent weakness of internal sanctions is their limited scope: the strongest sanction usually 

available for all behavioural issues is dismissal. However, only dismissing an employee for fraud 

risks sending out the message that it is no more serious than poor performance. 59CΩǎ 

management uses three additional sanction tools to differentiate occupational fraud: it seeks 

financial restitution through final salary payments, it pursues litigation for high value frauds and it 

reports all detected offenders to the police. The company needs the support of the criminal 

justice system to differentiate fraudulent behaviour, attach the criminal label and apply 

meaningful, proportionate sanctions. Many companies eschew prosecutions to avoid negative 

publicity and because they fear the discovery of evidence that would implicate senior 

management (Gill and Hart, 1997). Lǘ ƛǎ ŀ ƳŜŀǎǳǊŜ ƻŦ 59CΩǎ ŜǘƘƛŎŀƭ ǾŀƭǳŜǎ ǘƘŀǘ ǘƘŜ ƳŀƴŀƎŜƳŜƴǘ 

actively seeks the assistance of the police, irrespective of the status of the accused employee. As 

an eager, professional victim DEF would appear to be an ideal hunting ground for the police. It is 

ǘƘŜǊŜŦƻǊŜ ǳƴŦƻǊǘǳƴŀǘŜ ǘƘŀǘ 59CΩǎ ƛƴǘŜƎǊŀǘŜŘ ŜǘƘƛŎŀƭ ŀƴŘ ǎŜŎǳǊƛǘȅ ŦǊŀƳŜǿƻǊƪ ƛǎ ƛƳǇŀƛǊŜŘ ōȅ ŀƴ 

unresponsiveness criminal justice system which effectively decriminalises all but the most 

heinous frauds, undermines normative values and thereby lends weight to ƻŦŦŜƴŘŜǊǎΩ ƴƻ ŎǊƛƳŜ 

rationalisations (Benson, 1985). 

 

!ƴ ƛƳǇƻǊǘŀƴǘ ŀǎǇŜŎǘ ƻŦ ǘƘŜ {/5Ωǎ ǿƻǊƪ ƛǎ in dismantling ƭƛƴŜ ƳŀƴŀƎŜƳŜƴǘΩǎ ǳǘƛƭƛǘŀǊƛŀƴ 

rationalisations for excusing those employees perceived as valuable to the business. It also 

argues against the HR inclination to accept the expediency of resignations. Too often the absence 

of an adequate specific deterrence accompanied by a neutral employment reference and 

inadequate personnel records launches the undetectable fraud torpedo onto new employers and 

risks the unexpected corrupt boomerang. The support of the leadership as an ethical anchor in 

deconstructing these rationalisations is seen by the Security and Compliance Department as 

ŜǎǎŜƴǘƛŀƭΦ ¢ƘƻǳƎƘ ǘƘŜ ΨŘŜ-ǊŀǘƛƻƴŀƭƛǎŀǘƛƻƴΩ ŘŜōŀǘŜǎΣ ǿƘƛŎƘ ŀǊƛǎŜ ōŜǘǿŜŜƴ ǘƘŜ {/5 ǘŜŀƳΣ Iw ŀƴŘ 

line management, may be a source of frustration for the team, they are probably a healthy 
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feature. Such tensions serve to ensure that the climate of the organisation does not shift too far 

in one direction, that is, either towards an unethical malaise, a normless, unregulated anomie 

(Durkheim, 1957), or in the direction of an overbearing internal policing structure like the Ford 

Motor Company nurtured in the 1920s and 1930s (Weiss, 1987). 

 

! ŎǊƛǘƛŎŀƭ ŀǘǘǊƛōǳǘŜ ƻŦ 59CΩǎ ŜǘƘƛŎŀƭ ǇǊƻƎǊŀƳƳŜ ƛǎ ǘƘŜ ǿǊƛǘǘŜƴ ǊŜǇƻǊǘǎ ǎǳǇǇƭƛŜŘ ǘƻ ǘƘŜ ŜȄŜŎǳǘƛǾŜ 

management (Gee, Button and Cook, 2011). The information flow is crucial in maintaining the 

attention and support of the leadership (Coleman, 1995). The directors set the ethical values and 

demand employee engagement at all levels. In return, the SCD team engages the directors by 

providing them with regular security and inventory reports which are both qualitative and 

quantitative. The reports expose the type and nature of the fraud risks, and allow knowledge 

based adjustments to policy and strategy. Crucially they quantify the financial value of the 

ŎƻƳǇŀƴȅΩǎ ƛƴǾŜǎǘƳŜnt in its ethical programme. 

 

It would be an error to laud DEF Group as an entirely ethical organisation as the research focused 

on one area of the business. However through the effective engagement of the leadership and 

the employees it not only strives to ensure legal and procedural compliance, its values 

orientation brings meaning to its ethical code. In this way both leaders and employees learn an 

excess of definitions favourable to upholding the law over definitions favourable to violating the 

law (Sutherland, Cressey and Luckenbill, 1947, p88). 
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Chapter 9 

 

R&T Industries - The Window Dressing Corporation 

 

Introduction 

 

Public and private organisations are increasingly expected to operate in socially acceptable ways 

(Weaver, Trevino and Cochran, 1999). How organisations seek legitimacy by conforming to these 

expectations varies and depend to a great extent on the nature and strength of regulatory and 

social pressures (Oliver, 1991). Business ethics scholars differentiate between two types of 

organisational approaches: compliance orientated controls that rely on coercion and restraint 

and values orientated cultures that aim for employee commitment to organisational goals and 

values (Trevino and Weaver, 2003). Similarly, in her discussion of the relationships between 

organisations and wider society, Swanson (1995) differentiates between the deontological and 

utilitarian approaches to corporate social responsibility. The duty-aligned perspective places 

greater emphasis on values, duties, obligations and positive efforts of corporate enterprise to 

help others; the utilitarian perspective focuses on the overriding social benefit of the 

ŎƻǊǇƻǊŀǘƛƻƴΩǎ ŜŎƻƴƻƳƛŎ ǇǳǊǇƻǎŜ ŀƴŘ ƛǘǎ ƛƴŎǊŜŀǎŜŘ ǇǊƻǇŜƴǎƛǘȅ ǘƻ ƧǳǎǘƛŦȅ ŘŜƭƛōŜǊŀǘŜ ōǊŜŀŎƘŜǎ ƻŦ 

ǎƻŎƛŜǘŀƭ ƴƻǊƳǎ ƻǊ ǊŜƎǳƭŀǘƛƻƴǎ {ǿŀƴǎƻƴ όмффрύΦ 5ŀǾƛŘ .ŜǊƳƛƴƎƘŀƳΣ ƻƴŜ ƻŦ ǘƘŜ ŎƻƴǾƛŎǘŜŘ Ψbŀǘ²Ŝǎǘ 

¢ƘǊŜŜΩ ŎƻƳƳŜƴǘŜŘ ƻƴ ŜǘƘƛŎǎ ƛƴ ǘƘŜ ŦƛƴŀƴŎƛŀƭ ƛƴŘǳǎǘǊȅ (BBC, 20ммΣ aŀǊŎƘ ннύΣ άhǳǊ ŎŀǎŜ ƭŀȅ ŀǘ ǘƘŜ 

ƛƴǘŜǊǎŜŎǘƛƻƴ ƻŦ ƳƻǊŀƭƛǘȅ ŀƴŘ ŎŀǇƛǘŀƭƛǎƳ ŀƴŘ ŎŀǇƛǘŀƭƛǎƳ ǿŀǎ ŀƭǿŀȅǎ ƎƻƛƴƎ ǘƻ ǿƛƴΦέ 

 

Utilitarianism can also lead to expediency in the application of internal controls. At a Home 

Affairs Committee inquiry into police standards Sir Hugh Orde, the President of Association of 

Chief Police Officers in the UK, was asked by Lorraine Fullbrook MP whether officers accused of 

misconduct were allowed to resign or take early retirement rather than face immediate 

suspension and a proper investigation (Home Affairs Committee, 2013). He agreed without 

hesitation: 

 

άLǘ ǿƻǳƭŘ ōŜ ŀ ǾŜǊȅ ŜȄǇŜƴǎƛǾŜ ƻǇǘƛƻƴΦ L ǘŀƪŜ ŀ ǇǊŀƎƳŀǘƛŎ ǾƛŜǿΣ Ƴȅ ǇǊƛƳŀǊȅ ƻōƧŜŎǘƛǾŜ ƛǎ ǘƻ 

remove them from the police service and if the likely outcome of a disciplinary process is 

a lower sanction or a very drawn out, complex legal process, because these things are, I 

would rather lose the individual. The problem is keeping track of the individual. There 
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needs to be a national register of those who have left under such circumstances to make 

ǎǳǊŜ ǘƘŜȅ Řƻ ƴƻǘ ŎƻƳŜ ōŀŎƪ ƛƴǘƻ ǘƘŜ ǎŜǊǾƛŎŜΣ ǎƻƳŜǿƘŜǊŜΣ ǎƻƳŜǘƛƳŜ ƭŀǘŜǊΦέ 

 

It is striking that the Committee accepted this utilitarian rationalisation without further 

challenge. The passiveness of the police to internal wrongdoing seems incommensurate with the 

nature of their public office. It is also concerning that short-term pragmatism and inadequate 

personnel records leads to the boomerang problem identified at DEF Group in Chapter 8. Sir 

IǳƎƘ hǊŘŜΩǎ ǇŜǊǎǇŜŎǘƛǾŜ ƛƴŘƛŎŀǘŜǎ ŀ ŎƻƳǇƭƛŀƴŎŜ ǊŀǘƘŜǊ than values orientation (Weaver and 

Trevino, 1999): doing the least necessary to maintain the public perception of the police as an 

ethically disciplined organisation.  

 

Organisations are more likely to conform to social expectations when those expectations are 

buttressed by government regulations and reinforced by high levels of external scrutiny (Oliver, 

1991). Conversely weaker levels of enforcement encourages organisations to develop 

concealment strategies that promote the appearance of regulatory compliance (Oliver, 1991). 

This adaptive response to external restraints (Greening and Gray, 1994) allows organisations to 

decouple illegitimate activities from their conforming structures and use impression 

management techniques to focus attention on their socially normative achievements (Elsbach 

and Sutton, мффнύΦ {ǳŎƘ ŘŜŎƻǳǇƭŜŘ άǿƛƴŘƻǿ ŘǊŜǎǎƛƴƎέ ǎǘǊŀǘŜƎƛŜǎ permit organisations to 

vigorously pursue some ethical themes whilst disregarding others (Weaver, Trevino and Cochran, 

1999bύΦ ¢ƘŜ 9ǳǊƻǇŜŀƴ /ƻƳƳƛǎǎƛƻƴΩǎ ƭƻng list of companies fined for conspiring in price-fixing 

cartels (ECΣ нлмрύ ƛƭƭǳǎǘǊŀǘŜǎ Ƙƻǿ ƘƛƎƘ ǇǊƻŦƛƭŜ ŎƻǊǇƻǊŀǘƛƻƴǎΩ ŜǎǇƻǳǎŜŘ ŜǘƘƛŎǎ ǘƻƻ ƻŦǘŜƴ ŘƛǾŜǊƎŜ 

from practice. 

 

The strongest determinant in ensuring that organisations enact what they espouse without such 

window dressing concealment is the ethical commitment of their leaders (Jones, 1995; Paine, 

1996) and their influence on ƛƴŘƛǾƛŘǳŀƭ ŜƳǇƭƻȅŜŜǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ǘƘŜƛǊ ƻǿƴ ƳƻǊŀƭ ŀƎŜƴŎȅ ƻǊ 

locus of control within their management structures (Trevino, 1986). Trevino and Youngblood 

(1990) found that locus of control exhibits a stronger influence on ethical decision making than 

cognitive moral development, and the greater the internality, the stronger the ethical outcomes. 

Followers with an external locus of control look to their leaders to decide what constitutes 

appropriate behaviour (Forte, 2005). By providing higher levels of management support, the 

values orientated organisation overcomes any inhibitions associated with an internal locus of 

control, reducŜǎ άƳƻǊŀƭ ƳǳǘŜƴŜǎǎέ ŀƴŘ ƎƛǾŜǎ ǾƻƛŎŜ ǘƻ ŜƳǇƭƻȅŜŜǎΩ ŜǘƘƛŎŀƭ ŎƻƴŎŜǊƴǎ ό²ŜŀǾŜǊ ŀƴŘ 

Trevino, 1999). This is borne out by the observations in Chapter 7 where DEF Group benefited 
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ŦǊƻƳ ŀ ƘƛƎƘ ƴǳƳōŜǊ ƻŦ άǿŀǘŎƘŜǊǎέ ǊŜǇƻǊǘƛƴƎ ǘƘŜƛǊ ŎƻƴŎŜǊƴǎ ǘƘǊƻǳƎƘ ƴƻǊƳŀƭ ƳŀƴŀƎŜƳŜƴǘ 

ŎƘŀƴƴŜƭǎΦ ¢ƘŜ ǊƻƭŜ ƻŦ ƭŜŀŘŜǊǎ ƛǎ ƴƻǘ Ƨǳǎǘ ƛƳǇƻǊǘŀƴǘ ƛƴ ŜƴŎƻǳǊŀƎƛƴƎ ŜƳǇƭƻȅŜŜǎΩ ƎŜƴŜǊŀƭ ǎǳǇǇƻǊǘ ŦƻǊ 

an ethical climate, this ŎƘŀǇǘŜǊΩǎ ethnographic case study will show that it is crucial in supporting 

employees as they make specific ethical decisions. The study examines the circumstances around 

the type of contract bribery fraud defined in Chapter 4. It involved a contract employee of a large 

manufacturing corporation, R&T Industries, and one of its engineering suppliers, Northwick 

Projects. The opportunity to observe the events came about through my role as the manager of a 

ŎƻƳǇŜǘƛǘƻǊ ƻŦ bƻǊǘƘǿƛŎƪ ŀƴŘ Ƴȅ ƛƴǾƻƭǾŜƳŜƴǘ ƛƴ ŜȄǇƻǎƛƴƎ ǘƘŜ ŦǊŀǳŘ ǘƻ wϧ¢Ωǎ ƳŀƴŀƎŜƳŜƴǘΦ 

Firstly, however, a brief description of the contractor market is required to contextualise the 

contract staff market in terms of its susceptibility to fraud and corruption. 

 

Contract staff 

 

Professional project engineers are only valuable when an organisation has projects underway, at 

other times they are an expensive drain. In the engineering and manufacturing sectors a very 

common solution to the variable demand patterns is to maintain a skeleton crew of permanent 

engineers and engage individual contractors to accommodate the peak loads. Companies usually 

source engineers through specialist contractor agencies. There are a variety of agency types, 

depending on the services and range of contractual relationships that they offer. A key influence 

ƻƴ ǘƘŜ ǊŜƭŀǘƛƻƴǎƘƛǇǎ ƛǎ ǘƘŜ άƛƴǘŜǊƳŜŘƛŀǊƛŜǎέ ƭŜƎƛǎƭŀǘƛƻƴ ƛƴǘǊƻŘǳŎŜŘ ƛƴ нлллΣ ƪƴƻǿƴ ŀǎ LwорΦ ¢ƘŜ 

purpose of the legislation is to counter tax avoidance by preventing companies from engaging 

individuals as contractors through intermediary agencies when the relationship between the 

individual and the company is really one of employment (HMRC, 2014). Without the legislation 

companies and contractors would pay less tax. 

 

Furthermore, by defining the individual as an employee or sub-contractor of the intermediary 

agency, the organisation avoids the responsibilities and liabilities of an employer defined in a 

welter of legislation: Nairns (2008, pxxxii) lists 64 relevant statutes, 85 statutory instruments and 

20 European Directives. The most obvious benefits are cost and flexibility: the company does not 

pay Employers National Insurance, there is no holiday pay, sick pay and other benefits. Most 

importantly, it can dismiss the contractor at any time without redundancy. This chapter will show 

that organisations ought to consider these advantages against the insecurity of the agency 

ŜƳǇƭƻȅŜŜΩǎ ǊƻƭŜ ǿƘƛŎƘ Ƴŀȅ ŎǊŜŀǘŜ ŀ Ŧƛƴŀncial pressure motivation for engaging in corrupt or 

fraudulent behaviour (Cressey, 1953).  
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The IR35 legislation does not oblige individuals to incorporate limited companies, sole trader 

status is perfectly acceptable, nevertheless limited company status has become de rigueur in 

order to reinforce the perception of the client-supplier relationship. The contractor is then a 

director, shareholder and employee of his own company. The structure results in three 

contractual relationships that distance the workeǊΩǎ ŦƛƴŀƴŎƛŀƭ ŀǊǊŀƴƎŜƳŜƴǘǎ ŦǊƻƳ ǘƘŜ ŎƻƳǇŀƴȅΥ 

ƻƴŜ ōŜǘǿŜŜƴ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭ ŀƴŘ Ƙƛǎ ƻǿƴ ŎƻƳǇŀƴȅΣ ǘƘŜ ǎŜŎƻƴŘ ōŜǘǿŜŜƴ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭΩǎ ŎƻƳǇŀƴȅ 

and the agency, and the third between the agency and the client company. One self-employed 

engineering contractor, Matt, explained how contractors invariably engage accountants to 

legitimise their tax arrangements and use the tax savings to cope with idle periods and illness: 

 

ά²Ŝ ŀƭƭ ƘŀǾŜ ŀŎŎƻǳƴǘŀƴǘǎ ŀƴŘ ƭŜǘ ǘƘŜƳ ǎƻǊǘ ƛǘ ƻǳǘΦ ¢ƘŜ ǘŀȄ Ƴŀȅ ƭƻƻƪ ƎƻƻŘ ǘƻ ȅƻǳ ōǳǘ 

ȅƻǳΩǾŜ Ǝƻǘ ǘƻ ǊŜƳŜƳōŜǊ ǿŜ ƘŀǾŜ ǘƻ Ǉǳǘ ƳƻƴŜȅ ŀǎƛŘŜ ŦƻǊ ŀ Ǌŀƛƴȅ Řŀȅ ŀƴŘ ǿŜΩǊŜ ŀƭƭ ƎŜǘǘƛƴƎ 

ƻƭŘŜǊΦ [ŀǎǘ ȅŜŀǊ L ǿŀǎ ƻǳǘ ǿƛǘƘ ǘƘŜ ōŀŎƪ ŦƻǊ ǘŜƴ Řŀȅǎ ŀƴŘ ȅƻǳ ƴŜǾŜǊ ƪƴƻǿ ǿƘŜƴ ǘƘŜȅΩǊŜ 

ƎƻƛƴƎ ǘƻ ǎŀȅΣ Ψ/ƻƳŜ ōŀŎƪ ƛƴ ŀ ƳƻƴǘƘ ƻǊ ǘǿƻΦΩ {ƻ L ƪƛƴŘ ƻŦ Ǉǳǘ ǘƘŜ ǘŀȄ ǎŀǾƛƴƎ ǘƻ ƻƴŜ ǎƛŘŜ ŦƻǊ 

whŜƴ LΩƳ ƴƻǘ ǿƻǊƪƛƴƎΦέ 

 

It appears that the rules continue to be abused by corporations. Westco International introduced 

in Chapter 6 has continuously employed individuals for decades using these structures, including 

engineers and, most surprisingly, buyers. R&T has also retained engineers for many years on this 

basis. Before 2000 the companies engaged the contractors directly with no intermediary. After 

the introduction of IR35 all contractors were required to sign up with agencies nominated by the 

companies. The contractors are effectively permanent employees but the company pretends and 

rationalises the legitimacy of the arrangements by pointing at the contractual remoteness of the 

individual. These permanent contractors rationalise their involvement in the pretence, by 

defence of necessity (Minor, 1981), due to their dependence on the relationship. The 

ŎƻƴǘǊŀŎǘƻǊǎΩ ǎŜƴǎŜ ǘƘŀǘ ǘƘŜȅ ŀǊŜ ƭƻŎƪŜŘ ƛƴǘƻ ŀƴ ƛƴǎŜŎǳǊŜΣ ǳƴŦŀƛǊΣ ŜȄǇƭƻƛǘŀǘƛǾŜ ǊŜƭŀǘƛƻƴǎƘƛǇ ŎǊŜŀǘŜǎ 

internalised strains and antagonism towards the employers. The words of James, just one of 

many permanent agency staff working for Westco reflect the condemnation of the condemnors 

neutralization technique (Sykes and Matza, 1957): 

 

άLΩǾŜ ǿƻǊƪŜŘ ǘƘŜǊŜ ŦƻǊ ƻǾŜǊ нр ȅŜŀǊǎ ŀƴŘ ƛƴ ŀƭƭ ǘƘŀǘ ǘƛƳŜ LΩǾŜ ōŜŜƴ ƭŀƛŘ ƻŦŦ ŦƻǊ maybe four 

weeks in total. But you always know that next week may be the last. They have got rid of 

contractors before. Richard West was there for 35 years. They had a round of 

redundancy a few years ago and a purge on contractors to reduce costs and he went. 

They got more volunteers [for redundancy] than they needed, but sacked half a dozen 
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ŎƻƴǘǊŀŎǘƻǊǎ ŀƴȅǿŀȅΦΧΦΦ¸ƻǳΩǊŜ ǘǊŜŀǘŜŘ ŘƛŦŦŜǊŜƴǘƭȅ ǘƻ ǘƘŜ ŀǎǎƻŎƛŀǘŜǎ ώemployees]. You work 

ƭƻƴƎŜǊ ƘƻǳǊǎΣ ǿŜŜƪŜƴŘǎΣ ƘŀǾŜ ǘƻ ǘǳǊƴ ƛƴ ǿƘŜƴ ǘƘŜȅ ŎŀƴΩǘ ōŜ ōƻǘƘŜǊŜŘ ƻǊ ǇǳƭƭƛƴƎ a sickie 

or away on some corporate bonding charabanc. And you have to put in the hours 

ōŜŎŀǳǎŜ ȅƻǳ ŘƻƴΩǘ ƎŜǘ ǎƛŎƪ Ǉŀȅ ƻǊ ƘƻƭƛŘŀȅ ǇŀȅΦ {ƻƳŜǘƛƳŜǎ ǘƘŜȅ ǘŜƭƭ ǳǎ ǿŜΩǊŜ ǘƻ ƎŜǘ ŀ ǎƘƻǊǘ 

ŎƻƴǘǊŀŎǘ ŜƭǎŜǿƘŜǊŜ ǎƻ ǿŜ ŘƻƴΩǘ ƭƻƻƪ ƭƛƪŜ ŜƳǇƭƻȅŜŜǎΣ ōǳǘ ǿƘŜƴ ǿŜ Řƻ ŦƛƴŘ ǎƻƳŜǘhing, 

ǘƘŜȅ ǿƻƴΩǘ ƭŜǘ ǳǎ ƎƻΣ ǎƻƳŜǘƘƛƴƎ ƛǎ ǳǊƎŜƴǘΦ ¢ƘŜȅ ƻōƧŜŎǘŜŘ ǿƘŜƴ L ǇƛŎƪŜŘ ǳǇ ŀ Ƨƻō ŀǘ ώΧΧϐ 

ōŜŎŀǳǎŜ ƛǘ ǿŀǎ ŀ ŎƻƳǇŜǘƛǘƻǊΣ ǎƻ ƛǘ ƴŜǾŜǊ ƘŀǇǇŜƴǎΦέ  

 

In Chapter 8 we saw how individuals dismissed for fraud can, with their relevant qualifications 

and experience for a particular industry, turn into torpedoes to further their felonious careers 

elsewhere. Worse still as experienced at DEF Group and observed by Sir Hugh Orde, torpedoes 

can turn into boomerangs. These individuals are launched onto the employment market probably 

with a neutral reference, bearing a grievance, armed with fraud skills and under financial 

pressure. The risks to subsequent employers are significant. Should these individuals enter the 

contracting market described here, which by nature is insecure and rich with rationalisation 

formulae, the risks are amplified. The risks are further intensified where contractors work in 

finance related departments such as purchasing or accounts, or with access to intellectual 

property assets. The implication is that vetting processes for contractors ought to be at least as 

thorough as for permanent staff. Unfortunately, as the Chartered Institute of Personnel and 

Development report, temporary and sub-contract staff are rarely vetted to the same degree as 

permanent staff either by the employer or the agency (CIPD, 2012, p26).  

 

The company 

 

R&T Industries is a large multi-national corporation that has been established for over 200 years. 

The parent company remains close to its origins in northern Europe. It has operations in 80 

countries and employs over 50,000 people. It is a technology based manufacturer of popular 

consumer products. From the early 20th century the UK subsidiary operated as a substantial 

independent corporation until recently acquired and rebranded by R&T. Symbols of the 

ŎƻƳǇŀƴȅΩǎ ƘŜǊƛǘŀƎŜ ƎǊŜŜǘ ŜƳǇƭƻȅŜŜǎ ŀƴŘ ǾƛǎƛǘƻǊǎ ƛƴ ǘƘŜ ǎǇŀŎƛƻǳǎΣ ƻǇǳƭŜƴǘ ǊŜŎŜǇǘƛƻƴ ƭƻōōȅ ǘƘŀǘ 

leads to the local corporate offices of the UK subsidiary. High quality hardback books depict pride 

ƛƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ Ŏƻƴǘƛƴǳƻus rise from humble beginnings to dominance in its sectors. Obsolete 

Ŏŀǎǘ ƛǊƻƴ ƳŀŎƘƛƴŜǊȅ ǇǊŜǎŜƴǘŜŘ ŀǎ ŀǊǘǿƻǊƪǎ ŦƛǊƳƭȅ ŦƛȄ ǘƘŜ ¦Y ŎƻƳǇŀƴȅΩǎ ƛƴƴƻǾŀǘƛǾŜ ŜƴƎƛƴŜŜǊƛƴƎ 

origins in the early 20th century whilst boasting aesthetic sentiments. Wholesome poster images 
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of happy employees proclaim company values and ambitions in respect of citizenship and the 

planet. 

 

The corporate website repeats the ambitions, focusing on human values, the importance of its 

employees and extolling the value of teamwork. However behind the glossy public façade 

symptoms of underinvestment and diminished pride is abundant in the production areas: acres 

of hard-standing betray evidence of numerous demolished buildings, corroded structures, aged 

equipment is spotted with pigeon droppings and flaking paintwork suggest a disregard for 

employees. The overwhelming impression is of an unloved factory with an insecure future, an 

aged cash-cow with assets driven hard to maximise short-term profits. 

 

Like DEF Group in Chapter 7, R&T is a signatory to the UN Global Compact, an ethical framework 

covering human rights, labour, the environment and anti-corruption (United Nations, undated). 

Lǘǎ ŜǎǇƻǳǎŜŘ ǇǊƛƴŎƛǇŀƭǎ ŀǊŜ ŀƭǎƻ ǎƛƳƛƭŀǊ ǘƻ 59CΩǎΣ ōŀǎŜŘ ƻƴ ŀōƛŘƛƴƎ ƘǳƳŀƴ ǾŀƭǳŜǎ ŀƴŘ ƛƳǇƻǎŜŘ 

regulations, thus reflecting both the normative values and compliance orientations (Trevino and 

Weaver, 2003): 

 

¶ Safety 

¶ Integrity 

¶ Sustainability 

¶ Customer focused 

¶ Deliver on commitments 

¶ Passion for excellence 

¶ Teamwork 

 

To have meaning and credibility ethical polices have to be clear and detailed (Schnatterly, 2003). 

IƻǿŜǾŜǊ wϧ¢Ωǎ ǿǊƛǘǘŜƴ ŎƻŘŜ ƻŦ ŎƻƴŘǳŎǘ ƛǎ ŀƳōƛƎǳƻǳǎΦ ¢ƘŜ ōǳǎƛƴŜǎǎ ƛƴǘŜƎǊƛǘȅ ǇǊƛƴŎƛǇƭŜ ƛǎ ŘŜŦƛƴŜŘ 

as compliance with the laws of the countries in which it operates. It prohibits bribery in the form 

of offering money but allows gifts of a limited value without specifying the limit. Facilitation 

payments are prohibited only in countries where they are unlawful, elsewhere payments are 

permissible but need to be recorded. Fraud is defined as the theft, falsification or omission of 

data, money or goods, the deliberate provision of incorrect information and breaches of the 

employment contract. The policy goes on to define the three principal responsibilities of 

employeŜǎ ŀǎ ǇǊƻǘŜŎǘƛƴƎ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƛƳŀƎŜΣ ǇǊƻǘŜŎǘƛƴƎ ƛǘǎ ƛƴǘŜƭƭŜŎǘǳŀƭ ǇǊƻǇŜǊǘȅ ŀƴŘ ǇǊŜǾŜƴǘƛƴƎ 

the disclosure of inside information which may result in illegal insider share deals. It explicitly 
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stipulates that any suspected or detected fraud must be reported to a local line manager who in 

turn reports it to the Group Audit department. 

 

The definitions of corruption and fraud convey an ambiguous, mixed message. They reflect a 

compliance orientation (Weaver and Trevino, 1999) but one with sufficient utilitarian flexibility to 

accommodate commercial priorities, regional laws and local cultures. In other words they are 

contingent on circumstances and not on unified values. The language suggests a particular focus 

on dishonest information which may relate to experiences of dishonest management reports or, 

considering the technological nature of the business, falsified research data. Insider trading 

appears to be a sensitive issue and may be because directors of the original UK company were 

accused of insider dealing in relation to its acquisition by R&T.  

 

The parent company has a Compliance Committee led by a Compliance Director based in its 

European headquarters. The Committee manages a computer based ethics training package, 

examines serious misconduct cases, ensures compliance with share dealing rules and provides a 

hotline for employees. It also produces four ethical key performance indicators (KPI): in 2013 it 

investigated 22 cases of serious misconduct, 98 employees (0.2% of workforce) were dismissed 

across the world for code violations, intranet ethics training had reached 96% of the workforce 

and 100% of the executives complied with share dealing statements. The last KPI is unusual, but 

ǇŜǊƘŀǇǎ ŀƎŀƛƴ ǊŜŦƭŜŎǘǎ ǘƘŜ ŜȄŜŎǳǘƛǾŜΩǎ ǎŜƴǎƛǘƛǾƛǘȅ ǘƻ ǇǊŜǾƛƻǳǎ ƛƴǎƛŘŜǊ ŘŜŀƭƛng allegations. 

 

At the local level, R&T actively engages with suppliers, especially engineering businesses, on the 

regulated health and safety and environmental issues. Work risk assessments are produced 

almost daily, compliance monitoring is continuous and any breaches are dealt with immediately. 

The engineering contract firms working on site are well aware that any infringements can be very 

costly: at the very least work is delayed and on occasions firms have been expelled from site and 

the reasons shared with the remaining contractors. The company encourages contractors to air 

their safety and environmental concerns and invites complaints. A positive feature is the pre-

printed pads it issues to contractors so they note down observations. They can also be used to 

report concerns anonymously. However there is no engagement at all in respect of corruption. 

The written codes and reporting procedures are directed solely at employees, who are virtually 

unaware of their existence. There is no prescribed route for suppliers or other third parties to 

raise their concerns. Corruption is an invisible, de-coupled ethical theme (Weaver, Trevino and 

Cochran, 1999b).  
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Engineering operations 

 

The Engineering Department occupied a large open-plan office, but, reflecting the general lack of 

infrastructure investment, two long rows of uninhabited desks indicated a decline in innovation 

and capital investment. Nevertheless the remaining team of four engineers remained under 

pressure to introduce a complex array of process modifications to accommodate new 

environmental regulations. Without the new processes the plant would have closed down. The 

Projects Manager, Ethan, aged about 30, led the small team. He was under significant pressure to 

understand, test and develop the technologies behind the plant upgrades and to deliver the 

projects speedily at the lowest cost. 

 

Ethan had joined the company just two years earlier and was keen to build a reputation to 

further his career. Unfortunately he received little support from his immediate boss, Conrad, the 

Engineering Manager. The Engineering Director, Gordon, was an invisible figure based in the local 

corporate offices. Ethan spoke to Conrad about once per week at a scheduled progress meeting. 

He saw the Director once a month.  

 

άL see Conrad once a week for project progress. His only interest is plan attainment, not 

ǘƘŜ ǇǊƻōƭŜƳǎΦ ¢ƘŜƴ ǿŜ Ǝƻ ǘƻƎŜǘƘŜǊ ǘƻ ǘƘŜ ƳƻƴǘƘƭȅ DƻǊŘƻƴ ŀǊǎŜ ƪƛŎƪΦέ 

 

Seeking out deviations and mistakes is a discernible characteristic of active management by 

exception, a transactional leadership style (Bass, мфурύΦ 9ǘƘŀƴΩǎ ǇǊƛƴŎƛǇŀƭ ǇǊƻōƭŜƳ ǿŀǎ ŜƳǇƭƻȅƛƴƎ 

ǎǳŦŦƛŎƛŜƴǘ ǎƪƛƭƭŜŘ ŜƴƎƛƴŜŜǊǎΦ wϧ¢Ωǎ ǇƻƭƛŎȅ ƛǎ ǘƻ ŀŎŎƻƳƳƻŘŀǘŜ ǾŀǊƛŀble project demands by 

engaging individual contractors when required. Unfortunately Ethan received no support from 

HR, purchasing or anyone else in sourcing an appropriate contractor. He was obliged to use the 

one agency approved by the company despite the inadequacy of the candidates it offered. The 

culture of the organisation demanded full accountability from its young, impressionable 

managers, that they should stand or fall on their own resourcefulness, yet the rules limited their 

powers. In such circumsǘŀƴŎŜǎ ǘƘŜ ƳŀƴŀƎŜǊΩǎ ƭƻŎǳǎ ƻŦ ŎƻƴǘǊƻƭ όwƻǘǘŜǊΣ мфссύ ǿƻǳƭŘ ƘŀǾŜ ǘƻ ōŜ 

strongly internal to confront or defy senior management. Other peer level managers, their 

confidence bolstered by several years in the business, did not hide their antipathy to the 

compaƴȅΩǎ ƳŀƴŀƎŜƳŜƴǘΦ ¢ƘŜ ƭŀǎǘ ǊŜƳŀƛƴƛƴƎ ŦŀŎƛƭƛǘƛŜǎ ŜƴƎƛƴŜŜǊ ǿŀǎ ƴŜŀǊƛƴƎ ǊŜǘƛǊŜƳŜƴǘ ƘŀǾƛƴƎ 

worked at the site since a teenager. He tried to encourage Ethan to stand up to his line managers. 

His comments suggested an exploitative authority management style (Likert, 1967): 
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άIŜ ƭŜǘǎ ǘƘŜƳ ōǳƭƭȅ ƘƛƳ ǎƻ ǘƘŜȅ ƎŜǘ ŀǿŀȅ ǿƛǘƘ ƛǘΦ L ǘŜƭƭ ƘƛƳΣ Philip [Safety Manager] tells 

ƘƛƳΣ ōǳǘ ƛǘ Ƨǳǎǘ ŘƻŜǎƴΩǘ ǎŜŜƳ ǘƻ ōŜ ƛƴ ƘƛƳΦέ 

 

9ǘƘŀƴ ƘŀŘ ǇŜŘŀƭƭŜŘ ǘƘŜ ǊŜŎǊǳƛǘƳŜƴǘ ŎȅŎƭŜ ǎŜǾŜǊŀƭ ǘƛƳŜǎ ǿƛǘƘ wϧ¢Ωǎ ǎƛƴƎƭŜ ǇǊŜŦŜǊǊŜŘ ŀƎŜƴŎȅΣ ŀƴŘ 

had tried a few individuals with no success. Bernie was the last one he engaged, the final throw 

of the die. He is an inconspicuous middle-class, over 50, married homeowner who describes 

ƘƛƳǎŜƭŦ ŀǎ ŀ ǇǊƻƧŜŎǘ ŜƴƎƛƴŜŜǊΦ 9ǘƘŀƴ ǿŀǎ ŎǊƛǘƛŎŀƭ ƻŦ .ŜǊƴƛŜΩǎ ǇǊƻŦŜǎǎƛƻƴŀƭ ǎƪƛƭƭs: 

 

άIŜϥǎ ƴƻǘ ōǊƛƎƘǘ ŀƴŘ ƘŜϥǎ ƎƛǾŜƴ ƳŜ ǇǊƻōƭŜƳǎ ǘƻ ŘŜŀƭ ǿƛǘƘ ōŜŎŀǳǎŜ ƘŜϥǎ ƴƻǘ ŀ ŎŀǇŀōƭŜ 

ŜƴƎƛƴŜŜǊΦ .ǳǘ ƘŜΩǎ ƴƻǘ ƭƛƪŜ Vincent [previous engineer], I never knew where he was, 

where he'd got to on projects, so I'd get it in the neck from Conrad weekly and Gordon 

every month. At least with Bernie you can tell him what to do and you know what he's 

doing, what you've told him. I was never sure with Vincent. Great engineer, but a loose 

ŎŀƴƴƻƴΦ L ƘŀǾŜƴϥǘ ōŜŜƴ ŀōƭŜ ǘƻ ŦƛƴŘ ŀƴȅƻƴŜ ŜƭǎŜΣ ǎƻ LϥƳ ǎǘƛŎƪƛƴƎ ǿƛǘƘ .ŜǊƴƛŜΦέ 

 

CƻƭƭƻǿƛƴƎ Ƙƛǎ ŜȄǇŜǊƛŜƴŎŜ ǿƛǘƘ ǘƘŜ ǳƴǇǊŜŘƛŎǘŀōƛƭƛǘȅ ƻŦ aŀǘǘΣ 9ǘƘŀƴΩǎ ƳŀƴŀƎŜƳŜƴǘ ǎǘȅƭŜ ŎƘŀƴƎŜŘ 

noticeably and quickly. In a process of direct social learning (Bandura, 1976), he developed the 

transactional (Bass, 1985) and exploitative (Likert, 1967) characteristics of his senior role models. 

He began to thrust the entire responsibility of delivering the projects onto each member of his 

small team, now numbered five, and he retreated from any responsibility himself. Previously, for 

example, he had been central to the selection of suppliers, now he was set on avoiding any 

ƛƴǾƻƭǾŜƳŜƴǘΣ ƛƴŎƭǳŘƛƴƎ .ŜǊƴƛŜΩǎ ǇǊƻƧŜŎǘǎΦ Lǘ ǿŀǎ Ƙƛǎ ΨǎŎŀǇŜƎƻŀǘƛƴƎΩ ǎǳǊǾƛǾŀƭ ǎǘǊŀǘŜƎȅΥ 

 

ά¸ƻǳ ƴŜŜŘ ǘƻ ŘŜŀƭ ǿƛǘƘ ŜŀŎƘ ƻŦ ǘƘŜƳ ƛƴŘƛǾƛŘǳŀƭƭȅΦ LǘΩǎ ǳǇ ǘƻ ǘƘŜƳ ǘƻ Ǉǳǘ ƻǳǘ ǘŜƴŘŜǊǎ ŀƴŘ 

select the suppƭƛŜǊǎΦ Lǘ ŎƻǳƭŘ ōŜ ȅƻǳ ƻǊ ŀƴƻǘƘŜǊ ŎƻƳǇŀƴȅΦ LΩƳ ƴƻǘ ƳŀƪƛƴƎ ǘƘŀǘ ŘŜŎƛǎƛƻƴ ŦƻǊ 

them. Vincent ǘƻƻƪ ǘƘŜ Ŏŀƴ ŦƻǊ ǘƘŜ ŘŜƭŀȅǎ ƛƴ ǘƘŜ άIƻǊƛȊƻƴ LLέ ǇǊƻƧŜŎǘΦ L ƪŜǇǘ Ƴȅ Ƨƻō 

ōŜŎŀǳǎŜ ƻŦ ǘƘŀǘΦ LΩƳ ƴƻǘ ƎƻƛƴƎ ǘƘǊƻǳƎƘ ǘƘŀǘ ǎƘƛǘ ŀƎŀƛƴΣ ƛǘΩǎ Řƻǿƴ ǘƻ ǘƘŜƳΣ L ŎŀƴΩǘ ƎŜǘ 

involved ƛƴ ǘƘŜ ŘŜǘŀƛƭΦέ 

 

 

Emergent suspicions 

 

The first encounter with Bernie was an invitation to quote for one of the technology interface 

projects. He revealed an unusually aggressive style. Amongst his first words were: 
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άL ŘƻƴΩǘ ƪƴƻǿ ǿƘŀǘ ȅƻǳΩǾŜ ŘƻƴŜ ƘŜǊŜ ōŜŦƻǊŜ ōǳǘ L ŘƻƴΩǘ ŀƭƭƻǿ ǾŀǊƛŀǘƛƻƴǎΦ L ǿƛƭƭ ƴƻǘ ŀƭƭƻǿ 

ǾŀǊƛŀǘƛƻƴǎΦ ¸ƻǳ ǿƛƭƭ ƴƻǘ ƎŜǘ ǾŀǊƛŀǘƛƻƴǎ ŦǊƻƳ ƳŜΦ LŦ ȅƻǳ ŀǎƪ ŦƻǊ ŀ ǾŀǊƛŀǘƛƻƴ Ƨǳǎǘ ƻƴŎŜΣ ȅƻǳΩƭƭ 

never work for me again. You will get a complete specification so there will be no 

ǾŀǊƛŀǘƛƻƴǎΦ ¸ƻǳΩǊŜ ƘŜǊŜ ƴƻǿ ƻƴƭȅ ōŜŎŀǳǎŜ 9ǘƘŀƴ ǎŀƛŘ ȅƻǳ ŎƻǳƭŘ Řƻ ƛǘΦέ 

 

Lƴ ŘƛǎŎǳǎǎƛƴƎ ǘƘŜ ǎŎƻǇŜ ŀƴŘ ǎǇŜŎƛŦƛŎŀǘƛƻƴǎ ƻŦ ǘƘŜ ǇǊƻƧŜŎǘ ƛǘ ǊŀǇƛŘƭȅ ōŜŎŀƳŜ ŀǇǇŀǊŜƴǘ ǘƘŀǘ 9ǘƘŀƴΩǎ 

ǾƛŜǿǎ ƻŦ .ŜǊƴƛŜΩǎ ƭƛƳƛǘŜŘ ŜƴƎƛƴŜŜǊƛƴƎ ǎƪƛƭƭǎ ǿŜǊŜ ǿŜƭƭ ŦƻǳƴŘŜŘΦ !ƴȅ ƪƛƴŘ ƻŦ ǘŜŎƘƴƛŎŀƭ ǇǊƻōƛƴƎ 

made him uneasy anŘ ƭŜŘ ǘƻ ǘƘŜ ŘŜŦŜƴǎƛǾŜ ƳŀƴǘǊŀΥ ά¸ƻǳΩǊŜ ǘƘŜ ŜȄǇŜǊǘǎΣ ȅƻǳ ǘŜƭƭ ƳŜ Ƙƻǿ ǘƻ Řƻ ƛǘΦέ 

He soon announced that he had brought in another contract engineering company, Northwick 

Projects, to provide a competitive alternative. It is unusual that a contract employee is allowed to 

ƛƴǘǊƻŘǳŎŜ ƴŜǿ ǎǳǇǇƭƛŜǊǎΣ ŜǎǇŜŎƛŀƭƭȅ ŀŦǘŜǊ ǎǳŎƘ ŀ ǎƘƻǊǘ ǘƛƳŜ ƛƴ ǇƻǎǘΦ IƻǿŜǾŜǊ ƛǘ ǊŜŦƭŜŎǘŜŘ 9ǘƘŀƴΩǎ 

desire to shift all accountability onto his team members. Natural queries about any previous 

working relationship with Northwick were flatly deniŜŘΥ άL Ƨǳǎǘ ǿŀƴǘ ǘƻ ōǊƛƴƎ ƛƴ ǎƻƳŜ ŦǊŜǎƘ ŦŀŎŜǎ 

ǘƻ ƪŜŜǇ ŜǾŜǊȅōƻŘȅΩǎ ǇŜƴŎƛƭǎ ǎƘŀǊǇΦέ ¢ƘŜ ƴŜǿ ŎƻƳǇŀƴȅ ǘƘŜƴ ǿƻƴ ǘƘǊŜŜ ŎƻƴǎŜŎǳǘƛǾŜ ǘŜƴŘŜǊǎ 

worth about £250,000 in as many weeks; the last one, Horizon III, was regarded as business 

critical in creating compliance with the revised regulations and was worth £150,000. Any one of 

these observations would not stimulate suspicion on its own, but the conflation of a new, 

incompetent contract employee, a new supplier and sequential contract awards, including a 

critical project, signalled that other forces might have been at work. 

 

5ƛǎǘǳǊōŜŘ ōȅ bƻǊǘƘǿƛŎƪΩǎ ǎǳŎŎŜǎǎΣ ǘƘŜ ƎƻǎǎƛǇ ƳŀŎƘƛƴŜ ǿŜƴǘ ƛƴǘƻ ƻǾŜǊŘǊƛǾŜ ŀǎ ǘƘŜ ŜǎǘŀōƭƛǎƘŜŘ 

engineering suppliers with a virtually permanent presence on site, including my company, 

became anxious about their future prospects. Accusing fingers pointed inevitably at Bernie and 

possible manipulation of the tender process. Two engineering companies, Orbit Projects and 

Foster Engineering, had a permanent presence at R&T, based external portacabins. OrbiǘΩǎ 

Contract Manager, Sean, contacted the author tƻ ŘƛǎŎǳǎǎ ŀ άǎŜƴǎƛǘƛǾŜ ƳŀǘǘŜǊέ ŀƴŘ ŀ meeting was 

arranged with Sean and Douglas, the Contract Manager for Foster, in OrbitΩs portacabin. They 

were both convinced of a corrupt relationship between Northwick and Bernie. Sean believed that 

.ŜǊƴƛŜ ǿŀǎ ƳŀƴƛǇǳƭŀǘƛƴƎ ǘƘŜ ǘŜƴŘŜǊ ǇǊƻŎŜǎǎ ōȅ ŜŘƛǘƛƴƎ ǎǳǇǇƭƛŜǊǎΩ ǉǳƻǘŀǘƛƻƴǎΦ IŜ ǎƘƻǿŜŘ ƳŜ Ƙƻǿ 

it could be done. Sean had access to R&¢Ωǎ ƛƴǘǊŀƴŜǘ ŦǊƻƳ Ƙƛǎ ǇƻǊǘŀŎŀōƛƴΦ IŜ ŘŜƳƻƴǎǘǊŀǘŜŘ Ƙƻǿ 

he was able to access the system to view and edit supplier quotations. He even brought up on his 

screen a quotation submitted by the author. It spurred the author into a background 

investigation of Northwick and Bernie. It revealed that Northwick Projects had a few weeks 

earlier been formed out of the ashes of a previous company with a very similar name, Northwick 

Engineering. Northwick Engineering had entered administration shortly after submitting 
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quotations to R&T and just two weeks prior to winning the first contracts. Its assets were 

ŀŎǉǳƛǊŜŘ ƛƴ ŀ Řǳōƛƻǳǎ άǇǊŜ-ǇŀŎƪέ ŀǊǊŀƴƎŜƳŜƴǘ ǘƻ ǇƘƻŜƴƛȄ ǘƘŜ ƴŜǿ ŎƻƳǇŀƴȅ free of creditors 

and, crucially, with the impetus of substantial orders from R&T. Suspicions hardened that 

Northwick were bribing Bernie to ensure their survival. 

 

 

The dilemma 

 

Lƴ ǎǳŎƘ ŎƛǊŎǳƳǎǘŀƴŎŜǎ ǘƘŜ ŎƻƳƳŜǊŎƛŀƭ ŀƴŘ ŜǘƘƛŎŀƭ ŎƘŀƭƭŜƴƎŜǎ ŦŀŎƛƴƎ ǘƘŜ ǎǳǇǇƭƛŜǊΩǎ ƳŀƴŀƎŜƳŜƴǘ 

are profound. They require a cold assessment of whether the relationship and the associated 

revenue stream is likely to be damaged more by speaking up than by acquiescing to the 

ǎǳǎǇŜŎǘŜŘ ŎƻǊǊǳǇǘƛƻƴΥ ǘƘŜ ǿƘƛǎǘƭŜōƭƻǿŜǊΩǎ ŦŜŀǊ ƻŦ ǊŜǘǊƛōǳǘƛƻƴ ŘƛƭŜƳƳŀ όCǊŀƴŎƛǎΣ нлмрΤ tǳōƭƛŎ 

Concern at Work, 2013). Would the new contractor continue to win all tenders? Is it paranoia 

ŀƴŘ ōƛǘǘŜǊƴŜǎǎ ŘǊƛǾƛƴƎ ǘƘŜ ǎǳǎǇƛŎƛƻƴǎΚ ²Ƙƻ ƳƛƎƘǘ ōŜ ƛƴǾƻƭǾŜŘΚ 5ƻ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ƳŀƴŀƎŜƳŜƴǘ 

ŎŀǊŜΚ aƛƎƘǘ ǘƘŜǊŜ ōŜ ŀ ƴŜƎŀǘƛǾŜ ǊŜŀŎǘƛƻƴΚ ¢ƘŜ ǎǳǇǇƭƛŜǊǎΩ ŦŜŀǊ ƛǎ ǘƘŀǘ ƛƴ ǊŜǇƻǊǘƛƴƎ ǘƘŜƛǊ ŎƻƴŎŜǊƴǎ 

they become responsible for inviting additional damage to their businesses, possibly leading to 

innocent employees losing their jobs. The predicament provides an enticing rationale for doing 

nothing. 

 

The key issue in these circumstances is less in the evidential merits of the allegation but in 

ǇǊŜŘƛŎǘƛƴƎ ǘƘŜ ǊŜŀŎǘƛƻƴ ƻŦ ǘƘŜ ŎǳǎǘƻƳŜǊΩǎ ƳŀƴŀƎŜƳŜƴǘΦ tŜǊƘŀǇǎ wϧ¢Ωǎ ǇǊƻŎƭŀƛƳŜŘ ǾŀƭǳŜǎ ŀƴŘ 

ǇǳōƭƛǎƘŜŘ ǇƻƭƛŎƛŜǎ ǿƻǳƭŘ ǇǊƻǾƛŘŜ ŀ ŎƭǳŜΦ !ǎ ŘŜǎŎǊƛōŜŘ ŜŀǊƭƛŜǊΣ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƭƛǘŜǊŀǘǳǊŜ ŀƴŘ 

website provided encouraging signals. However, less encouragingly, it was noted that the written 

codes and reporting procedures are directed solely at employees. There is no engagement with 

suppliers through the glossy brochures, nor a prescribed route for third party ethical complaints. 

Perhaps most disturbingly, an examination of published judgments revealed characteristics of the 

classic rogue corporation (Sutherland, 1940): the company is a repeat offender having been 

caught and fined by European and American authorities for cartel and bribery offences on seven 

separate occasions between 2000 and 2010. The author debated these issues with colleagues, 

Sean and Douglas, and came to the conclusion summarised by DouglasΥ ά²Ŝ Ŏŀƴ ǎƛǘ ƘŜǊŜ ŀƴŘ ƎŜǘ 

ǎƘŀŦǘŜŘ ƻǊ ǿŜ Ŏŀƴ Řƻ ǎƻƳŜǘƘƛƴƎ ŀōƻǳǘ ƛǘ ŀƴŘ ƎŜǘ ǎƘŀŦǘŜŘ ōǳǘ ŀǘ ƭŜŀǎǘ ǿŜΩǾŜ ǘǊƛŜŘΦέ A collective 

sense of injustice and group reinforced indignation, fuelled the courage to approach Ethan. 
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Case chronology 

 

A meeting was arranged with Ethan to air the suspicions. Ethan was asked whether he was aware 

ƻŦ bƻǊǘƘǿƛŎƪΩǎ ƘƛǎǘƻǊȅΦ That he allowed Bernie to sign up Northwick with the knowledge of their 

recent demise and phoenix rebirth betrayed a naïve mentality towards ethical and commercial 

risk management: 

 

ά.ŜǊƴƛŜ ǊŜŎƪƻƴŜŘ ǿŜ ƴŜŜŘ ŦǊŜǎƘ ǎǳǇǇƭƛŜǊǎΦ IŜΩǎ ǊƛƎƘǘΦ IŜ ŦƻǳƴŘ ǘƘŜƳ ƻƴ ǘƘŜ ƛƴǘŜǊƴŜǘ ŀƴŘ 

we ōǊƻǳƎƘǘ ǘƘŜƳ ƛƴΦ ¢ƘŜȅ ŘƛŘ ŀ ƎƻƻŘ ǇƛǘŎƘ ŀƴŘ ŜȄǇƭŀƛƴŜŘ ǿƘŀǘ ǿŀǎ ƎƻƛƴƎ ƻƴΦ ¢ƘŜȅΩǾŜ 

ǎǘŀǊǘŜŘ ǳǇ ŀƎŀƛƴ ǿƛǘƘ ǘƘŜ ǎǳǇǇƻǊǘ ƻŦ ƴŜǿ ǎƘŀǊŜƘƻƭŘŜǊǎΦ ²ŜΩǾŜ ƳŜǘ ǿƛǘƘ ǘƘŜƳ ŀƴŘ 

ǘƘŜȅΩǾŜ ƎƛǾŜƴ ǳǎ ƎƻƻŘ ŜƴƻǳƎƘ ŀǎǎǳǊŀƴŎŜǎΦ ¢ƘŜȅ ƻōǾƛƻǳǎƭȅ ƴŜŜŘ ǘƘŜ ǿƻǊƪ ǘƻ ƎŜǘ ƎƻƛƴƎ 

again and theȅΩǾŜ ŎƻƳŜ ƛƴ ŎƘŜŀǇ ōŜŎŀǳǎŜ ǘƘŜȅ ǿŀƴǘ ǳǎ ŀǎ ŀ ƴŜǿ ŎǳǎǘƻƳŜǊΦ {ƻ ƎƻƻŘ ŦƻǊ 

ǳǎΣ ǿŜ ǎŀǾŜ ǎƻƳŜ ƳƻƴŜȅΦέ 

 

Sean voiced his suspicions that Bernie was exploiting insecure access to the server to interfere 

with quotations in favour of Northwick. Ethan maintained a defence and denial posture, insisting 

the server was secure and demanded evidence to support the suspicions. 

 

άbƻ ƻƴŜ Ŏŀƴ ǎŜŜ ǘƘŜƳ ǘƘŜǊŜΣ ǘƘŜȅϥǊŜ ǎŜŎǳǊŜΣ ǇŀǎǎǿƻǊŘŜŘΧΦIƻǿ Řƻ ȅƻǳ ƪƴƻǿ ǘƘƛǎΚ ²Ƙŀǘ 

evidence have you got? You can't go accusing people without evidenŎŜΧΧ L Ŏŀƴϥǘ ōŜƭƛŜǾŜ 

.ŜǊƴƛŜ ƛǎ ŎƻǊǊǳǇǘΣ ŜǾŜƴ Ǝƻǘ ǘƘŜ ōǊŀƛƴǎ ǘƻ ōŜΦέ 

 

Sean logged on to 9ǘƘŀƴΩǎ terminal and demonstrated how easily he could gain unauthorised 

ŀŎŎŜǎǎ ǘƻ ǎŜƴǎƛǘƛǾŜ ŎƻƳƳŜǊŎƛŀƭ ŀǊŜŀǎ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǎŜǊǾŜǊΦ {ǘǳƴƴŜŘ ōȅ ǘƘŜ ŘŜƳƻƴǎǘǊŀǘƛƻƴΣ 

Ethan immediately shifted his stance and began to verbally dissociate himself from Bernie. He 

had recently considered dismissing Bernie, but decided to give him the opportunity to prove 

himself: 

 

άL ǘŀƭƪŜŘ ǘƻ Rob [the Engineering Director] before I went away [on holiday] that we might 

have to let Bernie go. I gave him once last chance, to do the things on the list I gave him 

while I was away. He did them so I kept him onΦέ 

 

At this juncture the contract had not yet been placed with Northwick for Horizon III, so Ethan 

promised to reconsider the allegation and review the tender quotations.  The following day, and 

ŎƭŜŀǊƭȅ ŀǘ 9ǘƘŀƴΩǎ ǊŜǉǳŜǎǘΣ .ŜǊƴƛŜ ǘŜƭŜǇƘƻƴŜŘ ŀƭƭ ǘƘŜ ǎǳǇǇƭƛŜǊǎ ǿƘƛŎƘ ƘŀŘ ǎǳōƳƛǘǘŜŘ ǉǳƻǘŜǎ ŦƻǊ 
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the Horizon III project to explain that the provisional tender award to Northwick was under 

review due to the importance of the project. Considering the corruption allegation against him, 

this was a markedly odd and unexpected event. With compounding strangeness, the next day 

Bernie called again to announce the result of the swift review, that the contract would indeed be 

placed with Northwick. Within a week, Ethan met Sean, Douglas and the author separately to 

explain his reasoning. He defended the integrity of the tender process. To emphasise his 

conviction and ǘƻ ǇǊƻǾŜ ǘƘŀǘ bƻǊǘƘǿƛŎƪΩǎ ǉǳƻǘŜ ǿŀǎ ǘƘŜ ŎƘŜŀǇŜǎǘΣ ƘŜ ǊŜǾŜŀƭŜd their price. It was 

£150,000. 

 

It was evident that Ethan had not reported the allegation to anyone, not to his boss nor to the 

Compliance Director. It was painfully clear that Ethan needed help and support from people with 

the skills and experience to deal with the allegations. He had simply compared the tender 

submissions to evaluate the cost justification for awarding the contract to Northwick and had 

even involved Bernie in that review. The author showed Ethan a copy of his quotation, valued at 

£140,000. Unfortunately it had been submitted on an editable word processor document. Ethan 

showed me his copy, ǇǊƛƴǘŜŘ ŦǊƻƳ wϧ¢Ωǎ ǎŜǊǾŜǊ. The price had been adjusted upwards to 

£155,000. Ethan was clearly disturbed, could not explain it, suggested the author had made a 

mistake and brushed the information away: 

  

ά²ŜϥǾŜ ŀǿŀǊŘŜŘ ǘƘŜ ŎƻƴǘǊŀŎǘ ƴƻǿΣ ǿŜ ƴŜŜŘ ǘƻ ƎŜǘ ƻƴ ǿƛǘƘ ƛǘΣ ƛǘϥǎ ǊǳƴƴƛƴƎ ƭŀǘŜΦ ¢ƘŜǊŜϥǎ 

ƴƻǘƘƛƴƎ ŜƭǎŜ L Ŏŀƴ ǎŀȅΦέ 

 

The dismissive response to the apparent manipulation intensified ǘƘŜ ŀǳǘƘƻǊΩǎ indignation and 

encouraged further investigations. Fortuitously, due to its recent insolvency, the administrators 

of Northwick Engineering had published management accounts including a schedule of creditors. 

The author examined the creditor list for any clues as to a possible relationship with Bernie. A 

check of Companies House records revealed that the Bernie and his wife were the directors and 

owners of one of the listed creditors. Bernie was in the pay of Northwick. Emboldened with the 

new evidence, a further meeting was arranged with Ethan, who, bewildered by the unfolding 

events and probably conscious of possible repercussions, turned ashen and visibly nervous. After 

lengthy, silent deliberation he decided that he had to report it to Conrad, his line manager. 

Conrad swiftly ducked the issue and directed him to the Engineering Director who in turn passed 

him onto the Human Resources department. Herein lies the nebulous ambiguity in the definition 

of the contrŀŎǘƻǊΩǎ ǊƻƭŜΥ ƛǎ ƘŜ ŀ ǎǳǇǇƭƛŜǊ ǳƴŘŜǊ ǘƘŜ ǇǳǊǾƛŜǿ ƻŦ ǘƘŜ ǇǳǊŎƘŀǎƛƴƎ ŘŜǇŀǊǘƳŜƴǘ ƻǊ ŀƴ 

employee with oversight from HR? Two weeks later Ethan arranged a meeting to explain the 
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ŎƻƳǇŀƴȅΩǎ ǇƻǎƛǘƛƻƴΦ Lǘ ŀǇǇŜŀǊŜŘ ǘƻ the author that Ethan had been rehearsed but the crafted 

company narrative was quickly replaced by self-justification: 

 

άIw ŎƻƴǎǳƭǘŜŘ ƭŜƎŀƭ ŀƴŘ ǘƘŜȅ ƘŀǾŜ ŎƻƴǎƛŘŜǊŜŘ ƛǘ ŀƴŘ ǘƘŀƴƪ ȅƻǳ ŦƻǊ ȅƻǳǊ ŀǎǎƛǎǘŀƴŎŜ ƛƴ ǘƘƛǎ 

matter but they say you don't have sufficient evidence to justify dismissing Northwick 

and Bernie in the middle of the projectΧΦΦThey've basically left it to me to decide what to 

do. So this is what we're going to do. We have agreed that once Horizon III is finished 

we'll let him go and we won't use Northwick again, but we've got to finish it, if we're to 

ǇǳǎƘ ōŀŎƪ ŘŜƭƛǾŜǊȅ ŀƎŀƛƴΣ Lϥƭƭ ƭƻǎŜ Ƴȅ ƧƻōΦέ 

 

This was a very unsatisfactory outcome. It was important to determine whether Ethan had 

discovered for himself whether Bernie had been dishonest in denying a previous relationship 

ǿƛǘƘ bƻǊǘƘǿƛŎƪΦ 9ǘƘŀƴΩs response demonstrated that he and R&T were prepared to tolerate 

.ŜǊƴƛŜΩǎ dishonesty and corruption: 

 

άL ŀǎƪŜŘ .ŜǊƴƛŜ ŀƎŀƛƴ ƛŦ ƘŜΩŘ ǿƻǊƪŜŘ ŦƻǊ bƻǊǘƘǿƛŎƪ ōŜŦƻǊŜ ŀƴŘ ƘŜ ǎŀƛŘ ƴƻǘΦ L spoke to 

Eddie [Northwick supervisor], and I asked him whether he'd worked with Bernie before 

ŀƴŘ ǎǘǊŀƛƎƘǘ ǳǇ ƘŜ ǎŀƛŘΣ Ψ¸ŜǎΣ ƛǘΩǎ ƻǳǊ Ƨƻō ǘƻ ƪŜŜǇ ƘƛƳ ƻǳǘ ƻŦ ǘǊƻǳōƭŜΦΩ .ǳǘ ǊŜŀƭƭȅΣ ǘƘŜǊŜϥǎ 

ƴƻǘƘƛƴƎ L Ŏŀƴ ŘƻΦέ 

 

It was apparent that in their utilitarian pursuit (Swanson, 1995) the senior management had 

abandoned Ethan, leaving him to decide on the outcome of the amateur investigation and with 

ǘƘŜ ƛƳǇǊŜǎǎƛƻƴ ǘƘŀǘ Ƙƛǎ Ƨƻō ŘŜǇŜƴŘŜŘ ƻƴ ǘƘŜ ΨǊƛƎƘǘΩ ŘŜŎƛǎƛƻƴΦ 5ƛǎŎƻǾŜǊƛƴƎ ŦƻǊ ƘƛƳǎŜƭŦ ǘƘŀǘ .ŜǊƴƛŜ 

had been dishonest appeared to have been a convincing discovery for Ethan. Nevertheless, 

clearly uncomfortable with the burden of the ethical conflict, he rationalised that he had to 

acquiesce to the corruption out of personal necessity (Minor, 1981). He placed the blame on 

senior managers who had the power and, in his perception, the inclination to dismiss him. In the 

absence of ethical support (Weaver and Trevino, 1999) and with insufficient internal locus of 

control (Rotter, 1966) he succumbed to the pressures of the work situation (Trevino, 1986). 

Ethan suppressed notions of any discussions with the local company directors. Using a rehearsed 

ǇƘǊŀǎŜΣ ƘŜ ƳŀŘŜ ƛǘ Ǉƭŀƛƴ ǘƘŀǘ ǘƘŜȅ ǿƻǳƭŘ ōŜ ǳƴǿƛƭƭƛƴƎ ǘƻ ŘƛǎŎǳǎǎ ǘƘŜ ŎŀǎŜΥ άbƻΣ ǘƘŜȅ ǘƘŀƴƪ ȅƻǳ ŦƻǊ 

ȅƻǳǊ ŀǎǎƛǎǘŀƴŎŜ ƛƴ ǘƘƛǎ ƳŀǘǘŜǊΦέ ¢ƘŜ ŘŜǎƛǊŜ ǘƻ ŎƻƴŎŜŀƭ ǘƘŜ ŜǾŜƴǘǎ ǿŀǎ ǳƴŘŜǊǎŎƻǊŜŘ ǿƘŜƴ L ŀǎƪŜŘ 

whether the European head office had been informed: 
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 άbƻΣ ƛǘΩǎ ƭƻŎŀƭΦ LΩǾŜ ōŜŜƴ ƎǳƛŘŜŘ ōȅ ƻǳǊ ŘƛǊŜŎǘƻǊǎ ŀƴŘ ǘƘŜȅΩǾŜ ǎŀƛŘ ƛǘΩǎ ŀ ώlocal site] matter 

ŀƴŘ ŘƻŜǎƴΩǘ ŎƻƴŎŜǊƴ ǘƘŜƳΦέ 

 

Clearly the directors of the UK business had steered the trajectory of this particular moral issue. 

Their pronouncements in respect of integrity, bribery and frauds proved to be insincere window 

dressing (Weaver, Trevino and Cochran, 1999b).  

 

A few weeks later, after the completion of the project, Ethan dismissed Bernie. Though the 

physical engineering had been completed successfully, the technical and commercial 

documentation was in disarray. Ethan faced the daunting prospect of disentangling dishonesty 

from incompetency in order to justify very large cost variation claims from Northwick that 

doubled the original contract value to £300,000. Far more relaxed than he had been for a good 

while, Ethan told me: 

 

άLϥǾŜ ƪƛŎƪŜŘ ƘƛƳ ƻǳǘ Ŧƛƴŀƭƭȅ ŀƴŘ ƘŜ ǿƻƴϥǘ ōŜ ōŀŎƪΦ ¢ƘŜ ǇŀǇŜǊǿƻǊƪΣ ǘƘŀǘϥǎ ŀƭƭ ƘŜ ƘŀŘ ǘƻ ŘƻΣ 

was a mess. He only went and agreed £150,000 of variations with Northwick. I'm now 

having to negotiate with them to reduce it. Some of it may be justified, particularly with 

the way Bernie worked, but no way is it double the original contract. But I'm on the back 

foot and realistically there's no way round it. I guess we'll probably just have to pay up 

ŀƴŘ ƳƻǾŜ ƻƴΦέ 

 

Ethan did not confront Bernie with the allegations, indeed as an independent contractor, he had 

no legal obligation to do so: 

 

ά²Ƙŀǘ ŦƻǊΚ ¢ƘŜǊŜ ǿŀǎ ƴƻ ǇƻƛƴǘΦ ²Ŝ ŘƛŘƴϥǘ ƘŀǾŜ ǘƻ ƎƛǾŜ ŀƴȅ ǊŜŀǎƻƴ ǎƻ L Ƨust told him there 

ǿŀǎ ƴƻ ƳƻǊŜ ǿƻǊƪ ŦƻǊ ƘƛƳΦ ¢ƘŀƴƪŦǳƭƭȅ ƘŜϥǎ ƴƻǘ Ƴȅ ǇǊƻōƭŜƳ ŀƴȅ ƳƻǊŜΦέ 

 

However that was not the end of the case, it had one final twist. Three months later Bernie called 

the author. He had secured a permanent position as the Engineering Manager of Wallace 

Ingredients, a medium sized food manufacturing company, and was seeking a quote for a project. 

It would be a competitive tender and would include Northwick. A site meeting was arranged for 

the following week. In a bizarre turn of events, the Finance Director of the company, Helena, 

called on the day prior to the meeting to postpone it because άΧthe tender documentation is 

incompleteέ. It was an unusual conversation because Finance Directors do not keep the diaries of 

Engineering Managers. Two weeks later Helena called again to explain that Bernie had been 
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dismissed. She only required a little pressing to disclose it was ŘǳŜ ǘƻ ŀƴ άΧΦǳƴƘŜŀƭǘƘȅ 

ǊŜƭŀǘƛƻƴǎƘƛǇ ǿƛǘƘ bƻǊǘƘǿƛŎƪ ŀƴŘ ǿŜ ŘƻƴΩǘ ǘƻƭŜǊŀǘŜ ǘƘŀǘ ǎƻǊǘ ƻŦ ǘƘƛƴƎΦέ Lǘ ŀǇǇŜŀǊǎ ǘƘŀǘ .ŜǊƴƛŜ ƛǎ ŀƴ 

habitual offender. Though the company had failed in its initial recruitment due diligence, perhaps 

ŘŜƭǳŘŜŘ ōȅ ǘƘŜ wϧ¢ ōǊŀƴŘ ƻƴ .ŜǊƴƛŜΩǎ ŎǳǊǊƛŎǳƭǳƳ ǾƛǘŀŜΣ ǘƘŜ ŜƳŜǊƎŜƴǘ ŎƻǊǊǳǇǘƛƻƴ ǿŀǎ ǎƻƻƴ 

detected and, unlike R&T, promptly dealt with. Whither the torpedo now? 

 

Conclusions 

 

Comparing the two case study organisations, DEF Group and R&T Industries, both companies are 

large subsidiaries of international corporations that project sincerity in their ethical values 

through carefully considered and crafted principles and policies. The principles proclaimed by 

both companies, which describe abiding human values and adherence to the legal framework, 

are typical of large corporations (Van Lee, Fabish and McGaw, 2002). However there is clear 

water between the companies in the how they respond to allegations of fraud and corruption. 

DEF pursues allegations with enthusiasm, encourages employees to speak up and proactively 

seeks out fraudulent behaviour. It uses a situational crime prevention (Clarke, 1980) and rational 

choice strategy (Clarke and Cornish, 1985) to minimise non-compliance and to support its ethical 

values. ¢ƘŜǎŜ ŀǊŜ ŀƭƛŜƴ ŎƻƴŎŜǇǘǎ ǘƻ wϧ¢Ωǎ ƳŀƴŀƎŜƳŜƴǘΦ wϧ¢Ωǎ ǊŜǎǇƻƴǎŜ ƛǎ ŘǊƛǾŜƴ ōȅ ŦŜŀǊ ŀƴŘ ŀ 

utilitarian calculus (Swanson, 1995). Ethan was reluctant to report the corruption allegation to his 

managers because he was afraid he would be blamed for delaying a business critical programme. 

The climate of fear at R&T does not encourage responsible, ethical behaviour (Ashkanasy and 

Nicholson, 2003). 

 

¢ƘŜ ǇǊƻƎǊŜǎǎ ƻŦ ǘƘŜ ŎŀǎŜ ŘƛŘ ƴƻǘ ƛƳǇǊƻǾŜ ǿƘŜƴ 9ǘƘŀƴ ƛƴǾƻƭǾŜŘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǎŜƴƛƻǊ 

management. They did not take charge, engage an investigator, escalate the matter to the 

Compliance Director or even meet with the complainant. They chose the opposite course, 

maintained a silence, avoided their responsibilities and abandoned the inexperienced manager to 

deal with a very significant, emotionally charged dilemma by himself. Their purpose in doing so 

was wrapped up in a higher loyalty rationalisation, but the heart of the issue for them was 

probably the same as for Ethan, avoiding any personal repercussionsΦ 59CΩǎ ƳŀƴŀƎŜƳŜƴǘ ǎǘǊƛǾŜǎ 

ǘƻ ŘƛǎƳŀƴǘƭŜ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ǘƻƭŜǊŀǘƛƴƎ ŎƻǊǊǳǇǘƛƻƴΣ wϧ¢Ωǎ ŜƴŎƻǳǊŀƎŜ ƛǘΦ .ŜŎŀǳǎŜ Ƙƛǎ ƳƻǊŀƭ 

agency (Bandura, 2004) and locus of control (Rotter, 1966) was insufficient to defy unsupportive 

senior managers, Ethan rationalised that the necessary outcome for him would be to postpone 

dismissing the project engineer and the engineering contractor until a convenient commercial 

juncture. Assigning responsibility for the outcome to the senior management further neutralised 
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any self-blame. The diffusion and displacement of responsibility allowed the entire management 

collective to obscure their personal moral agency (Bandura, 2004).  

 

At no point did the harm caused to the honest suppliers, the loss of a valuable contract, appear 

to register in their deliberations. Equally at no point did any of the managers consider that the 

maintenance of ethical standards is a valuable end in itself and of long term financial benefit 

(Weaver, Tevino and Cochran, 1999a). The irony is that the company itself was damaged by 

funding crime and excessive contractual overrun claims. This outcome was an almost inevitable 

consequence of two specific ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ŦŀƛƭǳǊŜǎΦ CƛǊǎǘƭȅΣ ƳŀƴŀƎŜƳŜƴǘΩǎ ƭŀŎƪ ƻŦ ŀǿŀǊŜƴŜǎǎ ŀƴŘ 

understanding of the raised fraud and corruption risks associated at the intersection of un-vetted 

agency contractors and financially strained suppliers; secondly, its failure to comply with the 

ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŎƻŘŜǎ ŀƴŘ ǇǊƻŎŜŘǳǊŜǎΦ ¢Ƙƛǎ ŎƻƳǇƭƛŀƴŎŜ ŦŀƛƭǳǊŜ ǿŀǎ ƛƴ ǘǳǊƴ ŎŀǳǎŜŘ ōȅ ǘƘŜ 

convergence of a remote, ethically weak, exploitative management team (Likert, 1967) with a 

misguided utilitarian pursuit of commercial goals (Swanson, 1995).  

 

It would be wrong to define R&T as an entirely unethical company. It is sincere, for example, in its 

safety and environmental principles. However its ethical programme in respect of corruption in 

the supply chain is decoupled from these other ethical practices (Weaver, Trevino and Cochran, 

1999b), rendering it mere window dressing, much like the symbolic artefacts that welcome 

visitors but camouflage the dilapidated hinterland. The use of the contract staff agency as a 

concealment strategy (Oliver, 1991) in an adaptive response (Greening and Gray, 1994) to the tax 

regulations demonstrates a willingness to evade tax and an unwarranted lack of respect for the 

individuals concerned: they are good enough to work there but not good enough to join. 

 

Perhaps the most telling, publicly visible characteristic of the company, one that I chose to 

ignore, is symbolic of the companyΩǎ ǎŜƭŜŎǘƛǾŜ ǘƻƭŜǊŀƴŎŜ ǘƻ ŎǊƛƳŜΥ ƛƴ ŎƻƴǘǊŀǎǘ ǘƻ 59CΩǎ 

management, who responded positively to a cartel conviction and introduced a robust culture 

ŎƘŀƴƎŜ ǇǊƻƎǊŀƳƳŜΣ wϧ¢Ωǎ ƳŀƴŀƎŜƳŜƴǘ ƘŀǾŜ ŎƻƴǘƛƴǳŜŘ ǿƛǘƘ ǘƘŜƛǊ ŎƻǊǇƻǊŀǘŜ ŎǊƛƳŜǎΦ !ƴ 

ambiguous corruption policy, defiance of regulatory interventions and a tolerance of tax evasion 

signal an asocial, criminogenic window dressing orientation that is indifferent to internal 

corruption that harms itself and others. 

 

The methods used to gain an insight into DEF Group and R&T Industries are different. DEF was 

viewed through the perspective of its counter-fraud team. R&T was observed closer to the 

ground as events unfolded. One has to acknowledge the challenge to the internal validity of 
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comparing the two organisations. An ethnographic observation of a branch of DEF, for example, 

Ƴŀȅ ǊŜǾŜŀƭ ǎƛƳƛƭŀǊ ƭƻŎŀƭ ŎƛǊŎǳƳǎǘŀƴŎŜǎ ǘƻ ǘƘƻǎŜ ŀǘ wϧ¢Φ {ƛƳƛƭŀǊƭȅ ŀ ŎŀǎŜ ǎǘǳŘȅ ƻŦ wϧ¢Ωǎ ƛƴǘŜǊƴŀƭ 

audit department may have painted a more positive picture of the company. However this is 

doubtful because the most senior people in the UK group were made aware of the allegations 

and chose to duck the issue. Furthermore from the research ethics perspective, the probable 

harm caused to Ethan and possibly others would have been unpalatable. The possibility remains, 

therefore, that the ethical climates at other sites are different, and, as Chapter 11 will show, sub-

cultural variations within the same organisation can be substantial. 
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Chapter 10 

 

 

Differential Rationalisation 

 

ά.ŀŘ ƳŜƴ ƴŜŜŘ ƴƻǘƘƛƴƎ ƳƻǊŜ ǘƻ ŎƻƳǇŀǎǎ ǘƘŜƛǊ ŜƴŘǎΣ ǘƘŀƴ ǘƘŀǘ ƎƻƻŘ ƳŜƴ ǎƘƻǳƭŘ ƭƻƻƪ ƻƴ ŀƴŘ Řƻ 

ƴƻǘƘƛƴƎΦέ WƻƘƴ {ǘǳŀǊǘ aƛƭƭΣ мустΦ 

 

Introduction 

 

Rationalisation theory has emerged as a pivotal principle in the explanation of abnormal 

behaviour within psychology (Jones, 1908; World Health Organisation, 1992), criminology 

(Cressey, 1953; Sykes and Matza, 1957; Benson 1985), dissonance theory (Murray, Wood and 

Lilienfeld, 2012) and identity theory (Turner, 2013). Cressey (1953) asserted that occupational 

fraudsters must apply rationalisations to neutralise internal, psychology conflicts between their 

ŀŎǘƛƻƴǎ ŀƴŘ ǎƻŎƛŜǘȅΩǎ ƴƻǊƳŀǘƛǾŜ ǎǘŀƴŘŀǊŘǎΦ ¢ƘŜ ǊŜŦŜǊŜƴŎŜ ǘƻ ƴƻǊƳŀǘƛǾŜ ǎǘŀƴŘŀǊŘǎ ƛǎ ŎǊǳŎƛŀƭΥ ƛŦ 

errant behaviour is perceived as a social norm within a sub-culture, moral conflicts do not arise 

and there is no need to construct bridging rationalisations. Even if the group recognises the 

values of the wider society, differential association theory asserts that individual members 

reference the behavioural standards of the sub-culture and learn the rationalisations through 

close contact with the group (Sutherland, Cressey and Luckenbill, 1947, p88). It explains how 

neophytes are eased into their nefarious ways (Braithwaite, 1989). 

 

Ethical role identity is an important concept to business ethics scholars (Weaver and Trevino, 

1999): the stronger and more widespread the identity is held by employees, the more ethical the 

organisation. Identity theory is also an interactionist theory. It holds that people develop multiple 

identities or internal self-designations and legitimacy based on their positions within social 

structures (Turner, 2013, p331-355). Although the two strands of identity theory are closely 

related doctrines, social identity theory emphasises the more macro-social structural sources of 

identity, whilst role identity theory focuses on internal, cognitive identity processes (Stryker and 

Burke, 2000). Social identity is concerned with the perception of the self through the meanings, 

expectations and values derived from membership of identifiable social categories, the in-groups, 

and the attendant differentiation from others in the out-groups (Tajfel, 1982). Role identity is 

concerned with the internalised meanings and performance expectations associated with the 
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many roles an individual occupies within any social context (Stets and Burke, 2000). The two 

analytical perspectives meet at behaviour that is an external expression of identities in 

interaction with other people: their purpose is to determine why, given membership of multiple 

social networks and multiple role expectations, people choose one particular course of action 

(Stryker and Burke, 2000). The theory states that individuals are motivated by situations which 

activate and reinforce identities, especially the most salient core identities; conversely emotional 

stress ensues from situations which challenge salient identities (Turner, 2013, p347). One range 

of responses to such situations is the adaptations and defences invoked for the maintenance of 

self-perception, for example, withdrawal from social contexts that do not support important 

identities, switching role identities, diminishing the salience of identities and rationalisations such 

as denial of responsibility and blaming others (Turner, 2013, p335-338). 

 

The inference that can be drawn from theory is that countering rationalisations should be an 

effective component of crime reduction strategies (Nettler, 1974; Cressey, 1986). Sellers and 

Akers (2006) disagree, suggesting such an approach would have little practical value because 

offenders would innovate new creative excuses. It is an oddly fatalistic argument. It may hold for 

those with sociopathic personalities or those so pressed by powerful motivations that they are 

determined to ignore countervailing narratives and values. It may also be an impractical national 

crime prevention strategy. However, as demonstrated by DEF Group in Chapter 7, it offers 

opportunities within the controlled environment of organisations where ordinary people respond 

to cultural values and working conditions, and both of these characteristics are susceptible to 

management influence and direction. There are two possible approaches. The first is the 

development of normative group values. In this regard Klenowski (2012) suggests that 

organisations introduce workshops that focus on the consequences of white-collar crime and 

ǿƘƛŎƘ ǘŜŀŎƘ άŎƻǳƴǘŜǊƭƛƴƎǳƛǎǘƛŎ ǇƘǊŀǎŜǎέ ǘƻ ƻŦŦǎŜǘ ǘƘŜ ǊŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎΦ ¢ƘŜ ǎŜŎƻƴŘ ŀǇǇǊƻŀŎƘ ƛǎ ǘƻ 

address the overt characteristics of the organisation which could provide some justification to 

the rationalisations, for example by ensuring that staff are fairly treated and remunerated Gill 

and Goldstraw-White (2012, p24). 

 

Hitherto research has focused mainly on the offender to explain the aetiology of fraud. Indeed 

the focus of differential association is the biographies of offenders and not the role of the victim 

(Sutherland, Cressey and Luckenbill, 1947, p94). There is an absence of cogent research into how 

organisations, or more precisely responsible persons in organisations, conclude that counter-

fraud efforts are unimportant or irrelevant, both in relation to planned governance strategies 

(Johnston and Shearing, 2003) and in their response to detected fraud events. This chapter 
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ŜȄǇƭƻǊŜǎ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ƴŀǊǊŀǘƛǾŜǎ ǳǎƛƴƎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ŀƴŘ ƛŘŜƴǘƛǘȅ ǘƘŜƻǊȅ ŀǎ ŀ ŎƻƴŎŜǇǘǳŀƭ 

ŦǊŀƳŜǿƻǊƪ ǘƻ ǎƘƻǿ Ƙƻǿ ƳŀƴŀƎŜǊǎΩ ŀǾƻƛŘŀƴǘ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ŘŜŀƭƛƴƎ ǿƛǘƘ ƛƴǘŜǊƴŀƭ ŦǊŀǳŘ 

mirror the crime engagement rationalisations verbalised by offenders. Just as some offenders 

resolve their internal conflicts by formulating rationalisations, there is a similar tendency 

amongst managers and employees to rationalise their motives for avoiding, ignoring or devaluing 

fraud, both strategically and in response to specific events.  The theoretical implications both 

ǎǳǇǇƻǊǘ ŀƴŘ ŀŘǾŀƴŎŜ {ǳǘƘŜǊƭŀƴŘΩǎ ǎŜƳƛƴŀƭ ŘƛŦŦŜǊŜƴǘƛŀƭ ŀǎǎƻŎƛŀǘƛƻƴ ŦǊŀƳŜǿƻǊƪ (Sutherland, 

Cressey and Luckenbill, 1947).  

 

Reputation 

 

Corporate reputation 

 

The one avoidant rationalisation that does frequently arise in the criminological literature is the 

sanctity of corporate reputation (Braithwaite and Fisse, 1987; Button and Gee, 2013, p28; 

Ramamoorti, Morrison, Koletar, and Pope, 2013, p9). Levi (1993, p6) refers to the stigma involved 

when people supposedly skilled in looking after their money are defrauded. Touby (1994) 

describes the Judas Effect, whereby embarrassed employers fear the negative commercial 

repercussions in the public exposure of poor accounting practices, poor controls and inadequate 

selection procedures. Holtfreter (2005) suggests employers are unlikely to involve the police for 

fear of disrupting relationships, undermining productivity and garnering bad publicity. These 

views are founded on an a priori presumption that occupational fraud actually causes 

reputational and financial damage, yet there is no supporting empirical evidence. Indeed Levi and 

Sherwin (1989) found that there was no impact. Clearly research is required to address the two 

variables: whether there is any impact and whether corporate managers believe there is any 

impact. The following two examples provide an insight into the risks perceived by two business 

leaders and the circumstances which give rise to those risks. 

  

Terry is the Managing Director of HIJ Tubeline, a small business that provides specialist 

engineering services to hospitals. His belief in the reputational risk is based on three perceptions 

relating to trust and management responsibility. Firstly, Terry is a typical small company director 

in his reliance on trust rather than robust operating procedures. Terry dismissed the need for 

ƛƴǘŜǊƴŀƭ ǇƻƭƛŎƛŜǎ ŀƴŘ ǇǊƻŎŜŘǳǊŜǎ ǊŜƭŀǘƛƴƎ ǘƻ ŦǊŀǳŘ ŀƴŘ ŎƻǊǊǳǇǘƛƻƴ άΧΦōŜŎŀǳǎŜ ǘǊǳǎǘ ƛǎ ƛƳǇƻǊǘŀƴǘ 

ƘŜǊŜΦέ  {ŜŎƻƴŘƭȅΣ ¢ŜǊǊȅ ōŜƭƛŜǾŜs that managers are responsible for the behaviour of employees 

and must share the blame for their fraudulent behaviour, a denial of victimhood rationalisation 
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(Sykes and Matza, 1957). Thirdly, he believes that customers and regulators would, by default, 

hold management responsible for internal criminality: 

 

ά¢ƘŜǊŜ ƛǎ ŀ ŎƻǊǇƻǊŀǘŜ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ŀǎ ǿŜƭƭ ŀǎ ŀƴ ƛƴŘƛǾƛŘǳŀƭΦ ²Ŝ ŀǊŜ Ǝǳƛƭǘȅ ŦƻǊ ƴƻǘ ƘŀǾƛƴƎ 

audited the expenses properly or we haven't made checks to make sure that was 

reasonable expenditure on behalf of the company. I don't think anything is ever black 

and white and you can completely blame one party. When something like that goes 

wrong, there is shared blame and if you invite the regulatory authorities in to do their 

work properly, that shared blame wƛƭƭ ōŜŎƻƳŜ ŜǾƛŘŜƴǘΦέ 

 

¢ŜǊǊȅΩǎ ǾƛŜǿǎ ŀǊŜ ǳƴŘƻǳōǘŜŘƭȅ ƛƴŦƭǳŜƴŎŜŘ ōȅ the incident earlier in his career when he was an 

Operations Director at Cardwell FM, where he was blamed for allowing an employee in his 

department to defraud the company of £1 million. The particular circumstances which heighten 

¢ŜǊǊȅΩǎ ŎƻƴŎŜǊƴǎ ŀǊŜ ǘȅǇƛŎŀƭ ƻŦ ǎƳŀƭƭ ōǳǎƛƴŜǎǎŜǎ with a small customer base. Because HIJ is 

dependent on one large customer, the NHS, Terry is afraid that his business would be destroyed 

should the NHS become aware of occupational fraud within the companyΦ ¢ŜǊǊȅΩǎ ŀƴȄƛŜǘƛŜǎ ŀōƻǳǘ 

reputation are further fuelled because he is trying to reduce this dependency risk by expanding 

the number of customers. ¢Ƙƛǎ ƳŜŀƴǎ ŘǳŜ ŘƛƭƛƎŜƴŎŜ ǉǳŜǎǘƛƻƴǎ ŀǊŜ ŀǎƪŜŘ ŀōƻǳǘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

ethical practices: 

 

ά!ƭƳƻǎǘ ŜǾŜǊȅ ǇǊŜǉǳŀƭƛŦƛŎŀǘƛƻƴ ƻŦ ŀƴȅ ŦƻǊƳ ǿŜ ƘŀǾŜ ŀǎƪǎ ǳǎ ǘƻ ǎŜǘ Řƻǿƴ ŀƴ ƘƻƴŜǎǘ 

declaration as to whether we have had such issues. Therefore you have to assume that if 

we had invited a regulatory authority to get involved in one of these issues we would 

have had to declare that at some stage and it would have counted against us for 

ŎƻƴǘǊŀŎǘƛƴƎ ǇǳǊǇƻǎŜǎΦέ 

 

Vendor appraisals are a requirement of the Quality (ISO9001), Health and Safety (ISO18001) and 

Environmental (ISO14001) management systems. More recently, in response to the introduction 

of the Public Contracts Regulations 2006 and the Bribery Act 2010, these appraisal exercises have 

ōŜŜƴ ǎǳǇǇƭŜƳŜƴǘŜŘ ǿƛǘƘ ŎƻǊǊǳǇǘƛƻƴ ƛƴǉǳƛǊƛŜǎΦ ¢ŜǊǊȅΩǎ ǊŜǇǳǘŀǘƛƻƴŀƭ ŀƴȄƛŜǘƛŜǎ ƘŀǾŜ ƭŜŘ ƘƛƳ ǘƻ 

ignore minor payroll fraud incidents, such as falsified sickness and overtime claims, and created a 

determination never to involve the police or civil lawyers. The legislation enacted to combat 

corruption has ironically encouraged the suppression of events, dishonesty at the 

commencement of business relationships and above all the utilitarian determination to avoid the 

authorities. 
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These concerns are not limited to small companies. Robert is the Managing Director of a large 

food manufacturing company, ETS Produce, which employs about 1,000 people. Like HIJ the 

ŎƻƳǇŀƴȅ ǊŜƭƛŜǎ ƻƴ ǘƘŜ ǎƳŀƭƭ ƴǳƳōŜǊ ƻŦ ƳŀƧƻǊ ǊŜǘŀƛƭ ŎǳǎǘƻƳŜǊǎ ƛƴ ǘƘŜ ¦YΦ wƻōŜǊǘΩǎ ŜȄǇŜǊƛŜƴŎŜ ƻŦ 

occupational fraud is limited to a few minor incidents of expense and payroll fraud. He is unsure 

how these incidents are handled but assumes they are dealt with by Human Resources. Asked 

how he would deal with a more substantial occupational fraud, Robert was adamant he would 

not involve the police or other external agencies. He illustrated his reasoning by recounting a 

profound experience involving manufacturing standards: 

 

ά²Ŝ ŀǊŜ ŀǳŘƛǘŜŘ ŀƴƴǳŀƭƭȅ ōȅ ǘƘŜ ƳŀƧƻǊ ǎǳǇŜǊƳŀǊƪŜǘǎ ŦƻǊ ǉǳŀƭƛǘȅΣ ƘŜŀƭǘƘ ŀƴŘ ǎŀŦŜǘȅΣ 

finance, environmental, but also pest control because you don't want little creatures in 

your flour. We try to maintain very good, exemplary, health and safety, quality and pest 

control systems. One day an employee thought he'd spotted a little furry creature run 

across the car park and reported it, as he should. We got a team together and diligently 

followed the procedures: checked all sensors and traps and found no evidence of pests. 

We recorded the incident properly in the log, but had nothing to say really. We decided 

to follow up two weeks later with a second check and when we did that, found nothing 

again. Then Retailco arrived for an audit. They got three quarters of the way through the 

audit when they came across the pest report. They immediately stopped the audit and 

aƴƴƻǳƴŎŜŘ ǘƘŀǘ wŜǘŀƛƭŎƻ ǿƻǳƭŘ ƛƳƳŜŘƛŀǘŜƭȅ ŎŀƴŎŜƭ ǘƘŜ ŎƻƴǘǊŀŎǘΦ ¢ƘŜȅ Ƨǳǎǘ ǎŀƛŘΣ Ψ²Ŝ Ŏŀƴϥǘ 

Ǌƛǎƪ ŀƴȅ ǇŜǎǘǎ ƛƴ ƻǳǊ ōǊŜŀŘΦΩ ¢Ƙŀǘ ǿŀǎ ƛǘΣ ǾŜǊȅ ǎƻǊǊȅ ŀƴŘ ŀƭƭ ǘƘŀǘΣ ōǳǘ ƛǘ ƭŜŦǘ ŀ ōƛƎ ƘƻƭŜ ƛƴ 

demand, but we were able to fill it from elsewhere fortunately otherwise we would have 

been in severe difficulty. It caused us problems. After that we were less diligent in 

reporting and recording incidents. It compromised our standards and caused confusion. I 

had one senior quality controller, who was very good, declared one day that he just 

ŎƻǳƭŘƴΩǘ Řƻ ƛǘ ŀƴȅ ƭƻƴƎŜǊ ŀƴŘ ƭŜŦǘΦ IŜϥŘ ƭŜŀǊƴǘ ƻƴŜ ǿŀȅ ŀƴŘ ǿŀǎ ƴƻǿ ŘƻƛƴƎ ƛǘ ŀƴƻǘƘŜǊ ŀƴŘ 

ƘŜ ŎƻǳƭŘƴϥǘ ŎƻƳŜ ǘƻ ǘŜǊƳǎ ǿƛǘƘ ƛǘΦέ 

 

wƻōŜǊǘΩǎ ǎǘƻǊȅ ǎƘƻǿǎ Ƙƻǿ ǘǊŀƴǎǇŀǊŜƴŎȅ ŀƴŘ ǊŜǎƻƭǳǘŜ ŎƻƳǇƭƛŀƴŎŜ ŎƻǳƭŘ ōŜ Ŧŀǘŀƭ ǘƻ ōǳǎƛƴŜǎǎ 

relationships. Because 9¢{Ωǎ ƳŀǊƪŜǘ ƛǎ ŘƻƳƛƴŀǘŜŘ ōȅ ŀōƻǳǘ ǎƛȄ ƳŀƧƻǊ ǎǳǇŜǊƳŀǊƪŜǘǎΣ wƻōŜǊǘ ŎƻǳƭŘ 

not risk losing another customer. Consequently he suppressed reporting of hygiene incidents. He 

ǊŜƎǊŜǘǎ ǘƘŜ ŜǊƻǎƛƻƴ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ǾŀƭǳŜǎ ŀƴŘ ǘƘŜ ŀŘƧǳǎǘƳŜƴǘ ƛƴ Ƙƛǎ ŜǘƘƛŎŀƭ ǊƻƭŜ ƛŘŜƴǘity but 

feels he had no option.  
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In both of these cases the complexity of the pressures on the two participants activated their 

utilitarian leadership role identities with greater salience than their ethical role identities 

(Weaver and Trevino, 1999). In the ETS case a quality controller was unable to reconcile the 

misalignment between his role identity and the adjusted ethical group identity. It caused such 

internal dissonance that he felt his only solution was to leave the business (Turner, 2013, p338). 

 

Personal reputation 

 

Dependency on a small number of customers provides a powerful motivation and an externalised 

higher loyalty rationalisation for managers to suppress events which could threaten key 

relationships. Companies with thousands of customers, such as DEF Group, and government 

bodies do not have such survival dependencies. The reputational impetus in the public sector is, 

according to investigator Imogen, less related to the corporate identity and more personal: 

managers fear reports of fraud and other employee illegalities in their department will reflect 

poorly on them and threaten their prospects (Friedrichs, 2010, p243). This was the type of 

situation confronting Ethan at R&T Industries in Chapter 9, one which fomented an internally 

focused defence of necessity rationalisations (Minor, 1981). 

 

¢ŜǊǊȅΩǎ ŎƻǊǇƻǊŀǘŜ ǊŜǇǳǘŀǘƛƻƴŀƭ ŎƻƴŎŜǊƴǎ ƳŜƴǘƛƻƴŜŘ ŀōƻǾŜ ŀǊŜ ŎƻƳǇƻǳƴŘŜŘ ōȅ ǇŜǊǎƻƴŀƭ 

reputational fears. Terry was an Operations Director at Cardwell FM, a substantial facilities 

management and construction company. A Projects Buyer within his department embezzled 

£1million over a four year period, using non-existent ghost companies and falsified transaction 

documents. The fraud was detected by chance at a random internal audit. The buyer immediately 

followed the money to Africa. Criticisms of lack of control levelled against Terry blighted his 

prospects within the company so that he subsequently resigned. The ŘŜǇŀǊǘƳŜƴǘΩǎ tǊƻƧŜŎǘǎ 

Accountant was also accused of incompetency and resigned. The lack of support for both 

individuals fractured their group identities and led to withdrawal (Turner, 2013, p338). The 

experience induced a shift in ¢ŜǊǊȅΩǎ role identity, reducing the salience of ethics and inducing 

defensive behaviour. It convinced him to deal with any detected frauds quietly unless they are 

άΧōƛƎ ŜƴƻǳƎƘΣ ƻōǾƛƻǳǎΣ ǘƻ ŎƻƳŜ ǘƻ ǘƘŜ ŀǘǘŜƴǘƛƻƴ ƻŦ ǘƘŜ ŀŎŎƻǳƴǘŀƴǘǎΦέ 

 

One consequence of this defensive behaviour, whether learned directly or vicariously, is that 

lawyers are sometimes frustrated by uncooperative line managers because, as barrister Nazim 

ƻōǎŜǊǾŜŘΥ ά¢ƘŜȅ Ŏŀƴ ōŜ ǎƻƳŜǿƘŀǘ ǊŜǾƛǎƛƻƴƛǎǘ ŀǎ ǘƻ Ƙƻǿ ǘƘŜ ŦǊŀǳŘǎ ƻŎŎǳǊǊŜŘΦέ 5ŜŦŜƴǎƛǾŜ 

strategies can cause managers to abandon, at least temporarily, their corporate role identities so 
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that even their roles as witnesses are compromised. Solicitor Barry described the consequences 

when a manager, duped by an employee who was feeding a gambling habit, strove unnecessarily 

to protect his position by lying to the investigators: 

 

ά²Ŝ ǎǇŜƴǘ ŀ ƭƻǘ ƻŦ ǘƛƳŜ ŀƴŘ Ŏƻǎǘǎ ƻƴ ǿorking out why he [the manager] was telling lies. 

All the time we had to test what he was telling us to work out, when he was in the 

witness box, what the result would be. So we were spending more time testing what we 

ŘƛŘ ƴƻǘ ōŜƭƛŜǾŜ ǘƻ ōŜ ǘǊǳŜΦέ 

 

Proof ratchet 

 

{ƻƳŜǘƛƳŜǎ ŀ ƳŀƴŀƎŜǊΩǎ ŦƛǊǎǘ ǘƘƻǳƎƘǘ ǿƘŜƴ ǊŜŎŜƛǾƛƴƎ ŀ ŦǊŀǳŘ ŎƻƳǇƭŀƛƴǘ ƛǎ ǘƘŀǘ ǘƘŜ ŎƻƳǇƭŀƛƴŀƴǘ 

must have an ulterior motive, that the complaint is a proxy for some other form of grievance. The 

group identity activates and triggers defensive behaviour, especially when the complainant is an 

external party, a member of the out-group (Tajfel, 1982). Defensive suspicions are further 

heightened when the complainant is a supplier alleging a contract bribery fraud. Paul is a building 

society counter-fraud manager. His first reaction ƛǎ ǘƻ ōŜ ǎǳǎǇƛŎƛƻǳǎ ƻŦ ǘƘŜ ǎǳǇǇƭƛŜǊΩǎ ƳƻǘƛǾŜΥ  

 

 άLǘ ƛǎ ǉǳƛǘŜ ŀ ōƻƭŘ ǇŜǊǎƻƴ ǿƘƻ ŘƻŜǎ ǘƘŀǘΦ ²Ŝ Řƻ ǘǊŜŀǘ ƛǘ ǎŜǊƛƻǳǎƭȅΣ ǿŜ Řƻƴϥǘ Ƨǳǎǘ Ǌǳō ƛǘ ƻǳǘΣ 

ōǳǘ ǘƘŜ ŦƛǊǎǘ ǘƘƛƴƎ LϥŘ ōŜ ǘƘƛƴƪƛƴƎ ƛǎΣ Ψ²Ƙȅϥǎ ƘŜ ŘƻƛƴƎ ǘƘŀǘΣ ƛǘϥǎ ƭƛƪŜ ŎƻƳƳƛǘǘƛƴƎ ǎǳƛŎƛŘe, 

there's obviously something gone wrong here. Has he or she [employee of building 

societyϐ ǇƛǎǎŜŘ ƘƛƳ ƻŦŦΚΩέ 

 

This appears to be a common reaction. Even the counter-fraud team at DEF Group, which thrives 

ƻƴ ǿƘƛǎǘƭŜōƭƻǿŜǊ ǊŜǇƻǊǘǎΣ ŀǊŜ ƛƴƛǘƛŀƭƭȅ ǿŀǊȅΥ άLǘϥs usually because they've lost a contract and 

ǎƻƳŜōƻŘȅ ŜƭǎŜ Ƙŀǎ Ǝƻǘ ƛǘ ǎƻ ǘƘŜȅϥǊŜ ŀ ōƛǘ ǎǳǎǇƛŎƛƻǳǎ ŀōƻǳǘ ǿƘȅ ǘƘŜȅϥǾŜ ƭƻǎǘ ƛǘέΦ ¢ƘŜ ǘȅǇƛŎŀƭ 

ŎƻǊǇƻǊŀǘŜ ǎƻƭǳǘƛƻƴ ƛǎ ǘƻ ŘŜƳŀƴŘ ŜǾƛŘŜƴŎŜ ǘƻ ƧǳǎǘƛŦȅ ǘƘŜ ƛƴǘŜǊƴŀƭ ƛƴǉǳƛǊƛŜǎΦ {ǳŎƘ ǿŀǎ 9ǘƘŀƴΩǎ ƛƴƛǘƛŀƭ 

reaction to alleƎŀǘƛƻƴǎ ƻŦ ŎƻƴǘǊŀŎǘ ōǊƛōŜǊȅ ŀǘ wϧ¢Υ άIƻǿ Řƻ ȅƻǳ ƪƴƻǿ ǘƘƛǎΚ ²Ƙŀǘ ŜǾƛŘŜƴŎŜ ƘŀǾŜ 

ȅƻǳ ƎƻǘΚ ¸ƻǳ Ŏŀƴϥǘ Ǝƻ ŀŎŎǳǎƛƴƎ ǇŜƻǇƭŜ ǿƛǘƘƻǳǘ ŜǾƛŘŜƴŎŜΦέ 5Ŝƴƛŀƭ ƻŦ ŎǊƛƳŜ ƛǎ Ŝŀǎȅ ǿƛǘƘƻǳǘ 

supporting evidence and very convenient when reputational concerns are in mind. In the R&T 

case, Ethan only treated the allegations seriously when he was presented with compelling 

evidence. 

 

The Westco International quantitative data in Chapter 6 was provided by Jeremy. He was the 

Manging Director of a company that purchased a small engineering business, Banbury 
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Engineering, as part of its growth strategy. Banbury supplied engineering services to Westco, an 

international manufacturing corporation which boasts of its ethical values at every turn: on its 

website, in its literature, on office walls, even in the internal telephone directory. Shortly after 

the acquisition Jeremy was approached by WestcƻΩǎ ŜƳǇƭƻȅŜŜǎ ŀǎƪƛƴƎ ǿƘŜǘƘŜǊ ƘŜ ǿƻǳƭŘ 

continue participating in contract bribery fraud schemes. Jeremy faced a complex dilemma. 

CƛǊǎǘƭȅ .ŀƴōǳǊȅΩǎ ōǳǎƛƴess relied on sales from Westco but contracts appeared contingent on 

corruption. Secondly any claims under the tort of deceit, the civil version of fraud (McGrath, 

2008, p11), against the previous owners of Banbury relied on proving the corruption within 

Westco. Jeremy assumed that WestŎƻΩǎ ƳŀƴŀƎŜƳŜƴǘ ǿƻǳƭŘ ǿŜƭŎƻƳŜ ǘƘŜ ƻǇǇƻǊǘǳƴƛǘȅ ǘƻ 

eradicate internal fraud and would co-operate in developing the evidence for his litigation, so he 

reported the corrupt requests to WestŎƻΩǎ ƭƻŎŀƭ ƳŀƴŀƎŜƳŜƴǘΦ ¢ƘŜ ƭƻŎŀƭ ƳŀƴŀƎŜǊs ignored the 

allegations. With sales demand falling away, Jeremy became desperate and contacted WestŎƻΩǎ 

owners in the USA. They instructed the local Purchasing Manager, Granger, to meet Jeremy. 

Eager to assist Westco, Jeremy prepared some evidence which showed had suffered a fraud loss 

of about £50,000. WestŎƻΩǎ ŜƳǇƭƻȅŜŜǎ ƘŀŘ ŦŀƭǎƛŦƛŜŘ ǇǳǊŎƘŀǎŜ ƻǊŘŜǊǎ ǘƻ ōǳȅ ǇŜǊǎƻƴŀƭ ƎƻƻŘǎ ǎǳŎƘ 

as gardening equipment, sheds, power tools, cameras, computers, a conservatory and materials 

for an extension. He expected the evidence to stimulate Wesco into a thorough investigation 

άΧǘƻ ǊƛŘ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴ ƻŦ ǘƘŜ ŎŀƴŎŜǊέΦ IŜ ŘƛŘ ƴƻǘ ŀƴǘƛŎƛǇŀǘŜ DǊŀƴƎŜǊΩǎ ǊŜǎǇƻƴǎŜΣ ǘƘŀǘ ǘƘŜ 

evidence was insufficient to instigate a formal inquiry: 

 

άL ǊŜŀƭƭȅ ǘƘƻǳƎƘǘ ƛǘ ǿŀǎ ŜƴƻǳƎƘ ǘƻ ƎŜǘ ǘƘŜƳ ƎƻƛƴƎΣ ǘƘŀǘ ǘƘŜȅΩŘ ǎŜŜ ƛǘ ŀǎ ƘŜƭǇŦǳƭΦ L Ƨǳǎǘ 

ǿŀƴǘŜŘ ǘƻ ƘŀƴŘ ƛǘ ƻǾŜǊ ǘƻ ǘƘŜƳ ǎƻ ǘƘŜȅ ŎƻǳƭŘ ŘŜŀƭ ǿƛǘƘ ƛǘΦ ²Ŝ ŘƛŘƴΩǘ ƪƴƻǿ Ƙƻǿ ǘƻ Ǝƻ 

ŀōƻǳǘ ƛǘΦ ²Ƙŀǘ L ŘƛŘƴΩǘ ŀƴǘƛŎƛǇŀǘŜ ǿŀǎ ǘƘŜ ŘŜƳŀƴŘ ŦƻǊ ƳƻǊŜ ŜǾƛŘŜƴŎŜΦ CƻǊǘǳƴŀǘŜƭȅ 

.ŀƴōǳǊȅΩǎ ŀccounts and invoices were intact so we were able to produce evidence of 

what was going on. I produced a report which identified employees, how it worked and 

ǎƻƳŜ ŘƻŎǳƳŜƴǘ ǘǊŀƛƭǎΦ .ǳǘ ƛǘ ǿŀǎ ǎǘƛƭƭ ƴƻǘ ŜƴƻǳƎƘΣ ǘƘŜȅ ǎŀƛŘΣ ΨLǘΩǎ ƴƻǘ ǇǊƻƻŦΦ ²Ŝ ƴŜŜŘ 

proof and yoǳ ŘƻƴΩǘ ƘŀǾŜ ƛǘΦΩ .ȅ ǘƘƛǎ ǘƛƳŜ L ǿŀǎ ǎŜƴǎƛƴƎ ŜǾŀǎƛƻƴ ōŜŎŀǳǎŜ ǘƘŜ ŜǾƛŘŜƴŎŜ ǿŀǎ 

ǎǘǊƻƴƎΣ ŀǘ ǘƘŜ ǾŜǊȅ ƭŜŀǎǘ ǘƻ ǿŀǊǊŀƴǘ ǇǊƻǇŜǊ ƛƴǾŜǎǘƛƎŀǘƛƻƴΦέ 

 

Jeremy investigated further. His evidence was rebutted several times before WestŎƻΩǎ 

management accepted that the evidence justified an investigation. The new evidence identified a 

fraud loss of £2.6million through Banbury over an 8 year period. A short internal inquiry by 

WestŎƻΩǎ 9ƴƎƛƴŜŜǊƛƴƎ 5ƛǊŜŎǘƻǊ ǎǳǇǇƻǊǘŜŘ ōȅ ǘƘŜ tǳǊŎƘŀǎƛƴƎ aŀƴŀƎŜǊ, Granger, and Human 

Resources led to the dismissal of three employees for minor fraud infractions. WestŎƻΩǎ 

management subsequently issued a company-wide briefing to remind employees of their 
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ŎƻƴǘǊŀŎǘǳŀƭ ƻōƭƛƎŀǘƛƻƴǎΦ Lǘ ǊŜŦŜǊǊŜŘ ǘƻ ǘƘŜ ŎŀǎŜ ŀǎ ŀƴ άƛǎƻƭŀǘŜŘ ƛƴŎƛŘŜƴǘέΣ ǎƻ ŘŜƭƛōŜǊŀǘŜƭȅ ŘŜnying 

the wider infection ŀƴŘ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƻǿƴ ǾƛŎǘƛƳƘƻƻŘ. Jeremy complained to WestŎƻΩǎ 

management that by only addressing the tip of the iceberg, they were undermining his civil claim 

ŀƎŀƛƴǎǘ .ŀƴōǳǊȅΩǎ ǇǊŜǾƛƻǳǎ ƻǿƴŜǊǎΦ IŜ ŀƭǎƻ ǇǊƻŘǳŎŜŘ ŜǾƛŘŜƴŎŜ ǘƘŀǘ ǘƘŜ criminality was 

continuing. Nevertheless they refused to expand the investigation or entertain external 

investigators: 

 

 ά¢ƘŜ hǇŜǊŀǘƛƻƴǎ 5ƛǊŜŎǘƻǊ ǎŀƛŘ ŀǘ ƻƴŜ ƳŜŜǘƛƴƎΣ Ψ²Ŝ ǿƻǊƪ ƻƴ ǘǊǳǎǘΣ ǿŜ ŘƻƴΩǘ ǿŀƴǘ ŀǊƳƛŜǎ 

of accountants and innocent people being questioƴŜŘΦέ IŜ ǎŀƛŘ ǿŜ ŘƛŘƴΩǘ ƘŀǾŜ ŜƴƻǳƎƘ 

ǇǊƻƻŦ ŀƴŘ ǘƘŜȅ ǿŀƴǘŜŘ ƳƻǊŜΦ L ŘƛŘƴΩǘ ǳƴŘŜǊǎǘŀƴŘ ƛǘΦ Lǘ ǿŀǎ ǎǘƛƭƭ ƎƻƛƴƎ ƻƴ ŀƴŘ ǘƘŜȅ ŘƛŘƴΩǘ 

ǎŜŜƳ ǘƻ ŎŀǊŜΦ ¢ƘŜȅ ŘƛŘƴΩǘ ŎŀǊŜ ǘƘŀǘ ƛǘ ǿŀǎ ŘŀƳŀƎƛƴƎ ǳǎΦ ¢ƘŜȅ ǊŜŎƪƻƴŜŘ ƛǘ ǿŀǎ ƻǳǊ Ŧŀǳƭǘ 

ōŜŎŀǳǎŜ ǿŜΩŘ ōƻǳƎƘǘ ŀ ōǳǎƛƴŜǎǎ ǿƛǘƘƻǳǘ Řƻƛƴg enough due diligence and it was our fault 

ōŜŎŀǳǎŜ ǿŜ ƘŀŘƴΩǘ ŦƻǳƴŘ ŜƴƻǳƎƘ ƴŜǿ ŎǳǎǘƻƳŜǊǎ ǘƻ ǊŜǇƭŀŎŜ ǘƘŜƛǊ ōǳǎƛƴŜǎǎΦ !ƴŘ ǘƘŀǘΩǎ 

ǿƘŀǘ ǘƘŜȅ ƪŜǇǘ ŘƻƛƴƎΥ ŜǾŜǊȅ ǘƛƳŜ ǿŜ ƻŦŦŜǊŜŘ ƳƻǊŜ ŜǾƛŘŜƴŎŜ ǘƘŜȅΩŘ ǊŀƛǎŜ ǘƘŜ ƘƛƎƘ ōŀǊΦέ 

 

In frustration Jeremy called the police and handed over the evidence. It was sufficient to convict 

five individuals, the two former directors of Banbury and three former Westco employees. The 

involvement of the police woke WestŎƻΩǎ ƳŀƴŀƎŜƳŜƴǘ ǘƻ ǘƘŜ ǊŜǇǳǘŀǘƛƻƴŀƭ Ǌƛǎƪǎ ƛŦ ǘƘŜȅ ǿŜǊŜ 

found acquiescing to internal criminality. They dismissed over twenty employees for gross 

misconduct. Two of the employees were dismissed after they became witnesses for the 

prosecution. 

 

The proof ratchet phenomenon is a rationalisation mechanism for the avoidance of investigating 

and sanctioning occupational frauds. The supporting motivation could be the higher loyalty 

desire to protect corporate reputation, to defend group identity. However in WestŎƻΩǎ ŎŀǎŜ ǘƘŜ 

management knew that corruption was endemic in the organisation. One of the dismissed 

witnesses, /ŀǊǎƻƴΣ ǎŀƛŘ ƛƴ ƛƴǘŜǊǾƛŜǿΣ ά¢ƘŜ ǎƘƻŎƪ ǿŀǎΣ ƴƻǘ ǿƘŀǘ ǿŀǎ ƎƻƛƴƎ ƻƴΣ ōǳǘ ǘƘŜȅ ŘƛŘ 

ǎƻƳŜǘƘƛƴƎ ŀōƻǳǘ ƛǘΦ Lǘ ƘŀŘ ōŜŜƴ ƎƻƛƴƎ ƻƴ ŦƻǊŜǾŜǊ ŀƴŘ ŜǾŜǊȅƻƴŜ ƪƴŜǿΦέ The £2.6 million detected 

level of losses through one department, in one location, using just one supplier is the 

consequence of normalising corruption and is likely to be a gross underestimate of the true level 

of losses. 

 

Nolan, the Managing Director of another engineering supplier to Westco was pressed by the 

Purchasing Manager, Granger, to reveal what he knew about corruption within the company and 

who was involved: 
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άΦΦΦƘŜ ǎŀƛŘΣ ΨLŦ ȅƻǳ Řƻƴϥǘ ƎƛǾŜ ƳŜ ƴŀƳŜǎ ȅƻǳ ǿƛƭƭ ƴŜǾŜǊ ǿƻǊƪ ŦƻǊ WestŎƻ ŀƎŀƛƴΦΩ ¢Ƙŀǘ ǊŜŀƭƭȅ 

annoyed me.....Then [Westco junior buyer] came over about something else but he asked 

me about Granger's demand anyway. He knew about it. He asked me if I was going to 

ŀƴǎǿŜǊ ƛǘΦ L ǘƻƭŘ ƘƛƳ L ƘŀŘ ƻƴŜ ƴŀƳŜΦ Ψ²Ƙƻϥǎ ǘƘŀǘΚΩ ΨDǊŀƴƎŜǊ ŀƴŘ LϥƳ ǎŜƴŘƛƴƎ ƛǘ ǘƻ 

[WestŎƻΩǎ ¦{ ƘŜŀŘ ƻŦŦƛŎŜϐΦΩ {ƻ ƘŜ Ǌŀƴ ƻŦŦ ŀƴŘ ǘƻƭŘ DǊŀƴƎŜǊ. He [Granger] called me 

ǎǘǊŀƛƎƘǘ ŀǿŀȅ ŀƴŘ ǎŀƛŘΣ Ψ5ƻƴΩǘ ōƻǘƘŜǊΣ LΩƳ ǊŜǎƛƎƴƛƴƎΦΩ !ƴŘ ƘŜ ŘƛŘΦέ 

 

Jeremy faced an uphill struggle ōŜŎŀǳǎŜ ²ŜǎǘŎƻΩǎ ƳŀƴŀƎŜƳŜƴǘ ǿŜǊŜ ŘŜǘŜǊƳƛƴŜŘ ǘƻ ŎƻƴŎŜŀƭ ǘƘŜ 

normalised corruption within the company. WestŎƻΩǎ ƳŀƴŀƎŜƳŜƴǘ ŀŎŎŜƴǘǳŀǘŜŘ ǘƘŜƛǊ ƛƴ-group 

identities (Tajfel, 1982) and deliberately diminished their ethical role identities (Weaver and 

Trevino, 1999). Their aim was to avoid the curiosity of external investigators for fear of what else 

they may have discovered (Bucy, Formby, Raspant and Rooney, 2008). They utilised the proof 

ǊŀǘŎƘŜǘ ǘƻ ŘŜƴȅ ǘƘŜ ƻŎŎǳǇŀǘƛƻƴŀƭ ŦǊŀǳŘǎ ŀƎŀƛƴǎǘ ǘƘŜ ŎƻƳǇŀƴȅΣ ǘƻ ŘŜƴȅ WŜǊŜƳȅΩǎ ǾƛŎǘƛƳƘƻƻŘ ŀƴŘ 

to hide personal culpability. How was Jeremy to know who was involved and whom to trust? The 

denial of crime rationalisation inherent in the proof ratchet tactic is effective in defending a 

window dressing ethical culture by wearing down all but the most persistent accusers. 

 

Cost calculus 

 

Whilst every justification for not dealing with internal fraud can trace ultimately to a cost benefit 

calculus, the rational manager role identity is directly relevant to two decisions: the strategic 

decision to implement a fraud prevention strategy and the tactical response to a fraud event. As 

explicated in Chapter 5, the common perception that fraud in general and occupational fraud in 

particular is an insignificant problem leads inevitably to the conclusion that there is little or no 

value in implementing counter-fraud systems. Jackson, the former Managing Director of Alloy 

Group, typifies the doubt: άLŦ ƛǘ Ŏƻǎǘǎ ƳƻǊŜ ǘƻ ŎƻƴǘǊƻƭ ƛǘ ǘƘŀƴ ƛǘϥǎ ǿƻǊǘƘΣ ǿƘŀǘϥǎ ǘƘŜ ǇƻƛƴǘΚέ 

 

aŀƴŀƎŜǊǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ǘƘŀǘ ŦǊŀǳŘ ƛǎ ƛƳƳŀǘŜǊƛŀƭ ƻǊ ƴƻƴ-existent within their organisations may be 

due to their ignorance and, as described in Chapter 5, inadequate quantitative research, but 

sometimes it is wilful blindness. Tony, a counter-fraud specialist in a local authority, expressed his 

frustration that colleagues are in denial of the crime: 

 

άL ƘŜŀǊ ǘƘŀǘ ŀ ƭƻǘΣ Ψ²Ŝ ƘŀǾŜƴϥǘ Ǝƻǘ ŀ ŦǊŀǳŘ ǇǊƻōƭŜƳ ƛƴ ƻǳǊ ŎƻǳƴŎƛƭΩΣ ǿƘƛŎƘ Ŏŀƴϥǘ ōŜ ǊƛƎƘǘΦέ 
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The consequence of the confluence between ignorance or denial of crime with the utilitarian 

perspective (Swanson, 1995) is the failure to implement prevention controls. It is unsurprising 

that one large law firm struggles to sell its counter-fraud and anti-bribery services until 

organisations have directly experienced the risks: 

 

ά¢ƘŜȅ ǎŜŜ ǘƘŀǘ ŦǊŀǳŘ ƭƻǎǎŜǎ ŀǊŜ ȊŜǊƻΣ ǘƘŀǘ ƛǎΣ ǳƴǘƛƭ ƛǘ ƘŀǇǇŜƴǎΦ ¢ƘŜȅ Ŏŀƴƴƻǘ Ǉǳǘ the 

ƧǳǎǘƛŦƛŎŀǘƛƻƴ ǘƻƎŜǘƘŜǊ ǘƻ ǎǇŜƴŘ ǘƘŜ ƳƻƴŜȅ ƻƴ ǎƻƳŜǘƘƛƴƎ ǿƘƛŎƘ ƳƛƎƘǘ ƴŜǾŜǊ ƘŀǇǇŜƴΧΦLǘ ƛǎ 

ŀ ƳŀǎǎƛǾŜƭȅ ƘŀǊŘ ǎŜƭƭΦ /ƻƳǇŀƴƛŜǎ Ƨǳǎǘ ŀǊŜ ƴƻǘ ƛƴǘŜǊŜǎǘŜŘΦέ 

 

The emphasis on cost also frequently dictates the response to detected frauds. The consistent 

sentiment expressed by lawyers, consultants and business managers participating in the research 

is that the most expedient, cost-effective assertive response is through rapid disciplinary 

processes and dismissal. Although criminal investigations are ostensibly free of cost to the victim 

organisation, the demands on management time and the direction of cases are outside 

ƳŀƴŀƎŜƳŜƴǘΩǎ ŎƻƴǘǊƻƭΣ ōƻǘƘ ŀƴŀǘƘŜƳŀǘƛŎ ǘƻ Ŏƻǎǘ ŎƻƴǎŎƛƻǳǎ ǘǊŀƴǎŀŎǘƛƻƴŀƭ ƳŀƴŀƎŜǊǎΦ 

Management may have more control over civil litigation, but its unpredictability in terms of 

effort, cost and outcome means that it is invariably too costly for losses under £20,000. A forensic 

accountant observed: 

 

ά! ƭƻǘ ƻŦ ǘƘŜ ƳƻǘƛǾŀǘƛƻƴ ƛǎ Ŏƻǎǘ κ ōŜƴŜŦƛǘΦ LŦ ǘƘŜȅ ƘŀǾŜ ōŜŜƴ ŎŀǳƎƘǘ ƴƛŎƪƛƴƎ ƻƴƭȅ ϻмΣллл ƻŦ 

expenses, it is going to cost more than £1,000 of management time to investigate it. 

²Ƙŀǘϥǎ ǘƘŜ ǇƻƛƴǘΣ Ƨǳǎǘ Řƻ ŀ ŘƛǎŎƛǇƭƛƴŀǊȅ ŀƴŘ ƎŜǘ ǘƘŜƳ ƻǳǘΣ ōǳǘ ǘƘŜƴ ƴƻǘ ǘŀƭƪ ŀōƻǳǘ ƛǘΦέ 

 

These commercial arguments not only quash investigations and broader inquiries, which could 

benefit from external, professional scrutiny, they also suppress valuable opportunities for 

strengthening fraud resilience (Button and Gee, 2013, p51) and reducing waste. The irony is that 

the apparently rational choice exercised by loyal managers concerned to avoid wasting money in 

the present risks long term financial damage, especially that caused by high frequency 

sociopathic offenders. 

 

Denial of responsibility 

 

The utilitarian perspective (Swanson, 1995) running through this analysis can, if uncontrolled, 

lead managers into completely excusing detected fraudulent behaviour. In Chapter 7 we saw how 

the security team of DEF Group challenges the rationalisations formulated by line managers to 
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ensure that those internal fraudsters perceived as valuable to the company are investigated and 

ŀǇǇǊƻǇǊƛŀǘŜƭȅ ǎŀƴŎǘƛƻƴŜŘΦ /ƻƴǾŜǊǎŜƭȅ ǘƘŜ ǊŜǎǇƻƴǎŜ ƻŦ wϧ¢Ωǎ ǎŜƴƛƻǊ ƳŀƴŀƎŜƳŜƴǘ ǘƻ ǘƘŜ ŜȄǇƻǎǳǊŜ 

of the contract bribery frauds by an agency employee was to deny the crime and conceal it from 

the corporate executives in order to maintain the necessary momentum on a critical engineering 

project. The utility of their decision was justified by rationalisations which mirror the defence of 

necessity (Minor, 1981) and higher loyalty, group identity neutralisations (Sykes and Matza, 

1957). Conveniently their rationalisations also preserved their personal reputations within the 

company. The young manager, Ethan, was reluctantly coerced in to continuing the employment 

of the corrupt individual for fear of losing his own job, an understandable defence of necessity. 

¢ƘŜ ǎŜƴƛƻǊ ƳŀƴŀƎŜƳŜƴǘ ŘƛŦŦǳǎŜŘ ǘƘŜƛǊ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ōȅ άŀƭƭƻǿƛƴƎέ 9ǘƘŀƴ ǘƻ ƳŀƪŜ ǘƘŜ Ŧƛƴŀƭ 

decision. In turn Ethan further diffused his responsibility by blaming his senior management. His 

ethical role identity (Weaver and Trevino, 1999) was perverted by the narrative of his senior 

management and, unable to reconcile the discrepancy to the group identity defined by the senior 

management, he resigned shortly thereafter (Turner, 2013, p338). By ignoring the standing 

instructions from the corporate head office that all frauds must be reported to them, the 

managers decoupled themselves from their corporate role identities in order to focus on more 

parochial and personal performance objectives.  

 

Such diffusion is a relative form of denial of responsibility and is an easy response when policies 

and expectations are poorly defined and weakly enacted: it allows employees to hide behind 

their ignorance and deliberately keep themselves uninformed (Kaptein, 2008). It is a problem 

that Kevin, a counter-fraud specialist, sees more frequently in the public sector: 

 

άLƴ ǘƘŜ ǇǳōƭƛŎ ǎŜŎǘƻǊ ȅƻǳ ƎŜǘ ƳƻǊŜΣ Ψ¢Ƙŀǘ ōƛǘΩǎ ƴƻǘ ƛƴ Ƴȅ ŘŜǇŀǊǘƳŜƴǘΦΩ ¢ƘŜ ŀŎŎƻǳƴǘŀōƛƭƛǘȅ 

gets spread, controls are over there, systems are over here, that's a bit of IT. It dissipates 

as does ǘƘŜ ōƭŀƳŜΦ ²ƘŜǊŜŀǎ ƛƴ ǘƘŜ ǇǊƛǾŀǘŜ ǎŜŎǘƻǊ ƛǘϥǎΣ Ψ{ƘƛǘΣ ƛŦ L Řƻƴϥǘ ƎŜǘ ǘƘƛǎ ǎƻǊǘŜŘΣ Ƴȅ 

ƴŜŎƪǎ ƻƴ ǘƘŜ ōƭƻŎƪΦ {ƻ Lϥƭƭ ƎŜǘ ƛǘ ǎƻǊǘŜŘΦΩ Lƴ ǘƘŜ ǇǳōƭƛŎ ǎŜŎǘƻǊ ƴƻ ƻƴŜ ǘŀƪŜǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅΦ Lƴ 

ǘƘŜ ǇǊƛǾŀǘŜ ǎŜŎǘƻǊ ȅƻǳ ŦƛƴŘ ȅƻǳ ŀǊŜ ŘŜŀƭƛƴƎ ǿƛǘƘ ƻƴŜ ǇŜǊǎƻƴΧΦΦ LΩǾŜ ōŜŜƴ called into public 

sector frauds that were known about and gone on for months and months and months, 

ŜǾŜƴ ŦǊƻƳ ǘƘŜ Ǉƻƛƴǘ ƻŦ ŘƛǎŎƭƻǎǳǊŜΤ ƛǘΩǎ Ƨǳǎǘ ƴƻǘ Ǝƻǘ ǊƻǳƴŘ ǘƻ ŀŎǘǳŀƭƭȅ ƛƴǾŜǎǘƛƎŀǘƛƴƎ ƛǘΦ LǘΩǎ 

ŀƭƳƻǎǘΣ Ψ²Ŝ ŘƻƴΩǘ ǉǳƛǘŜ ƪƴƻǿ ǿƘŀǘ ǘƻ Řƻ ǿƛǘƘ ǘƘƛǎΦ ²Ŝ ƘŀǾŜƴΩǘ got an investigations 

ǘŜŀƳΦΩ Lǘ ŎƻǳƭŘ Ǝƻ ǘƻ ŀǳŘƛǘΣ ƛǘ ŎƻǳƭŘ Ǝƻ ǘƻ ƭŜƎŀƭΣ ƛǘ Ƨǳǎǘ ǊŀǘǘƭŜǎ ŀǊƻǳƴŘΦΦΦΦtŜƻǇƭŜ ǎŀȅΣ ΨLǘϥǎ ǇŀǊǘ 

ƻŦ ǘƘŜ ōǳŘƎŜǘΣ ƛǘϥǎ ƴƻǘƘƛƴƎΣ ƛǘϥǎ ƴƻǘƘƛƴƎΦ ¢ƘŜǎŜ ǘƘƛƴƎǎ ƘŀǇǇŜƴΦΩέ 
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Malign influence of the budget 

 

Button (2011) asserts that the malign influence of KPI (key performance indicators) enables 

police officers to rationalise not taking on fraud cases. One of the most important KPIs in any 

ƻǊƎŀƴƛǎŀǘƛƻƴ ƛǎ ǘƘŜ ŦƛƴŀƴŎƛŀƭ ǇŜǊŦƻǊƳŀƴŎŜ ǊŜƭŀǘƛǾŜ ǘƻ ƛǘǎ ōǳŘƎŜǘΦ Lǘ ƛǎ ŜǾƛŘŜƴŎŜ ƻŦ ƳŀƴŀƎŜǊǎΩ ŀōƛƭƛǘȅ 

to control their departments and frequently involve bonus incentives, even in non-profit public 

bodies (CIPD, 2010). The denial of victim rationalisation, which Kevin refers to above, is that fraud 

is not a problem if it does not cause overall spending to exceed the budget. Fraud consultant, 

Steve, goes further in his observation that the problem is dealing with detected frauds not the 

frauds themselves: 

 

ά¢ƘŜǊŜ ƛǎ ŦŀǊ ƳƻǊŜ ƛƴǘŜǊŜǎǘ ǿƘŜǊŜ ŜȄǘŜǊƴŀƭ ŦǊŀǳŘ ƛǎ ǘƘŜ ǘŀǊƎŜǘΣ ƛƴǎǳǊŀƴŎŜΣ ƳƻǊǘƎŀƎŜǎ ŀƴŘ 

the like, but not internal expenditure. Managers are set budgets, meet their targets, 

where's the problem? If you introduce fraud detection, they then have a problem they 

ŘƛŘƴϥǘ ƘŀǾŜ ōŜŦƻǊŜ ŀƴŘ ǘƘŜȅϥǾŜ ƴƻǿ Ǝƻǘ ǘƻ ŀŘŘǊŜǎǎ ƛǘΦέ 

 

Very often budgetary control involves the transactional management technique of management 

by exception (Bass and Steidlmeier, 1999) so that departmental expenditure is only scrutinised if 

it exceeds the target set in the previous financial year. This means that low level frauds are 

unlikely to trigger budget inquiries. The corollary is that fraud losses are unwittingly budgeted 

into superficially prepared incremental budgets (ICSA, 2005, p210). Police officer Emma 

described such an instance in the MoD. It concerned a civil servant whose job was to manage the 

ŀǊƳȅΩǎ ŦƭŜŜǘ ƻŦ ŎƻǾŜǊǘ ŎŀǊǎΥ 

 

 άIŜ ǊŜƎǳƭŀǊƭȅ ǇǳǊŎƘŀǎŜŘ ŎŀǊǎ ŦƻǊ ƘƛƳǎŜƭŦΣ ŦŀƳƛƭȅ ŀƴŘ ŦǊƛŜƴŘǎΦ ²ƘŜƴ ƘŜ ǿŀƴǘŜŘ ŀ ŎƘŀƴƎŜ 

he just bought another car. He never bought a car or any petrol for 10 years [using his 

own money]Φ IŜ ŜǾŜƴ ƘŀŘ ǇǊƛǾŀǘŜ ƴǳƳōŜǊ ǇƭŀǘŜǎΧ aŀƴŀƎŜƳŜƴǘ Řƻƴϥǘ ŎƘŜŎƪ ǿƘŀǘ 

ǘƘŜȅϥǊŜ ŘƻƛƴƎ ǇǊƻǾƛŘŜŘ ǘƘŜ ŜƳǇƭƻȅŜŜ ƛǎ ƎŜǘǘƛƴƎ ƻƴ ǿƛǘƘ ǘƘŜƛǊ ƧƻōΣ ƴƻǘ ŎŀǳǎƛƴƎ ŀƴȅ ƘŀǎǎƭŜΦέ 

 

A peculiarity of the traditional annually fixed budgeting process is that surpluses cannot be 

ŎŀǊǊƛŜŘ ŦƻǊǿŀǊŘ ŀƴŘ ŀǊŜ ΨǿŀǎǘŜŘΩ ǳƴƭŜǎǎ ǎǇŜƴǘ ƛƴ ŀ ŦǊŜƴȊȅ ƻŦ ŀŎǘƛǾƛǘȅ ǇǊƛƻǊ ǘƻ ǘƘŜ ȅŜŀǊ ŜƴŘ όL/{!Σ 

2005, p210). The motive for spending to the limit is reinforced where management accountants 

impose the incremental budgeting process as any under-spend automatically decrements 

subsequent budgets (ICSA, 2005, p210). In the worst cases the denial of victim rationalisation 

(Sykes and Matza, 1957) alloys with this budget protection motive and shifts management from 
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acquiescence to the positive encouragement of fraud. Performance to budget is of greater 

ǎŀƭƛŜƴŎŜ ǘƻ ǘƘŜ ƳŀƴŀƎŜǊΩǎ ǊƻƭŜ ƛŘŜƴǘƛǘȅ ǘƘŀƴ ŜǘƘƛŎŀƭ ǇŜǊŦƻǊƳŀƴŎŜ ό{ǘŜǘǎ ŀƴŘ .ǳǊƪŜΣ нлллύΦ One 

Project Manager, Oliver, wƘƻ ǿƻǊƪǎ ŦƻǊ ŀ Ŏƛǘȅ ōƻǊƻǳƎƘ ŘŜǎŎǊƛōŜŘ Ƙƻǿ ǘƘŜ ŎƻǳƴŎƛƭΩǎ ƳŀƴŀƎŜƳŜƴǘ 

normalises occupational fraud in order to protect budget allocations. 

 

 ά²Ŝ ƘŀǾŜ ǘƻ ƳŀƪŜ ǎǳǊŜ ƻǳǊ ŦŜŜǎ ŦƻǊ ǇǊƻƧŜŎǘǎ ŀǊŜ ŀǘ ōǳŘƎŜǘΦ ²Ŝ ǎǳōƳƛǘ ƻǳǊ ŦŜŜǎ ǎŎƘŜŘǳƭŜ 

and it's signed off when we get the job. But it makes no difference if we do better 

because we spend the money anyway, not like the contractors. And it makes no 

difference because we have to spend it. If we don't spend it, we won't get the money 

budgeted next year so guys are told to rŀŎƪ ǳǇ ǘƘŜ ƻǾŜǊǘƛƳŜ ŀŦǘŜǊ ǎƛȄ ƻΩŎƭƻŎƪΣ ǘƻ ŎƻƳŜ 

ōŀŎƪ ŀǘ ǿŜŜƪŜƴŘǎΦ ²Ŝ Řƻƴϥǘ ƴŜŜŘ ǘƘŜƳ ōǳǘ ƛǘ ƎŜǘǎ ǘƻ ǘƘŜ ōǳŘƎŜǘΦέ 

 

Empathy 

 

The difficult circumstances of offenders are principal motivations (Cressey, 1953) and defence of 

necessity rationalisations (Sykes and Matza, 1957). They can also induce empathetic responses in 

those representing victim organisations. Nicole, the fraud investigator at Midton District Council, 

sympathised with a benefits fraudster who was also a council employee and a single mother: 

 

άYes, it's awful really. We're not out here to hang people. There's a human being at the 

end of all this. And you do have to take all that into contextΧΧ It's the children as well. 

¸ƻǳ ƪƴƻǿΣ ǎƘŜ Ƙŀǎ Ǝƻǘ ƘŜǊǎŜƭŦ ƛƴǘƻ ŀ ǇƛŎƪƭŜ ŀƴŘ ƛǘϥǎ Ƨǳǎǘ ŎƻƳǇƻǳƴŘŜŘΦέ 

 

Nevertheless Nicole did not waver from her role identity and eschew her responsibilities for the 

council. She pursued a full set of parallel sanctions: dismissal from the council, a successful 

criminal prosecution and compensation through an attachment of earnings order. For others, 

whose ethical role identity is secondary to their social identity, empathy can induce a tolerance 

to in-group fraudsters. Paul, a building society counter-fraud manager conceptually divides 

criminals into two groups. The out-group comprises malingering street criminals who deserve 

punishment and public humiliation: 

 

ά²Ƙŀǘ ǿŜ ǊŜŀƭƭȅ ǿŀƴǘΣ ŀƴŘ ƭŜǘϥǎ ōŜ ƘƻƴŜǎǘ ŀōƻǳǘ ƛǘΣ ǿŜ ǿŀƴǘ ǘƻ ǎŜŜ ǘƘŜǎŜ ǇŜƻǇƭŜ Ǉǳǘ ƛƴ 

stocks, like they used to back outside of the Old Bailey when it was Newgate Prison, so 

the public can go there and jeer at them. That was their entertainment in those days. 

¢Ƙŀǘϥǎ ǿƘŀǘ ǿŜ ǿŀƴǘ ƴƻǿ ƛŦ ǿŜϥǊŜ ǘǊǳŜΦέ 
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On the other hand Paul has a default defence for offenders who come from his own socio-

economic in-group based on uncharacteristic mistake and force of circumstance. Social identity 

theory suggests that the ultimate purpose of these rationalisations is the defence of PaulΩǎ 

perception of himself: 

 

ά¢ƘŜȅ ŀǊŜ ǾŜǊȅ ŘŜŎŜƴǘ ǇŜƻǇƭŜ ǿƘƻ ŀǊŜ ƴƻǘ ƎƻƛƴƎ ǘƻ ōŜ ŀ ōǳǊŘŜƴ ƻƴ ǘƘƛǎ ǎƻŎƛŜǘȅΦ ¢ƘŜƛr life 

is blighted now because they were convicted for drink-driving and I dare say if they were 

having a fag at the same time, they might as well be hung, drawn and quartered. What 

I'm saying is that the punishment for that type of crime is blighting the wrong 

ǇŜƻǇƭŜΧΦΦ!ƴŘ ǘƘŜ ǇŜǊǎƻƴ ǿƘƻ ǿƻǊƪǎ ƛƴ ŀ ŦƛƴŀƴŎƛŀƭ ƛƴǎǘƛǘǳǘŜ ƻǊ ŀ ŎƻƳƳŜǊŎƛŀƭ ƛƴŘǳǎǘǊȅ ŀƴŘ 

falls by the wayside because her teenage son needs a pair of designer trainers and she 

thinks she will do the teeming and lading. We know the story and some never get out of 

the spiral, some do and some don't get caught. We are not that clever that we get all of 

them. But when we do catch them we want to hang them out to dry so I think we've lost 

ǎƻƳŜ ŎƻƳǇŀǎǎƛƻƴΧΧ²ƘŜǊŜ Řƻ ȅƻǳ ŘǊŀǿ ǘƘŜ ƭƛƴŜΚ L ƪƴƻǿ ŦƻǊ ŀ ŦŀŎǘ ǘƘŀǘ ώminor fraud] 

happens, not because I work round here, I know because I was a police officer and from 

conversations with other people and that's what happens. People are kidding themselves 

if they think you've got people that are morally trained, so morally ŎƻƴǎŎƛƻǳǎ ǘƘŀǘ ΨL 

ŎƻǳƭŘƴϥǘ Ǉƻǎǎƛōƭȅ Řƻ ǘƘŀǘΣ ƻƘ ƴƻΦΩ ¢ƘŜȅ ŘƻΦ !ǊŜ ǿŜ ƎƻƛƴƎ ǘƻ ŀǊǊŜǎǘ ǘƘŜƳ ŀƭƭΚ bƻΦ ²ƘƻΩŘ ōŜ 

ƭŜŦǘ ǎǘŀƴŘƛƴƎΚέ 

 

¦ƴǎǳǊǇǊƛǎƛƴƎƭȅ ǘƘŜ ōǳƛƭŘƛƴƎ ǎƻŎƛŜǘȅΩǎ ƴŀǊǊƻǿ ŦƻŎǳǎ ƻƴ ƳƻǊǘƎŀƎŜ ŀƴŘ ƻǘƘŜǊ ŜȄǘŜǊƴŀƭ ŎǳǎǘƻƳŜǊ 

frauds means it rarely, if ever, deals with employee and supplier frauds. Its management excuses 

ǘƘƛǎ ŦŀƛƭǳǊŜ ōȅ ŘŜǇƭƻȅƛƴƎ ǘƘŜ ǎŀƳŜ ŘŜŦŜƴŎŜ ƻŦ ƴŜŎŜǎǎƛǘȅ ŀƴŘ ΨŦǊŀǳŘ ƛǎ ƴƻǊƳŀƭΩ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ǳǎŜŘ 

by the fraudsters. Similar empathetic responses is also apparent in the engineering sector at the 

supplier interface. Alec, an agency employee working on large projects for a construction 

ŎƻƳǇŀƴȅΣ ŘŜǎŎǊƛōŜŘ Ƙƻǿ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŜƳǇƭƻȅŜŜǎ ǊŀǘƛƻƴŀƭƛǎŜ ŜƴƎŀƎƛƴƎ ƛƴ ŎƻƴǘǊŀŎǘ ōǊƛōŜǊȅ 

frauds: 

 

ά¢ƘŜȅ ǎŜŜ ƛǘΣ ǘƘŜ ǎƻǊǘ ƻŦ Ǝǳȅǎ L ŘŜŀƭ ǿƛǘƘΣ ŀǎ ƘŜƭǇƛƴƎ ǘƘŜ ŎƻƴǘǊŀŎǘƻǊ (engineering supplier). 

With contractors beaten up on prices, they reckon it's helping them get the right price 

and getting a bit of reward for helping them....To some extent there's truth in it, 

contractors are not paid enough, so when someone makes the rƛƎƘǘ ƻŦŦŜǊΣ ȅƻǳ ǘŀƪŜ ƛǘΦέ 
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Keegan is a contracts manager at a firm of construction consultants. He sees the same kind of 

practice: 

 

άL ƴƻǿ ǿƻǊƪ ŦƻǊ {ȅƴŎƻ ǇǳǘǘƛƴƎ ǘƘƻǎŜ ǘŜƴŘŜǊ ǇŀŎƪŀƎŜǎ ǘƻƎŜǘƘŜǊΦ Lǘϥǎ ŀƭƭ ŀōƻǳǘ ƛƴǎǳƭŀǘƛƴƎ 

the client from any risk laying off the risk to the contractors by littering the packages with 

disclaimers about the design and specs.......The client hides behind our indemnity and 

stacks of paperwork, we hide behind the disclaimers, the main contractors know how to  

run the jobs but they don't know  how to do them and  they shove the risks straight on to 

the M and E contractors [mechanical and electrical], the QSs [quantity surveyors] bully 

the M and Es who know how to do the job but get the lowest pay. They're bound to 

fudge the costs and variations to cover the risks and make it up anyway they can. They 

have to do deals with the QSs and project managers to get the variations approved. Then 

the QS fudges the cost and the main contractor fudges the cost and the client, who 

hasn't got a clue, ŜƴŘǎ ǳǇ ǇŀȅƛƴƎ ŦƻǊ ƛǘΦ ¢Ƙŀǘϥǎ Ƙƻǿ ǘƘŜ ƎŀƳŜ ƎƻŜǎΦέ 

 

The absence of formally specified ethical responsibilities in the governance structures supervising 

Alec and Keegan diminishes their ethical role identities (Weaver and Trevino, 1999). It allows 

them to maintain the role of passive, sympathetic witnesses of contract bribery fraud, 

rationalising that it is an inevitable consequence of unfair practice. The insiders know the rules of 

ǘƘŜ ƎŀƳŜΣ ǊǳƭŜǎ ǘƘŀǘ ǊŜŦƭŜŎǘ aŀǊǎΩ όмфтоύ ŜƴǘƛǘƭŜƳŜƴǘ ǊŀǘƛƻƴŀƭƛǎŀǘƛƻƴΣ ƴƻǊƳalising criminality 

within the construction sector as a means of ensuring an equitable profit distribution through the 

supply chain. 

 

Social bonds 

 

WƻƘƴ IǳƎƘŜǎΣ ŀ ŎƻƭƭŜŀƎǳŜ ƻŦ ¦.{ ǊƻƎǳŜ ǘǊŀŘŜǊΣ YǿŜƪǳ !ŘŜōƻƭŜΣ ŦŀƛƭŜŘ ǘƻ ƛƴŦƻǊƳ ǘƘŜ ōŀƴƪΩǎ 

management that Adebole repeatedly exceeded his financial trading limits: because "I went to a 

ǎŎƘƻƻƭ ǿƘŜǊŜ ǇŜƻǇƭŜ ŘƛŘƴϥǘ ƎǊŀǎǎΣϦ  ό../Σ нлмнύΦ ¢ƘŜ ƴƻǊƳŀǘƛǾŜ ŘŜŦƛƴƛǘƛƻƴǎ ǿƛǘƘƛƴ ¦.{Ωǎ ŜǘƘƛŎŀƭ 

ŎƭƛƳŀǘŜ ŦŀƛƭŜŘ ǘƻ ŘŜǾŜƭƻǇ IǳƎƘŜǎΩ ŜǘƘƛŎŀƭ ǊƻƭŜ ƛŘŜƴǘƛǘȅ όWeaver and Trevino, 1999) sufficiently to 

overcome rules of group membership acquired in childhood. Only the intervention of prosecutors 

caused Hughes to adjust his role from one of passive observer to active witness. 

 

Hamish is a former Project Manager at Banbury Engineering. He observed the operation of the 

corrupt conspiracy between WestcoΩǎ ŜƳǇƭƻȅŜŜǎ ŀƴŘ BanburyΩǎ ŦƻǊƳŜǊ ŘƛǊŜŎǘƻǊǎ ƻǾŜǊ Ƴŀƴȅ 

years. He became a witness for the prosecution. For him corruption was an everyday business 
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practice he had grown up with. It was a means to ensure those in his charge kept their jobs, a 

higher loyalty rationalisation (Benson, 1985). His close relationship with the Westco employees 

normalised the corruption and prevented him from snitching on his friends:  

 

άLǘϥǎ ǿƘŀǘ ǿŜƴǘ ƻƴ all the time. It was the way business was always done with them. It 

was the same when I worked for Renchest. Everybody knew about it. They were the 

customers and we got work out of them and it kept the boys in a job, that's what I 

wanted. I worked with them every day. You knew they were customers, but they weren't 

just that but, yes, friends, good guys. I played golf with them, went to Ascot, Carson got 

tickets for the rugby, curry once a month, that sort of thing. Yeah, if they're a scummy 

bastard, I might report them, but when it's someone you've worked with for a long time, 

ƎŜǘ ƻƴ ǿƛǘƘΣ ǘƘŀǘϥǎ ŘƛŦŦŜǊŜƴǘΣ ƘŀǊŘΦέ 

 

Kyle described the well-paid General Manager, Ellis, at his local private sports club as 

professionally competent, very amicable but a compulsivŜ ά²ŀƭǘŜǊ aƛǘǘȅέ ƭƛŀǊ ǿƘƻ ǿƻǳƭŘ ƭƛŜ 

about the most mundane things.  Ellis was dismissed for a fraud scheme perpetrated over many 

ȅŜŀǊǎΥ ƘŜ ǳǎŜŘ ǘƘŜ ŎƭǳōΩǎ ŦŀŎƛƭƛǘƛŜǎΣ ǎǘŀŦŦ ŀƴŘ ƳƻƴŜȅ ŦƻǊ Ƙƛǎ ƻǿƴ ǇǳǊǇƻǎŜǎ ƛƴ ƻǊƎŀƴƛǎƛƴƎ ŜǾŜƴǘǎ ŀǘ 

private locations. His activities had been the subject of gossip amongst members for years, but 

ƛƎƴƻǊŜŘ ōȅ ǘƘŜ ŎƭǳōΩǎ ǘǊǳǎǘŜŜǎ ŀƴŘ ŎƻƳƳƛǘǘŜŜ ƳŜƳōŜǊǎ ǳƴǘƛƭ ŀ ƴŜǿ CƛƴŀƴŎŜ 5ƛǊŜŎǘƻǊ ǿŀǎ 

appointed. Kyle explained that trustees and committee members are volunteers appointed from 

ǘƘŜ ŎƭǳōΩǎ membership on fixed two year terms and no one wanted to burden their period in 

office by confronting Ellis and upsetting the social atmosphere of the club. 

 

Brian is a financial auditor, working for a large audit firm. He spoke of a particular taboo in the 

ƛƴŘǳǎǘǊȅ ŎŀƭƭŜŘ άǇƘŀƴǘƻƳ ǘƛŎƪƛƴƎέ whereby auditors falsify their tests: 

 

άLŦ ƘŜϥǎ ǘŜǎǘŜŘ мрл ƛƴǾƻƛŎŜǎ ŀƴŘ мпу ŀǊŜ ŦƛƴŜΣ н ƻŦ ǘƘŜƳ ŀǊŜ ǿǊƻƴƎ ŀƴŘ ƛǘ Ƙŀǎ ǘŀƪŜƴ ƘƛƳ п 

days and those 2 errors bigger than the template allows, what would you do? You can 

reallȅ ƛƳŀƎƛƴŜ ǎƻƳŜ ǇŜƻǇƭŜ ƎƻƛƴƎΣ ΨLϥƳ ƎƻƛƴƎ ǘƻ ǇƛŎƪ н ƻǘƘŜǊǎΦ hYΣ ǘƘŜȅ ŀƎǊŜŜΦΩ Lǘϥǎ ŎŀƭƭŜŘ 

phantom ticking for us. It definitely, definitely happens, I'm afraidΧΦ¸ƻǳ Ǝƻ ƛƴǘƻ ǇǊƛƻǊ ȅŜŀǊ 

files to get an idea of what work was done before and try and agree to it and you just see 

that it got too complicated so they just didn't bother doing itΧΦhƴŎŜ ȅƻǳϥǾŜ ǎŜŜƴ ƛǘ ƻƴŎŜΣ 

you've seen it a hundred times. 
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It is an interesting definitional conundrum. The auditor is breaking the rules and deceiving his 

employer, an occupational fraud, but only if there is a loss or risk of loss. He is also deceiving the 

ŎƭƛŜƴǘΣ ǿƘƛŎƘ ŎƻǳƭŘ ōŜ ŀ ŎƻǊǇƻǊŀǘŜ ŦǊŀǳŘ ƛŦ ǘƘŜ ŀǳŘƛǘƻǊΩǎ ƳŀƴŀƎŜǊǎ ƪƴŜǿ ƻŦ ǘƘŜ ǇǊŀŎǘƛŎŜ ƻǊ 

negligence if they did not. Most seriously, he is deceiving investors, customers and suppliers 

which rely on the quality of audited annual financial statements. Nevertheless Brian would not 

άǎƴƛǘŎƘέ ƻƴ ŀ Ŏƻlleague caught phantom ticking. 

 

άLϥƳ ƴƻǘ ƎƻƛƴƎ ǘƻ ƎǊŀǎǎ Ƴȅ ƳŀǘŜǎ ǳǇ ōǳǘ Ƙƻǿ ǿƻǳƭŘ L Řƻ ƛǘΚ L ǿƻǳƭŘƴϥǘ ŀŎŎǳǎŜ ǘƘŜƳ ƻŦ 

phantom ǘƛŎƪƛƴƎΣ L ǿƻǳƭŘ Ƨǳǎǘ ŀǎƪ ǘƘŜƳΣ Ψ²Ƙȅ ŀǊŜ ȅƻǳ ƘŀǇǇȅ ǘƘŀǘ ȅƻǳ Ŏŀƴ ǇǊŜǇŀǊŜ ǘƘƛǎ 

EGA? Why are you happy that you have ticked this? Perhaps you've made a bit of an 

ƻǾŜǊǎƛƎƘǘΦΩ hǊ ǿƘŀǘ L ƳƛƎƘǘ Řƻ ƛǎ ǘƘƛƴƪ ǘƘŀǘ ƛǘ ƛǎ ŀƴ ƘƻƴŜǎǘ ƳƛǎǘŀƪŜ ŀƴŘ Ǝƻ ŀƴŘ ƘŜƭǇ ƘƛƳΦέ 

 

The strength of social bonds is most evident in family businesses. Greig and Lauren, owners of a 

{² aŀǊƪŜǘƛƴƎΣ ǊŜǇŜŀǘŜŘƭȅ ŜȄŎǳǎŜŘ ǘƘŜƛǊ ǎƻƴΩǎ ŦǊŀǳŘǳƭŜƴǘ ǳǎŜ ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŎǊŜŘƛǘ ŎŀǊŘ ǘƻ 

finance an excessive lifestyle. Truman was eventually dismissed when Iain, the Marketing 

Director, and the Finance Director exhausted their patience and threatened to resign. Iain 

explained: 

 

άDǊŜƛƎ ƘŀŘ ǿŀǊƴŜŘ ƘƛƳ ŀƴŘ ǿŀǊƴŜŘ ƘƛƳΣ ōǳǘ ƛǘϥǎ ŘƛŦŦƛŎǳƭǘ ōŜƛƴƎ Ƙƛǎ 5ŀŘΣ ŀƴŘ ŜǾŜǊȅ ǘƛƳŜ ƘŜ 

got close to sacking him, Lauren would take Darren's side and persuade Greig to give him 

ŀƴƻǘƘŜǊ ŎƘŀƴŎŜΧaŜ ŀƴŘ /ƻƘŜƴ ǘƘǊŜŀǘŜƴŜŘ ǘƻ ƭŜŀǾŜΣ ǿŜϥŘ Ƨǳǎǘ ƘŀŘ ŜƴƻǳƎƘΧ²Ŝ ǊŜŎƪƻƴ ƛǘ 

ǎŀǾŜŘ ǳǎ ϻмрлΣллл ŀ ȅŜŀǊΦέ 

 

In both of the above cases external interventions became necessary to countervail the social 

bonds of colleagues, friends and family, which allowed offenders to sustain their known 

criminality. DEFs counter-fraud manager, Mark, frequently finds that colleagues and managers 

need to be confronted with the hard evidence and meaning of fraudulent behaviour in order to 

break those bonds: 

 

ά¸ƻǳ Ǝƻ ǘƘǊƻǳƎƘ ǘƘŀǘ ǘȅǇƛŎŀƭ ƳƛȄŜŘ ŜƳƻǘƛƻƴ ŦƛŜƭŘ ƻŦ ŜŀǊƭȅ Řŀȅǎ ƛǘ Ŏŀƴ ōŜ ǉǳƛǘŜ ǇǊƻǘŜŎǘƛǾŜ 

of what they saw as one of their team, whether it was a colleague or the manager being 

very ǇǊƻǘŜŎǘƛǾŜ ƻŦ ƻƴŜ ƻŦ Ƙƛǎ ǘŜŀƳΥ ΨIŜϥǎ ŀ ƎƻƻŘ ƎǳȅΣ ƘŜ ƎŜǘǎ ƭƻŀŘǎ ƻŦ ōǳǎƛƴŜǎǎ ƛƴ ŦƻǊ ƳŜΦ 

¢ƘŜǊŜ Ŏŀƴϥǘ ōŜ ŀƴȅǘƘƛƴƎ ǿǊƻƴƎ ǿƛǘƘ ƘƛƳΦ LϥƳ ƴƻǘ ƎƻƛƴƎ ǘƻ Řƻ ŀƴȅǘƘƛƴƎ ƘŜǊŜΦΩ ¢ƻ ǘƘŜ Ǉƻƛƴǘ 

of doing the investigation and getting the facts and show the information to the 

ƳŀƴŀƎŜǊΣ ŀƴŘ ǘƘŜƴ ƛǘϥǎΥ ΨL ǿŀƴǘ ǘƻ ƪƛƭƭ ƘƛƳΦΩέ 
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Conclusions 

 

Two overriding themes emerge from the observations and accounts of the research participants. 

The first is the broad perception that there is little value in developing counter-fraud systems as 

it is an insignificant problem. Robust quantitative research would address this perception. The 

second and far more complex theme is that managers and employees fear the consequences of 

dealing with frauds. For some managers these fears arise from experience which has taught them 

that exposing fraud or similar compliance issues can be painful. For others it may be a general 

fear of the unknown. The feared consequences can be broadly divided into two interacting 

categories, consequences to the employing organisations and consequences to the individuals, 

which reflect the two strands of identity theory, social identity and role identity (Stryker and 

Burke, 2000). The result of weak ethical identities is that the organisation develops a passive 

tolerance to its victimhood. The ineffectiveness of the criminal justice system discussed in 

Chapter 8 de-toxifies the fraud label and makes the passive rationalisations more palatable. 

 

The organisational concerns are altruistic, higher loyalty considerations (Sykes and Matza, 1957), 

ǿƘƛŎƘ ǎǳǇǇƻǊǘ ƛƴŘƛǾƛŘǳŀƭǎΩ ƎǊƻǳǇ ŀƴŘ ŦƛŘǳŎƛŀǊȅ ǊƻƭŜ ƛŘŜƴǘƛǘƛŜǎΦ ¢ƘŜȅ ŀǊŜ ǳǘƛƭƛǘŀǊƛŀƴ ŜǎǘƛƳŀǘƛƻƴǎ ƻŦ 

how the unknown benefits to the organisation might weigh up against the unquantifiable costs: 

the cost of investigating and pursuing a case through the courts, the cost of losing a valued 

employee, the cost of destabilising a key objective and the cost of a damaged organisational 

reputation. 

 

The personal concerns are equally complex. They include the offending manager who fears 

detection and the manager who fears charges of incompetency with the attendant reputational 

and career damage. Perhaps the most unpredictable and powerful personal influence, which can 

cause managers and colleagues to look the other way is the strength of social bonds embedded 

in those social relationships that they see as superior in the hierarchy of identities. 

 

Conceptualised here as a weaker social bond, empathy operates through social identity to permit 

the construction of avoidance rationalisation. The contracts manager in the engineering sector 

justified contract bribery frauds between managers and suppliers as a means of ensuring just 

entitlements (Mars, 1973). The building society counter-fraud manager condemned those of a 

lower socio-economic group but sympathetically identified with the middle class drink-drivers 

and white-collar fraudsters. His perception that punishments unfairly ruin their lives was based 
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on a cocktail of rationalisations that they are no threat to society, their errant behaviour is a 

product of financial pressures (Cressey, 1953) and, in any case, everybody commits minor frauds.  

 

The potential danger associated with attitude of managers and employees which justifies 

ŎƻƭƭŜŀƎǳŜǎΩ ŦǊŀǳŘǎ ƛǎ ǘƘŀǘ ƛǘ Ŏŀƴ ƭŜŀŘ ǘƻ ƛǘǎ ǇƻǎƛǘƛǾŜ ŜƴŎƻǳǊŀƎŜƳŜƴǘΦ Lƴ ǘƘŜ Ŏƛty borough case, for 

example, the unintended result of incremental budgeting was a flurry of activity to spend money 

ōȅ ŦǊŀǳŘǳƭŜƴǘ ƳŜŀƴǎ ƛƴ ƻǊŘŜǊ ǘƻ ǇǊƻǘŜŎǘ ǘƘŜ ǎǳōǎŜǉǳŜƴǘ ȅŜŀǊΩǎ ōǳŘƎŜǘΦ ¢ƘŜ ƳŀƴŀƎŜǊΩǎ ǊƻƭŜ 

identity had decoupled from his corporate role identity and his attention was focused on 

personal concerns, the protection of his own interests as a budget holder rather than the 

interests of his employer. Superficially prepared budgets hide the cost of fraud and the tyranny of 

the budget KPI allows managers to call upon denial of injury rationalisations to justify their 

avoidant strategies. 

 

Whether the reasons for not dealing with fraud inside organisations are called excuses, 

justifications, apologies (Benson, 1985), motivations (Coleman, 1992) or rationalisations (Cressey, 

1953) is immaterial. The germane point is that managers and employees use the same 

rationalisations as occupational offenders, at times mixed into an aggregated cocktail to reinforce 

their justifications.  

 

Sutherland advises us that people become criminals because of their exposure to a sub-culture 

wherein the definitions favourable to the violation of law are in excess of the definitions 

unfavourable to the violation of the law (Sutherland, Cressey and Luckenbill, 1947)Φ {ǳǘƘŜǊƭŀƴŘΩǎ 

teaching is constructed from the perspective of nascent offenders and their relative association 

in sub-cultures with practising criminals who teach the methods and the justifications. In the 

employment context we can supplement the differential association theory by placing greater 

emphasis on the role of the victim organisation and its members: employees are more likely to 

ōŜŎƻƳŜ ƻŎŎǳǇŀǘƛƻƴŀƭ ŦǊŀǳŘǎǘŜǊǎ ǿƘŜƴ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ŜƴŦƻǊŎƛƴƎ ǘƘŜ 

ƭŀǿ ŀǊŜ ƛƴ ŜȄŎŜǎǎ ƻŦ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ reasons for enforcing the law. By connecting the 

acquiescent rationalisations of the victim organisation with the motivations of the fraudster, the 

differential rationalisation theory posited here states: 

 

Employees are more likely to become occupational ŦǊŀǳŘǎǘŜǊǎ ǿƘŜƴ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ 

Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ŜƴŦƻǊŎƛƴƎ ǘƘŜ ƭŀǿ ŀǊŜ ƛƴ ŜȄŎŜǎǎ ƻŦ ǘƘŜ ŦǊŀǳŘǎǘŜǊΩǎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ 

favourable to fraud. 
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The more that the victim organisation rationalises excusing fraud in both frequency and type, the 

more fraudgenic the climate and the lower the need for fraudsters to rationalise their criminality. 

The organisation has done it for them. Such a culture is an invitation for the occasional offenders 

described in Chapter 6 to supplement their earnings and is a ripe opportunity for sociopaths to 

ƎŜǘ ǊƛŎƘΦ ¢Ƙƛǎ ŘƛŦŦŜǊŜƴǘƛŀƭ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ŀŘŘŜƴŘǳƳ ǘƻ {ǳǘƘŜǊƭŀƴŘΩǎ ǘƘŜƻǊȅ ŀŎŎƻƳƳƻŘŀǘŜǎ 

/ǊŜǎǎŜȅΩǎ ŜƳōŜȊȊƭŜǊ ŀƴŘ ǊŜŎƻƎƴƛǎŜǎ ǘƘŜ ƛƴŦƭǳŜƴŎŜ ƻŦ ŎǳƭǘǳǊŜǎ ǿƘƛŎƘ ŜȄŎǳǎŜ ŀƴŘ ƧǳǎǘƛŦȅ 

acquiescence to crime. In a more general context ǿŜ ƳƛƎƘǘ ǘƘŜƴ ǎŀȅΥ ά.ŀŘ ƳŜƴ ƴŜŜŘ ƴƻǘƘƛƴƎ 

ƳƻǊŜ ǘƻ ŎƻƳǇŀǎǎ ǘƘŜƛǊ ŜƴŘǎΣ ǘƘŀƴ ǘƘŀǘ ƎƻƻŘ ƳŜƴ ǎƘƻǳƭŘ ƭƻƻƪ ƻƴ ŀƴŘ ǊŀǘƛƻƴŀƭƛǎŜ ŘƻƛƴƎ ƴƻǘƘƛƴƎΦέ 

 

/ǊŜǎǎŜȅ όмфусύ ǊŜŦŜǊǎ ǘƻ {ǳǘƘŜǊƭŀƴŘ ƛƴ ǎǳƎƎŜǎǘƛƴƎ ǘƘŀǘ άΧƛƴ ǘƘŜ ƭƻƴƎ ǊǳƴΣ ǘƘŜ ƛƴŎƛŘŜƴŎŜ ƻŦ 

management fraud will decline only as neutralizing verbalizations supporting these crimes are 

ǘƘŜƳǎŜƭǾŜǎ ƴŜǳǘǊŀƭƛȊŜŘΦέ ¢ƘŜ ŘƛŦŦŜǊŜƴǘƛŀƭ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ǘƘŜƻǊȅ ǇǊŜǎŜƴted here informs us that 

ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ǎŜŎǳǊƛǘȅ ƎƻǾŜǊƴŀƴŎŜ ǎǘǊŀǘŜƎƛŜǎ όWƻƘƴǎǘƻƴ ŀƴŘ {ƘŜŀǊƛƴƎΣ нллоύ ǿƛƭƭ ōŜ ƳƻǊŜ 

successful if they first concentrate on the avoidant rationalisations of managers and employees, 

rationalisations that are twin reflections of ǘƘŜ ƻŦŦŜƴŘŜǊǎΩ ǊŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎΦ .ȅ ŘƻƛƴƎ ǎƻ 

organisations promote the salience of group identity and the meanings of an ethical role identity, 

one that is intolerant of fraud irrespective of any relationship with the offender or the context of 

the offence. 
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Chapter 11 

 

Organisation Ethical Development 

 

Introduction 

 

The themes introduced in the previous chapters elucidated some of the conceptual and practical 

challenges of dealing with occupational fraud and identified some of the characteristics which 

differentiate the more fraud resilient organisations from the less capable. The aim of this chapter 

is to organise these characteristics thematically into a typological structure which addresses the 

core research question: what is it about some organisations that inhibits countering internal 

fraud whilst others are far less reticent? The analysis uses the insights derived from the primary 

and secondary research data to expand the window dressing, compliance and values orientated 

typology set out by Trevino and Weaver όнллоύΦ Lǘ ŘǊŀǿǎ ƻƴ YƻƘƭōŜǊƎΩǎ ŎƻƎƴƛǘƛǾŜ ƳƻǊŀƭ 

development (CMD) model to arrange the typology into a progressive organisation ethical 

development (OED) model. The differential rationalisation concept introduced in Chapter 10 is 

mapped onto the OED model to illustrate the primary role of regressive differential 

rationalisation in the institutionalisation of fraud in the work place, and conversely the power of 

progressive differential rationalisation in developing ethical counter-fraud cultures. 

 

YƻƘƭōŜǊƎΩǎ ƛƴǘŜǊŀŎǘƛƻƴƛǎǘ ǘƘŜƻǊȅ ŘŜǎŎǊƛōŜǎ Ƙƻǿ ƛƴŘƛǾƛŘǳŀƭǎΩ ƳƻǊŀƭ reasoning develops through 

three levels sub-divided into six stages (Kohlberg and Hersh, 1977) as illustrated in Figure 11.1. 

Sequential, irreversible progression through the stages is spurred by exposure to new situations 

of moral conflict which demand new and more complex reasoning. Positive interaction with 

others by way of education and guidance supports the development, particularly when 

individuals are confronted by difficult dilemmas (Kohlberg and Hersh, 1977). Because the 

capacity for the expansion of empathy and feelings of guilt is at the centre of CMD (Kohlberg and 

Hersh, 1977), its scope is limited to individuals who have the capacity for socialisation and 

specifically excludes individuals with higher levels of psychopathic traits (Kohlberg, 1968). 

 

The developmental approach to understanding moral reasoning is concerned with the form and 

process of reaching moral decisions, not whether principled reasoning inevitably translates into 

moral action (Kohlberg and Hersh, 1977). The theory does not claim that CMD is the sole 

determinant of moral behaviour, only that moral choices are more consistent with the higher 
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stages (Kohlberg, 2000, p602). The influence of other factors, such as pressures, motives, 

ŜƳƻǘƛƻƴǎ ŀƴŘ άŜƎƻ ǎǘǊŜƴƎǘƘέ ƳŜŀƴǎ ǘƘŀǘΣ ǳƴƭƛƪŜ /aD itself, moral behaviour in specific situations 

ƛǎ ǘŜƳǇƻǊŀǊƛƭȅ άƭƻǎŀōƭŜέ ƻǊ ǊŜǾŜǊǎƛōƭŜ  όYƻƘƭōŜǊƎΣ нлллΣ ǇслнύΦ hƴ ǘƘŜǎŜ ƻŎŎŀǎƛƻƴǎ ƻƴŜ ǿƻǳƭŘ 

ŜȄǇŜŎǘ ŎƻƎƴƛǘƛǾŜ ŘƛǎǎƻƴŀƴŎŜ ǘƻ ōŜ ŀǊƻǳǎŜŘ ōȅ ǘƘŜ ǘƘǊŜŀǘ ǘƻ ǘƘŜ ǇŜǊǎƻƴΩǎ ƳƻǊŀƭ ǎŜƭŦ-concept or 

moral identity (Festinger and Carlsmith, 1959; Murray, Wood and Lilienfeld, 2012). According to 

dissonance theory and neutralisation theory, the individual must then seek to eliminate or 

reduce the dissonance (Festinger and Carlsmith, 1959; Lowell, 2012;) in order to bring about 

correspondence between self and behaviour (Fastinger and Carlsmith, 1959) through self-

justification and rationalisation (Lowell, 2012; Sykes and Matza, 1957; Cressey, 1953). 

 

In the organisational context, where the individual is subjected to group pressures, dissonance 

Ŏŀƴ ƻŎŎǳǊ ǿƘŜƴ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭΩǎ ƻǿƴ ŎƻƎƴƛǘƛƻƴǎ ƻǊ ŎƻǊŜ ƛŘŜƴǘƛǘȅ ό¢ǳǊƴŜǊΣ нлмоΣ Ǉоптύ ƛǎ ƻǳǘ ƻŦ 

step with the corporate groupthink (Toft and Reynolds, 2005, p6) and resulting normative 

behaviour. There are a number of ways to ameliorate the dissonance. One solution, according to 

identity theory, is to remove oneself from the situation (Turner, 2013, p500), that is transfer or 

resign. Another is to seek organisational change, but this requires a degree of moral agency 

(Lowell, 2012) and an organisation that is receptive to change. Perhaps the most common 

solution for those with a more externally orientated locus of control (Rotter, 1966; Trevino and 

¸ƻǳƴƎōƭƻƻŘΣ мффлύ ƛǎ ǘƻ ǊŜŀƭƛƎƴ ƻƴŜΩǎ ƻǿƴ ŎƻƎƴƛǘƛƻƴǎ ŀƴŘ ǊƻƭŜ ƛŘŜƴǘƛǘȅ ǘƻ ǘƘŀǘ ƻŦ ǘƘŜ ƎǊƻǳǇ 

(Turner, 2013, p500; Janis, 1973) using rationalisation techniques such as attributing 

responsibility to others and acting under instruction (Lowell 2012) in order to conform to in-

group expectations (Turner, 2013, p344). 

 

This process of socialisation can ƘŀǾŜ ŀ ŘŜƭŜǘŜǊƛƻǳǎ ŜŦŦŜŎǘ ƻƴ ŜƳǇƭƻȅŜŜǎΩ ŜǘƘƛŎǎΣ ŜǎǇŜŎƛŀƭƭȅ 

ambitious managers, as it orientates them to the norms and narrow performance objectives of 

the organisation. In this way organisations can become a malign influence which creates immoral 

managers out of previously moral individuals (Lowell, 2012). The managers become 

institutionalised into the negative ethical climate (Lowell, 2012) and, in turn, add weight to the 

inertial ballast which resists ethical development. 

 

The purpose of this chapter is not to force fit the metaphor of the organisation as a person 

(McDonald, 1987) onto the Kohlbergian model. Others have tried to do so, for example Logsdon 

and Yuthas (1997) and  Snell (2000), but they have failed to address adequately the fundamental 

problem that the organisation is not a cognitive human being with a unique conscience, but is a 

seething flux of individuals bound temporarily by a common membership and group identity. 
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Rather the aim of this chapter is to reflect on the common aspects and the important differences 

between individual moral development and organisational ethical development, with a particular 

emphasis on the influence of leadership and how the differential rationalisation concept 

introduced in Chapter 10 maps onto each organisational type. 

 

 CƛƎǳǊŜ ммΦмΥ YƻƘƭōŜǊƎΩǎ ŎƻƎƴƛǘƛǾŜ ƳƻǊŀƭ ŘŜǾŜƭƻǇƳŜƴǘ ƳƻŘŜƭ 

_________________________________________________________________________________ 
 
Pre-conventional level 
 
Stage 1: Punishment and obedience  Act to receive rewards and avoid punishment. 
 
Stage 2: Instrumental-relativist  !Ŏǘ ǘƻ ŦǳǊǘƘŜǊ ǎŜƭŦƛǎƘƭȅ ǎŀǘƛǎŦȅ ƻƴŜΩǎ ƻǿƴ ƴŜŜŘǎΣ 

occasionally others. 
 
Conventional level 
 
Stage 3: Interpersonal concordance  Recognise self as member of a wider society with normative  

values, conform to peer expectations and seek approval. 
 
Stage 4: Law and order   Recognise duties and obligations, respect authority and seek  

to maintain the social order through the existing rules. 
 
Post-conventional level 
 
Stage 5: Social contract, legalistic   Recognise the prior rights of others, seek consensus on  

conflicting issues for the greater good. 
 
Stage 6: Universal ethical principles Right is defined by personal and social values which go beyond 

written laws and rules, universal principles of rights, justice, 
equality and human rights apply to all individuals. 

_________________________________________________________________________________ 
 

 

Organisational ethical development framework 

 

The analysis proposes an idealised organisational ethical development (OED) framework based 

on the work of Trevino and Weaver (2003) and the data from the present research (Figure 11.2; 

Figure 11.3). The typology should not be regarded as sharply delineated categories, but as a 

series of irregular, amorphous fields. The organisational types introduced in the following 

sections are illustrated by the anonymised examples encountered in the primary research and a 

few high profile cases found through searches of the media and regulatory websites. It is notable 

that whilst the searches produce many examples of corrupt organisations, convincing examples 

of ethical organisations are far more elusive. The membership pages of Transparency 

International UK (undated) and the Institute of Business Ethics (undated) websites were 

examined for examples of ethical organisations but both lists include numerous financial and 
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other organisations that have been roundly condemned by regulators. The validity of the lists as 

ethical benchmarks for present purposes is further undermined as they also include three 

companies criticised by participants for weak controls and corrupt behaviour.  

 

The list of organisational characteristics in Figure 11.2 is derived from the present research and, 

as such, is not complete. The characteristics are arranged into two domains, attributes and fraud 

risk. It cannot be claimed that the attributes are certain determinants or precursors of fraud 

levels, only that the lowest levels of fraud are consistent with the most positive attributes, which 

in turn are consistent with Trevino and WeaverΩǎ (2003) concept of a values orientated ethical 

climate. It is notable that most of these attributes are techniques of situational crime prevention 

(Clarke, 1980; Button and Gee, 2013, p85). It implies that situational crime prevention is a 

necessary component of a progressive ethical climate. 

 

Delinquent organisations 

 

Delinquent organisations are led by managers who deliberately or negligently ignore laws, rules 

and social norms relating to ethical corporate practices and employee behaviour. They do not 

attempt to profess compliance through their published policies and codes of conduct (Gruys, 

Stewart, Goodstein, Bing and Wicks, 2008). The groupthink and organisational culture at this level 

of ethical development are characterised above all by an instrumentalist orientation similar to 

YƻƘƭōŜǊƎΩǎ ǇǊŜ-conventional level: rƛƎƘǘ ŀŎǘƛƻƴ ƛǎ ǘƘŀǘ ǿƘƛŎƘ ǎŀǘƛǎŦƛŜǎ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ƻǿƴ 

needs and is regulated only by useful transactional reciprocity or the intervention of external 

authorities. The delinquent category covers a broad spectrum from naïve companies to criminal 

enterprises, such as boiler room and long firm fraudsters (Levi, 2008). The range reflects a 

compass of intent, from a criminal mens rea to negligence, recklessness and ignorance. In all 

these cases the result is the same regressive differential rationalisation: ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ 

Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ŜƴŦƻǊŎƛƴƎ ƭŀǿǎ ŀǊŜ ƛƴ ŜȄŎŜǎǎ ƻŦ ǘƘŜ ŦǊŀǳŘǎǘŜǊΩǎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦŀǾƻǳǊŀōƭŜ 

to fraud. 

 

Small organisations 

 

The management of naïve companies lack knowledge and awareness of regulatory and ethical 

issues, and tend to rely on trust as the principal ethical control mechanism. The naïve label is 

typically associated with small start-up companies. In 2014 at least 344,340 new companies were 

formed with up to 19 employees (BIS, 2013; BIS, 2014). Founders may well be armed with the 



192 
 

appropriate trade skills, but probably have no training in how to govern companies, possess 

limited knowledge of the regulatory environment and rarely consider the threat of employee 

ŦǊŀǳŘΦ ¢ƘŜ ŦƻǳƴŘŜǊΩǎ ƻǾŜǊǊƛŘƛƴƎ ŎƻƴŎŜǊƴ ƛǎ ƎŜǘǘƛƴƎ ǎŀƭŜǎ ƻǊŘers. Then they learn that competition 

is not fair: of the 26 participants from SMEs, 19 complained of corruption in their markets and 5 

admitted to colluding in contract bribery demanded by customers. In all cases the source of the 

corruption was junior or middle managers in large customer organisations, people with access to 

substantial funds and the means to hide the schemes. 

 

Iain, the Marketing Director and minority shareholder of SW Marketing, a small £3million 

turnover family business typifies the SME director. He perceives his company as honest, ethical 

and caring. He complains about corruption in his target market, the sports industry, but he had 

no idea that his routine habit of agreeing pricing structures with competitors is a fraud offence 

under the Enterprise Act 2002 until a neighbour who happened to be a former director of the 

Office of Fair Trading told him so at a dinner party. Also typical of small businesses, the 

ŎƻƳǇŀƴȅΩǎ ƛƴǘŜǊƴŀƭ ŎƻƴǘǊƻƭǎ ŀǊŜ ōŀǎŜŘ ƻƴ ǘǊǳǎǘΦ ¦ƴŦƻǊǘǳƴŀǘŜƭȅ Truman, the son of the founders, 

fraudulently abused the company credit card with losses running into £10,000s. The 

management tolerated the frauds for several years until Iain and a co-director threatened to 

resign. 

 

I4U Computers is another example of a small, delinquent organisation that was both a fraud 

offender and victim. The company was a £6mn turnover company that supplied hardware, 

software and support services to schools. It was acquired by a facilities management company, 

Midland FM, and a new Managing Director, June M, was appointed. Unfortunately it stumbled 

under her stewardship, so within 18 months she was dismissed and replaced by a Midland 

ŘƛǊŜŎǘƻǊΣ bƻǊƳŀƴΣ ǘƻ άΧƪƛŎƪ ǘƘŜ ƳŀƴŀƎŜƳŜƴǘ ƛƴǘƻ ǎƘŀǇŜΣ Ŏǳǘ ǘƘŜ ǎǇŜƴŘƛƴƎ ŀƴŘ ǎŜǘ ǘƘŜ ǎŀƭŜǎ 

ǘŀǊƎŜǘǎΦέ 

 

Norman deliberately distanced himself from the daily running of the subsidiary and relied on 

monthly reports from the small management team. He knew that corruption was endemic in the 

industry sector and believed that I4U had to play along by offering computer equipment and 

software as inducements to school governors, head-teachers and IT managers to win contracts. 

To support his rationalisation Norman named five competitors he believed were corrupt. A 

subsequent web search corroborated his assertion: one of the companies had been fined £2.4mn 

for copyright abuse of Microsoft licences (Kunert, 2010) and a second had been involved in a VAT 

carousel fraud (Kunert, 2011). Nevertheless Norman allowed the bribery to continue provided 
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the costs were added to the contract values, a typical contract bribery fraud scheme. Norman 

hoped that by disassociating himself from the minutiae of the business he could dissociate 

himself from corruption: 

 

άL ǿƻǳƭŘ ŀƭǿŀȅǎ ǘǳǊƴ ŀ ōƭƛƴŘ ŜȅŜ ǘƻ ǘƘŀǘ ōŜŎŀǳǎŜ ǘƘŀǘϥǎ ǘƘŜ ǿŀȅ ǘƘŜȅϥǾŜ ŘƻƴŜ ǘƘŜ ōǳǎƛƴŜǎǎ 

how they've operated. As long as the costs were covered in the gross profit, I was happy 

for them to do that as long as I wasn't aware of it, personally. I was implicated in it 

because I was aware of it, but I wanted some plausible deniability and that was my 

ǇƭŀǳǎƛōƭŜ ŘŜƴƛŀōƛƭƛǘȅΦέ 

 

Norman also knew the company habitually defrauded its bank through abuse of its invoice 

discounting bank finance. The facility is similar to a variable overdraft; it allows businesses to 

borrow money against invoices for completed contracts and the higher the level of sales, the 

more that can be borrowed. The abuse arose from the manipulation of the incremental 

budgeting process typical of public bodies (Chapter 10). In order to protect their budgets the 

ǎŎƘƻƻƭǎΩ ŀƴƴǳŀƭ ŦƛƴŀƴŎƛŀƭ Ǌitual involved demanding supplier invoices for work scheduled for the 

following summer break. Presenting these invoices prematurely to the bank to increase 

borrowings was an accounting fraud. 

 

Unbeknownst to Norman, the Sales Manager, having learnt how to deceive the bank, extended 

the fraudulent scheme to raise £350,000 worth of wholly falsified sales invoices. The Sales 

aŀƴŀƎŜǊΩǎ ƳƻǘƛǾŀǘƛƻƴ ǿŀǎ ǘǿƻŦƻƭŘΥ ƛǘ ŀŎŎŜƭŜǊŀǘŜŘ ǘƘŜ ŎŀǎƘ Ŧƭƻǿ ƛƴǘƻ ǘƘŜ ōǳǎƛƴŜǎǎΣ ŀ ŎƻǊǇƻǊŀǘŜ 

fraud, and it falsely increased his sales bonus, an occupational fraud. Inevitably the scheme 

unravelled when the bank became suspicious, investigated the company and forced its closure. 

The matters were reported to the police but they decided not to prosecute because I4U was the 

author of its own downfall, the banks recovered most of their losses and the head teachers of the 

schools refused to co-operate with the investigations. 

 

The I4U case contains features previously encountered: how the rules of incremental budgeting 

trigger deceitful innovations by budget holders to overcome its strictures, a financially stressed 

business, a corrupt market that normalised corrupt behaviour as legitimate business tools, the 

use of contract bribery fraud to generate sales, rationalising fraud as borrowing, trust controls 

and a dysfunctional, transactional leadership. It is not surprising that the criminogenic culture 

was exploited by at least one junior manager. Norman invoked the classic denial of crime, denial 
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of fault and borrowing rationalisations to excuse his role in the affair (Sykes and Matza, 1957; 

Cressey, 1953): 

 

ά.ŜƛƴƎ ƛƎƴƻǊŀƴǘ ǘƻ ŦǊŀǳŘΣ ƴƻ L ŘƛŘƴϥǘ ǘƘƛƴƪ ƛǘ ŎƻǳƭŘ ƘŀǇǇŜƴ ǘƻ ǳǎΦ L ƪƴŜǿ ǘƘŜ ǎŀƭŜǎ ƭŜŘƎŜǊ 

had to be manipulated to make it work but I didn't know it was fraud. We had every 

intention of paying it back. I trusted people. I have a different perception now, but at that 

ǘƛƳŜ ǘƘŜǎŜ ǿŜǊŜ Ƴȅ ǎǘŀŦŦ ŀƴŘ L ǘǊǳǎǘŜŘ Ƴȅ ǎǘŀŦŦ ǘƻ ŎŀǊǊȅ ƻǳǘ ǘƘŜƛǊ ŘǳǘƛŜǎΦέ 

 

Large organisations 

 

A tiny fraction of small companies develop into large corporations that wield enormous power 

and influence. There are 5,243,135 businesses in the UK but just 6,745 (0.1%) are defined as large 

by employing more than 250 people; they employ 40% of the private sector workforce and earn 

53% of the total turnover (BIS, 2014). The risk is that, as a small business grows into a large 

corporation, the absence of correspondent ethical development permits small company 

mentalities to amplify into archetypal white-collar crime corporation (Sutherland, 1940). 

 

Erwin was until recently a senior manager of CA Technologies (CA), a listed $4bn software 

business headquartered in New York. Erwin explained that he was hired by its interim Chairman, 

Bill McCracken, to assist with the restructuring of the business following catastrophic failures of 

governance. The company and its executives had been subject to several high profile legal claims 

for theft of intellectual property, bribery, breach of duty and false accounting in the 1990s and 

2000s. The false accounting scheme was an occupational fraud and the most serious offence. It 

led to the prosecution of eight executives and a deferred prosecution agreement (DPA) against 

the company (USA v CA Technologies 2004). The DPA required the company to establish a 

Compliance Committee, compliance programmes and imposed an independent examiner to 

monitor regulatory compliance. The company appointed a former examiner of the Securities and 

Exchange Commission to the board. 

 

To support the sanitising programme, McCracken set up a special committee of the board to 

investigate the frauds and to learn from the experience (McCracken and Zambonini, 2007). The 

core of the fraud scheme bore close resemblance to that at I4U, the overstatement of sales 

ǊŜǾŜƴǳŜǎΦ IƻǿŜǾŜǊ ƛƴ /!Ωǎ ŎŀǎŜ ǘƘŜ ǇǊƻōƭŜƳ ǿŀǎ ƻǾŜǊ пΣллл ƭŀǊƎŜǊ ŀǘ ϷнΦнōƴ όaŎ/Ǌŀcken and 

½ŀƳōƻƴƛƴƛΣ нллтΣ ǇмύΦ ¢ƘŜ ŜȄŜŎǳǘƛǾŜǎΩ ǇǊƛƳŀǊȅ ƳƻǘƛǾŀǘƛƻƴ ǿŀǎ ǘƻ ǇƭǳƴŘŜǊ Ϸмōƴ ŦǊƻƳ ǘƘŜ ōǳǎƛƴŜǎǎ 

in bonuses, one of the largest known occupational frauds ever detected. The company never 
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outgrew the start-up mentality and had been run by the Chief Executive, Charles Wang, as if 

άΧƻǳǘ ƻŦ Ƙƛǎ ƎŀǊŀƎŜέ όaŎ/ǊŀŎƪŜƴ ŀƴŘ ½ŀƳōƻƴƛƴƛΣ нллтΣ ǇрύΦ Iƛǎ ŘȅǎŦǳƴŎǘƛƻƴŀƭ ƭŜŀŘŜǊǎƘƛǇ ƘŀŘ 

ŎǊŜŀǘŜŘ ŀ ǘƻȄƛŎ ŀǘƳƻǎǇƘŜǊŜ ǿƘƛŎƘ ŜƳōŜŘŘŜŘ ŦǊŀǳŘ ƛƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ άǎŜŜ ƴƻ ŜǾƛƭΣ ƘŜŀǊ ƴƻ ŜǾƛƭέ 

culture since its inception and those who did not acquiesce were fired (McCracken and 

Zambonini, 2007, p5, p17) 

 

Erwin described the new culture at CA in terms of regulatory compliance rather than a broader 

ŜǘƘƛŎŀƭ ŎƻƳǇƭƛŀƴŎŜ ƻǊƛŜƴǘŀǘƛƻƴΥ ά!ƭƭ ǘƘŜ ǎǘŀŦŦ ŀǊŜ ƴƻǿ ǾŜǊȅ ŀǿŀǊŜ ƻŦ ǘƘŜ ƴŜŜŘ ŦƻǊ ǊŜƎǳƭŀǘƻǊy 

ŎƻƳǇƭƛŀƴŎŜΧΦōǳǘ ǘƘŜ 9ǳǊƻǇŜŀƴ ƻǇŜǊŀǘƛƻƴ ƛǎ ǊŜƎƛǎǘŜǊŜŘ ƛƴ ŀ ǎƳŀƭƭ ƻŦŦƛŎŜ ƛƴ {ǿƛǘȊŜǊƭŀƴŘ ǘƻ ƳŀƪŜ 

ǳǎŜ ƻŦ ƭƻǿ ǘŀȄŜǎΦέ Lƴ нлмп ǘƘŜ ŎƻƳǇŀƴȅ ǇŀƛŘ му҈ ǘŀȄ ƛƴ ǘƘŜ ¦{ ŀƴŘ о҈ ƛƴ ƻǾŜǊǎŜŀǎ ƧǳǊƛǎŘƛŎǘƛƻƴǎΦ 

The Vaud canton where CA is registered boasts of its liberal economic controls and special low 

ǘŀȄ ǊŀǘŜǎ ŦƻǊ ƛƴǘŜǊƴŀǘƛƻƴŀƭ ŎƻƳǇŀƴƛŜǎ ƛƴŎƭǳŘƛƴƎ {ǘŀǊōǳŎƪǎ ό±ŀǳŘΣ ǳƴŘŀǘŜŘύΦ ¢ƘŜ ǇŀǊŜƴǘ ŎƻƳǇŀƴȅΩǎ 

New York headquarters is also remote from its registered address in Wilmington, Delaware, 

where regulatory control is so purposelȅ ǿŜŀƪ ǘƘŀǘ άΧ ŎƻƳǇŀƴȅ ƳŀƴŀƎŜǊǎ Ǝŀƛƴ ƘǳƎŜ ƭŜŜǿŀȅ ǘƻ 

Řƻ ǿƘŀǘ ǘƘŜȅ ǿŀƴǘ ŀǘ ǘƘŜ ŜȄǇŜƴǎŜ ƻŦ ƻǘƘŜǊ ǎǘŀƪŜƘƻƭŘŜǊǎέ ό{ƘŀȄǎƻƴΣ нлмнΣ ǇмплύΦ Lǘ ŀǇǇŜŀǊǎ ǘƘŀǘ 

ƻǇŜƴƛƴƎ ǘƘŜ ŎƻǊǇƻǊŀǘŜ ǿƛƴŘƻǿ ǘƻ ǘƘŜ ƛƴǎǇŜŎǘƛƻƴ ƻŦ ǘƘŜ ƭŀǿ Ƙŀǎ ōƭƻǿƴ ŀǿŀȅ ǘƘŜ ŎƻƳǇŀƴȅΩǎ 

garage mentality and spurred the development of its culture, but only to a utilitarian legal 

compliance orientation based on the most expedient regulations. 

 

The window dressing organisation 

 

The window dressing organisation exhibits the same behavioural characteristics as the 

delinquent organisation except that its management profess compliance with regulations and 

normative values through its policies and pronouncements (Weaver, Trevino and Cochran, 1999). 

[ƛƪŜ ǘƘŜ ǿƘƻƭƭȅ ŘŜƭƛƴǉǳŜƴǘ ƻǊƎŀƴƛǎŀǘƛƻƴΣ ǘƘŜ ŜȄŜŎǳǘƛǾŜΩǎ ŜǘƘƛŎŀƭ ŜȄǇŜŎǘations are superficial and 

its typical response to deviance is loaded with rationalisations to justify dysfunctional behaviour. 

aŀƴŀƎŜƳŜƴǘΩǎ ŀǿŀǊŜƴŜǎǎ ƻŦ ƛǘǎ ǎƻŎƛŀƭ ŜƴǾƛǊƻƴƳŜƴǘΣ ǊŜƎǳƭŀǘƛƻƴǎ ŀƴŘ ōǳǎƛƴŜǎǎ ǇǊŀŎǘƛŎŜǎ Ƙŀǎ 

developed to the extent that it sees the reputational advantages of portraying the organisation 

as a law-abiding citizen, though its ethical structures are a constructed pretence that hides 

regressive differential rationalisations for tolerating delinquent behaviour. We saw in Chapters 9 

and 10 how both R&T and Westco fit this category. Despite their ethical proclamations, the 

management of both companies readily rationalise employee fraud and are repeat corporate 

fraudsters with multiple successful actions taken against them by European and North American 

authorities for cartel offences between 2000 and 2010. Inzco is a similarly sized multi-billion 

dollar Japanese manufacturer with a significant presence in the UK. Despite published policies 
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that proclaim anti-corruption values, Peter, the young Inzco sales representative, described 

without any hesitation or hint of embarrassment how the company secures high value contracts 

from large corporate and public sector clients: 

 

ά²Ŝ ŦƛƴŘ ƻǳǘ ǿƘŀǘ Ƙƛǎ ǿƛŦŜ ǿŀƴǘǎΥ ŎŀǊΣ ƘƻƭƛŘŀȅΣ ǿƘŀǘŜǾŜǊΦ !ƴŘ ǿŜ Řƻ ŀ ŘŜŀƭΦ LŦ ǿŜ ŎŀƴΣ ǿŜ 

stick his cost on the job, what we can, but it depends what we can get away with, what 

his budget is like. It's just doing what you need to. A bit under the table, you know. It's 

not really wrong, not like it's a crime, it just helps everyone along to get the deal done. 

It's part of the package you put together, isn't it?......Yes [ƛǘΩǎ ŎƻƳƳƻƴǇƭŀŎŜ ƛƴ ǘƘŜ ǎŜŎǘƻǊ], 

at [company A and B], I worked for them before, it was just the same. The product has to 

be right, the price needs to be good and the client should get something out of it so the 

whole package is right. Why? Do you have a problem with it? You'll go nowhere if you 

ŘƻƴϥǘΦέ 

 

Having been apprenticed into the corporate groupthink view of corruption, Peter rationalises 

that inducing clients into occupational cƻǊǊǳǇǘƛƻƴ ƛǎ ƴƻǘ ŀ ŎǊƛƳŜΣ ƛǎ ŀǇǇǊƻǾŜŘ ōȅ LƴȊŎƻΩǎ 

management and is a normal, necessary survival practice within the market sector. Without 

some form of external regulatory intervention or a change of leadership, these corrupt practices 

will continue unchecked. 

 

Nigel is a partner in Farewell Consultants. He audits the ethical practices of large corporations, 

mainly those with extensive overseas operations or suppliers. He finds that some business 

leaders are sincere in their attitudes to ethics, but others are only interested in image, reputation 

and avoiding bad publicity. The ethical leaders want to know what is right and wrong about their 

companies. The image conscious leaders are less interested in whether unethical practices occur 

in their organisations, they are more concerned that the practices may come to the attention of 

the authorities or the media. These leaders engage Nigel and his colleagues for defensive 

purposes. Should allegations of maltreatment of employees, poor health and safety conditions or 

bribery arise, the leaders aim to distance themselves and their companies from the allegations by 

citing their engagement of Farewell as evidence of their commitment to ethical practices. 

 

The windows compliance organisation is possibly the highest risk type as its ethical proclamations 

ŀǊŜ ŦǊŀǳŘǎ ƛƴ ǘƘŜƳǎŜƭǾŜǎ ǘƘŀǘ ƳƛǎǊŜǇǊŜǎŜƴǘ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ƛƴǘŜƎǊƛǘȅ ŀƴŘ ŘŜŦƭŜŎǘ ǎŜǊƛƻǳǎ 

scrutiny. The deregulation of the Savings and Loan market in the USA in the 1980s (Coleman, 

1995) led to industrial scale occupational frauds and the conviction of 1,000 managers (Pontell, 
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Black and Geis, 2014). The 2008 financial meltdown exposed the corrupt activities of long-

established, well-respected banks, yet too often they are still unable or reluctant to excise the 

habit. Barclays, for example, was condemned by the Financial Conduct Authority (2015) for its 

repeated failure to remedy its ineffective management controls and flawed bonus culture despite 

multiple regulatory interventions. The UBS bank is a particularly apposite example of a 

dysfunctional leadership that espoused compliance but secretly rationalised the utility of 

corporate fraud (The Telegraph, 2012): the bank inevitably fell victim to a £1.3bn occupational 

fraudster, Kweku Adoboli (Warner, 2011), and the machinations of trader Tom Hayes, who was 

motivated by greed and huge bonuses to manipulate LIBOR interest rates whilst at UBS and 

subsequently at Citigroup (BBC, 2015, May 26 ; BBC, 2015, May 28b). 

 

FIFA (Fédération Internationale de Football Association) is a not-for-profit organisation based in 

{ǿƛǘȊŜǊƭŀƴŘΦ Lǘǎ Ƴƛǎǎƛƻƴ ƛǎ ǘƻ άΧŘŜǾŜƭƻǇ Ŧƻƻǘōŀƭƭ ŜǾŜǊȅǿƘŜǊŜ ŀƴŘ ŦƻǊ ŀƭƭΣ ǘƻ ǘƻǳŎƘ ǘƘŜ ǿƻǊƭŘ 

through its inspiring tournamenǘǎ ŀƴŘ ǘƻ ōǳƛƭŘ ŀ ōŜǘǘŜǊ ŦǳǘǳǊŜ ǘƘǊƻǳƎƘ ǘƘŜ ǇƻǿŜǊ ƻŦ ǘƘŜ ƎŀƳŜΦέ 

(FIFA, ǳƴŘŀǘŜŘύΦ Lǘǎ ƭŜŀŘŜǊǎƘƛǇ ŎƭŀƛƳǎ ǘƘŀǘ ƛǘ άΧƘŀǎ ǇƭŀȅŜŘ ŀ ǇƛƻƴŜŜǊƛƴƎ ǊƻƭŜ ŀƳƻƴƎǎǘ 

ƛƴǘŜǊƴŀǘƛƻƴŀƭ ǎǇƻǊǘƛƴƎ ŦŜŘŜǊŀǘƛƻƴǎ ƛƴ ǘƘŜ ŀǊŜŀ ƻŦ ƎƻǾŜǊƴŀƴŎŜΦέ όCLC!Σ ǳƴŘŀǘŜŘύΤ ƛǘǎ /ƻŘŜ ƻŦ 

Conduct proclaims zero tolerance to corruption (FIFA, 2012a); its Code of Ethics prohibits 

anything other than trivial gifts (FIFA, 2012b). It earns on average $1.4bn per year, spends 

$1.3bn, has $1.5bn in cash reserves and employees 474 people with an average remuneration of 

$243,000 (FIFA, 2015). However its executives were greedy for more and abused their positions 

to plunder well over $150mn from the organisation and its associates (US Department of Justice, 

2015). It is not surprising that the President of FIFA, Sepp Blatter, presents psychopathic 

characteristics such as power hungry, ruthlessness, Machiavellian, manipulative and a sense of 

impunity (BBC, 2015, May 28aύΣ ŀƴŘ ǘƘŀǘ ƘŜ ƭŜŀǊƴǘ Ƙƛǎ ŎǊŀŦǘ ŦǊƻƳ CLC!Ωǎ ŦƻǊƳŜǊ tǊŜǎƛŘŜƴǘ 

Havelange, himself accused of corruption by the Swiss authorities (Kiernan, Jelmayer and 

Magalhaes, 2015). 

 

Compliance organisations 

 

Weaver and Trevino (1999) refer to ethical control programmes that emphasise rule compliance, 

coercion and punishment as compliance orientated. The compliance organisation has evolved 

ethical and security mentalities (Johnston and shearing, 2003, p29) that orientate it towards a 

law-ŀōƛŘƛƴƎ ŎƛǘƛȊŜƴǎƘƛǇ ŎǳƭǘǳǊŜ ǘƘŀǘ ǊŜǎŜƳōƭŜǎ YƻƘƭōŜǊƎΩǎ ŎƻƴǾŜƴǘƛƻƴŀƭ ƭŜǾŜƭΦ Lǘǎ ƳŀƴŀƎŜƳŜƴǘ 

ǊŜŎƻƎƴƛǎŜǎ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ Ǉƻǎƛǘƛƻƴ ǿƛǘƘƛn the wider community and the sustainable value of 

alignment with an external regulatory environment that protects it from law-of-the-jungle chaos. 
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!ǘ ǘƘƛǎ ƭŜǾŜƭ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ƛƴǘŜǊƴŀƭ ŜǘƘƛŎŀƭ ǎǘǊǳŎǘǳǊŜǎ ŀŘƻǇǘ ǘƘŜ ƛƴǎǘǊǳƳŜƴǘŀƭ ǊǳƭŜ ŀƴŘ 

punishment mechanisms exercised by the regulators: the threat of a sanction response is its 

primary control mechanism. The research suggests two types of compliance orientated 

organisations. Both types set out to comply with the rules, but the contingent compliance 

variants adopt a utilitarian perspective and rationalise the relaxation of the enforcement of the 

rules depending on the context and circumstances. On the other hand the unconditional 

compliance organisations are far more likely to enforce rules irrespective of the circumstances. 

 

Contingent compliance 

 

The response of contingent compliance organisations to rule breaking is dependent on 

ƳŀƴŀƎŜƳŜƴǘΩǎ ǳǘƛƭƛǘŀǊƛŀƴ ŀǎǎŜǎǎƳŜƴǘ ƻŦ ǿƘƻ ƛǎ ƛƴǾƻƭǾŜŘΣ ǘƘŜ ǾŀƭǳŜ ƻŦ ǘƘŜ ƻŦŦŜƴŎŜΣ ǘƘŜ 

consequences to the organisation and whether there is external regulatory oversight. A 

contingency switch wired into a utilitarian perspective and lubricated by regressive 

rationalisations allows the organisation to oscillate between window dressing and compliance 

orientations. The Midhouse BuildƛƴƎ {ƻŎƛŜǘȅΩǎ ŎƻǳƴǘŜǊ-fraud team, for example, expends 

substantial energy on regulatory compliance and external mortgage frauds perpetrated by 

customers, but it pays little attention to employee fraud because, according to counter-fraud 

manager Paul, it is common, low value and the perpetrators are not real criminals. Lawrence, the 

corporate Finance Director introduced in Chapter 6, described his frustration with the groupthink 

(Janis, 1973) of the executives at Hurn Group that led them to overlook the minor errant 

behaviour of subsidiary Managing Directors because of their perceived value contribution: 

 

άtǊƻǾƛŘƛƴƎ ǘƘŜ ǎǳōǎƛŘƛŀǊȅ ƛǎ ŎƻƴǘǊƛōǳǘƛƴƎ ǘƻ ǘƘŜ ƎǊƻǳǇΣ ǘƘŜȅ ώthe parent company 

executives] would rather not know. Because they don't see it as a major wrong and it's 

just a cost of operating a business, provided it doesn't get out of hand. Dealing with it is a 

great distraction from what they are there for and they've got enough to contend with. 

At least for the small fiddles. And people don't like a serious confrontation, when it's 

ƳƛƴƻǊ ǘƘƛƴƎǎΦ ²ƘŜƴ ƛǘ ƳŀǘŜǊƛŀƭƭȅ ƛƳǇŀŎǘǎ ƻƴ ƳŀǊƎƛƴΣ ǘƘŜȅ ƘŀǾŜ ǘƻ ŀŘŘǊŜǎǎ ƛǘΦέ 

 

All the lawyers and counter-fraud specialists participating in the research suggested that 

reputational concerns tend to inhibit the response of organisations to crimes of dishonesty. Fear 

of corporate reputational damage or career repercussions can cause managers to ignore 

fraudulent activity, to displace management responsibility to others or to inhibit co-operation 

with investigations. The Managing Directors of HIJ Tubeline and ETS Produce (Chapter 10), are 
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reluctant to pursue internal fraudsters because they fear having to disclose the frauds to 

prospective clients through their vendor due diligence systems. Ewan, the Counter-Fraud 

Manager at facilities management company BBR Services, is wary of the potentially corrosive 

relationships between managers and subordinates that can result from these situations: 

 

άwŜŀƭƛǎǘƛŎŀƭƭȅΣ ƛǘ ǿƻƴΩǘ ŀƭǿŀȅǎ ώbe reported to the compliance function] because a lot of 

the ǘƛƳŜ ǘƘŜƛǊ ǎƛǘŜ ƳŀƴŀƎŜƳŜƴǘΣ ǿƛƭƭ ǇǊƻōŀōƭȅ ǘǳǊƴ ŀǊƻǳƴŘ ǘƻ ŀ ǇŜǊǎƻƴ ŀƴŘ ǎŀȅΣ Ψ¸ƻǳ 

ǎƘƻǳƭŘƴΩǘ ƘŀǾŜ ŘƻƴŜ ǘƘŀǘΣ L ǎƘƻǳƭŘ ōŜ ǊŜǇƻǊǘƛƴƎ ȅƻǳ ǳǇΦ ¸ƻǳ ƪƴƻǿ ǿƘŀǘ ƘŀǇǇŜƴǎ ƛŦ ƘŜ 

ŎƻƳŜǎ Řƻǿƴ ǘƘŜǊŜΣ ȅƻǳ ƴƻǿ ƻǿŜ ƳŜ ȅƻǳǊ ƭƻȅŀƭǘȅΦΩέ 

 

The Serious Fraud Office and the Attorney DŜƴŜǊŀƭΩǎ hŦŦƛŎŜ ŘƛǎǇƭŀȅŜŘ ŎƻƴǘƛƴƎŜƴǘ ŎƻƳǇƭƛŀƴŎŜ 

ŎƘŀǊŀŎǘŜǊƛǎǘƛŎǎ ǿƘŜƴ ǘƘŜȅ ŀŎǉǳƛŜǎŎŜŘ ǘƻ ƳǳƭǘƛǇƭŜ ŀōǳǎŜǎ ōȅ ǘƘŜ {ChΩǎ ŜȄŜŎǳǘƛǾŜǎΥ ŀōǳǎŜ ƻŦ ǘƘŜ 

recruitment processes, circumvention of the purchasing systems, abuse of expenses, serious 

breaches of civil service termination payment rules by its senior management which cost 

£870,000 and dishonesty in subsequent investigations (Allan, 2011). The Attorney General 

decided not to pursue the miscreants (Attorney General, 2013) despite the collective breach of 

fiduciary duty. Similarly the Sir Hugh Orde, the President of Association of Chief Police Officers 

ǇǊŜŦŜǊǎ ŀƭƭƻǿƛƴƎ ƻŦŦƛŎŜǊǎ ǘƻ ǊŜǎƛƎƴ ƻǊ ǘŀƪŜ ŜŀǊƭȅ ǊŜǘƛǊŜƳŜƴǘ ŀǘ ǘƘŜ ǘŀȄ ǇŀȅŜǊǎΩ ŜȄǇŜƴǎŜ ǊŀǘƘŜǊ ǘƘŀƴ 

face immediate suspension and a proper investigation (Home Affairs Committee, 2013). These 

attitudes are perhaps not surprising as the contingency mentality lies at the heart of the criminal 

justice system: decisions to prosecute offenders are contingent on a multitude of factors 

including the seriousness of the offence, the level of culpability of the offender and the harm 

caused (Crown Prosecution Service, 2013). 

 

Unconditional compliance 

 

The unconditional compliance organisation always enforces the rules irrespective of the context 

and circumstances of detected events. The ethical identity of the organisation as a social citizen 

and the ethical role identities of its managers as protectors of the group identity dominate the 

response to fraud and corruption. The collateral fallout of confronting fraud is subsidiary to the 

ƳŀƴŀƎŜƳŜƴǘΩǎ ƻǾŜǊǊƛŘƛƴƎ ƧǳǎǘƛŎŜ ƳƻǘƛǾŜΣ ŎƻƴǎŜǉǳŜƴǘƭȅ ƛǘ ƴŜǾŜǊ ǊŀǘƛƻƴŀƭƛǎŜǎ ǘƻƭŜǊŀǘƛƴƎ ŦǊŀǳŘ ƻǊ 

avoiding punishing offenders. The uncompromising response of Midton District Council to the 

housing benefit fraud perpetrated by one of its employees was described in Chapter 10. Despite 

sympathising with the stressed financial circumstances of the single mother, the council pursued 

criminal prosecution, recovered the losses and dismissed her. That the council has a counter-
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fraud department with the resolve and clout (Braithwaite and Fisse, 1987) to enforce the rules 

undoubtedly buttresses its resolute stance. 

 

Lawrence contrasted his disquiet with Hurn Group, described above, with his experiences as a 

Finance Director at a subsidiary of Qintek Industries. In this example, the company focused its 

opprobrium on the act of rule-breaking behaviour by a director, not the value of the expense 

fraud or the august position of the offender: 

 

ά/ŜǊǘŀƛƴ ŎƻƳǇŀƴƛŜǎ ŀǊŜ ǘƻƭŜǊŀƴǘΣ ƻǘƘŜǊ ŎƻƳǇŀƴƛŜǎ ŀǊŜ ƛƴǘƻƭŜǊŀƴǘ of dishonest behaviour. 

One of my co-directors at Qintek had been visiting subsidiaries in the USA and he had his 

flights booked by head office. On two occasions when he was returning from the USA the 

flights were full and people were invited to be bumped off the flight in return for cash. 

He agreed and took the cash. The company took a very dim view and sacked him, 

summary dismissal, even though it hadn't actually cost them, other than his late return to 

ǘƘŜ ƻŦŦƛŎŜΦέ 

 

9ǿŀƴ ŀǘ ..w ōŜƭƛŜǾŜǎ ǘƘŜ ŎƻƳǇŀƴȅ ƛǎ άΧǾŜǊȅ ŀƎƎǊŜǎǎƛǾŜ ƛƴ ǿƘŀǘ ǿŜ ǾƛŜǿ ŀǎ ŘƛǎƘƻƴŜǎǘέΦ ¦ƴƭƛƪŜ 

the SFO (Allan, 2011), BBR is intolerant of order splitting, a common practice in many 

organisations for avoiding the higher level authorisations required for higher value purchases. 

Ewan categorises tƘŜ ǇǊŀŎǘƛŎŜ ǿƛǘƘ ŦǊŀǳŘ ōŜŎŀǳǎŜ ƛǘ ŎƻǳƭŘ ǎƛƎƴŀƭ ŀ ƳŀƴŀƎŜǊΩǎ ƛƴǘŜƴǘ ǘƻ ŜǾŀŘŜ 

ƻǾŜǊǎƛƎƘǘ ƛƴ ƻǊŘŜǊ ǘƻ άΧƎŜǘ ǘƘŜƛǊ ŦǊƛŜƴŘΩǎ ōǳǎƛƴŜǎǎ ǘƘŜ ƧƻōΦέ Lƴ ..w ǘƘŜ ǇǊŀŎǘƛŎŜ ǳǎǳŀƭƭȅ ƭŜŀŘǎ ǘƻ 

dismissal. Just like Mark at DEF Group in a similar role, Ewan believes that without the support of 

ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƭŜŀŘŜǊǎƘƛǇΣ ǘƘƛǎ Ǌƻōǳǎǘ ŀǇǇǊƻŀŎƘ ǿƻǳƭŘ ƴƻǘ ōŜ ǇƻǎǎƛōƭŜΥ άLƴ Ƴȅ ǊƻƭŜ ȅƻǳ ƴŜŜŘ 

ǎǳǇǇƻǊǘ ŦǊƻƳ ǎƻƳŜōƻŘȅ ǿƛǘƘ ŀ ƭƻǘ ƻŦ Ŏƭƻǳǘ ƻǘƘŜǊǿƛǎŜ ȅƻǳ ōŜŎƻƳŜ ǘƻƻǘƘƭŜǎǎΦέ 

 

By casting the definition of fraud beyond a narrow legalistic interpretation and by setting no 

minimum loss value, Qintek and BBR ensure that all species of fraud are covered by the 

ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŎƻƳǇƭƛŀƴŎŜ ŎƻƴǘǊƻƭǎΣ ŜǎǇŜŎƛŀƭƭȅ ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ ǘƘŜ ŜȄŜƳǇƭŀǊȅ ōŜƘŀǾƛƻǳǊ ŜȄǇŜŎǘŜŘ ƻŦ 

its leaders. They are examples of progressive differential rationalisation cultures which seek to 

excise any hint of passive tolerance to fraudulent behaviour. 

 

Values orientated organisations 

 

The values orientated organisation has developed its collective groupthink beyond the rule-

punishment ethical control of the compliance organisation (Weaver and Trevino, 1999). Led by 
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transformational leaders who are fully engaged in steering the ethical climate of their 

organisations (Trevino, Brown and Hartman, 2003), the values orientated organisation 

emphasizes support and shared values. However this does not mean that compliance controls 

are abandoned. By aiming for both values and compliance, the organisation internalises within its 

ŜƳǇƭƻȅŜŜǎΩ ǾƻƭǳƴǘŀǊȅ ŀŘƘŜǊŜƴŎŜ ǘƻ ǾŀƭǳŜǎ ŀƴŘ ǊǳƭŜǎ ό²ŜŀǾŜǊΣ ¢ǊŜǾƛƴƻ ŀƴŘ /ƻŎƘran, 1999a). The 

key distinguishing feature of values orientation is manifest in the level of ethical engagement of 

employees. Compliance orientated organisations rely almost entirely on the instrumental 

effectiveness of their structured management systems to detect and control non-conforming 

behaviour, though they may receive the occasional anonymous whistleblowing report. In values 

ƻǊƛŜƴǘŀǘŜŘ ƻǊƎŀƴƛǎŀǘƛƻƴǎ ŜƳǇƭƻȅŜŜǎΩ ŜǘƘƛŎŀƭ ǊƻƭŜ ƛŘŜƴǘƛǘƛŜǎ ŀǊŜ ŜƴƎŀƎŜŘ ǘƻ ǘƘŜ ŜȄǘŜƴǘ ǘƘŀǘ ǘƘŜȅ 

voluntarily and continuously watch out for and report signs of dysfunctional behaviour through 

normal reporting channels (Weaver and Trevino, 1999). 

 

The organisation most closely aligned to the values orientation encountered in the research is 

DEF Group. Its management do not hide detected fraud, excuse and rationalise it away, rather 

they endeavour to expose it, measure it and learn from every detected event. Consequently its 

counter-fraud team have developed an expert knowledge of the subject and a professional 

capacity to pursue all justice routes available to it, disciplinary, loss recovery and criminal 

ǇǊƻǎŜŎǳǘƛƻƴǎΦ .ǳǘ Ƴƻǎǘ ƻŦ ŀƭƭΣ ƛǘǎ ŜƳǇƭƻȅŜŜǎΩ ŜǘƘƛŎŀƭ ǊƻƭŜ ƛŘŜƴǘƛǘƛŜǎ ŀǊŜ ƻōǎŜǊǾŀōƭŜ ƛƴ ǘƘŜƛǊ 

willingness to speak up and report aberrant behaviour. This is the characteristic above all which 

distinguishes DEF from the compliance orientated subjects. The results, detailed in Chapter 7, are 

significantly reduced levels of fraud of all types: corporate, customer and occupational.  

 

Organisation ethical development 

 

A key difference betǿŜŜƴ ŀƴȅ ƪƛƴŘ ƻŦ h95 ƳƻŘŜƭ ŀƴŘ /a5 ƛǎ YƻƘƭōŜǊƎΩǎ ŎƭŀƛƳ ǘƘŀǘ ƘǳƳŀƴ 

cognitive moral development is spurred when individuals confront, consider and resolve moral 

dilemmas (Kohlberg and Hersh, 1977). Too often the management of even very mature 

delinquent organisations only reflect on their ethical responsibilities when prompted by a 

sufficiently powerful external intervention. Westco and R&T illustrate how some management 

teams remain defiant when the intervenor is a mere whistleblower. The power of the 

whistleblower is simply inadequate to penetrate the shield erected by its groupthink (Janis, 1973) 

and its collective regressive differential rationalisation mentality. Such organisations require the 

power of regulators. 
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Figure 11.2: Organisational ethical development model 
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It took the intervention of external regulators in Germany and the USA, the exposure of 

institutional corruption and record fines of $1.3bn to trigger ethical development at Siemens. The 

ŎƻƳǇŀƴȅ ƴƻǿ ŦǳƴŘǎ ŀ ϻмллƳƴ LƴǘŜƎǊƛǘȅ LƴƛǘƛŀǘƛǾŜ ǘƘŀǘ άΧΦǎǳǇǇƻǊǘǎ ƻǊƎŀƴƛȊŀǘƛƻƴǎ ŀƴŘ ǇǊƻƧŜŎǘǎ 

fighting corruption and fraud throuƎƘ ŎƻƭƭŜŎǘƛǾŜ ŀŎǘƛƻƴΣ ŜŘǳŎŀǘƛƻƴ ŀƴŘ ǘǊŀƛƴƛƴƎέ ό²ƻǊƭŘ .ŀƴƪΣ 

2009). In some cases leaders, whose personal immorality is a determinant factor in organisational 

failings, have to be excised as a prerequisite to ethical development, otherwise they would 

stubbornly remain at the delinquent level. Both Siemens and CA Technologies purged the 

delinquent individuals from their management teams (US Department of Justice, 2008; 

McCracken and Zambonini, 2007). 

 

{ƛƳƛƭŀǊƭȅ 59CΩǎ ŜǘƘƛŎŀƭ ƧƻǳǊƴŜȅ ŘƛŘ ƴƻǘ ƻŎŎǳǊ ōȅ ƴŀǘǳǊŀƭ ŘŜvelopment. The key trigger was, 

ŀŎŎƻǊŘƛƴƎ ƛǘǎ {ŜŎǳǊƛǘȅ aŀƴŀƎŜǊΣ ŀ άǎŜǾŜǊŜ ƧƻƭǘέΣ ŀ ǾŜǊȅ ƭŀǊƎŜ ŦƛƴŜ ƛƳǇƻǎŜŘ ōȅ ǘƘŜ 9ǳǊƻǇŜŀƴ 

Commission on its parent company, Eurocorp, for cartel offences. Its response went beyond just 

adjusting the behaviour of its marketing team. It invested in a transformational ethical 

programme which disseminated normative values throughout its worldwide operations. It 

introduced situational crime prevention techniques (Button and Gee, 2013, p85), recruited 

compliance staff, created training programmes and distributed revised policies, detailed 

procedures and reporting systems. The two features which clearly distinguish the company are 

ǘƘŜ ƭŜŀŘŜǊǎƘƛǇΩǎ ǇǊƻƎǊŜǎǎƛǾŜ ŘƛŦŦŜǊŜƴǘƛŀƭ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ƳŜƴǘŀƭƛǘȅ ŀƴŘ ǘƘŜ ǎǳōǎǘŀƴǘƛŀƭ ŜƴƎŀƎŜƳŜƴǘ 

of its staff in supporting the programme. The leadership refuses to accept any excuses for 

tolerating fraud or corruption of any type and reporting aberrant behaviour is perceived as a 

normal duty rather than uncomfortable snitching. 

 

The Property Services Agency (PSA) was an example of a public sector body that was forced to 

develop its ethical climate following an inquiry into corrupt practices between employees and 

suppliers in the 1980s (Doig, 1993). The agency was subsequently rebranded and split into 

several parts, some of which were privatised. BBR was one of the private sector partners that 

inherited a portion of the PSA structure. According to Ewan, their Counter-Fraud Manager, it took 

time, resilience and considerable effort to incrementally change the inherited culture: 

 

ά{ƻ ǘƘŜ ǎǘŀǊǘ ƻŦ ǘƘŜ ŀƴǘƛ-ŦǊŀǳŘ ŎǳƭǘǳǊŜ ǿŀǎƴΩǘ ōŀŘΣ ōǳǘ ǿƛǘƘƻǳǘ ƎƻƛƴƎ ƛƴǘƻ ǘƻƻ ƳǳŎƘ 

history l think in the PSA days dishonesty was rife in some areas and of course we 

inherited some PSA staff so some of those would have been difficult to get into the 

ŎƻǊǊŜŎǘ ŎǳƭǘǳǊŜ ōǳǘ ōƛǘ ōȅ ōƛǘ ǿŜ ƳŀƴŀƎŜŘ ƛǘΦέ 
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Ursula is a Compliance Manager and Luke is a Project Manager at one of the public sector 

successors to the PSA. The RTA inherited elements of the PSA and is responsible for the 

construction and maintenance of government assets. One of its principal roles is managing 

contractors including BBR. Ursula is adamant that the organisation is now free of occupational 

corruption due to the deterrence effect of stringent financial controls and random audits, and a 

strong, co-operative counter-fraud relationship between the RTA and its contractors. However 

she expressed deep concerns that the present direction of the organisation may lead to ethical 

reversal as discussed below. 

 

Organisation ethical regression 

 

Kohlberg asserts that the cognitive moral development of humans is irreversible, an idea that 

resonates with the immutable core personal identity postulated by identity theory (Kohlberg and 

Hersh, 1977; Turner, 2013, p347). However the ethical development of an organisation can 

regress: its membership changes, new leaders are recruited, they take new directions and 

reinvent themselves. Every example of organisational ethical development in Figure 11.3 displays 

a common characteristic of progression: that they do not lose the core features of earlier stages, 

rather each level adds an ethical layer. The values orientated organisation has the instrumental 

purpose of the delinquent organisation, the compliance proclamations of the window dressing 

orientation become true and the rule enforcement structures of the compliance organisation 

remain. Regression occurs when commitment and investment to an ethical stage wanes, an 

ethical layer is cast off and the organisation reverts to a lower stage. Barclays and UBS are just 

ǘǿƻ ƻŦ Ƴŀƴȅ ŜȄŀƳǇƭŜǎ ƛƴ ǘƘŜ ōŀƴƪƛƴƎ ǎŜŎǘƻǊ ǘƘŀǘ ƘŀǾŜ ǊŜƎǊŜǎǎŜŘΦ ¦ǊǎǳƭŀΩǎ ŦŜŀǊ ƛǎ ǘƘŀǘ ŀƭƭ ǘƘŜ ƎƻƻŘ 

work and ethical investment at the RTA is now being undone. The RTA has recently changed its 

leadership and its executive team has been contracted out, including the CEO, to a private sector 

consortium. Their mission is to save money. The counter-fraud team has been reduced from a 

staff of sixteen to one. BBR has been replaced by a lower cost contractor which has halved its 

counter-fraud team and Ursula is singularly unimpressed with their operational methods: 

 

ά¢ǊŜƴǘƻƴ ƘƛŘŜ ŜǾŜǊȅǘƘƛƴƎΣ ¢ǊŜƴǘƻƴ ǿƻƴΩǘ ǘŜƭƭ ǳǎ ŀōƻǳǘ ŀƴȅǘƘƛƴƎ ǘƘŜȅ ŘƻƴΩǘ ƘŀǾŜ ǘƻƻΦ ¢ƘŜƛǊ 

first option would be to lie about something rather be open and honest and I'm not used 

to that with BBR. I'm not saying they were perfect, but Trenton are absolutely appalling. 

¢ƘŜȅ ǿƛƭƭ ǘŜƭƭ ȅƻǳ ǎƻƳŜǘƘƛƴƎ ŀƴŘ ȅƻǳ ƪƴƻǿ ƛǘϥǎ ŀ ōŀǊŜ ŦŀŎŜŘ ƭƛŜΦέ 
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Ethical decoupling and lag 

 

Weaver, Trevino and Cochran (1999b) note how some organisations focus their programmes on 

certain ethical themes whilst others are ignored or decoupled. The categorisation of the subject 

organisations in Figure 11.3 is based solely on their orientations in respect of fraud and 

corruption. One cannot draw conclusions about other ethical themes within the organisations. 

R&T and Westco, for example, have very active and strictly enforced health and safety and 

environmental programmes. Similarly one cannot draw conclusions about all operational 

locations of an organisation from the examination of one.  The climate in the RTAΩǎ ƻǇŜǊŀǘƛƻƴǎ 

based in the UK appears to be unconditional compliance orientated. Unfortunately the cultural 

evolution failed to gain traction in the RTAΩǎ DŜǊƳŀƴ ƻǇŜǊŀǘƛƻƴǎΦ Ursula compared the UK with 

Germany: 

 

άLǘΩǎ ǾƛǎƛōƭŜ Ŏǳƭture-wise how much we have improved in the UK with it because the RTA 

is also abroad as well, not just England and the UK. In Germany we have a huge fraud and 

ŎƻǊǊǳǇǘƛƻƴ ǇǊƻōƭŜƳΣ ƛǘ ǿŀǎ ǘƘŜ ŎǳƭǘǳǊŜΣ ǘƘŜȅ ŘƛŘƴΩǘ ǎŜŜ ƛǘ ŀǎ ŦǊŀǳŘΣ ƛǘ was accepted. We 

ƪƴƻǿ ǿƘŜƴ ǿŜ ǳƴŎƻǾŜǊŜŘ ƛǘΣ ƛǘ ǿŀǎ ƳŀǎǎƛǾŜΦέ 

 

Her perceptions are based on a secondment to the German office, which is predominantly 

ǎǘŀŦŦŜŘ ōȅ DŜǊƳŀƴ ƴŀǘƛƻƴŀƭǎ ŀƴŘ ǿƘŜǊŜ ǘƘŜǊŜ ƛǎ άΧŀ ŘŜŦƛŀƴǘ ƘŀƴƎƻǾŜǊ ŦǊƻƳ ǘƘŜ t{! ŘŀȅǎΦέ ¢ƘŜ 

corruption involves white goods, motorcycles, kickbacks from local contractors, price-fixing 

cartels and paying millions of Euros to non-existent shell companies. It was at such a level that it 

warranted police raids at four RTA sites and eight German suppliers. The offenders included both 

DŜǊƳŀƴ ŀƴŘ ¦Y ƴŀǘƛƻƴŀƭǎΦ ¦ǊǎǳƭŀΩǎ ŜǾƛŘŜƴǘ ŦǊǳǎǘǊŀǘƛƻƴ ŀǊƻǎŜ ōŜŎŀǳǎŜ ƘŜǊ ǘŜŀƳ ƘŀŘ ǇǊŜǾƛƻǳǎƭȅ 

discovered evidence of fraud and referred it to the line management in Germany who did 

ƴƻǘƘƛƴƎΥ ά{ƻ ƛǘ ǿŀǎ ŀƭƭ ǿƘƛǘŜ-ǿŀǎƘŜŘΣ ōƛƎ ǿƘƛǘŜ ǿŀǎƘΦέ Lt turned out that the local counter-fraud 

ǘŜŀƳ ǿŜǊŜ ƛƴǾƻƭǾŜŘΦ ¦Ǌǎǳƭŀ ŘŜǎŎǊƛōŜŘ ǘƘŜƳ ŀǎ ά¢ƘŜ ōƛƎƎŜǎǘ ŎǊƻƻƪǎ ƎƻƛƴƎΣ ȅƻǳ ƪƴƻǿΦέ ¢ƘŜǊŜ ŀǊŜ 

three key lessons here. Firstly, the perceived ethical climate in one organisational location is not a 

reliable predictor of the climate elsewhere. Secondly, the perceived climate associated with one 

theme is not an indicator of the climate associated with other themes. Thirdly, due to the 

complexities of organisational structures and local cultural norms, particularly in respect of multi-

nationals, one cannot assume that the rate of ethical development is uniform across locations, 

divisions, departments and themes.  
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Conclusions 

 

Although the organisation ethical development model elucidated here resembles the Kohlbergian 

CMD concept, it is not the same. The OED model represents an idealised typology of ethical 

stages that organisations can attain depending on a multitude of influences including history, 

normative expectations of the operating sector, external regulations, interventions of external 

regulators and leadership. The experiences of DEF Group and RTA in the UK and CA Technologies 

in the USA show that ethical climates can develop to reduce the levels of occupational fraud, but 

it demands hard work and a commensurate commitment to resources from the leadership. 

Ethical energy is required to shift the climate from the instrumental orientation of the delinquent 

organisation towards the values orientation level. It is no coincidence that the ethical 

development of DEF, RTA and CA Technologies has been supported by the introduction of 

compliance structures and situational crime prevention mentalities. The OED model does not 

mean that values orientated organisations never stray, never have internal ethical failures and 

are never victims of occupational crime. It does mean that ethical conduct is more consistent 

with the higher stages, that fraud is less likely. 

 

.ŜŎŀǳǎŜ ǊŜƎǊŜǎǎƛǾŜ ŘƛŦŦŜǊŜƴǘƛŀƭ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴ ǇǊƻƳƻǘŜǎ ΨŦǊŀǳŘƎŜƴƛŎΩ ŎǳƭǘǳǊŜǎ ǿƘƛŎƘ ŀƭƭƻǿ ōƻǘƘ 

occupational and corporate fraud to become institutionalised in organisations such as I4U, SW 

Marketing, R&T, Westco and previously at CA Technologies, progressive differential 

rationalisation has to be a primary focus of ethical programmes. The programmes must de-

rationalise corporate fraud to set a credible values reference otherwise the individual and 

collective dissonance created by rationalising the utility of corporate fraud would undermine any 

progressive differential rationalisation programmes in respect of occupational fraud. Put simply, 

dishonesty must not be allowed to breed dishonesty. 

 

The OED model suggests that ethical energy has to be maintained to avoid ethical reversal. The 

pull of the instrumental orientation that defines the functional purpose of the organisation is a 

powerful, continuous force somewhat like a tension spring that, if not resisted, draws the 

organisation down to the lowest ethical energy level, promotes regressive differential 

rationalisation and leads back to delinquency. A primary function of the counter-fraud team is to 

sustain the ethical climate by maintaining a progressive differential rationalisation mentality. The 

role of the leadership is to provide the team with the necessary clout (Braithwaite and Fisse, 

1987) and the anchor from which it can resist the tensile forces of the instrumental orientation. 
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Counter-fraud teams should have a prominent role in the planning of significant organisational 

changes, restructuring, mergers and acquisitions to deal with inevitable cultural misalignments, 

conflicts and anomie. The ethical energy at these pivotal moments should be enhanced, not 

diminished. It is unfortunate that the structural changes within RTA and its supply chain have 

resulted in a drastic reduction in counter-fraud investment. If its ethical energy levels are not 

supplemented by some other means then the model predicts ethical delayering and regression to 

a windows dressing culture or worse. Should this happen, it is virtually certain that there will be 

an increase in corporate, third party and occupational fraud. Whilst this outcome may not be 

intentional, it results from their inability to tune into the collective memory of the bad old days of 

the PSA and more recent experiences in Germany. It is probably inevitable that the salience of 

profound experiences and the associated, absorbed isomorphic learning (Toft and Reynolds, 

2005) will diminish or disappear entirely when an entire management team is replaced. 

Corporate managers should be alive to these risks when contemplating structural changes, 

acquisitions and mergers. Politicians and senior civil servants should be especially tuned into 

these risks when overseeing privatisations or transforming the governance of public bodies to 

government-owned, contractor- operated (GOCO) organisations.  
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Chapter 12 

 

Conclusions 

 

Introduction 

 

The limited enthusiasm for occupational fraud since the ground breaking work of Sutherland 

(1940) and Cressey (1953) is puzzling. It has a stunning capacity to cause harm, manifests the 

audacious criminal ingenuity of apparently respectable people and has an ancient pedigree. The 

unbridled greed and wilful negligence of his senior managers allowed Nick Leeson to play 

Monopoly, accumulate fraudulent losses of £827 million and destroy Barings Bank (Stein, 2000). 

History was repeated with the £1.4bn of unsupervised fraudulent trading by Kweku Adoboli at 

UBS (R v Kweku Adoboli [2012]). Sometimes a herd mentality in an entire sector produces 

devastating consequences. Pontell and Calavita (1992) characterise the savings and loan scandal 

as collective embezzlement. It involved 543 sales and loan companies, resulted in 839 convictions 

(Calavita and Pontell, 1994) and cost the American taxpayer $1 trillion (Pontell and Calavita, 

1992). In AD 193 the Praetorian Guard committed probably the most audacious occupational 

fraud on record when it sold the Roman Empire to Senator Didius Julianus (Gibbon, 2001, p137). 

 

These are extreme examples of occupational fraud. Usually, as Chapter 5 demonstrated, 

occupational fraud involves low value incidents, the undetected dark matter (Shapiro, 1985) that 

rarely triggers management interest, never mind the attention of the media, historians or 

academics. Even when it is discovered, organisations often avoid thorough investigations and 

rarely pursue judicial remedies. The Attorney General failed to properly investigate the abuse of 

trust and the dishonesty of the senior management at the SFO (Hurdle, 2012). It clearly caused a 

deal of angst amƻƴƎǎǘ ǘƘŜ {ChΩǎ ŜƳǇƭƻȅŜŜǎ ǿƘƛŎƘ ƭŜŘ ǘƻ ŀ ǿƘƛǎǘƭŜōƭƻǿŜǊ ŎƻƳǇƭŀƛƴǘΦ Lǘ ŜƴǊƛŎƘŜŘ 

three executives to the tune of £870,000 and enraged the Public Accounts Committee (2013) but 

no one was held to account and the wound was not repaired. Why did the SFO not prevent this 

abuse in the first pace and why did it not respond effectively to the complaint? 

 

This research was stimulated by personal experience which prompted the primary research 

question: what is it about some organisations that they do not tackle occupational fraud and 

sometimes seem to intentionally avoid dealing it? The natural corollary is to ask why other 

organisations are robust in confronting the problem. In the absence of directly relevant previous 
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research, this inquiry has utilised a mixture of methods and has drawn upon a range of 

sociological theories to explore the control structures, social influences and cultural 

characteristics of organisations which lead either to active prevention or passive tolerance. 

Chapters 3 to 5 examined the nature of the occupational fraud threat and the nature of the 

challenge it poses to organisations. Chapters 6 to 11 then examined the attributes and cultural 

dynamics of organisations which lead either to a criminogenic fraud tolerant orientation or an 

ethical fraud intolerant orientation. This final chapter follows a similar structure in summarising 

the research findings. It concludes with a discussion of the limitations of the research and the 

opportunities for further research, including potential application of the findings in other 

sociological fields. 

 

The nature of the occupational fraud threat 

 

The difficulties in addressing the occupational fraud problem begin with its definition. Chapter 4 

described how ambiguities in the objective and subjective meanings of fraud create difficulties 

for organisations trying to prevent it and for researchers seeking to understand it. The objective 

meaning is defined by the formal, generalised legal description of the type of behaviour that can 

be properly labelled as fraud. It is an abstract concept, a reference standard for measuring real, 

observable behaviour. The subjective meaning arises when an observer, a manager or colleague, 

encounters real behaviour or specific evidence and assesses whether it meets the reference 

criteria. 

 

The problems continue with the law. The role of the legislators is to provide a clear, 

understandable objective ŘŜŦƛƴƛǘƛƻƴΣ ǘƻ ŎƭŜŀǊƭȅ ŘŜŦƛƴŜ ǎƻŎƛŜǘȅΩǎ view of what is right and wrong 

and to give meaning to wrongful behaviour by setting proportionate sanctions. The criminal 

justice system then has a social learning purpose to reinforce that meaning by enforcing the law 

(Bandura, 1976, p121). However the state systems falls short in all three respects. The statute 

book contains numerous deceit offences which are context dependent, carry wildly varying levels 

of sanctions and target either the individual or the organisation, rarely both. Thus for similar 

behaviour, the meaning of fraud depends on the immediate circumstances of the offence, 

whether the offender is a real person or an organisation and on the profession of the human 

offender. However the most salient problem described in Chapter 8 is the distinct lack of interest 

and weak performance of the law enforcers and prosecutors. Their indifference signals to both 

offenders and victims that only the most audacious fraud is a crime. It dissolves the immorality of 

the act and effectively de-criminalises lower value offences (Duffield and Grabosky, 2001). As an 
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alternative the civil regime offers little prospect of justice. It is poorly designed for low value 

frauds and as for substantial claims, one experienced fraud barrister characterised the courts as 

no better than a betting shop. The overall message broadcast by the state apparatus is that fraud 

is not a real crime and employers need to find their own ways of both preventing it and 

responding to incidents. 

 

Although the analysis of occupational fraud in Chapter 4 set out to provide a clear definition, it 

failed, rather it amplified the difficulties in clearly defining fraud. The chapter introduced the 

concept of the offence script as an analytical means of describing the chronology of events and 

the roles of actors that it may be properly understood and labelled. The method illustrated the 

significant overlap between employee theft and employee fraud. It also showed how a bribe paid 

in order to win a contract is a type of fraud because the money for the bribe is sourced from the 

client organisation by way of a fraudulent addition to the contract value. This is the most 

frequent type of fraud I have seen in business and to emphasise its dual nature, I have named it 

άŎƻƴǘǊŀŎǘ ōǊƛōŜǊȅ ŦǊŀǳŘέΦ ¢Ƙis fraud type illustrates how the clear delineation between corporate 

and occupational fraud suggested by Clinard and Quinney (1973, p188) is often not possible and 

depends on the unit of analysis: the supplier is the briber committing a corporate offence, the 

bribee is an employer of the customer committing an occupational offence. To add to the 

confusion, Chapter 4 also showed how occupational fraud, unlike most other crimes, is 

contingent on local organisational rules. Behaviour prohibited by contractual arrangements in 

one organisation is perfectly acceptable in another. The fraud is not intrinsic to the actions but 

arises from the breach of contract. This may explain why the police, and indeed employers, are 

prone to regard employee fraud as civil disputes or disciplinary matters, but not crimes. 

 

Other acquisitive crimes do not suffer from the same level of subjective interpretation, it is 

peculiar to fraud. Consequently employers are unsure how to distinguish between fraud, error 

and negligence and therefore whether to respond to events with assistance, training, systems 

improvement, disciplinary measures or prosecution. Even organisations like DEF Group 

introduced in Chapter 7 struggle to distinguish between fraud and error. The fundamental issue is 

that the difficulties in producing an objective definition of fraud are as nothing compared to the 

difficulties in subjectively defining observed behaviour as fraudulent. The organisation is an 

environment wherein deliberately false interpretations of fraud can readily be lost amongst 

genuine misunderstandings. It is an ideal context for both offenders and employers to construct 

άƴƻ-ŎǊƛƳŜέ ŀƴŘ άƴƻǊƳŀƭ ōŜƘŀǾƛƻǳǊέ rationalisations (Benson, 1985).  
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CǊƻƳ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊΩǎ ǇŜǊǎǇŜŎǘƛǾŜ ǘƘƛǎ ōǳōōƭƛƴƎ ƳƛƭƛŜǳ ƻŦ definitional uncertainties and 

typological intersections creates problems in clearly identifying the unit of analysis: the broad 

offence genus, a particular type of offence, the employee, the organisational victim, individual 

events or schemes. The difficulties in defining the unit of analysis is reflected in the white-collar 

literature where the organisation, the employee and non-work related offending are often mixed 

together. Although clear and consistent delineation of the unit of measure is difficult, if not 

impossible, it is important that researchers apply more rigour in scoping and describing their 

work programmes to ensure their conclusions are more precisely related to the environments 

and phenomena in question. 

 

The purpose of Chapter 5 was to develop an understanding of the extent of the occupational 

fraud threat. If the threat is small then there is little need for preventative measures but if the 

threat is large, organisations need to know whether the challenge is many employees committing 

many low value offences or a small number of high value offenders. Many offenders would 

emphasise the role of the organisation and indicate a systematic failure of its culture and controls 

which leads to normalising deviant behaviour (Kaptein, 2008). Rare, high value offending would 

emphasise the role of the offender and the need to identify, control or excise these individuals. 

The chapter is a meta-analysis of the best available secondary data and primary data collected 

from research participants; it uniquely quantifies the value and frequency of the offence and of 

the offender. The chapter arrives at a number of important conclusions. Firstly, that measuring is 

a hard task, not least because it is difficult to identify, detect and define with confidence. 

Secondly, with annual losses in the UK at £14.5bn, larger than the aggregate losses of all physical 

acquisitive crimes, occupational fraud poses a significant threat to organisations. Following the 

work of Hollinger and Clark (1983a) and Karstedt and Farrell (2006, 2007), the indications are that 

occupational fraud is a normal activity and in any 12 month period, at least one third of 

employees will commit at least one offence. This amounts to 10 million adults in the UK. The 

implication is that the problem cannot be addressed by the law alone, it requires a significant 

adjustment in normative structures. These statistics need to be viewed with caution because 

they are not derived from a random, representative sample frame, nevertheless they are the best 

available statistics for further hypothesis testing. The most interesting finding, however, is the 

statistical distribution of frauds. By focusing on the event as the unit of analysis rather than the 

aggregate scheme it becomes apparent that most fraudsters, over 90%, are infrequent offenders 

causing about one-third of the damage, whilst less than 10% are frequent offenders causing 

about two-thirds of the losses. Clearly the minority pose the major financial threat. The data 

supports the analysis of arrest histories by Weisburd, Waring and Chayet (2001, p78) which 
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showed that some white-collar criminals are occasional offenders and others are habitual. The 

data in the analysis correlated strongly with the Weibull distribution which is typically used by 

engineers to analyse equipment reliability. Further work is required to test this hypothesis, but it 

implies that fraudulent behaviour may follow a standard statistical distribution. If this proved to 

be the case, it could assist in the statistical modelling of not only fraud, but also other 

behavioural phenomena within criminology and wider sociological fields. 

 

The final chapter in this section, Chapter 6, completes the picture of the occupational fraud 

threat by examining the nature of the occupational offender. The analysis builds on the offender 

typologies of Weisburd, Waring and Chayet (2001), Pogarsky (2002) and Wikstrom (2006) and 

proposes that people can be described by a continuous ethical distribution. The two minorities at 

either end of the distribution, the saints and the psychopaths, are not susceptible to 

management controls, normative values and deterrence strategies, but the behaviour of the 

majority is contingent on these environmental influences. The implication for organisations is 

that their counter-fraud strategies need to recognise that the offending population is not 

homogeneous and they need to be alive to the threat from ordinary, mundane people as well as 

from those with higher levels of psychopathy. The majority of offenders are psychologically 

normal. They are stimulated by crisis or by pure opportunity and their offences are more likely to 

be occasional and lower in value. Because their moral sensibilities are rooted in socially 

normative values, offenders in this group need to construct rationalisations to maintain their 

moral self-perceptions. The psychopathic fraudsters are in the minority but cause the greatest 

harm through their greed and habitual offending. They care little about normative expectations, 

so do not need to construct rationalisations. The implication is that counter-fraud strategies 

should include organisational ethical development programmes to reduce the number of 

occasional offenders and robust controls to disable or remove the undeterrable, habitual 

psychopaths. For criminologists these observations also mean that the aetiology of occupational 

fraud cannot be described by a single, universal theory: situational and cultural theories are the 

most apposite for the majority of offenders whilst psychology theories appear to be the most 

relevant springboard for the individuals causing the greatest harm. 

 

Culture and characteristics of organisations 

 

The case study of DEF Group in Chapters 7 and 8 provided an insight into the structures and 

dynamics of an organisation which is sufficiently proud of its counter-fraud culture to expose its 

workings to a nosey researcher. The performance of DEF sits in stark contrast to that of R&T 
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Industries described in Chapter 9. At first sight both companies share similar characteristics. They 

are both very large European corporations operating in similar sectors, indeed DEF distributes 

R&TΩǎ ǇǊƻŘǳŎǘǎΣ ǘƘŜȅ ƘŀǾŜ ōƻǘƘ ōŜŜƴ ŦƛƴŜŘ ǾŜǊȅ ǎǳōǎǘŀƴǘƛŀƭ ŀƳƻǳƴǘǎ ōȅ ǘƘŜ 9ǳǊƻǇŜŀƴ 

Commission for cartel offences and they both proclaim ethical corporate values. The differences 

emerge in the gap between rhetoric and reality. DEF responded to regulatory intervention by 

investing in its ethical culture. The study identified four key attributes which distinguish DEF. Its 

counter-fraud systems are fully integrated into its business systems and ethical structures. Its 

security team acts like an independent internal police force. The team has the support of its 

leadership and the consequent clout to moƴƛǘƻǊ ŀƴŘ ǊŜǎǇƻƴŘ ǘƻ ŦǊŀǳŘ ƛƴŎƛŘŜƴǘǎΦ ¢ƘŜ ƭŜŀŘŜǊǎƘƛǇΩǎ 

refusal to rationalise excuses for fraudulent behaviour whatever the consequences or the station 

ƻŦ ǘƘŜ ƻŦŦŜƴŘŜǊ ŘƛǎǘǊƛōǳǘŜǎ ŀ ǇƻǿŜǊŦǳƭ ŜǘƘƛŎŀƭ ƳŜǎǎŀƎŜΦ Cƛƴŀƭƭȅ ŀƴŘ ŀǎ ŀ ǊŜǎǳƭǘΣ ŜƳǇƭƻȅŜŜǎΩ ŜǘƘƛŎŀƭ 

identities are actively engaged in watching out for ethical problems including fraud. It is this last 

ŦŜŀǘǳǊŜ ǿƘƛŎƘ Ƴƻǎǘ ŎƭŜŀǊƭȅ ǎŜǘǎ ǘƘŜ ŎƻƳǇŀƴȅ ŀǇŀǊǘ ŀƴŘ ƭƻŎŀǘŜǎ ƛǘ ǿƛǘƘƛƴ ²ŜŀǾŜǊ ŀƴŘ ¢ǊŜǾƛƴƻΩǎ 

(2003) idealised description of a values orientated organisation. On the other hand R&T sits 

squarely within the definition of the window dressing organisation, one which does not practice 

its espoused values (Weaver, Trevino and Cochran, 1999b). R&TΩǎ ŦǊŀǳŘƎŜƴƛŎ ŎǳƭǘǳǊŜ ƛǎ ŜǾƛŘŜƴǘ ŀǘ 

a high level in its multiple prosecutions for cartel and corporate bribery, and at a local level in its 

indifference to tax evasion and internal bribery. The absence of ethical leadership and its 

emphasis on utilitarian commercial objectives distorts the values of junior managers thus 

creating psychological dissonance and the construction of rationalisations for tolerating corrupt 

behaviour. For R&TΩǎ ƳŀƴŀƎŜƳŜƴǘ ŦǊŀǳŘ ƛǎ ƴƻǘ ǘƘŜ ǇǊƻōƭŜƳΣ ǘƘŜ ǇǊƻōƭŜƳ ƛǎ ǘƘŜ ǇŜǊŎŜƛǾŜŘ ǘƘǊŜŀǘ 

to commercial objectives and careers posed by the exposure of the crime. For them the 

consequences of exposure hold more sway than the damages and immorality of the crime. 

 

The regulatory environment in which organisations of all types operate has evolved incrementally 

by way of significant thematic steps. The extent and depth to which these regulations are 

meaningfully implemented depends to a great extent on the intent and enforcement powers 

afforded to the regulators (Coleman, 1992). Four major ethical themes have emerged over the 

past thirty years: employee welfare and equality, quality of products and services, health and 

safety and the environment. Each are supervised by specialist regulators with significant powers 

to intervene in the operations of organisations. The consequence is a library of British and 

European Standards and an army of consultants and employed regulatory officers advising 

management teams how to comply with the regulations. Another manifestation is the vendor 

appraisal system whereby mainly large organisations set out their ethical expectations and check 

the ethical practices of suppliers. Those companies which fail to comply or reform are excluded 
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from approved supplier lists. In this way the law acts through the coercive agency of large 

corporations to disseminate compliance through the supply chain. Conversations and debates 

between employees and between organisations on these particular issues is now a normal, 

everyday occurrence. 

 

The Bribery Act 2010 was introduced with a similar intent and is becoming a more regular feature 

of vendor appraisal packs, but it is not yet a topic of conversation between businesses. The 

difference is the absence of a clearly identifiable agency responsible for enforcement. Employee 

fraud, including contract bribery fraud, suffers from the malaise of a weak regulatory 

environment, an indifferent police service and an ineffective Serious Fraud Office. Consequently 

the policing of employee fraud is essentially a private exercise that requires a robust security 

mentality (Johnston and Shearing, 2003) to fill the regulatory vacuum and prevent lawlessness. 

IƻǿŜǾŜǊ ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ǇǊƛǾŀǘŜ ǇƻǿŜǊǎ ŀǊŜ ǊƛƎƘǘƭȅ ǊŜǎǘǊƛŎǘŜŘ ǘƻ ǇǊŜǾŜƴǘŀǘƛǾŜΣ ŎƛǾƛƭ ƭŀǿΣ 

contractual and above all disciplinary mechanisms. The perceived immorality attached to fraud, 

as measured by the level of sanction, is thus detoxified to the equivalence of a civil dispute or 

weak job performance. Poor performance may be a dismissible circumstance but it is not a 

sanctionable offence. The failure of the law limits the effective scope of sanctions policies and 

stymies access to the general deterrence power of criminal sanctions required to dissuade the 

lower morality opportunistic offenders, those people who may develop into habitual offenders. 

¢ƘŜ ƻǇǇƻǊǘǳƴƛǘȅ ŦƻǊ ǎǇŜŎƛŦƛŎ ŘŜǘŜǊǊŜƴŎŜ ƛǎ ŀƭǎƻ ƭƻǎǘΣ ǘƘǳǎ ŜƴŎƻǳǊŀƎƛƴƎ άƴƻ-crƛƳŜέ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ 

in the minds of deterrable individuals who see dismissal as a fresh opportunity to defraud a new 

employer. Indeed Chapter 8 highlighted how these torpedoes can become boomerangs, 

returning to the first employer to resume their nefarious ways. 

 

Chapter 10 ōǊƻǳƎƘǘ ǘƻƎŜǘƘŜǊ ŀ ǘƘǊŜŀŘ ǊǳƴƴƛƴƎ ǘƘǊƻǳƎƘƻǳǘ ǘƘŜ ǘƘŜǎƛǎΣ Ƙƻǿ ƳŀƴŀƎŜǊǎΩ 

Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ ƴƻǘ ŘŜŀƭƛƴƎ ǿƛǘƘ ŦǊŀǳŘǳƭŜƴǘ ōŜƘŀǾƛƻǳǊ ǊŜŦƭŜŎǘ ƻŦŦŜƴŘŜǊǎΩ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦƻǊ 

engaging in fraud. Some of their excuses are exactly the same as ǘƘŜ ƻŦŦŜƴŘŜǊǎΩΥ ƛǘΩǎ ƴƻǘ ŀ ŎǊƛƳŜΣ 

higher loyalty protection of corporate reputation, empathy and social bonds, defence of 

ƴŜŎŜǎǎƛǘȅ ƛƴ ǇǊƻǘŜŎǘƛƴƎ ƻƴŜΩǎ Ƨƻō ƻǊ ǇŜǊǎƻƴŀƭ ǊŜǇǳǘŀǘƛƻƴΣ ƛǘΩǎ ƴƻǘ ŀ ŎǊƛƳŜΣ ŘŜƴƛŀƭ ƻŦ ǊŜǎǇƻƴǎƛōƛƭƛǘȅΣ 

it is normal and a form of denial of injury in a utilitarian sense whereby the cost of dealing with 

fraud is perceived as in excess of the losses associated with the offence. The differential 

rationalisation theory set out in Chapter 10 borrows from Sutherland (Sutherland, Cressey and 

Luckenbill, 1947, p88) but places greater emphasis on the role of the organisation and its 

members in the aetiology of occupational fraud. The theory postulates that employees are more 

ƭƛƪŜƭȅ ǘƻ ōŜŎƻƳŜ ƻŎŎǳǇŀǘƛƻƴŀƭ ŦǊŀǳŘǎǘŜǊǎ ǿƘŜƴ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ Ǌŀǘƛƻƴŀƭisations for not 
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ŜƴŦƻǊŎƛƴƎ ǘƘŜ ƭŀǿ ŀǊŜ ƛƴ ŜȄŎŜǎǎ ƻŦ ǘƘŜ ŦǊŀǳŘǎǘŜǊΩǎ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ ŦŀǾƻǳǊŀōƭŜ ǘƻ ŦǊŀǳŘΣ ōƻǘƘ ƛƴ 

type and frequency. It is an interactionist theory that identifies a key responsibility of leaders in 

shaping the ethical climate and reinforcing positive normative values: it is to deconstruct the 

rationalisations of managers and employees for excusing and tolerating occupational fraud. 

 

Unethical organisations are characterised by regressive differential rationalisation. The increased 

range of types and frequency of rationalisations for excusing fraud expressed by leaders, 

managers and their subordinates normalises aberrant behaviour. These culturally borne 

expressions are external agents in reducing the moral dissonance and inhibitions in the minds of 

individual potential offenders. Ethical organisations are characterised by progressive differential 

rationalisation: the range of type and frequency of tolerating rationalisations is reduced thus 

placing greater emphasis on the agency, choices and rationalisations of the individuals who are 

contemplating fraud. Cressey (1986) teaches that crime can be reduced by deconstructing 

ƻŦŦŜƴŘŜǊǎΩ Ǌŀǘƛƻƴŀƭƛǎŀǘƛƻƴǎ by, for example, providing an equitable environment which does not 

foment crime rationalisations (Gill and Goldstraw-White, 2012, p24). Differential rationalisation 

suggests that organisations should first focus on dismantling the acquiescent rationalisations of 

law-abiding managers and employees. Progressive differential rationalisation operates on the 

group identity by shifting the ethical distribution of members to a higher level of morality thus 

reducing the number of deterrable offenders. It reduces the risk of law-abiding excusers slipping 

silently into excusing their own emergent criminality. It ensures that pathologically immoral 

offenders are held accountable irrespective of their station, punished and excised from the 

organisation. Differential rationalisation can be applied to any ethical concept involving 

organisations and sub-cultures, issues such as health and safety, environmental responsibility and 

equality. A progressive differential rationalisation climate is more likely to promote isomorphic 

learning from negative experiences and catastrophic events (Toft and Reynolds, 2005, p65). On 

the other hand, members of a regressive differential rationalisation culture are more likely to 

excuse the circumstances and those responsible for immoral, negligent or reckless behaviour and 

therefore lose the valuable learning opportunities. 

 

Inspired bȅ YƻƘƭōŜǊƎΩǎ ό1968) ideas of cognitive moral development (CMD), Chapter 11 continued 

the discussion of ethical climate to propose a five stage organisational ethical development (OED) 

model. It is fundamentally incompatible with CMD. The two most important departures are that 

the ethical climate of organisations, especially large, complex organisations, are not 

homogeneous. The cultural norms in one location, division or department can be profoundly 

different to others. Secondly, Kohlberg holds that, barring physical or psychological damage, an 
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ƛƴŘƛǾƛŘǳŀƭΩǎ ƳƻǊŀƭ ƧƻǳǊƴŜȅ Ŏŀƴƴƻǘ ǊŜƎǊŜǎǎ ǘƻ ƭƻǿŜǊ ƭŜǾŜƭǎΤ ƻǊƎŀƴƛǎŀǘƛƻƴǎ ŀƴŘ ƛƴǘŜǊƴŀƭ ǎǳō-cultures 

can regress with changes in leadership, personnel, structures, ownership and external pressures. 

Nevertheless the OED model provides a typological framework for exploring how these variables 

ƛƴŦƭǳŜƴŎŜ ŀƴ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǇǊƻƎǊŜǎǎƛǾŜ ƻǊ ǊŜƎǊŜǎǎƛǾŜ ƧƻǳǊƴŜȅΦ 9ȄǘŜǊƴŀƭ ǊŜƎǳƭŀǘƛƻƴǎ ŀǊŜ ŀƴ 

important influence, especially when they are enforced: regulatory intervention triggered the 

development of DEF Group (Chapter 7), CA Technologies and the PSA in the UK but it failed in 

respect of R&T Industries (Chapter 9) and the German division of the RSA agency. Research is 

required to isolate the variables and understand their relative power in influencing ethical 

development. 

 

The OED analysis proposes some of the identifiable organisational characteristics relevant to 

occupational fraud at each level, one of which is differential rationalisation. As the list of 

characteristics is based on the exploratory research data it is far from complete. However it does 

suggest that situational crime prevention is a necessary component of progressive ethical 

climates. Further work is required to extend the list of characteristics and correlate it with each 

stage of development. One of the correlates suggested by the research data is that criminogenic 

cultures prone to perpetrating corporate fraud are more susceptible to occupational fraud. The 

conclusion that corporate criminality breeds criminal cultures which feed on the corporate body 

is not new. It follows differential association theory (Sutherland, Cressey and Luckenbill, 1947, 

p88) and the observations of early criminological research that inner-city criminal sub-cultures 

victimise their own communities. 

 

Limitations of research and further work 

 

This research programme set out to explore how organisations deal with occupational fraud and 

why some organisations avoid tackling the problem. The exploratory nature of the research using 

mixed methods means that the results need to be viewed with some caution. The data and ideas 

generated need to be regarded as hypotheses for further testing. The variables identified do not 

constitute a comprehensive list. Further research is required to identify the internal and external 

ǾŀǊƛŀōƭŜǎ ǿƘƛŎƘ ƛƴŦƭǳŜƴŎŜ ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ŘŜŎƛǎƛƻƴǎ ǘƻ ƛƴǾŜǎǘ ƛƴ ŎƻǳƴǘŜǊ-fraud strategies, how they 

develop their security mentalities and how they respond to detected incidents. In order to 

minimise bias, these questions call for ethnographic research by insiders or observers in the 

tradition of Mars (1973, 1974) and Ditton (1977). A key issue is gaining access to organisations 

and, when the door is open, gaining complete access. The present research has been constrained 

by the limitations of time resource and the inaccessibility of organisations by ethical means. 
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Consequently the observations of the participant organisations were restricted to a short time 

period and a specific location. The experience of the RSA in Chapter 11 illustrate that the 

researcher cannot assume that observations in one location or country are representative of 

other locations. 

 

Quantitative research is required to develop the ideas so that they may prove to have 

generalised application. There is a desperate need to undertake robust research into the extent 

of the fraud problem on order to convince Chief Executives and policy makers of the significance 

of the threat and the need for investment in prevention strategies. Conducting fraud loss 

measurement exercises (Button and Gee, 2013, p71) alongside qualitative assessments of the 

characteristics and ethical cultures of participant organisations would expose causal attributes 

ǿƘƛŎƘ ŀŦŦŜŎǘ ŦǊŀǳŘ ǊŜǎƛƭƛŜƴŎŜΦ 9ȄŀƳƛƴƛƴƎ ƻǊƎŀƴƛǎŀǘƛƻƴǎΩ ƘƛǎǘƻǊƛŜǎ ǿƻǳƭŘ ƛŘŜƴǘƛŦȅ ǘƘŜ ƛƴŦƭǳŜƴces and 

triggers which has led them to their current level of ethical development. The fraud distribution 

data suggests that occupational fraud is a normal activity but the minority of offenders cause 

most of the damage. Further representative testing is required to prove the hypothesis. The 

thesis induces that the minority of offenders display higher levels of psychopathic traits. However 

in order to substantiate the hypothesis a psychological research programme is required that 

diagnoses the personality characteristics of employees and correlates these traits with offending 

frequency. From the sociological perspective, the most interesting research is possibly also the 

least difficult to undertake, to test the differential rationalisation theory using survey and 

interview methods. It would also be fascinating to apply the research to other ethical themes 

such as health and safety, environment and patient care in the NHS. 
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